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[bookmark: _Ref165266342][bookmark: OLE_LINK4][bookmark: OLE_LINK6][bookmark: OLE_LINK8][bookmark: OLE_LINK3]Introduction
The techniques of the Ambient IOT are initial studied in RAN and the outcome is captured in the TR 38.848 [1]. In Rel-19, it is agreed to further study the solutions and performance of the Ambient IOT system ensuring at least the required functionalities in Section 6.2 of TR 38.848. The SID is captured in “Study on solutions for Ambient IoT (Internet of Things) in NR” [2], and the objectives of the study item which is led by RAN2 is quoted as below.
· RAN2-led:
· Study and decide which functions are needed for an Ambient IoT compact protocol stack and lightweight signalling procedure to enable DO-DTT and DT data transmission, and study those functions.
For example:
· Paging
· Random access
· Data transmission, including necessary radio resource control aspects, respecting the limitation in the General Scope 
· Interactions with upper layers
For functionalities not listed above, they are studied only if found essential.
In this contribution, we provide our considerations on the general aspects of the Ambient IOT system design.
Discussion
1.1 General principle
In the Rel-19 Ambient IOT system, topologies 1 & 2 (UE as an intermediate node under NW control) as per TR 38.848 are to be supported, as shown in the pictures below. According to the guidelines in the SID, the overall objective should be to study a harmonized air interface design in all cases as much as possible. Also, to reduce the complexity of the Ambient IOT device, we can aim for a unified design for the Ambient IOT interface between the device and the reader in topologies 1 & 2.
Given the working assumption, we think the harmonized Ambient IOT interface design, which is a common part in topologies 1 & 2, should be studied first. The delta part in topology 2 (i.e., the Uu interface design for the Ambient IOT) can be studied subsequently, which includes at least the network control of the intermediate UE and the data/signalling forwarding by the intermediate UE.
[image: ]
Fig1. Topology 1: BS ↔ Ambient IoT device
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Fig2: Topology 2: BS ↔ intermediate node ↔ Ambient IoT device
[bookmark: _Ref142659619][bookmark: _Hlk162336923]Proposal 1: From RAN2 perspective, there is no difference in Ambient IOT interface design for the topologies 1 & 2.
[bookmark: _Ref162337132]Proposal 2: RAN2 prioritizes to study the design of the Ambient IOT interface in the topologies 1 & 2.
Based on the SID and the latest RAN1 agreement [3], we aim to study a harmonized air interface design with minimized differences (where necessary) for Ambient IoT to enable the following devices:
· Device 1: ~1 µW peak power consumption, has energy storage, initial sampling frequency offset (SFO) up to 10X ppm, neither DL nor UL amplification in the device. The device’s UL transmission is backscattered on a carrier wave provided externally.
· Device 2a: ≤ a few hundred µW peak power consumption, has energy storage, initial sampling frequency offset (SFO) up to 10X ppm, both DL and/or UL amplification in the device. The device’s UL transmission is backscattered on a carrier wave provided externally.
· Device 2b: ≤ a few hundred µW peak power consumption, has energy storage, initial sampling frequency offset (SFO) up to 10X ppm, both DL and/or UL amplification in the device. The device’s UL transmission is generated internally by the device.
However, given that the above includes multiple device types with different power consumption and varying capabilities, a completely harmonized air interface design may not be flexible enough and could lead to poor performance in some cases. For example, device 1 differs from others as it relies on backscattering an externally provided carrier wave, while the D2R transmission of device 2b generated internally without the need for a carrier wave. The carrier wave signalling may be unnecessary and could potentially interfere with the reception and transmission for device 2b. Therefore, it would be beneficial for the reader to be aware of the device type. The Ambient IoT interface design could be harmonized for all device types as a baseline, with differentiated handling based on device capabilities.
[bookmark: _Ref162337153][bookmark: _Ref162344899]Proposal 3: The harmonized air interface design for all device types is considered as baseline. FFS whether the reader can be aware of the device type for the adaptive design.
In the NR system, the UE can maintain the synchronization with the network side by monitoring the periodically transmitted synchronization signal such as the SSB. However, for the Ambient IOT device, it is hard to support monitoring such a periodic synchronization signalling limited by the device capability and power consumption, especially for the device 1 which is limited by ~1 µW peak power consumption. As such, we think there is no need to introduce a periodic signal for synchronization in the Ambient IOT system, and there is no tight sync requirement.
[bookmark: _Ref162610751]Proposal 4: No tight sync requirement for the Ambient IOT system.
1.2 Use cases
In Rel-19, there are three traffic types to be considered in the Ambient IOT system, including DO-DTT (Device-originated-device-terminated triggered), DO-A(Device-originated-autonomous) and DT(Device-terminated). 
As indicated in the SID, the study on the DO-A use case is started from RAN#104, which is only to assess whether the harmonized air interface design can address the DO-A use case and to identify which part(s) of the harmonized air interface design is/are not sufficient for the DO-A use case. So, RAN2 confirms to prioritize the study on the DT and DO-DTT traffic types.
[bookmark: _Ref162337156][bookmark: _Ref162441249]Proposal 5: RAN2 prioritizes to study the traffic types of DT and DO-DTT while the DO-A use case is deprioritized in Rel-19.
1.3 Overall procedure
[bookmark: _Ref162517110]In RFID, the reader manages the device populations using the Select, Inventory, and Access procedures. The Select procedure is used to select a device population for subsequent inventory, and then the selected device population can be identified by the reader via the Inventory procedure. Furthermore, the reader may choose to access a device after acknowledging it via the Command procedure (e.g., Write, Read). Similar to RFID, the Ambient IOT system needs to support the procedure for the identification of group of/all devices. And upon a device is identified, the command to dedicated device also needs to be supported in Ambient IOT.
[bookmark: _Ref162609529]Proposal 6: Both the Inventory to group of/all devices and the Command to dedicated device are to be supported in the Ambient IOT.
In RFID, the inventory and command procedures for a device are dependent. The possible command procedure for a dedicated device follows its inventory, and the device is only allowed to perform the inventory procedure and command procedures within the same slot.
Compared to RFID, the coverage of the Ambient IOT system is much larger. However, if the inventory and command are dependent on Ambient IOT, the latency for the dedicated device operation could be significantly long due to its reliance on both the inventory latency and the operation latency of other devices. To achieve more efficient operation and lower latency in large-scale Ambient IOT scenarios, we could consider making the inventory and command procedures independent. This would mean that a command to a dedicated device would not be restricted to the inventory slot reporting its device identity. If the device identity is already known to the network through a previous inventory procedure or other means, the network could send an R2D command to dedicated device and the device can respond to this command upon receiving it.
[bookmark: _Ref162337174]Proposal 7: RAN2 to consider the independency of the inventory and command procedure for a device.
In Rel-19, we prioritize studying the traffic type DO-DTT and DT, which means an R2D signalling like a paging message needs to be sent from the reader to the device to trigger the subsequent procedure. Once triggered, the device must perform the RA-like procedure to link with the reader for the subsequent signalling interaction. Once the device is linked with the reader and identified, the following command procedure can be performed on the dedicated device(s).
[bookmark: _Ref162533539]Proposal 8: The following procedures are to be considered in the Ambient IOT system:
· Step1: Paging to one/a group/all devices for triggering the subsequent procedure.
· Step2: RA-like procedure to link the device with the reader.
· Step3: Command (e.g., Write, Read) to dedicated device(s)
1.4 Security aspects
[bookmark: _Ref162980520]In the current 3GPP specification, both AS security and NAS security are supported by the UE to ensure secure data transmission in the NR system. In the Ambient IOT, the secure data transmission is also very critical and needs to be supported by the device. However, due to limitations in device capabilities and implementation complexity, supporting both AS security and NAS security is very complicated for the Ambient IOT device. 
From the perspective of AS, there is no RRC state for the device based on the SID, and the ASN.1 coding is complicated and unnecessary for the device. It is therefore unlikely that the Ambient IOT will have an RRC layer. Similarly, a PDCP layer is unnecessary for the device as there is no IP data and no Header compression requirement for Ambient IOT. Therefore, the legacy AS security, which relies on the RRC layer and PDCP layer, is not supported in the Ambient IOT.
Actually, compared to AS security, which aims to protect the transmission between the reader and the device, end-to-end transmission is more critical and should be protected by the upper layer (e.g., NAS layer or Application layer). Therefore, we think there is no need to support the AS security in the device, and that security can be achieved by the upper layer which needs to be further discussed and decided by SA2/3.
[bookmark: _Ref163038089]Proposal 9: No AS security for the Ambient IOT device. Whether to support NAS security is up to SA2/3.
Conclusions
According to the analysis given above, we have the following observations and proposals:
Proposal 1: From RAN2 perspective, there is no difference in Ambient IOT interface design for the topologies 1 & 2.
Proposal 2: RAN2 prioritizes to study the design of the Ambient IOT interface in the topologies 1 & 2.
Proposal 3: The harmonized air interface design for all device types is considered as baseline. FFS whether the reader can be aware of the device type for the adaptive design.
Proposal 4: No tight sync requirement for the Ambient IOT system.
Proposal 5: RAN2 prioritizes to study the traffic types of DT and DO-DTT while the DO-A use case is deprioritized in Rel-19.
Proposal 6: Both the Inventory to group of/all devices and the Command to dedicated device are to be supported in the Ambient IOT.
Proposal 7: RAN2 to consider the independency of the inventory and command procedure for a device.
Proposal 8: The following procedures are to be considered in the Ambient IOT system:
· Step1: Paging to one/a group/all devices for triggering the subsequent procedure.
· Step2: RA-like procedure to link the device with the reader.
· Step3: Command (e.g., Write, Read) to dedicated device(s)
Proposal 9: No AS security for the Ambient IOT device. Whether to support NAS security is up to SA2/3.
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