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1 Introduction
In RAN#102 [1] and RAN#103 [2] meetings, solutions for Ambient IoT (Internet of Things) in NR are decided to be studied during 3GPP Release 19. There are following objectives of the study item aiming at specifying further enhancements for Ambient IoT: 

The objectives of the work item are the following:
2.
Study necessary and feasible solutions for Ambient IoT as prescribed in the General Scope , including decisions on which functions, procedures, etc. are needed and not needed, and ensuring at least the required functionalities in Section 6.2 of TR 38.848.
 •
RAN2-led:


Study and decide which functions are needed for an Ambient IoT compact protocol stack and lightweight signaling procedure to enable DO-DTT and DT data transmission, and study those functions.


  For example:

       Paging


    Random access


    Data transmission, including necessary radio resource control aspects, respecting the limitation in the General Scope Interactions with upper layers

In this contribution, we would like to discuss the necessary functions and signaling procedure of Random Access signaling procedure to enable DO-DTT and DT data transmission for Ambient IoT. 
2 Discussion
2.1  The application of the Random Access procedure
When new A-IoT devices are deployed under the coverage of wireless network, the device information needs to be acknowledged by the network for further communication or maintenance. When there are A-IoT devices entering or leaving an area, the device information maintained by network may also need to be updated.
The network has to identify or inventory the A-IoT devices under its coverage proactively, because the A-IoT device may not be able to trigger the notification without an activating signal. 
In our view, the network may utilize the Random Access procedure to obtain the latest A-IoT device information under its coverage.    

Observation 1: Random Access is used by RAN to identify the A-IoT device.   
Proposal 1: Confirm RAN2 to specify Random Access procedure for A-IoT device.
2.2  Discussion on functions and procedure of Random Access
According to the table 6.2-1 in Section 6.2 of TR 38.848 [3], the required functionality about Device power and complexity of Ambient IoT device is described as following: 

	Design target
	Functionality

	Device power and complexity
	-
Ultra-low power transceiver / Device architecture 

-
Transmitting based on backscattering (including carrier wave provision for backscattering) for Device A and Device B

-
Low-complexity waveform / modulation / coding / signal / channel / synchronization scheme, if applicable to Device, robust to frequency error and timing error
-
Compact protocol stack and lightweight signaling procedure


Basing on the description, the transmitting for Device A and Device B will be based on backscattering, which means that an incident signal with enough power is required to activate any transmitting. The AIoT device of Device A or Device B cannot send any signaling without an activation. And due to the constraint on low-complexity synchronization scheme, AIoT device may not be able to decide the accurate time according to the network configuration to send Msg1 or MsgA for random access. 

Thus, in our view, it is not quite possible for AIoT device to transmit Msg1 or MsgA proactively and the random access procedure should always be initiated from the network side.  
Proposal 2: The Random Access procedure is initiated by RAN side. 
When the network wants to enable DO-DTT or DT data transmission for Ambient IoT, before expecting to receive any type of transmitting from the AIoT device, at least an incident signal with enough power should be sent to the AIoT device before each transmitting from the AIoT device based on the backscatter technology. Thus, in our view, base station should send a signaling to AIoT device, indicating the AIoT device to start initial transmission for Random Access procedure.
An example of initiating Random Access procedure is as Figure-1:
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Figure 1. Example of initiating Random Access procedure
Proposal 3: A signaling from RAN is required to each A-IoT device to indicate the A-IoT device to start initial transmission for Random Access procedure. 

The procedure of generating preambles used by normal UE is too complicated for an AIoT device, e.g. generate a Zadoff Chu Sequence, do cyclic shift, and spread over frequency domain according to 38.211 [4].
And current RNTI calculation upon preamble transmission is basing on OFDM technology, e.g., according to 38.321 [5], RA-RNTI upon preamble transmission or Msg1 repetition is calculated as following:
RA-RNTI = 1 + s_id + 14 × t_id + 14 × 80 × f_id + 14 × 80 × 8 × ul_carrier_id

And MSGB-RNTI upon 2-step Random Access transmission is calculated as following:

MSGB-RNTI = 1 + s_id + 14 × t_id + 14 × 80 × f_id + 14 × 80 × 8 × ul_carrier_id + 14 × 80 × 8 × 2

where 
 s_id is the index of the first OFDM symbol of the PRACH occasion (0 ≤ s_id < 14)
, t_id is the index of the first slot of the PRACH occasion in a system frame (0 ≤ t_id < 80)
, f_id is the index of the PRACH occasion in the frequency domain (0 ≤ f_id < 8)
, ul_carrier_id is the UL carrier used for Random Access Preamble transmission (0 NUL, 1 SUL). 

But due to the limited complexity of waveform used by AIoT, OFDM based concept may not be supported anymore, e.g., OFDM symbol, thus AIoT device may not be able to check the RNTIs upon preamble transmission. 
Thus, specific signaling should be designed for AIoT devices during Random Access procedure.
To be differentiated by the network from others, an AIoT device should use the information associated with itself to access the network. And due to the security considerations, before the confirmation between network and an AIoT device, the AIoT device ID or other attached device information is not proper to be transmitted. 
In our view, a temporary ID generated independently by each AIoT device, can be transmitted in the very beginning signaling to network, e.g. the initial transmission from an AIoT device to RAN during Random Access procedure. The temporary ID might be generated according to certain absolute random algorithms, or generated based on the specific information of the AIoT device, e.g. the selected timeslot for the initial transmitting to RAN. 
Network uses such temporary ID to distinguish the signaling from different AIoT devices and feeds back each AIoT device with the corresponding temporary ID. An AIoT device checks if the received temporary ID from network matches the one generated by itself: if matches, the AIoT device may consider the initial transmission for Random Access procedure is confirmed by the network.
Proposal 4: Temporary ID generated by A-IoT device is transmitted within the initial transmission to RAN for Random Access procedure:
Option 1. Temporary ID is generated based on random algorithms;
Option 2. Temporary ID is generated based on specific information of AIoT device, e.g. selected timeslot for the initial transmitting to RAN.

Proposal 5: RAN responds the initial transmission from an AIoT device with the same Temporary ID sent by the A-IoT device.
3 Conclusion

For Random access aspects on A-IoT device, we have the following proposals: 
Observation 1: Random Access is used by RAN to identify the A-IoT device.   
Proposal 1: Confirm RAN2 to specify Random Access procedure for A-IoT device.  
Proposal 2: The Random Access procedure is initiated by RAN side. 
Proposal 3: A signaling from RAN is required to each A-IoT device to indicate the A-IoT device to start initial transmission for Random Access procedure. 

Proposal 4: Temporary ID generated by A-IoT device is transmitted within the initial transmission to RAN for Random Access procedure:
Option 1. Temporary ID is generated based on random algorithms;
Option 2. Temporary ID is generated based on specific information of AIoT device, e.g. selected timeslot for the initial transmitting to RAN.
Proposal 5: RAN responds the initial transmission from an AIoT device with the same Temporary ID sent by the A-IoT device.
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