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1. Introduction
In R19, a new SI Ambient IoT (Internet of Things) in NR is setup.

This new SI targets a further assessment at RAN WG-level of Ambient IoT, a new 3GPP IoT technology, suitable for deployment in a 3GPP system, which relies on ultra-low complexity devices with ultra-low power consumption for the very-low end IoT applications. The study shall provide clear differentiation, i.e. addressing use cases and scenarios that cannot otherwise be fulfilled based on existing 3GPP LPWA IoT technology e.g. NB-IoT including with reduced peak Tx power [1].
	· RAN2-led:

· Study and decide which functions are needed for an Ambient IoT compact protocol stack and lightweight signalling procedure to enable DO-DTT and DT data transmission, and study those functions.

For example:
· Paging

· Random access

· Data transmission, including necessary radio resource control aspects, respecting the limitation in the General Scope 

· Interactions with upper layers

For functionalities not listed above, they are studied only if found essential.


In this paper, we would like to discuss random access procedure for ambient IOT operation.
2. Discussion
In last RAN1 meeting, RAN1 agreed that “For A-IoT contention-based access procedure, at least slotted-ALOHA based access is studied.” For this case, A-IoT contention-based access procedure is initiated by the reader and reader expects a response from multiple devices. In this paper, we will discuss access procedure based slotted-ALOHA access. Slotted-ALOHA access will divide time into slots, and devices can only send messages to readers at the beginning of its own slot.
In last RAN1 meeting, some companies have concern about “random” word, they do not think it is random access. They also agreed not to call it “random access” and “A-IoT contention-based access” instead.
	Agreement
From RAN1 perspective, at least when a response is expected from multiple devices that are intended to be identified, an A-IoT contention-based access procedure initiated by the reader is used.
Agreement
For A-IoT contention-based access procedure, at least slotted-ALOHA based access is studied.


Proposal 1: In RAN2, “random access” wording is not used, and “A-IoT contention-based access” is used instead.

Proposal 2a: Slotted-ALOHA access is baseline for the discussion on access procedure for the case that a response is expected from multiple devices, i.e., DO-DTT. 
The typical case for Slotted-ALOHA access is that a response is expected from multiple devices. If the target ambient IOT device is only one and this is special case, i.e., there is only one slot in Slotted-ALOHA access. So the Slotted-ALOHA access procedure for multiple devices case and only one device case should be common as much as possible. 
Proposal 2b: Slotted-ALOHA access procedure for multiple devices case and only one device case should be common as much as possible. 

In FRID, Slotted-ALOHA access is used in inventory procedure. The command procedure is as below.
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Step 1: Reader sends Query to tags to indicate Q value.
Step 2: The tag will generate random value based on Q and store this random value in slot-counter, if the slot-counter is 0000h, then the tag will response reader immediately.

Step 3: If the slot-counter is not 0000h, the slot-counter will be decreased by one once the QueryRep is received. If the slot-counter is 0000h, then the tag will response reader.
Step 4: The tag will response RN16 generated based on Q before.
Step 5: The reader will response ACK addressed by RN16 in step 4.

Step 6: The tag will response reader with EPC and RN16 in step 4.

Step 7: The reader will response Req_RN message addressed by RN16 in step 4.

Step 8: The tag will response new RN16 as handle addressed by RN16 in step 4. Then the tag and reader can exchange the access command addressed by handle.

In RFID, the tag will generate one random value based on network configured Q and the tag will decrease the slot-counter (i.e., random value based on Q) by one upon receiving QueryRep. It will result in lots of QueryRep reception for one tag if the slot-counter of this tag is big enough. The tag may also miss the QueryRep and fail to decrease the slot-Counter and the slot will be fallback to next slot. For ambient IOT, the R2D command-based slot definition should be supported. For one ambient IOT device, how to find its own slot should be studied and slot-counter decrement mechanism has some drawbacks as discussed before. 
According to the procedure of Slotted-ALOHA access in RFID and RAN1 agreed that Slotted-ALOHA access is baseline. So the below figure summaries the steps for Slotted-ALOHA access for ambient IOT. 
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Proposal 3a: The Slotted-ALOHA access procedure for ambient IOT includes the flowing 3 steps:

· Step 1: Trigger the device select its own slot.

· Step 2: Make the device enter its own slot.

· Step 3: Device and network handshake successful.
Proposal 3b: R2D command-based slot definition Slotted-ALOHA access is supported. FFS The mechanism for the device to enter its own slot.
Proposal 3c: The ambient IOT device will generate random value based on reader configured Q as RFID and the random value is the slot index in Slotted-ALOHA access procedure.
In RFID, there is only one tag communicating with reader at one slot. The tags will response the network one by one according to each slot based on random value generated based on Q. So the inventory efficiency is very low due to the one-by-one response mechanism. If there are two tags in one slot, the two tag may failed to response the reader, and its slot-counter will be changed from 0000h to 7FFFh. The failed tag will wait for QueryAdjust command to generate new random value based on new Q indicated in QueryAdjust command. There is no more chance for the failed tags. So more than one access chance should be allowed for tags in one slot.
In RFID, the new RN16(handle) will not collide with other tags during communication because there is only one tag communicating with reader at one slot. However, it results in low efficiency. So considering the massive devices in the ambient IOT system in future, more than one devices communicating with reader in one slot should be allowed to improve efficiency. 

Proposal 4: The network configured RN16 to address a device during communication is supported. 
Proposal 5: Considering the massive devices in the ambient IOT system in future, more than one device communicating with reader in one slot should be allowed to improve efficiency compared with RFID. 

Proposal 6: More than one access trigger should be allowed for devices in one slot to reduce the delay.

In ambient IOT operation, the inventory procedure can be baseline. 
For device power efficiency, the command procedure for access should be light and simple. So we propose device send RN16 and EPC in one command, and network confirm the device access with new RN16 in one command.
And the proposed procedure is as below (note: here we assume the slot-counter decrement is used for device to enter its own slot as RFID, it is open for ambient IOT).
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Proposal 7: When the slot is coming for one device, the device will response the EPC and RN16 in one command to simplify the access procedure compared with RFID.
During access procedure, the device will wait for QueryRep command to maintain the slot-counter, when slot-counter is decreased to 0000h, the device can response the reader. If the slot-counter is big, the device will wait more time and receive lots of QueryRep to maintain the slot-counter, it will waste more power of the device. So we propose the device power saving during access should be studied.

Proposal 8: The device power saving/efficiency during access should be studied.

3. Conclusions

Based on the above discussion, we propose following proposals:
Proposal 1: In RAN2, “random access” wording is not used, and “A-IoT contention-based access” is used instead.

Proposal 2a: Slotted-ALOHA access is baseline for the discussion on access procedure for the case that a response is expected from multiple devices, i.e., DO-DTT. 
Proposal 2b: Slotted-ALOHA access procedure for multiple devices case and only one device case should be common as much as possible. 

Proposal 3a: The Slotted-ALOHA access procedure for ambient IOT includes the flowing 3 steps:

· Step 1: Trigger the device select its own slot.

· Step 2: Make the device enter its own slot.

· Step 3: Device and network handshake successful.
Proposal 3b: R2D command-based slot definition Slotted-ALOHA access is supported. FFS The mechanism for the device to enter its own slot.

Proposal 3c: The ambient IOT device will generate random value based on reader configured Q as RFID and the random value is the slot index in Slotted-ALOHA access procedure.
Proposal 4: The network configured RN16 to address a device during communication is supported. 

Proposal 5: Considering the massive devices in the ambient IOT system in future, more than one device communicating with reader in one slot should be allowed to improve efficiency compared with RFID. 

Proposal 6: More than one access trigger should be allowed for devices in one slot to reduce the delay.

Proposal 7: When the slot is coming for one device, the device will response the EPC and RN16 in one command to simplify the access procedure compared with RFID.
Proposal 8: The device power saving/efficiency during access should be studied.
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