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1	Introduction
In the SID [1], the following RAN2 study objective has been defined:
· RAN2-led:
· Study and decide which functions are needed for an Ambient IoT compact protocol stack and lightweight signalling procedure to enable DO-DTT and DT data transmission, and study those functions.
For example:
· Paging
· Random access
· Data transmission, including necessary radio resource control aspects, respecting the limitation in the General Scope 
· Interactions with upper layers
For functionalities not listed above, they are studied only if found essential.
In this contribution we discuss control plane functions, protocol stack and related signaling (CP functionality) for A-IoT devices.
[bookmark: _Ref178064866]2	Discussion
In legacy CP CIoT optimization (i.e., CP-EDT) introduced for NB-IoT, PDCP layer is not used whereas transparent mode in RLC layer is used to reduce device complexity. The motivation for such complexity reduction is relevant for A-IoT devices. ARQ is not needed, as indicated in the SID, and RLC segmentation is not needed given the small data payload considering the expected data traffic profile for A-IoT devices. PDCP layer provides integrity and ciphering protection for RRC messages including those containing NAS messages when connection is established, and the UE is in RRC_CONNECTED mode. If RRC connection is not considered for A-IoT devices, AS security may not be needed provided that NAS messages can be protected at NAS level.

[bookmark: _Toc163139669][bookmark: _Toc163178391]AS security may not be needed provided that NAS messages can be protected at NAS level for A-IoT devices.
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Figure 1: Control plane protocol stack for A-IoT (Topology 1)


[bookmark: _Toc163178395][bookmark: _Toc163139674]Study if PDCP protocol layer should be supported in control plane stack for A-IoT devices.
[bookmark: _Toc163178396]Study if RLC transparent mode (TM) should be supported in control plane stack for A-IoT devices.
[bookmark: _Toc163139675][bookmark: _Toc163178397]Control plane protocol stack for A-IoT devices includes PHY, MAC, NAS and optionally RRC protocol layers.

Based on the existing NAS specification (TS24.501) and considering the use cases of inventory and DL command, some functions of NAS protocol below can be assumed. However, RAN2 should send an LS to responsible WGs, i.e. CT1, SA2 to confirm these assumptions. For example, the support of inventory procedure and DL command procedure is assumed to be a function of NAS, i.e., network sends a command that triggers one or multiple devices to initiate service request at NAS sublayer that in turn triggers an AS procedure for delivery of reply to the inventory request. However, this could also be an AS function, or a function at application layer. In addition, it is to be studied whether registration is independent or associated with the inventory procedure. Another question is whether session management is needed.

· NAS functions (assumed for A-IoT devices)
· Registration management
· Support of inventory and DL command procedures (service request)
· Device management (e.g., permanent deactivation/disabling/kill)
· Session management
· Security control
· Mobility management


[bookmark: _Toc163139670][bookmark: _Toc163178392]NAS protocol related functionalities are decided by responsible WGs, i.e., CT1, SA2.

[bookmark: _Toc163139676][bookmark: _Toc163178398]RAN2 assumes that in response to inventory and DL command request that the device initiates NAS service request procedure that triggers AS procedure to deliver UL reply/report.
[bookmark: _Toc163139677][bookmark: _Toc163178399]Send an LS to CT1 and SA2 to confirm the NAS functionalities RAN2 assumes.

The main RRC functionality that may be supported is common/broadcast signaling, dedicated signaling targeting individual devices or a group of devices, e.g., to support performing inventory, DL command procedures..

· Potential RRC functions 
· Common/broadcast signaling targeting all devices in a cell, similar to system information
· Common signaling targeting individual devices or a group of devices to perform inventory, transmission of DL command(s), device management including registration, and paging like functionality.
· RAN scope (AS) device ID
· Transfer of NAS information
· AS security setup (SMC) to support UP solution and AS protection of NAS information
· 

[bookmark: _Toc163139678][bookmark: _Toc163178400]Potential RRC functions include:
(a) [bookmark: _Toc163139679][bookmark: _Toc163178401]broadcast signaling (i.e., similar to system information), 
(b) [bookmark: _Toc163139680][bookmark: _Toc163178402]common signaling targeting individual or a group of devices (e.g., paging), 
(c) [bookmark: _Toc163139681][bookmark: _Toc163178403]handling AS device identity. 

[bookmark: _Toc163139682][bookmark: _Toc163178404]RAN2 to study if RRC layer support AS security.

In addition, having RRC message piggybacking NAS container is one option, which is similar to legacy. However, RAN2 should study the role of RRC layer protocol for delivering NAS signalling, i.e., is it possible not to use RRC protocol layer when delivering NAS signalling to save overhead associated with the RRC message structure.
 
[bookmark: _Toc163139683][bookmark: _Toc163178405]RAN2 to study the role of RRC layer protocol for delivering NAS signalling.

Without an RRC connection, the question is how transmission over Uu would look like. It is proposed to adopt self-contained transmission, where context information (possibly including device ID), control information (originated from NAS, RRC, or lower layers) together with payload are sent together.


[bookmark: _Toc163139684][bookmark: _Toc163178406]Self-contained transmission, where context information (possibly with device ID) is sent together with payload, is supported.

In legacy, NAS signaling can be delivered via RRC messages over e.g., SRB0, SRB1, SRB1bis depending on the use cases (see also Figure 3 below). For example, in case of CP-EDT, NAS container with user data is delivered by RRCEarlyDataRequest message over SRB0, i.e., without any AS security. As UE is not yet in RRC_CONNECTED and the contention resolution is not performed yet, a device ID (e.g., S-TMSI/5G-S-TMSI) needs to be sent together with NAS container in RRCEarlyDataRequest. Other NAS messages and dedicated RRC messages being exchanged when the UE is in RRC_CONNECTED are typically sent over SRB1, SRB2 with AS security protection. Whereas user plane data is delivered over DRB which is only setup/activated once the UE has an RRC connection with the gNB (i.e., in RRC_CONNECTED).

[bookmark: _Toc163139671][bookmark: _Toc163178393]In legacy, device needs to have an RRC connection (in RRC_CONNECTED) to setup DRB and dedicated signaling radio bearers (e.g., SRB1, SRB2).
[bookmark: _Toc163139672][bookmark: _Toc163178394]In legacy CP solutions, NAS container carrying data can be delivered via SRB0, SRB1, or SRB1bis. Device ID (S-TMSI/5G-S-TMSI) needs to be sent together with NAS container in case of SRB0 in CP-EDT.


When it comes to bearer setting for A-IoT, it is proposed to have two radio bearers, one for control signaling and one or user data associated with the DL command (DO-DTT, DT, and possibly DO-A later on). Both RBs are common bearer rather than device specific. And thus, every device can transmit/receive data on the bearer with the self-contained transmission. Similarly, control signaling originated from NAS or RRC can be sent over the signaling radio bearer. The self-contained transmission may need to carry device ID so that receiver (device or gNB/reader) can decide what to do with the received transmission. RAN2 should study if/when device ID needs to be contained in self-contained transmission. 


[bookmark: _Toc163139685][bookmark: _Toc163178407]Radio bearers can be set as follows: there is one single common RB (SRBa) for delivering control signalling (similar to SRB0) and one common RB for delivering user data, DRBa, in case of UP based solution.
[bookmark: _Toc163139686][bookmark: _Toc163178408]SRBa and DRBa are not device specific and hence there is no need to setup in a dedicated manner.
[bookmark: _Toc163139687][bookmark: _Toc163178409]Study if/when transmission on SRBa and DRBa should contain device ID.

Similar to legacy, control plane signalling can originate from NAS, RRC, or MAC. RAN2 should study control signalling at MAC sublayer, i.e., MAC CEs for A-IoT. For example, without dedicated RRC signalling, the device capability information to be provided to the gNB can be sent as a MAC CE. Another example is about device assistance information such as energy status.

[bookmark: _Toc163139688][bookmark: _Toc163178410]RAN2 to study whether device radio access capabilities can be transmitted via MAC CE(s) for A-IoT devices. 

[bookmark: _Toc70424553][bookmark: _Ref189046994]3	Conclusion
In this contribution we discuss control plane functions, protocol stack and related signaling (CP functionality) for A-IoT devices. Based on the discussion in the previous sections we made the following observations:

Observation 1	AS security may not be needed provided that NAS messages can be protected at NAS level for A-IoT devices.
Observation 2	NAS protocol related functionalities are decided by responsible WGs, i.e., CT1, SA2.
Observation 3	In legacy, device needs to have an RRC connection (in RRC_CONNECTED) to setup DRB and dedicated signaling radio bearers (e.g., SRB1, SRB2).
Observation 4	In legacy CP solutions, NAS container carrying data can be delivered via SRB0, SRB1, or SRB1bis. Device ID (S-TMSI/5G-S-TMSI) needs to be sent together with NAS container in case of SRB0 in CP-EDT.

Based on the discussion in the previous section, we propose the following:

Proposal 1	Study if PDCP protocol layer should be supported in control plane stack for A-IoT devices.
Proposal 2	Study if RLC transparent mode (TM) should be supported in control plane stack for A-IoT devices.
Proposal 3	Control plane protocol stack for A-IoT devices includes PHY, MAC, NAS and optionally RRC protocol layers.
Proposal 4	RAN2 assumes that in response to inventory and DL command request that the device initiates NAS service request procedure that triggers AS procedure to deliver UL reply/report.
Proposal 5	Send an LS to CT1 and SA2 to confirm the NAS functionalities RAN2 assumes.
Proposal 6	Potential RRC functions include:
(a)	broadcast signaling (i.e., similar to system information),
(b)	common signaling targeting individual or a group of devices (e.g., paging),
(c)	handling AS device identity.
Proposal 7	RAN2 to study if RRC layer support AS security.
Proposal 8	RAN2 to study the role of RRC layer protocol for delivering NAS signalling.
Proposal 9	Self-contained transmission, where context information (possibly with device ID) is sent together with payload, is supported.
Proposal 10	Radio bearers can be set as follows: there is one single common RB (SRBa) for delivering control signaling (similar to SRB0) and one common RB for delivering user data, DRBa, in case of UP based solution.
Proposal 11	SRBa and DRBa are not device specific and hence there is no need to setup in a dedicated manner.
Proposal 12	Study if/when transmission on SRBa and DRBa should contain device ID.
Proposal 13	RAN2 to study whether device radio access capabilities can be transmitted via MAC CE(s) for A-IoT devices.
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