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1	Introduction
Subsequent CPAC (Conditional PSCell Addition or Change) is introduced in Rel-18. In this contribution, we discuss remaining issues related to RRC procedures.
[bookmark: _Toc499559238][bookmark: _Toc147158671][bookmark: _Toc61387172]2	Discussion
2.1	[H097][H087] securityCellSetId
In subsequent CPAC, the UE is configured with servingSecurityCellSetId for the serving PSCell. When one CPAC event is triggered, the UE switches to the target PSCell. The UE compares the value of servingSecurityCellSetId with the value of securityCellSetId associated with the target PSCell. When the value is different, the UE selects the first unused sk-Counter and updates the SN key.
According to the current RRC procedure, it is possible that the UE does not have servingSecurityCellSetId for the source but has securityCellSetId for the target. In this case, the UE updates the SN key.
	1>	if the securityCellSetId is included in the entry in VarConditionalReconfig containing the RRCReconfiguration message:
2>	if servingSecurityCellSetId is not included within VarServingSecurityCellSetID; or
2>	if the value of the securityCellSetId is not equal to the value of servingSecurityCellSetId within VarServingSecurityCellSetID:
3>	consider the first sk-Counter value in the sk-CounterList associated with the securityCellSetId within the VarConditionalReconfig as the selected sk-Counter value, and perform security key update procedure as specified in 5.3.5.7;
3>	remove the selected sk-Counter value from the sk-CounterList associated with the securityCellSetId within the VarConditionalReconfig;
3>	if the current VarServingSecurityCellSetID includes servingSecurityCellSetId:
4>	replace the value of servingSecurityCellSetId within VarServingSecurityCellSetID with the value of securityCellSetId associated with the selected cell;
3>	else:
4>	store the servingSecurityCellSetId within VarServingSecurityCellSetID with the value of securityCellSetId associated with the selected cell;



Observation 1:	In the current RRC procedure, it is possible that the UE does not have servingSecurityCellSetId for the source but has securityCellSetId for the target. In this case, the UE updates the SN key.
The servingSecurityCellSetId is stored by the UE upon reception of the following field:

	
ConditionalReconfiguration-r16::= SEQUENCE {
  attemptCondReconfig-r16           ENUMERATED {true}              OPTIONAL,   -- Cond CHO
  condReconfigToRemoveList-r16      CondReconfigToRemoveList-r16   OPTIONAL,   -- Need N
  condReconfigToAddModList-r16      CondReconfigToAddModList-r16   OPTIONAL,   -- Need N
  ...,
  [[
  scpac-ReferenceConfiguration-r18  SetupRelease {ReferenceConfiguration-r18} OPTIONAL,-- Need M
  servingSecurityCellSetId-r18      SecurityCellSetId-r18     OPTIONAL, -- Cond condInitialSCPAC
  sk-CounterConfiguration-r18     SK-CounterConfiguration-r18  OPTIONAL -- Cond condInitialSCPAC
    ]]
}

	ConditionalReconfiguration field descriptions

	attemptCondReconfig
If present, the UE shall perform conditional reconfiguration if selected cell is a target candidate cell and it is the first cell selection after failure as described in clause 5.3.7.3.

	condReconfigToAddModList
List of the configuration of candidate SpCells to be added or modified for CHO, CPA or CPC.

	condReconfigToRemoveList
List of the configuration of candidate SpCells to be removed.

	scpac-ReferenceConfiguration
Includes the reference configuration for the candidate supporting subsequent CPAC.

	securityCellSetId
This field is used to determine whether UE should perform security update when conditional reconfiguration containing subsequentCondReconfig is executed.

	servingSecurityCellSetId
This field identifies the security cell set for serving PSCell.

	sk-counterConfiguration
Includes a list of sk-Counter from which the UE should select the sk-counter used to derive S-KgNB for inter-SN subsequent CPAC. If this field is configured, the network shall not configure the field sk-Counter within the RRCReconfiguration message for conditional reconfiguration execution for subsequent CPAC.



	Conditional Presence
	Explanation

	CHO
	The field is optional present, Need R, if the UE is configured with at least a candidate SpCell for CHO. Otherwise the field is not present.

	condInitialSCPAC
	The field is mandatory present upon the initial conditional reconfiguration, generated by the MN, which includes at least one inter-SN candidate PSCell supporting subsequent CPAC. The field is absent for any conditional reconfiguration generated by the SN. Otherwise, the field is optional, need M.







According to this description, servingSecurityCellSetId is always stored when subsequent CPAC configuration is generated by the MN and there is at least one inter-SN candidate.
Observation 2:	The only case where servingSecurityCellSetId is not stored is when there are only intra-SN SCPAC candidates, in which case there is no reason to update the SN key.
Proposal 1: No SN key update is triggered when servingSecurityCellSetId is not stored (because there are only intra-SN SCPAC candidates in this case).
In the candidate configuration, securityCellSetId is an optional Need M field, so the UE currently served by serving cell 0 controlled by SN 0, which is also a candidate, may be configured with 2 candidates, candidate 1 without securityCellSetId and candidate 2 with securityCellSetId. 
In this case, according to procedure text, no matter the source cell, when the UE switches to candidate 1, the SN key remains the same, i.e.:
-	if the UE first switches from 0 to candidate 1, the SN key is not changed, so candidate 1 should be controlled also by SN 0;
-	if the UE first switches from 0 to candidate 2, the UE will change the SN key, and if the UE then switches to candidate 1, the UE will not change the key, so candidate 1 and candidate 2 should be controlled by the same SN, i.e. SN 0.
This means that there was no need to change the SN key at all, i.e. securityCellSetId could be absent for all candidates.
Observation 3: There is no use case for securityCellSetId configured for certain candidates and not for others.
Besides, setting the same value for servingCellSetId for the serving and all candidate cells have exactly the same effect as setting no value for any candidate, which increases complexity for no clear reason. The network could simply set the same value for the serving cell and for all candidates.
Observation 4: Whether for MN-configured or SN-configured CPAC, there is no difficulty for the network to always set a value of securityCellSetId for all candidate cells and for the serving cell, which can be the same, and the UE behaviour is exactly as expected.
Proposal 2:	Choose one alternative between:
	Alt 1: securityCellSetId is either set for all SCPAC candidates or not set for any SCPAC candidate.
	Alt 2: securityCellSetId is mandatory.
[bookmark: _Hlk163136987]2.2	[H083] Applying default L1 parameters
In subsequent execution procedure, the UE releases/clears dedicated and common radio configurations. Then the UE applies the default configurations and finally applies the ltm-CandidateConfig. The current procedure in RRC captures when that the UE applies the default MAC Cell Group configuration. However, when applying the default L1 parameters are applied is not specified. This should be added.
[bookmark: _Hlk163062143]Proposal 3:	Apply the default L1 parameter values (like in full configuration) at S-CPAC execution for the MCG and SCG (if MN format is used) or for the SCG (if SN format is used).
2.4	[H084][H085] Unclarities and duplications in SCPAC execution procedure
The SCPAC execution procedure includes:
	1>	if the selected subsequent CPAC candidate configuration is stored in the SCG VarConditionalReconfig:
2>	for each drb-Identity value included in RadioBearerConfig associated with the secondary key (S-KgNB) as indicated by keyToUse that is part of the current UE configuration, the UE shall perform the following actions after the end of this procedure:
[...]
3>	re-establish the corresponding RLC entity as specified in TS 38.322 [4];
2>	for each srb-Identity included in RadioBearerConfig that is part of the current UE configuration and if the radio bearer is SRB3, UE shall perform the following actions after the end of this procedure:
[...]
3>	re-establish the corresponding RLC entity as specified in TS 38.322 [4];
1>	else:
2>	for each drb-Identity value included in RadioBearerConfig that is part of the current UE configuration, the UE shall perform the following actions after the end of this procedure:
[...]
3>	re-establish the corresponding RLC entity as specified in TS 38.322 [4];
2>	for each srb-Identity included in RadioBearerConfig that is part of the current UE configuration and if the radio bearer is SRB3, the UE shall perform the following actions after the end of this procedure:
[...]
3>	re-establish the corresponding RLC entity as specified in TS 38.322 [4];



There are 4 bullets to handle RLC re-establishment and the UE needs to "remember" a RLC bearers to execute this.
At the end of S-CPAC execution, there is:
	1>	apply the stored condRRCReconfig of the selected cell(s) and perform the actions as specified in 5.3.5.3;



This will trigger the RLC bearer addition/modification procedure in 5.3.5.5.4 for every RLC bearer in the resulting configuration. According to existing procedures, if the network sets reestablishRLC for every RLC bearer in the reference and in the target configuration;
-	for new RLC bearers, reestablishRLC does not trigger any action
-	for existing RLC bearers, it triggers RLC reestablishment.
Observation 5: If the network sets reestablishRLC for every RLC bearer in the reference and in the SCPAC candidate configurations, 4 bullets can be removed from the SCPAC execution procedure and the UE behaviour is exactly as needed.
Proposal 4:	Use reestablishRLC to trigger RLC re-establishment and, in the SCPAC execution procedure, remove autonomous UE actions to re-establish RLC of SRBs/DRBs.
	1>	if the selected subsequent CPAC candidate configuration is stored in the SCG VarConditionalReconfig:
2>	for each drb-Identity value included in RadioBearerConfig associated with the secondary key (S-KgNB) as indicated by keyToUse that is part of the current UE configuration, the UE shall perform the following actions after the end of this procedure:



and
	1>	else:
2>	for each drb-Identity value included in RadioBearerConfig that is part of the current UE configuration, the UE shall perform the following actions after the end of this procedure:
3>	if a different keyToUse value is configured; or
3>	if the bearer is associated with the secondary key (S-KgNB) as indicated by keyToUse and a new sk-Counter value has been selected due to the conditional reconfiguration execution for subsequent CPAC



In the above text:
-	there in nothing above RadioBearerConfig saying which RadioBearerConfig the text is referring to;
- 	"that is part of the current UE configuration" actually seems to apply to RadioBearerConfig.
Given the list of actions below, the intention is probably to instruct the UE to process radioBearerConfig and radioBearerConfig2 in the RRCReconfiguration message to be applied for SCPAC execution, after applying the reference configuration if scpac-ConfigComplete is not set.
Observation 6: The SCPAC execution procedure refers to RadioBearerConfig that is part of the current UE configuration but it should refer to radioBearerConfig and radioBearerConfig2 in the target configuration (including reference configuration if used).
In addition:
-	the meaning of "different keyToUse value" is unclear (different between what and what);
-	keyToUse is part of RadioBearerConfig while "the AS security configuration" is the AS security keys and algorithm, so according to the above procedure, keyToUse was released;
Observation 7: Change of bearer termination point at SCPAC execution introduces extra complexity.
Proposal 5:	Discuss whether termination point change needs to be supported for SCPAC.
In the SCPAC execution procedure, there is:
	2>	for each drb-Identity value included in RadioBearerConfig that is part of the current UE configuration, the UE shall perform the following actions after the end of this procedure:
3>	if a different keyToUse value is configured; or
3>	if the bearer is associated with the secondary key (S-KgNB) as indicated by keyToUse and a new sk-Counter value has been selected due to the conditional reconfiguration execution for subsequent CPAC:
4>	if the PDCP entity of this DRB is not configured with cipheringDisabled:
5>	configure the PDCP entity with the ciphering algorithm and KUPenc key associated with the master key (KgNB) or the secondary key (S-KgNB), as indicated in keyToUse, i.e., the ciphering configuration shall be applied to all subsequent PDCP PDUs received and sent by the UE;
4>	if the PDCP entity of this DRB is configured with integrityProtection:
5>	configure the PDCP entity with the integrity protection algorithms according to securityConfig and apply the KUPint key associated with the master key (KgNB) or the secondary key (S-KgNB) as indicated in keyToUse;
4>	if drb-ContinueROHC is included in pdcp-Config:
5>	indicate to lower layer that drb-ContinueROHC is configured;
4>	if drb-ContinueEHC-DL is included in pdcp-Config:
5>	indicate to lower layer that drb-ContinueEHC-DL is configured;
4>	if drb-ContinueEHC-UL is included in pdcp-Config:
5>	indicate to lower layer that drb-ContinueEHC-UL is configured;
4>	if drb-ContinueUDC is included in pdcp-Config:
5>	indicate to lower layer that drb-ContinueUDC is configured;



and
	2>	for each srb-Identity included in RadioBearerConfig that is part of the current UE configuration and if the radio bearer is SRB3, the UE shall perform the following actions after the end of this procedure:
3>	if a new sk-Counter value has been selected due to the conditional reconfiguration execution for subsequent CPAC:
4>	configure the PDCP entity to apply the integrity protection algorithm and KRRCint key associated with the secondary key (S-KgNB) as indicated in keyToUse, i.e. the integrity protection configuration shall be applied to all subsequent messages received and sent by the UE, including the message used to indicate the successful completion of the procedure;
4>	configure the PDCP entity to apply the ciphering algorithm and KRRCenc key associated with the secondary key (S-KgNB) as indicated in keyToUse, i.e. the ciphering configuration shall be applied to all subsequent messages received and sent by the UE, including the message used to indicate the successful completion of the procedure;
4>	trigger the PDCP entity of SRB to perform PDCP re-establishment as specified in TS 38.323 [5];
3>	else:
4>	trigger the PDCP entity of SRB to perform SDU discard as specified in TS 38.323 [5];



The yellow highlighted text is duplicated from 5.3.5.6.3 and 5.3.5.6.5 (SRB or DRB addition/modification) for AS key derivation and for all fields of pdcp-Config, while the actions to be executed are exactly the same. 
Observation 8: The S-CPAC execution duplicates existing procedures for key derivation and for all flags in pdcp-Config, so any procedure for a later release extension of pdcp-Config will have to be duplicated for S-CPAC execution.
As mentioned before, the UE will execute 5.3.5.3 at the end of the SCPAC execution procedure, using the reference configuration and the candidate configuration, as stored in a UE variable. As it is a UE variable, it could be modified autonomously by the UE at SCPAC execution to set or remove reestablishPDCP for all DRBs and SRB3 in the reference and in the candidate configuration. This way, there is no need to duplicate any procedure from 5.3.5.6.3 or 5.3.5.6.5 in the S-CPAC execution procedure.
Proposal 6:	Before applying the reference and the candidate configuration (including actions for PDCP in SRB/DRB addition/modification), the UE sets (removes) reestablishPDCP for all the DRBs and SRB3 in the reference and in the candidate configuration, according to SN key change or not.
3	Conclusion
This contribution makes the following proposals:
[H097] securityCellSetId
Observation 1:	In the current RRC procedure, it is possible that the UE does not have servingSecurityCellSetId for the source but has securityCellSetId for the target. In this case, the UE updates the SN key.
Observation 2:	The only case where servingSecurityCellSetId is not stored is when there are only intra-SN SCPAC candidates, in which case there is no reason to update the SN key.
Proposal 1: No SN key update is triggered when servingSecurityCellSetId is not stored (because there are only intra-SN SCPAC candidates in this case).
Observation 3: There is no use case for securityCellSetId configured for certain candidates and not for others.
Observation 4: Whether for MN-configured or SN-configured CPAC, there is no difficulty for the network to always set a value of securityCellSetId for all candidate cells and for the serving cell, which can be the same, and the UE behaviour is exactly as expected.
Proposal 2:	Choose one alternative between:
	Alt 1: securityCellSetId is either set for all SCPAC candidates or not set for any SCPAC candidate.
	Alt 2: securityCellSetId is mandatory.
[H083] Applying default L1 parameters
Proposal 3:	Apply the default L1 parameter values (like in full configuration) at S-CPAC execution for the MCG and SCG (if MN format is used) or for the SCG (if SN format is used).
[H084][H085] Unclarities and duplications in SCPAC execution procedure
Observation 5: If the network sets reestablishRLC for every RLC bearer in the reference and in the SCPAC candidate configurations, 4 bullets can be removed from the SCPAC execution procedure and the UE behaviour is exactly as needed.
Proposal 4:	Use reestablishRLC to trigger RLC re-establishment and, in the SCPAC execution procedure, remove autonomous UE actions to re-establish RLC of SRBs/DRBs.
Observation 6: The SCPAC execution procedure refers to "RadioBearerConfig that is part of the current UE configuration" but it should refer to radioBearerConfig and radioBearerConfig2 in the target configuration (including reference configuration if used).
Observation 7: Change of bearer termination point at SCPAC execution introduces extra complexity.
Proposal 5:	Discuss whether termination point change needs to be supported for SCPAC.
Observation 8: The S-CPAC execution duplicates existing procedures for key derivation and for all flags in pdcp-Config, so any procedure for a later release extension of pdcp-Config will have to be duplicated for S-CPAC execution.
Proposal 6:	Before applying the reference and the candidate configuration (including actions for PDCP in SRB/DRB addition/modification), the UE sets (removes) reestablishPDCP for all the DRBs and SRB3 in the reference and in the candidate configuration, according to SN key change or not.
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5	Annex TP
[bookmark: _Toc156129741]5.3.5.13.8	Subsequent CPAC execution
Upon the conditional reconfiguration execution for subsequent CPAC, the UE shall:
1>	if the selected subsequent CPAC candidate configuration is stored in MCG VarConditionalReconfig:
[bookmark: _Hlk150962964]2>	release/clear all current dedicated radio configuration except for the following:
-	the MCG C-RNTI;
-	the AS security configurations associated with the master key and the secondary key;
-	for each SRB/DRB in current UE configuration:
-	keep the associated PDCP and SDAP entities, their state variables, buffers and timers;
-	release all fields related to the SRB/DRB configuration except for srb-Identity and drb-Identity;
-	the UE variables VarConditionalReconfig and VarServingSecurityCellSetID.
2>	release/clear all current common radio configuration;
2>	reset MCG MAC;
2>	apply the default L1 parameter values for the MCG and the SCG, as specified in corresponding physical layer specifications except for the parameters for which values are provided in SIB1;
2>	apply the default MAC Cell Group configuration for MCG MAC and SCG MAC as specified in 9.2.2;
2>	use the default values specified in 9.2.3 for timers T310, T311 and constants N310, N311;
1>	else:
2>	release/clear all current dedicated radio configuration associated with the SCG except for the following:
-	the AS security configurations associated with the secondary key;
-	for each SRB/DRB in current UE configuration which is using the secondary key:
-	keep the associated RLC, PDCP and SDAP entities, their state variables, buffers and timers;
-	release all fields related to the SRB/DRB configuration except for srb-Identity and drb-Identity;
-	the UE variables VarConditionalReconfig.
2>	release/clear all current common radio configuration associated with the SCG;
2>	apply the default L1 parameter values for the SCG, as specified in corresponding physical layer specifications except for the parameters for which values are provided in SIB1;
2>	apply the default MAC Cell Group configuration for the SCG MAC as specified in 9.2.2;
2>	use the default values specified in 9.2.3 for timers T310, T311 and constants N310, N311 for the cell group for which the subsequent CPAC execution procedure is triggered;
1>	if the securityCellSetId is included in the entry in VarConditionalReconfig containing the RRCReconfiguration message:
2>	if servingSecurityCellSetId is not included within VarServingSecurityCellSetID; or
21>	if the value of the securityCellSetId is not equal to the value of servingSecurityCellSetId within VarServingSecurityCellSetID:
32>	consider the first sk-Counter value in the sk-CounterList associated with the securityCellSetId within the VarConditionalReconfig as the selected sk-Counter value, and perform security key update procedure as specified in 5.3.5.7;
32>	remove the selected sk-Counter value from the sk-CounterList associated with the securityCellSetId within the VarConditionalReconfig;
3>	if the current VarServingSecurityCellSetID includes servingSecurityCellSetId:
24>	replace the value of servingSecurityCellSetId within VarServingSecurityCellSetID with the value of securityCellSetId associated with the selected cell;
3>	else:
4>	store the servingSecurityCellSetId within VarServingSecurityCellSetID with the value of securityCellSetId associated with the selected cell;
1>	if the selected subsequent CPAC candidate configuration is stored in the SCG VarConditionalReconfig:
2>	for each drb-Identity and srb-identity value included in each RadioBearerConfig in the scpac-ReferenceConfiguration, if configured, and in the condRRCReconfig:
3>	remove reestablishPDCP for the drb-Identity or the srb-Identity;associated with the secondary key (S-KgNB) as indicated by keyToUse that is part of the current UE configuration, the UE shall perform the following actions after the end of this procedure:
3>	if the bearer is an AM DRB:
4>	trigger the PDCP entity of the bearer to perform PDCP data recovery as specified in TS 38.323 [5];
3>	re-establish the corresponding RLC entity as specified in TS 38.322 [4];
2>	for each srb-Identity included in RadioBearerConfig that is part of the current UE configuration and if the radio bearer is SRB3, UE shall perform the following actions after the end of this procedure:
3>	trigger the PDCP entity of SRB to perform SDU discard as specified in TS 38.323 [5];
3>	re-establish the corresponding RLC entity as specified in TS 38.322 [4];
1>	else:
2>	for each drb-Identity value and for SRB3 included in each RadioBearerConfig in the scpac-ReferenceConfiguration, if configured, and in the condRRCReconfigthat is part of the current UE configuration, the UE shall perform the following actions after the end of this procedure:
3>	if a different keyToUse value is configured; or	Comment by Huawei (David L): This is unclear.
3>	if the bearer is associated with the secondary key (S-KgNB) as indicated by keyToUse and a new sk-Counter value has been selected due to the conditional reconfiguration execution for subsequent CPAC:
4>	set reestablishPDCP for the drb-Identity or the srb-Identity in the RadioBearerConfig;4> if the PDCP entity of this DRB is not configured with cipheringDisabled:
5>	configure the PDCP entity with the ciphering algorithm and KUPenc key associated with the master key (KgNB) or the secondary key (S-KgNB), as indicated in keyToUse, i.e., the ciphering configuration shall be applied to all subsequent PDCP PDUs received and sent by the UE;
4> if the PDCP entity of this DRB is configured with integrityProtection:
5>	configure the PDCP entity with the integrity protection algorithms according to securityConfig and apply the KUPint key associated with the master key (KgNB) or the secondary key (S-KgNB) as indicated in keyToUse;
4> if drb-ContinueROHC is included in pdcp-Config:
5>	indicate to lower layer that drb-ContinueROHC is configured;
4>	if drb-ContinueEHC-DL is included in pdcp-Config:
5>	indicate to lower layer that drb-ContinueEHC-DL is configured;
4>	if drb-ContinueEHC-UL is included in pdcp-Config:
5>	indicate to lower layer that drb-ContinueEHC-UL is configured;
4>	if drb-ContinueUDC is included in pdcp-Config:
5>	indicate to lower layer that drb-ContinueUDC is configured;
4>	trigger the PDCP entity of the bearer to perform PDCP re-establishment as specified in TS 38.323 [5];
3>	else:
4>	if the bearer is an AM DRB:
5>	remove reestablishPDCP for this drb-Identity or srb-Identity in the RadioBearerConfigtrigger the PDCP entity of the bearer to perform PDCP data recovery as specified in TS 38.323 [5];
3>	re-establish the corresponding RLC entity as specified in TS 38.322 [4];
2>	for each srb-Identity included in RadioBearerConfig that is part of the current UE configuration and if the radio bearer is SRB3, the UE shall perform the following actions after the end of this procedure:
3>	if a new sk-Counter value has been selected due to the conditional reconfiguration execution for subsequent CPAC:
4>	configure the PDCP entity to apply the integrity protection algorithm and KRRCint key associated with the secondary key (S-KgNB) as indicated in keyToUse, i.e. the integrity protection configuration shall be applied to all subsequent messages received and sent by the UE, including the message used to indicate the successful completion of the procedure;
4>	configure the PDCP entity to apply the ciphering algorithm and KRRCenc key associated with the secondary key (S-KgNB) as indicated in keyToUse, i.e. the ciphering configuration shall be applied to all subsequent messages received and sent by the UE, including the message used to indicate the successful completion of the procedure;
4>	trigger the PDCP entity of SRB to perform PDCP re-establishment as specified in TS 38.323 [5];
3>	else:
4>	trigger the PDCP entity of SRB to perform SDU discard as specified in TS 38.323 [5];
3>	re-establish the corresponding RLC entity as specified in TS 38.322 [4];
1>	if scpac-ConfigComplete is not included within the VarConditionalReconfig for the selected cell:
2>	if the subsequent CPAC candidate cell configuration is stored in MCG VarConditionalReconfig:
3>	consider scpac-ReferenceConfiguration in MCG VarConditionalReconfig to be the current UE configuration;
2>	else:
3>	consider scpac-ReferenceConfiguration in SCG VarConditionalReconfig to be the current SCG configuration;
NOTE 1:	When the UE considers the reference configuration to be the current UE configuration, the UE should store fields and configurations that are part of the reference configuration but should not execute any actions or procedures triggered by the reception of an RRCReconfiguration message which are described in clause 5.3.5.3.
1>	apply the stored condRRCReconfig of the selected cell(s) and perform the actions as specified in 5.3.5.3;
1>	release the radio bearer(s) and the associated logical channel(s) that are part of the current UE configuration but not part of the subsequent CPAC candidate configuration for the selected cell, or the subsequent CPAC reference configuration (in case the subsequent CPAC candidate configuration does not include scpac-ConfigComplete).
NOTE 2:	When scpac-ConfigComplete is not included for the selected cell, before a subsequent CPAC execution, a UE implementation may generate and store an RRC reconfiguration message by applying the received subsequent CPAC candidate configuration on top of the subsequent CPAC reference configuration, and the stored RRC reconfiguration message is applied for subsequent CPAC execution. The UE needs to ensure that the RRC reconfiguration applied at the time of subsequent CPAC execution is in accordance with the latest received scpac-ReferenceConfiguration and condRRCReconfig for the subsequent CPAC configuration.

