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1	Introduction
A new SID for A-IoT (Ambient IoT) was approved in RAN#102 [1]. 
	· For Topologies 1 & 2 (UE as intermediate node under NW control) per TR 38.848, with no RRC states, no mobility (i.e. at least no cell selection/re-selection -like function), no HARQ, no ARQ. 
…
· RAN2-led:
· Study and decide which functions are needed for an Ambient IoT compact protocol stack and lightweight signalling procedure to enable DO-DTT and DT data transmission, and study those functions.
For example:
· Paging
· Random access
· Data transmission, including necessary radio resource control aspects, respecting the limitation in the General Scope 
· Interactions with upper layers
For functionalities not listed above, they are studied only if found essential.


In this contribution, protocol stack and data transmission issues are discussed.
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2.1	Protocol layers
From SID [1], a compact protocol stack was one of the study objectives from RAN2 perspective, and some functionalities were excluded, e.g., RRC states, HARQ, ARQ, and mobility. In this clause, the protocol stack is discussed layer by layer.
2.1.1	MAC layer
As a basic functionality, random access-like procedure should be performed in MAC layer. In addition, at least one AS layer should be used to carry the data. MAC layer can carry data (e.g., by MAC SDU), and also can carry control information (e.g., like MAC CE) if any. 
Proposal 1:	For A-IoT, the MAC layer is needed (e.g. at least for MAC PDU format definition and random access-like procedure).
In legacy NR, one of the MAC layer functionalities is DRX, which works on the basis of DL synchronization between UE and network. For A-IoT device, the timing error is accumulated by 1 ms every 10 ms as a result of the large sampling frequency offset (SFO) of ~105 ppm. Therefore, it is difficult to maintain DL synchronization between A-IoT device and the network, and thus difficult for A-IoT device to track the DRX boundary.
Observation 1:	A-IoT device is not able to track the DRX boundary in time domain, due to extremely low timing accuracy.
The typical service of A-IoT includes inventory and command (e.g. read, write, disable), the data transport may only include one- or two- times transmission (e.g. device ID report, DL command and UL response). In addition, the maximum message size is approximately 1000 bits for these services as described in the TR conclusion [2]. In our understanding, the duration for the transmission of these small data will be quite short. Moreover, by applying the slotted-ALOHA mechanism, data transmission of different A-IoT devices can be distributed to different places in time domain, e.g., to different occasions. It means that an A-IoT device transmits/receives data in its own occasion, the duration of which will be quite short. As a result, the DRX function is not needed/motivated for the short transmission duration for A-IoT.
Observation 2:	For single device, the data transmission duration in one inventory/command procedure will be quite short (even with multiple UL transmissions), without the need/motivation of DRX function.
Considering that DRX is not suitable for A-IoT type service, and also that it is difficult for A-IoT device to operate DRX, we think DRX is not needed for A-IoT device.
Observation 3:	For A-IoT, the MAC layer DRX function is not needed in R19. 
2.1.2	RLC layer
In TR 38.848, the RAN design targets are defined, and for A-IoT devices, the maximum message size to be received or to transmit is approximately 1000 bits, as shown below:
	[bookmark: _Toc145960166]5.5	Maximum message size
The design target of maximum message size is approximately 1000 bits to be received by the Ambient IoT device, and approximately 1000 bits to be transmitted from the Ambient IoT device, based on the maximum application layer packet size.


Observation 4:	The UL data for A-IoT is typically small data (i.e. the maximum data size is 1000bits).
In RAN1#116, RAN1 agreed that “For A-IoT contention-based access procedure, at least slotted-ALOHA based access is studied”. By applying the slotted-ALOHA mechanism, data transmission of different A-IoT devices can be distributed to different time, e.g., different slots. In addition, BS is aware of the current service type, e.g., inventory, read or write, based on which the BS can have the knowledge of the UL data volume expected from one device for the current service type. Considering that the UL data sent by A-IoT device is typically small, there is no doubt that the BS can schedule enough resources for an A-IoT device to perform its UL transmission in one UL transmission opportunity.
Observation 5:	RAN2 can assume that the BS can and should ensure that the A-IoT device is able to transmit its UL data within one UL transmission opportunity, for the typically small data of the A-IoT traffic.
In legacy, the RLC layer provides segmentation and reassembly for RLC SDUs. However, the segmentation function provided by RLC requires extra L2 buffer, which cannot be assumed for A-IoT devices because of the limited memory. Taking UM data transmission as an example, each segment that needs to be transmitted should be stored in the buffer. Besides, 6-bit or 12-bit SN field is used for an UMD PDU when an RLC SDU is segmented. 16-bit SO field is also needed when the UMD PDU is not the first segment of this RLC SDU. The additional buffer and related operations will not only require extra memory, but also introduce extra power consumption and complexity to Ambient IoT devices. 
Observation 6:	Segmentation requires additional L2 buffer in the A-IoT device, which, together with its operations, requires unnecessary and not negligible complexity in the A-IoT device.
Based on the above observations, we think there is no need to segment the A-IoT data, which is typically small. Thus, we propose the following (the below assumption of course can be revisited, if needed, based on the RAN1 further progress):
Proposal 2a:	For A-IoT, RAN2 currently assumes that there is no need for segmentation functionality. (this assumption can be revisited, if needed, based on the RAN1 further progress) 
With respect to RLC layer functionalities, it is clarified in the SID [1] that ARQ is not supported.
	· For Topologies 1 & 2 (UE as intermediate node under NW control) per TR 38.848, with no RRC states, no mobility (i.e. at least no cell selection/re-selection -like function), no HARQ, no ARQ. 



Considering that the key RLC layer functionalities, i.e. segmentation and ARQ, are not needed for A-IoT. Then, there is no need to support RLC layer for A-IoT. Note that, even if the segmentation is considered as needed later on, it can be designed as one MAC layer functionality.
Proposal 2b:	For A-IoT, the RLC layer is not needed.
2.1.3	SDAP layer
The NR SDAP layer function is basically to maintain the QoS flow to DRB mapping for QoS management. However, in A-IoT system there is no need of QoS management by establishing multiple PDU sessions, QoS flows and DRBs, since there is only very limited data volume, packet size and without various QoS requirement. For example, an A-IoT device only sends device ID for inventory cases, and sends UL data that has been read (for read command) or service acknowledgement (for write command).
Observation 7:	There is no need to support QoS flow/DRB management and the QoS flow to DRB mapping functionality in A-IoT interface.
If there is no QoS flow concept, then the other functionalities like reflective QoS in SDAP are not needed as well.
Proposal 3:	For A-IoT, the SDAP layer is not needed.
2.1.4	PDCP layer
In NR, the main functionalities of PDCP layer include the header (de)compression, reordering and in-order delivery, out-of-order delivery, and integrity protection and ciphering (i.e., AS security). The necessity of each PDCP function for A-IoT is discussed below:
· Header (de)compression: Considering the nature of A-IoT devices, IP-based applications are not supported. Hence, IP header (de)compression of PDCP is not needed in A-IoT.
· In-order delivery: Compared to services in NR, A-IoT services are simple, as analysed above. Such simple use cases (e.g., inventory, command) does not need to use multiple packets to transmit service data. Hence, in-order delivery is not needed in A-IoT.
· Integrity protection, ciphering (i.e. AS security): the current NR/LTE Uu AS security mechanism performed by PDCP is very complicated, and is not feasible to be used by the A-IoT devices with low-complexity and low-power consumption. Considering that there would anyway be end-to-end security in the upper layers, from RAN2 perspective, RAN2 can assume that A-IoT devices do not support PDCP layer-based security functionality. 
Observation 8:	There is no need to support the in-order-delivery functionality, due to the limited number of data.
Observation 9:	There is no need to support header compression, since there will be no IP layer in A-IoT device side.
Observation 10:	There is no need for the PDCP layer-based security functionality. End to end security would be provided by upper layers.
Proposal 4:	For A-IoT, the PDCP layer is not needed.
2.2	Data transmission and overall protocol stack
Based on the discussion in SA2 and the solutions captured in SA2 TR, there would be A-IoT specific upper layer above AS layers. For data transmission procedure, after the A-IoT data is delivered from upper layer, it can be considered as a AS layer SDU. As discussed above, there is no PDCP and RLC layer, and no QoS flow and DRB concept. The A-IoT data can be transmitted just as one container/payload in AS lower layer. Similar like NB-IoT, RRC layer can carry the container of upper layer data. However, considering there are no RRC state and no mobility, there are barely other functionalities than the paging-like function. If there is no RRC layer, the MAC layer can be used to carry the upper layer data. Which layer is used to carry the container is not a blocking issue and can be decided in WI.
Proposal 5:	For A-IoT, the upper layer data (SDU) is transmitted just as one payload in AS layer (i.e. the upper layer data is NOT transmitted via radio bearer). FFS to be encapsulated in RRC or MAC layer. 
As analysed in this previous clause, the compact protocol stack is shown in Figure 2.2-1. The official name of the A-IoT specific upper layer is up to SA2. In Figure 2.2-1, we just use A-IoT non-AS layer for the convenience of discussion, which means it is just “not one AS layer”. As to RRC layer, if paging-like procedure is to be captured as a RRC layer functionality, it should be present. But there may also be some concern on whether ASN.1 can be supported, and paging-like procedure can also be captured in MAC layer. In this case, we could leave it to WI to decide which layer to capture these functionalities, i.e. presence of RRC layer can be FFS.
Proposal 6: 	RAN2 to agree the following protocol stack for A-IoT Topology 1.


Figure 2.2-1 Lightweight Protocol Stack for A-IoT Topology 1
3	Conclusion
This contribution makes the following proposals:
Observation 1:	A-IoT device is not able to track the DRX boundary in time domain, due to extremely low timing accuracy.
Observation 2:	For single device, the data transmission duration in one inventory/command procedure will be quite short (even with multiple UL transmissions), without the need/motivation of DRX function.
Observation 3:	For A-IoT, the MAC layer DRX function is not needed in R19. 
Observation 4:	The UL data for A-IoT is typically small data (i.e. the maximum data size is 1000bits).
Observation 5:	RAN2 can assume that the BS can and should ensure that the A-IoT device is able to transmit its UL data within one UL transmission opportunity, for the typically small data of the A-IoT traffic.
Observation 6:	Segmentation requires additional L2 buffer in the A-IoT device, which, together with its operations, requires unnecessary and not negligible complexity in the A-IoT device.
Observation 7:	There is no need to support QoS flow/DRB management and the QoS flow to DRB mapping functionality in A-IoT interface.
Observation 8:	There is no need to support the in-order-delivery functionality, due to the limited number of data.
Observation 9:	There is no need to support header compression, since there will be no IP layer in A-IoT device side.
Observation 10:	There is no need for the PDCP layer-based security functionality. End to end security would be provided by upper layers.

Protocol layers
Proposal 1:	For A-IoT, the MAC layer is needed (e.g. at least for MAC PDU format definition and random access-like procedure).
Proposal 2a:	For A-IoT, RAN2 currently assumes that there is no need for segmentation functionality. (this assumption can be revisited, if needed, based on the RAN1 further progress) 
Proposal 2b:	For A-IoT, the RLC layer is not needed.
Proposal 3:	For A-IoT, the SDAP layer is not needed.
Proposal 4:	For A-IoT, the PDCP layer is not needed.
Data transmission and overall protocol stack
Proposal 5:	For A-IoT, the upper layer data (SDU) is transmitted just as one payload in AS layer (i.e. the upper layer data is NOT transmitted via radio bearer). FFS to be encapsulated in RRC or MAC layer. 
Proposal 6: 	RAN2 to agree the following protocol stack for A-IoT Topology 1.
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