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1 Introduction
A new study item on Ambient IoT was agreed in RAN#102 meeting [1]. The RAN2-led objectives of the study item are shown below: 
· RAN2-led:
· Study and decide which functions are needed for an Ambient IoT compact protocol stack and lightweight signalling procedure to enable DO-DTT and DT data transmission and study those functions.
For example:
· Paging
· Random access
· Data transmission, including necessary radio resource control aspects, respecting the limitation in the General Scope 
· Interactions with upper layers
For functionalities not listed above, they are studied only if found essential.

In this contribution, we share our initial views on random access for A-IoT device.
2 Discussion
In NR, when the UE triggers random access, it sends Msg1/MsgA to the gNB first to achieve UL synchronization. In response, the gNB provides a TA value to the UE in Msg2/MsgB. The coverage of A-IoT will be within 50 m as mentioned in the SID. Due to this limited coverage, a TA is not required for A-IoT device.
Proposal 1: A TA value is not necessary for A-IoT devices due to their short distance from the reader.
In NR, the random access procedure can be triggered by a number of events [2]:
-	Initial access from RRC_IDLE;
-	RRC Connection Re-establishment procedure;
-	DL or UL data arrival during RRC_CONNECTED when UL synchronization status is "non-synchronized";
-	UL data arrival during RRC_CONNECTED when there are no PUCCH resources for SR available;
-	SR failure;
-	Request by RRC upon synchronous reconfiguration (e.g. handover);
-	RRC Connection Resume procedure from RRC_INACTIVE;
-	To establish time alignment for a secondary TAG;
-	Request for Other SI (see clause 7.3);
-	Beam failure recovery;
-	Consistent UL LBT failure on SpCell.
However, in A-IoT there is no RRC state and synchronization is only required at the time of communication. Therefore, many of the triggering events for RA in NR are not applicable for A-IoT. 
Proposal 2: All of the RA event triggers in NR do not need to be considered for A-IoT
In NR, there are two ways to trigger the RACH procedure. 
1.  UE initiates RACH procedure
2. Network triggers UE to initiate RACH procedure (e.g., via paging)
As mentioned in the general scope in SID, the study should focus on the DO-DTT and DT traffic type for UC1 (indoor inventory) and DT traffic type for UC4 (indoor command). In all these cases, the RA procedure is always triggered by the reader. The reader may be the gNB (topology 1) or intermediate node (topology 2). Therefore, an A-IoT device-initiated RACH procedure is not required in Rel 19. 
Observation 1: UC1 and UC4 require an RA procedure similar to the RA procedure triggered by paging in NR.
Proposal 3: UC1 and UC4 do not require an A-IoT device-initiated RACH procedure.
Regarding the knowledge of the identity of the A-IoT device at the reader, there are two possibilities. 
Case 1: Reader has no knowledge of the A-IoT device identity.
Case 2: Reader has knowledge of the A-IoT device identity.
In case 1, the RA procedure needs to be contention-based whereas in case 2, the RA procedure should be contention-free. The steps for random access will be different for the contention-based and contention-free cases. 
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Figure 1: Contention based procedure for A-IoT  
In the following, we describe a possible contention-based RA procedure for A-IoT.
Step 1:  Reader broadcasts a query command to a group of unidentified A-IoT devices.
Step 2:  An A-IoT device which receives the above query command responds with Msg1 to the reader. Msg1 contains a 16-bit random number generated by the A-IoT device.
Step 3: Upon successfully receiving Msg1, the reader sends an ACK with the same 16-bit number in a Msg2 to the A-IoT device. Msg2 also includes the resource configuration for the device to send a subsequent Msg3. If the A-IoT device does not receive the same 16-bit number it sent in Msg2, it will instead wait for the next query command from the reader.
Step 4: The A-IoT device sends its identity in Msg3. The purpose of this identity is for contention resolution.
Step 5: Finally, if the A-IoT device receives the correct identity in an ACK in a Msg4 from the reader, the contention resolution is successful and subsequent communication between the device and the reader will take place. If the A-IoT device does not receive the correct identity in ACK Msg4 from the reader, then the contention resolution is not successful, and it will wait for the next query command from the reader.
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Figure 2: Contention free procedure for A-IoT
In the following, we describe a possible contention-free RA procedure for A-IoT.
Step 1: Reader sends a query command along with a device identity in the first message. This command also includes the resource configuration for device-to-reader data transmission in the following Step 2.  
Step 2: The device whose identity matches that in Msg0 in Step 1 sends data to the reader and subsequent communication between the device and the reader ensues.
Proposal 4: Both contention-based and contention-free random-access procedures should be studied for A-IoT devices.
Proposal 5: The procedures for contention-based and contention-free RA would be different for A-IoT devices.
For the contention-based RACH procedure, the reader broadcasts a blind command/query which may be received by a collection of unidentified devices. In response, the devices will start the RACH procedure. In this scenario, there is a high chance of collision at the reader. Therefore, back off mechanisms for the RA procedure should be studied. One possibility is for the devices to select their backoff time and/or RA resources based on certain predefined criteria. 
Observation 2: For the contention-based RA procedure, there are high chances of collision of the RA message (Msg1) at the reader.
Proposal 6:  A back off mechanism and/or RA resources selection method should be studied for A-IoT devices performing contention-based RA.
The SA study has identified numerous potential use cases to be supported by A-IoT. In Rel 19, three device types are studied, but due to the many different use cases identified by SA it is reasonable to expect that eventually A-IoT devices will have to support different packet sizes. Therefore, it is desirable to report device type to the network to schedule resources for the data transmission. Further, since HARQ and ARQ is not considered in the SID, it is desirable to avoid packet segmentation to reduce device complexity.
Proposal 7: A-IoT device type information should be reported to the network to enable effective resource scheduling to the devices.
Proposal 8: Packet segmentation should be avoided in A-IoT due to reduced device complexity.
In NR, when the UE is in RRC_IDLE or RRC_INACTIVE, the gNB doesn’t know the UE location at the cell level.  Therefore, the gNB doesn’t include UE specific resources in the paging message as it increases signalling overhead. However, in A-IoT cell selection/reselection and different RRC states are not supported hence, the device position at cell level is always known and the reader can include additional device specific information (e.g., resource allocation grant) in the reader-to-device transmission.
Proposal 9: Provided that the device identity is known to the reader, the reader may include device specific information in any reader-to-device transmission.
3 Conclusions
In this contribution, we share our initial views on random access. Additionally, we ask RAN2 to discuss the following observations and proposals: 
Proposal 1: A TA value is not necessary for A-IoT devices due to their short distance from the reader.
Proposal 2: All of the RA event triggers in NR do not need to be considered for A-IoT
Observation 1: UC1 and UC4 require an RA procedure similar to the RA procedure triggered by paging in NR.
Proposal 3: UC1 and UC4 do not require an A-IoT device-initiated RACH procedure.
Proposal 4: Both contention-based and contention-free random-access procedures should be studied for A-IoT devices.
Proposal 5: The procedures for contention-based and contention-free RA would be different for A-IoT devices.
Observation 2: For the contention-based RA procedure, there are high chances of collision of the RA message (Msg1) at the reader.
Proposal 6:  A back off mechanism and/or RA resources selection method should be studied for A-IoT devices performing contention-based RA.
Proposal 7: A-IoT device type information should be reported to the network to enable effective resource scheduling to the devices.
Proposal 8: Packet segmentation should be avoided in A-IoT due to reduced device complexity.
Proposal 9: Provided that the device identity is known to the reader, the reader may include device specific information in any reader-to-device transmission.
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