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Introduction
Rel-19 Ambient IoT SID [1] describes the following objectives which are related to RAN2.
	1. 
2. Study necessary and feasible solutions for Ambient IoT as prescribed in the General Scope, including decisions on which functions, procedures, etc. are needed and not needed, and ensuring at least the required functionalities in Section 6.2 of TR 38.848. 
Study of positioning in Rel-19 is RAN3-led, limited to functionalities which would have no, or minimal, specification impact (note: this does not imply any decision relating to WI creation).
Study the feasibility and required functionalities for proximity determination (coordination with SA3 is required for privacy aspects).
… <omit> …
· RAN2-led:
· Study and decide which functions are needed for an Ambient IoT compact protocol stack and lightweight signalling procedure to enable DO-DTT and DT data transmission, and study those functions.
For example:
· Paging
· Random access
· Data transmission, including necessary radio resource control aspects, respecting the limitation in the General Scope 
· Interactions with upper layers
For functionalities not listed above, they are studied only if found essential.
… <omit> …
RAN2 and RAN3 are expected to identify RAN-CN functional split in coordination with SA2.




In this paper, we would like to discuss the general user plane aspects of Ambient IoT (AIoT).
Discussion
In Rel-19 Ambient IoT SID [1], the deployment scenario with the topologies 1&2 in [2] are shown in Fig.1 and Fig.2. 
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Figure 1 Topology 1
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Figure 2 Topology 2
In topology 1, the AIoT device directly and bidirectionally communicates with a base station (as a Reader). The communication between the base station and the AIoT device includes AIoT data and/or signaling. In topology 2, the AIoT device communicates bidirectionally with an intermediate node between the AIoT device and base station. In this topology, the intermediate node can be a relay, IAB node, UE, repeater, etc., which is capable of AIoT. The intermediate node transfers AIoT data and/or signaling between BS and the AIoT device. 
The SID targets to a harmonized air interface design with minimized differences (where necessary) for different Ambient IoT devices and topologies. Therefore, for AIoT user plane protocol stack, a common solution for both topologies 1&2 and for different device types is preferred.
Observation 1: A common solution of AIoT user plane protocol stack for both topologies 1&2 and for different AIoT device types is preferred.

In NR user plane (UP) protocol stacks, there are SDAP/PDCP/RLC/MAC and PHY layers. 
The low-complexity and low-cost AIoT devices might not be able to support the complete UP stack as legacy NR UEs and significant simplification might be needed for the functionalities to support. 
For AIoT system, considering the ultra-low complexity IoT device with ultra-low power consumption for the very low-end IoT applications, the data rate between AIoT device and Reader should be very low and service requirements from the AIoT application should be very simple. There should not be many different types of traffic for AIoT. Thus, for QoS management, we propose that the SDAP layer is not supported for AIoT device.   
Proposal 1: The SDAP layer is not supported for AIoT device.
For the PDCP and RLC layer, the functionalities of NR PDCP layer and RLC layer are listed below.
The PDCP layer [3] supports the following functions:
	-	transfer of data (user plane or control plane);
-	maintenance of PDCP SNs;
-	header compression and decompression using the ROHC protocol;
-	header compression and decompression using the EHC protocol;
-	uplink data compression and decompression using the UDC protocol;
-	ciphering and deciphering;
-	integrity protection and integrity verification;
-	timer based SDU discard;
-	PDU Set discard;
-	PSI based SDU discard;
-	for split bearers and DAPS bearer, routing;
-	duplication;
-	reordering and in-order delivery;
-	out-of-order delivery;
-	duplicate discarding.



The following functions are supported by the RLC layer [4]:
	-	transfer of upper layer PDUs;
-	error correction through ARQ (only for AM data transfer);
-	segmentation and reassembly of RLC SDUs (only for UM and AM data transfer);
-	re-segmentation of RLC SDU segments (only for AM data transfer);
-	duplicate detection (only for AM data transfer);
-	RLC SDU discard (only for UM and AM data transfer);
-	RLC re-establishment;
-	Protocol error detection (only for AM data transfer).



AIoT device and Reader might not want to support all these L2 functionalities to keep complexity and cost minimal.
For PDCP protocol layer, the header and data compression mechanism are too complicated for AIoT device. These functionalities require certain computational as well as buffer resources in AIoT device which seems not reasonable for the very low-cost/complexity IoT device.
For the ciphering and deciphering and integrity protection functions, we think the AS security is not supported for AIoT, and the security should be provided by AIoT command protocol/application function [5][6]. Thus, the PDCP related security functionalities are not supported for AIoT device.
For duplication or split bearers and routing functions, we don’t think these functions are necessary for AIoT device.
For PDCP reordering and in-order delivery, the amount of AIoT traffic is not expected to be large, and we can leverage the AIoT application layer to handle the out-of-order delivery from lower layers.
For SDU discard, it might be useful considering the limited memory size in AIoT device. However, the packet discard function may require the timer-based mechanism which causes additional overhead. Whether the packet discard is supported or not can be further discussed together with the similar function in RLC layer.
For RLC protocol layer, the ARQ function is not supported per Ambient IoT SID [1]. Thus, AM data transfer is not supported for AIoT.
Then the rest of major functions in RLC layer is the function of segmentation and reassembly. In theory, whether the RLC packet is segmented or not depends on how many resources are available in the backscatter link of AIoT. For AIoT device, the data rate in the backscatter link is quite limited due to the low capability of AIoT device. The limited data rate might not be able to support the packet transmission with large data size in case the backscatter link is not good and/or the energy level of AIoT device is low. Thus, it is possible that the segmentation function is supported in somewhere which could be in RLC layer or in a new AIoT layer 2 protocol.
If segmentation is supported, the reassembly function in receiver side should also be supported. Then, it is possible that some packet indications like sequence number are needed in RLC or in layer 2 so that the segments of one packet with the same sequence number could be reassembled. Then something like packet identification is required. 
Besides that, the packet discard and packet duplication detection might be useful for the packet processing in UP protocol. However, the ARQ is not supported per Ambient IoT SID [1]. Thus, we have following proposal.
Proposal 2: RAN2 should discuss and identify which function/mechanisms in PDCP and RLC layer are supported for AIoT device and Reader, like segmentation/reassembly and packet identification.
After RAN2 has identified the necessary function/mechanism in PDCP and RLC layer for AIoT device and Reader, we can further discuss which layer is the best place to include these functions. It might be in PDCP or RLC layer, in MAC layer or in a new AIoT layer 2 protocol. 
In our view, a new AIoT layer 2 protocol is a simple and clear design for AIoT device and Reader. The new AIoT layer 2 protocol is between AIoT MAC and application layer.
Proposal 3: RAN2 studies the need and functionalities for a new simplified AIoT L2 protocol.
An example of AIoT protocol stack is shown in Fig. 3.


Figure 3 AIoT protocol stack
For the MAC protocol layer, we believe some of the MAC functionalities are useful for AIoT device, and RAN2 should further discuss which functionalities of MAC layer should be supported for AIoT.
Proposal 4: RAN2 to confirm the MAC layer is needed for AIoT and RAN2 to discuss which functions of NR MAC layer is supported for AIoT. 
In AIoT MAC, the MAC packets may contain the control/command signaling from upper layer, and such control/command could be sent from the application layer or sent from the Reader to AIoT device for command or for resource configuration. The AIoT data from application layer multiplexed with the control/command signaling instructs the transmission block in AIoT MAC. 
Proposal 5: The multiplexing of MAC packets carrying control signaling and AIoT data is supported for AIoT.
To support the multiplexing of MAC packets carrying control signaling and AIoT data, the concept of logical channels in NR MAC can be used for AIoT.
Proposal 6: The concept of logical channels in NR MAC is supported for AIoT.
In NR, there are already a number of MAC CEs specified for different purpose. It may be beneficial if AIoT device can indicate assistance information or the buffer/energy status of AIoT device to Reader.
For example, AIoT device may indicate the buffer status of itself to Reader if there are remaining AIoT data stored in the AIoT buffer, or AIoT device may inform Reader the energy status if AIoT device is lack of power. In some cases, the full power of some types of AIoT device such as Device type ii may not be needed if the AIoT device is close to the Reader. Lower power can save the energy to extend the on duration of transmission/reception and reduce the interference to other nearby devices. Thus, RAN2 can study which MAC CEs, like BSR or PHR MAC CE can be supported for AIoT.
Proposal 7: RAN2 to study which MAC CEs, like BSR or PHR are supported for AIoT.
In Ambient IoT SID [1], it clearly states that for topologies 1&2, no HARQ is supported. Considering the AIoT traffic should be low data rate and delay tolerance, the whole HARQ operation (e.g., HARQ entity, HARQ process) in MAC layer is not supported for AIoT. 
Proposal 8: HARQ operation is not supported for AIoT.

Conclusion
We have the following observations, and we’d recommend RAN2 to discuss and adopt the following proposals:
Observation 1: A common solution of AIoT user plane protocol stack for both topologies 1&2 and for different AIoT device types is preferred.

Proposal 1: The SDAP layer is not supported for AIoT device.
Proposal 2: RAN2 should discuss and identify which function/mechanisms in PDCP and RLC layer are supported for AIoT device and Reader, like segmentation/reassembly and packet identification.
Proposal 3: RAN2 studies the need and functionalities for a new simplified AIoT L2 protocol.
Proposal 4: RAN2 to confirm the MAC layer is needed for AIoT and RAN2 to discuss which functions of NR MAC layer is supported for AIoT. 
Proposal 5: The multiplexing of MAC packets carrying control signaling and AIoT data is supported for AIoT.
Proposal 6: The concept of logical channels in NR MAC is supported for AIoT.
Proposal 7: RAN2 to study which MAC CEs, like BSR or PHR are supported for AIoT.
Proposal 8: HARQ operation is not supported for AIoT.
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