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[bookmark: _Ref506539118]Introduction
In the SID for Ambient IoT (Internet of Things) in NR, the following objectives have been identified from RAN2 point of view[1].
	The following objectives are set, within the General Scope:
2. Study necessary and feasible solutions for Ambient IoT as prescribed in the General Scope, including decisions on which functions, procedures, etc. are needed and not needed, and ensuring at least the required functionalities in Section 6.2 of TR 38.848. 
Study of positioning in Rel-19 is RAN3-led, limited to functionalities which would have no, or minimal, specification impact (note: this does not imply any decision relating to WI creation).
Study the feasibility and required functionalities for proximity determination, which is the determination of whether BS or intermediate UE and ambient IoT device are near each other or not (coordination with SA3 is required for privacy aspects).
· RAN2-led:
· Study and decide which functions are needed for an Ambient IoT compact protocol stack and lightweight signalling procedure to enable DO-DTT and DT data transmission, and study those functions.
For example:
· Paging
· Random access
· Data transmission, including necessary radio resource control aspects, respecting the limitation in the General Scope 
· Interactions with upper layers
For functionalities not listed above, they are studied only if found essential.
RAN2 and RAN3 are expected to identify RAN-CN functional split in coordination with SA2.

Note: This study shall target for an IoT segment well below the existing 3GPP IoT technologies, e.g. NB-IoT, eMTC, RedCap, etc. The study shall not aim to replace existing 3GPP LPWA technologies.



In the contribution, we present our views on random access for Ambient IoT communications. 
Discussions on random access for Ambient IoT
Random access is multiple access mechanism which the multiple devices tried to use the set of resources for accessing the network. UE initiates random access on initial access, handover, re-establishment, and beam failure recovery procedures. Through random access, the UE can acquire timing advance for uplink transmission and radio resources for message 3 transmission which is used for contention resolution and temporary UE identifier transmission.  During the procedure, the UE obtains an identifier for data transmission and reception in the radio access network.
Ambient IoT communication considers low-cost, low-complexity device compared to legacy UE in NR. Especially, Ambient IoT device may not sustain a sufficient communication time since it has very limited battery capacity. In addition, uplink transmission power of device may be lower than legacy UE because there may be a case where power amplifier is not used. Therefore, we should discuss whether random access procedure is needed or not in ambient IoT communications. 
The TR38.848 describes several RAN design requirements in Ambient IoT networks.
In Ambient IoT network, coverage target is represented by the maximum distance, which are 10-50m or 50-500m for indoor or outdoor, respectively. It is obvious that timing advance on uplink transmission is not crucial for indoor scenario. But it is necessary to discuss whether timing advance has impact on uplink transmission in outdoor scenario, especially considering the case where maximum distance is 500m. But this issue is tightly coupled with frequency, DL/UL synchronization, frame structure and multiplexing which are being discussed in RAN1 study for Ambient IoT, we should wait for RAN1’s progress. 
Observation 1:  RAN2 ask to discuss necessity of timing advance with consideration of RAN1 study.

Device-terminated (DT) and Device oriented device-terminated triggered (DO-DTT) are considered as main traffic types in Ambient IoT SID[1]. For these traffics, device identifier is essentially required to identify source and destination node. In NR specification, radio network temporary identifier(RNTI) is used for the UE identification, which is obtained from random access procedure. Without considering new identification scheme for Ambient IoT communications, random access procedure can be candidate solution for device identifier acquisition. 
Observation 2:  Device identifier is required for UL/DL transmission in Ambient IoT communications.

Connection density of Ambient IoT network may be high compared to legacy NR deployment, since 20-150 devices are deployed per 100 m2 area and some of them may try to transmit data at the same time. This means multiple devices simultaneously access same radio resources on uplink, which would bring frequent collision among devices. Therefore, an efficient contention detection and resolution mechanism is essential for system performance. In this regard, as similar mechanism is already introduced in NR random access procedure it can be referenced to Ambient IoT design.
Observation 3:  Efficient contention detection and resolution mechanism for UL transmission is required.

Ambient IoT application considers approximately 1,000 bits as maximum message size. The payload data size from a device can be relatively small compared to the control signalling required to send it over the radio interface. So connection-oriented data transmission becomes a burden for both the network and the device due to the control signalling overhead. As the number of devices will be very large, the signalling overhead could become a serious issue. Moreover, energy consumption on control signalling may be critical to low capable devices with limited battery capacity.
For the issue, small data transmission(SDT) can be a candidate solution for alleviation of signalling load against data volume. SDT is a mechanism which allows data transmission while the device remains in inactive state without transitioning to connected state. Therefore, the SDT can serve as a reference scheme for uplink data transmission in Ambient IoT, given that SID describe no RRC state for Ambient IoT communications.
Observation 4:  SDT can be reference scheme for UL data transmission in Ambient IoT communications. 

Based on the above discussion, it is necessary to discuss whether a random access procedure similar to NR is needed in Ambient IoT communication.
Proposal 1: RAN2 ask to discuss whether random access procedure in needed or not for Ambient IoT communication.

Design approach on random access procedure 
ISO 18000-6C, also known as EPC global Gen2, is a standard for radio-frequency identification(RFID) systems operating in the UHF (Ultra High Frequency) band[2]. It defines the air interface protocol for RFID systems, specifying how RFID readers and tags communicate with each other. It specifies commands and responses used for tag identification, data reading, and writing.
Before the reader powers up the tags in its RF range, it does not have any prior knowledge of the tag population. The air interface protocol thus defines three sequential steps to establish the links with the targeted tags: select, inventory, and access, each with associated commands for managing a tag population.
1. Select: During this phase, the reader commands the tag population to identify the group included into an inventory round. 
2. Inventory: The reader identifies individual tags from the selected group using a slotted ALOHA algorithm with (reader) query and (tag) acknowledgement.
3. Access: Once a tag is uniquely identified, the reader can choose to perform different operations ranging from read/write to the specified memory bank using a Read or a Write command, to lock the tag for secure access (using Lock command to prevent or allow access to the RFID password or a specific memory band), or even permanently disable the tag (using Kill command). 

The inventory procedure is consisted of following 4 steps as illustrated in Figure 1.
· Step 1: Reader may send a query command to a group of tags identified in select step. The Query command starts a new inventory round with a slot count parameter Q. Selection of Q determines the statistical performance of this operation. Choosing a large Q may avoid tag collision but may bring resource waste due to many unused slots. Considering small Q with respect to the tag population, collision ratio would be increased, which exhibits a performance degradation. 
· Step 2: Each tag receiving the Query command generates a slot count between 0 to 2Q-1. The tags with slot count 0 reply with its RN16 (a 16-bit random number from the tag pseudorandom number generator). 
· Step 3: After correctly receiving the initial uplink transmission from the tag, the reader would send the acknowledgement message that includes the decoded ID(RN16). 
· Step 4: If a tag successfully decodes the acknowledgement command from reader in Step 3 and confirms that the received ID matches with the transmitted one, the tag responds with an acknowledgement including EPC(Electronic Product Code) to indicate that the contention resolution is successful. However, if a tag determines that the contention resolution does not successfully complete, the tag may reinitialize the step 2. 




[bookmark: _Ref158194830]Figure 1. Inventory procedure for RFID
Note that above steps in inventory procedure is similar to those of random access in NR. 
Observation 5:  Inventory procedure of ISO18000-6C is similar to random access procedure in NR.

Therefore, for the random access procedure for ambient IoT communications, a design principle similar to that was defined for RFID inventory procedure or NR RACH procedure can be considered as a starting point.
Proposal 2: RFID inventory procedure or NR RACH procedure can be considered as a starting point of random access procedure for Ambient IoT communications.

[bookmark: _Ref52481833]Conclusions
Based on the discussion in this contribution, we have the following observations and proposals: 

Observation 1:  RAN2 ask to discuss necessity of timing advance with consideration of RAN1 study.
Observation 2:  Device identifier is required for UL/DL transmission in Ambient IoT communications.
Observation 3:  Efficient contention detection and resolution mechanism for UL transmission is required.
Observation 4:  SDT can be reference scheme for UL data transmission in Ambient IoT communications. 
Observation 5:  Inventory procedure of ISO18000-6C is similar to random access procedure in NR.
Proposal 1: RAN2 ask to discuss whether random access procedure in needed or not for Ambient IoT communication.
Proposal 2: RFID inventory procedure or NR RACH procedure can be considered as a starting point of random access procedure for Ambient IoT communications.

References
1. [bookmark: _Ref117254147][bookmark: _Ref81496943][bookmark: _Ref64378400][bookmark: _Ref47206669][bookmark: _Ref30840956][bookmark: _Ref20730972][bookmark: _Ref16193927][bookmark: _Ref6926730][bookmark: _Ref7107393][bookmark: _Ref521318726][bookmark: _Ref524340861][bookmark: _Ref510774888][bookmark: _Ref3884257][bookmark: _Ref158297417]RP-240826, “Revised SID: Study on solutions for Ambient IoT (Internet of Things) in NR”, March 2024.
1. Bolic, Miodrag, David Simplot-Ryl, and Ivan Stojmenovic, eds. "RFID systems: research trends and challenges." (2010). 



7/7
image1.emf
Device Reader Device

Step 1.Query Command

Reader

Step 2.Random Number

Step 3. Ack command

(Random Number)

Step 4. EPC 


Microsoft_Visio_Drawing.vsdx
Device
Reader
Device
Step 1.Query Command
Reader
Step 2.Random Number
Step 3. Ack command
(Random Number)
Step 4. EPC



