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1. [bookmark: _Ref73829754]Introduction
[bookmark: Proposal_Pattern_Length]The SI “Ambient IoT” has been approved in RAN#102. Following objectives are related to RAN2:
	· RAN2-led:
· Study and decide which functions are needed for an Ambient IoT compact protocol stack and lightweight signalling procedure to enable DO-DTT and DT data transmission, and study those functions.
For example:
· Paging
· Random access
· Data transmission, including necessary radio resource control aspects, respecting the limitation in the General Scope 
· Interactions with upper layers
For functionalities not listed above, they are studied only if found essential.


In this contribution, we provide our view on general assumptions (including details about device type, use cases, deployment scenarios, requirements and functionality from RAN2 point of view) and the overall procedure.
Discussion
2.1 General assumptions
2.1.1 Supported device type
At RAN1#116, RAN1 made following agreements on supported device type:
	For the purpose of the study, RAN1 uses the following terminologies:
· Device 1: ~1 µW peak power consumption, has energy storage, initial sampling frequency offset (SFO) up to 10X ppm, neither DL nor UL amplification in the device. The device’s UL transmission is backscattered on a carrier wave provided externally.
· Device 2a: ≤ a few hundred µW peak power consumption, has energy storage, initial sampling frequency offset (SFO) up to 10X ppm, both DL and/or UL amplification in the device. The device’s UL transmission is backscattered on a carrier wave provided externally.
· Device 2b: ≤ a few hundred µW peak power consumption, has energy storage, initial sampling frequency offset (SFO) up to 10X ppm, both DL and/or UL amplification in the device. The device’s UL transmission is generated internally by the device.


Based on the level of power consumption, with amplification or not, and whether UL transmission is backscattered or not, RAN1 will continue the study on 3 types of A-IoT devices: Device 1, 2a and 2b. According to the SID, “The overall objective shall be to study a harmonized air interface design with minimized differences (where necessary) for Ambient IoT to enable the following devices:”, to our understanding, the main differences for different type of devices should be for physical layer aspects, e.g. the coverage, physical layer design. However, from RAN2 perspective, we should aim to design common solution for different type of A-IoT devices. 
Proposal 1: RAN2 should aim to design a common solution for different types of A-IoT devices, i.e. A-IoT device type is transparent from RAN2 point of view/discussion.
[bookmark: _Hlk162444750]Backward compatibility and forward compatibility are important in 3GPP system design. However, for A-IoT device, the cost and complexity are critical design factors. Support of backward compatibility and forward compatibility indicates additional complexity to A-IoT devices. Therefore, we should aim to avoid this additional complexity costed by forward/backward compatibility when designing the system for A-IoT devices in Rel-19. We assume type 1, type 2a and/or type 2b will be introduced in WID phase (in Rel-19 or Rel-20). For any new A-IoT devices introduced in future release, the changes should be done from the blank instead of extending “existing messages used for device type specified in WI of current SI”.
[bookmark: _Hlk162444738]Proposal 2: A-IoT specification will not support backward/forward compatibility.
Signaling defined for device 1, 2a and 2b does not need to account for future extensions.
When/if new different types of A-IoT device(s) are defined in future releases, they can be supported but they would use their own signaling (i.e., new sets of messages) different than the one used by current device types 1, 2a and 2b.

[bookmark: _Hlk162446785]2.1.2 Supported use cases
As defined in [3], following use cases are considered for AIoT devices from SA1 perspective:
	Ambient IoT can support many different use cases. Nevertheless, in general the Ambient IoT use cases can be characterised in four different use case categories:
-	Inventory taking. With inventory taking, the main purpose is to discover what goods (e.g. boxes, containers, packages, tools) are present in a specific area. Upon request sent by the network within the specific area, Ambient IoT devices attached to these goods report an identifier associated with the good, possibly supplemented with other information such as status, measurement results and/or location.
-	Sensor data collection. With sensor data collection, the Ambient IoT device is associated with a sensor. Transfer of sensor data can be initiated by the Ambient IoT device, e.g. periodically or when the Ambient IoT device has power, or can be triggered by the network.
-	Asset tracking. With asset tracking, the main purpose is to determine the location of goods. Ambient IoT devices attached to these goods report an identifier associated with the good. This can then be combined with location information. Asset tracking can also be initiated by an Ambient IoT capable UE (i.e. a UE that can communicate with an Ambient IoT device), thus finding the location of Ambient IoT devices within a particular range of the UE.
-	Actuator control. With actuator control, the Ambient IoT device is associated with an actuator. Transfer of actuator commands is generally initiated by the network.


During RAN SI [4], RAN also discussed the supported use cases, and mapped them to the use cases defined in [5]. As mentioned in [1], only inventory and command use cases are considered and only DT and DO-DTT are considered at this stage. RAN2 should follow RANP guidance on this. 
		rUC
	Applicable SA1 UCs / traffic scenarios

	rUC1: Indoor inventory
	5.1 Automated warehousing
5.2 Medical instruments inventory management and positioning
5.4 Non-Public Network for logistics
5.5 Automobile manufacturing
5.7 Airport terminal / shipping port
5.15 Smart laundry
5.16 Automated supply chain distribution
5.18 Fresh food supply chain
5.27 End-to-end logistics
6.1 Flower auction
6.3 Electronic shelf label



	rUC4: Indoor command
	5.11 Online modification of medical instruments status
5.17 Device activation and deactivation
5.26 Elderly Health Care
5.29 Device Permanent Deactivation
6.3 Electronic shelf label





Proposal 3: RAN2 only considers for the study the use cases of rUC1: Indoor inventory (DO-DTT) and rUC4: Indoor command (DT).
[bookmark: _Hlk162449432]2.1.3 Supported deployment scenarios
During RANP study phase, 5 deployment scenarios and 4 topologies were considered. Based on the SI [1], only Topologies 1 and 2 are considered in this study. 
	1. [bookmark: _Hlk160560296]Deployment Scenarios with the following characteristics, referenced to the tables in Clause 4.2.2 of TR 38.848:
· Deployment scenario 1 with Topology 1
· Basestation and coexistence characteristics: Micro-cell, co-site
·   Deployment scenario 2 with Topology 2 and UE as intermediate node, under network control
· Basestation and coexistence characteristics: Macro-cell, co-site
· The location of intermediate node is indoor





[bookmark: _Ref155527651]Figure 1. Topology 1 and 2 for A-IoT applications
Based on the guidance from Chair “NOTE: contributions should focus on technical aspects of topology 1 only in RAN2#125bis (or common aspects of topology1/topology2) to progress on some basic required functionality”, RAN2 limited the discussion on Topology 1. To our understanding, the design of interface between reader and A-IoT device shall be common for topology 1 and 2. The main difference between topology 1 and 2 is how to handle the Uu interface (between reader and BS) for topology 2. 
Proposal 4: From RAN2 perspective, the design on the interface between reader and A-IoT device is common for topology 1 and topology 2.
2.1.4 RAN2 related service requirements
Service requirements were discussed in both SA1 SI and RANP SI. The corresponding service requirements are captured in [5] and [6]. Some of them are related to RAN2 design. We listed them as below:
	KPIs
	Requirement
	Impacted RAN2 functions

	Max data rate
	Below 5kbps [TR 38.848] 
< 2Kbps [TS 22.369]
	Support of CA, DC, etc;
QoS management

	Max message size
	Below 1000bits [TR 38.848]
	Segmentation
QoS management

	Latency
	-	Longer latency target: 10 seconds
-	Shorter latency target: 1 second
For example 5 kbps / 1000 bit = 200 ms latency for the largest message size at the target peak rate. [TR 38.848]
	QoS management

	Reliability
	N/A [TS 22.369]
	Reliability related features, e.g. HARQ, ARQ, duplication, etc.

	Security
	The 5G system shall be able to provide a mechanism to protect the privacy of information (e.g., location and identity) exchanged during communication between an Ambient IoT device and the 5G network or an Ambient IoT capable UE. [TS 22.369] 
	RRC, PDCP security related functions.
To be discussed in SA3 SI [7];

	Density
	-	150 devices per 100 m2 for indoor scenarios.
-	20 devices per 100 m2 for outdoor scenarios. [TR 38.848]
	Random access


	Device complexity
	For Device A, the complexity target is to be comparable to UHF RFID ISO18000-6C (EPC C1G2).
For Device B, the target is such that:
-	Device A complexity < Device B complexity < Device C complexity.
For Device C, the complexity target is to be orders-of-magnitude lower than NB-IoT.
[TR 38.848]
	All aspects


RAN2 should consider above requirements and working assumptions described in the SID when discussing the necessary RAN2 functions. 
Proposal 5: RAN2 study takes into account the requirements and assumptions on the max data rate/size, latency, Reliability, and Device complexity.
Regarding security, so far password based access, authentication, and encryption are supported for RFID. SA3 has approved the SI [7], RAN2 can rely on SA3 on this. 
Proposal 6: RAN2 will not discuss security aspects for A-IoT until requested by SA3 understanding that SA3 has a related SI ongoing.
2.1.5 Supported functions
Default supported functions of AIoT: Considering the complicated functions of NR, the AioT shall be designed independently, i.e. by default, all NR supported functions are not supported by AioT device unless stated otherwise. This is also aligned with SID [1]:
	· RAN2-led:
· Study and decide which functions are needed for an Ambient IoT compact protocol stack and lightweight signalling procedure to enable DO-DTT and DT data transmission, and study those functions.
For example:
· Paging
· Random access
· Data transmission, including necessary radio resource control aspects, respecting the limitation in the General Scope 
· Interactions with upper layers
For functionalities not listed above, they are studied only if found essential.


Proposal 7: A-IoT study of the RAN2 required functions start from blank, i.e. none of the existing functions need to be supported for A-IoT. RAN2 shall only introduce functions for A-IoT when necessary.
[1] also clearly mentioned that some functions are not considered for A-IoT device, as
	· For Topologies 1 & 2 (UE as intermediate node under NW control) per TR 38.848, with no RRC states, no mobility (i.e. at least no cell selection/re-selection -like function), no HARQ, no ARQ. 
Traffic types DO-DTT, DT, with focus on rUC1 (indoor inventory) and rUC4 (indoor command).


It would be good if RAN2 can confirm this, and use it as baseline for discussion related to these functions.
Proposal 8 RAN2 to confirm that in RAN2 study, A-IoT does not support RRC states, mobility (i.e. at least no cell selection/re-selection -like function), HARQ, and ARQ. 
2.2 General procedure
Let’s take use case 5.18	Use case on Fresh Food Supply Chain [5] as example:
	5.18	Use case on Fresh Food Supply Chain (TR 22.840)
The tags can operate based on intermittently harvested energy with energy storage like capacitor. This energy storage can be charged by an RF harvesting. For example, from a -30dBm received RF power with a 33% harvesting efficiency.
Since normal use is a reading once every 15 minutes, in order for the stored energy to last for 1 reading, each reading from the device should take less than 1uW*900*0.33 = 0.3 mjoules - in this use case. This number includes all energy consumed by the calculations done by the tag (like encryption/decryption), by reception, transmission, calibration and sensing. 
The energy consumption of the tag in between readings is negligible. 
1. Once in 15 minutes, the cloud server sends a polling request to the network with the group ID. 
1. In this example, upon receiving the polling request, the network sends wakeup signals to allow calibrations by the ambient IoT devices. 
1. Shortly after the wakeup signals, the network sends a polling request to the group of devices. It can either broadcast the request across its network or send it only to specific locations - based on operator policy. 
1. Upon reception of the polling request, each ambient IoT device replies with its ID and temperature readings.
1. Upon reception of the replies, the network adds meta-data (e.g. which base station received the reply, what was the received power, or direction of arrival), and then forwards to the cloud server of the supplier.
1. The supplier accesses its cloud server and performs 3rd party processes on it, to optimize and control its supply chain. 
1. Once Reusable Transport Item (RTIs) finished its usage, it is routed to the recycling center. In the recycling center, the ambient IoT devices are bulk deleted from the cloud server and logged out from the network. 



SA2 is discussing the whole procedure in their study item. In general, the procedure can be summarized as below in figure 2:


[bookmark: _Hlk162449373]Figure 2: Inventory/command procedure
Proposal 9: For the inventory/command procedure between A-IoT device, reader and CN, RAN2 to adopt the procedure shown in figure 2 as baseline for further RAN2 discussion (which is aligned to the one considered in SA2 study).
Observation: for inventory use cases:
· 1 ID structure may be different for different use case, which should be defined in upper layer;
· 2 inventory request contains the ID or group ID, without the need of other information, Inventory request may be triggered by 3rd party; it should be defined in upper layer.
· 3 A-IoT devices will send its ID and other information (should be fixed per use cases, i.e. same set of information for the same use case) back to RAN; This should also be defined in upper layer;
· [bookmark: _Hlk162449777]4 From AS layer, both inventory request and response can be treated as data transmission. FFS on what information should be visible to AS layer.
· 5 From AS layer, based on RAN1 agreements, very like the system will be asynchronized, and contention-based data transmission is supported. Therefore, the purpose of Random Access should be to resolve the contention instead of obtaining the TA.
[bookmark: _Hlk162449977]Proposal 10: From AS layer, RAN2 should focus on how to transfer the inventory request and the response to inventory request between A-IoT device and reader. The format of the inventory request and the response between CN and reader shall be defined by upper layer. FFS on what information should be visible to AS layer.
Observation: for command use cases:
· [bookmark: _Toc144489217][bookmark: _Toc154166034]1 the content of command can be different for different use cases, e.g. 5.11	Use case on online modification of medical instruments status , “modify”, “write”; These information are transparent to 5G network;
· 2 the main difference compared to inventory use cases is, A-IoT devices only take internal action based on the command. 
· [bookmark: _Hlk162449998]3 From AS layer, command can be treated as data transmission. FFS on what information should be visible to AS layer.
Proposal 11: From AS layer, RAN2 should focus on how to transfer the Command between A-IoT device and reader. The format of the Command between CN and reader shall be defined by upper layer. FFS on what information should be visible to AS layer.
Proposal 12: For DT and DO-DTT, the AS layer procedure is triggered by CN, the Reader starts the procedure upon receiving the Inventory request or command from CN. 

1. Conclusion
Based on the discussion, we have following proposals:
[bookmark: _Ref434066290]Proposal 1: RAN2 should aim to design a common solution for different types of A-IoT devices, i.e. A-IoT device type is transparent from RAN2 point of view/discussion.
Proposal 2: A-IoT specification will not support backward/forward compatibility.
Signaling defined for device 1, 2a and 2b does not need to account for future extensions.
When/if new different types of A-IoT device(s) are defined in future releases, they can be supported but they would use their own signaling (i.e., new sets of messages) different than the one used by current device types 1, 2a and 2b.
Proposal 3: RAN2 only considers for the study the use cases of rUC1: Indoor inventory (DO-DTT) and rUC4: Indoor command (DT).
Proposal 4: From RAN2 perspective, the design on the interface between reader and A-IoT device is common for topology 1 and topology 2.
Proposal 5: RAN2 study takes into account the requirements and assumptions on the max data rate/size, latency, Reliability, and Device complexity.
Proposal 6: RAN2 will not discuss security aspects for A-IoT until requested by SA3 understanding that SA3 has a related SI ongoing.
Proposal 7: A-IoT study of the RAN2 required functions start from blank, i.e. none of the existing functions need to be supported for A-IoT. RAN2 shall only introduce functions for A-IoT when necessary.
Proposal 8 RAN2 to confirm that in RAN2 study, A-IoT does not support RRC states, mobility (i.e. at least no cell selection/re-selection -like function), HARQ, and ARQ. 
Proposal 9: For the inventory/command procedure between A-IoT device, reader and CN, RAN2 to adopt the procedure shown in figure 2 as baseline for further RAN2 discussion (which is aligned to the one considered in SA2 study).
Proposal 10: From AS layer, RAN2 should focus on how to transfer the inventory request and the response to inventory request between A-IoT device and reader. The format of the inventory request and the response between CN and reader shall be defined by upper layer. FFS on what information should be visible to AS layer.
Proposal 11: From AS layer, RAN2 should focus on how to transfer the Command between A-IoT device and reader. The format of the Command between CN and reader shall be defined by upper layer. FFS on what information should be visible to AS layer.
Proposal 12: For DT and DO-DTT, the AS layer procedure is triggered by CN, the Reader starts the procedure upon receiving the Inventory request or command from CN. 
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