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1. Introduction
In R19, a new SI Ambient IoT (Internet of Things) in NR is setup.

This new SI targets a further assessment at RAN WG-level of Ambient IoT, a new 3GPP IoT technology, suitable for deployment in a 3GPP system, which relies on ultra-low complexity devices with ultra-low power consumption for the very-low end IoT applications. The study shall provide clear differentiation, i.e. addressing use cases and scenarios that cannot otherwise be fulfilled based on existing 3GPP LPWA IoT technology e.g. NB-IoT including with reduced peak Tx power [1].
	· RAN2-led:

· Study and decide which functions are needed for an Ambient IoT compact protocol stack and lightweight signalling procedure to enable DO-DTT and DT data transmission, and study those functions.

For example:
· Paging

· Random access

· Data transmission, including necessary radio resource control aspects, respecting the limitation in the General Scope 

· Interactions with upper layers

For functionalities not listed above, they are studied only if found essential.
a) 


In this paper, we would like to discuss compact protocol stack for ambient IOT operation.
2. Discussion
In NR, the UP and CP protocol stack is as below. L2 protocol layers include SDAP, PDCP, RLC, MAC. L3 protocol layers include RRC and NAS. L1 protocol is PHY layer. Different layers have different function. 
The table below provides the basic functions for each protocol layer in NR system. 
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Figure 4.4.1-1: User Plane Protocol Stack          Figure 4.4.2-1: Control Plane Protocol Stack

	Protocol layer
	Basic functions in NR
	Comments for ambient IOT

	SDAP
	-
Mapping between a QoS flow and a data radio bearer; ☹
-
Marking QoS flow ID (QFI) in both DL and UL packets. ☹
	There is no PDU session and Qos flow concept. The SDAP is not useful for ambient IOT.

	PDCP
	-
Transfer of data (user plane or control plane); ☹
-
Maintenance of PDCP SNs; ☹
-
Header compression and decompression using the ROHC protocol; ☹
-
Ciphering and deciphering; ☹
-
Integrity protection and integrity verification; ☹
-
Timer based SDU discard; ☹
-
For split bearers, routing; ☹
-
Duplication; ☹
-
Reordering and in-order delivery; ☹
-
Out-of-order delivery; ☹
-
Duplicate discarding. ☹
	There is no IP data and there is also no Header compression requirement. The security is not located in AS layer and it is up to SA3. So PDCP is also not necessary for ambient IOT.

	RLC
	-
Transfer of upper layer PDUs; ☹
-
Sequence numbering independent of the one in PDCP (UM and AM); ☹
-
Error Correction through ARQ (AM only); ☹
-
Segmentation (AM and UM) and re-segmentation (AM only) of RLC SDUs; ☹
-
Reassembly of SDU (AM and UM); ☹
-
Duplicate Detection (AM only); ☹
-
RLC SDU discard (AM and UM); ☹
-
RLC re-establishment; ☹
-
Protocol error detection (AM only). ☹
	There is no ARQ as indicated in SI. We also cannot see the segment requirement because it is small data/signalling transmission for ambient IOT. So RLC is also not necessary for ambient IOT.

	MAC
	-
Mapping between logical channels and transport channels; ☹
-
Multiplexing/demultiplexing of MAC SDUs belonging to one or different logical channels into/from transport blocks (TB) delivered to/from the physical layer on transport channels; ☹
-
Scheduling information reporting; ☹
-
Error correction through HARQ (one HARQ entity per cell in case of CA); ☹
-
Priority handling between UEs by means of dynamic scheduling; ☹
-
Priority handling between logical channels of one UE by means of logical channel prioritisation; ☹
-
Padding. ☹
	There is no HARQ as indicated in SI and it is not schedule based data transmission as NR.
The priority for scheduling in one tag is not needed.

Multiplexing/demultiplexing function will be discussed below.

But MAC will be used to assemble information as WIF MAC or RFID logical layer.

	PHY
	-
Data transmission and reception via air interface. 😊
	

	RRC
	-
Broadcast of System Information related to AS and NAS; 😊☹
-
Paging initiated by 5GC or NG-RAN; 😊
-
Establishment, maintenance and release of an RRC connection between the UE and NG-RAN including: ☹
-
Addition, modification and release of carrier aggregation;

-
Addition, modification and release of Dual Connectivity in NR or between E-UTRA and NR.

-
Security functions including key management; ☹
-
Establishment, configuration, maintenance and release of Signalling Radio Bearers (SRBs) and Data Radio Bearers (DRBs); ☹
-
Mobility functions including: ☹
-
Handover and context transfer;

-
UE cell selection and reselection and control of cell selection and reselection;

-
Inter-RAT mobility.

-
QoS management functions; 😊☹
-
UE measurement reporting and control of the reporting; ☹
-
Detection of and recovery from radio link failure; ☹
-
NAS message transfer to/from NAS from/to UE. 😊☹
	There is no RRC state, no mobility as SI said.

If MAC will be used to assemble information and RRC is not used. 

	NAS
	-
	FFS and it is up to SA2.


In SI, the device 1, device 2a, device 2b are defined as copy from SI in below box. Considering the characteristics of ambient IOT device, e.g., small memory, low processing capacity, battery-less, small data transmission and massive terminals, the data is device from device not internet, so the data is non-IP data. It is also not necessary to introduce PDU session and Qos flow concept as NR. So SDAP is not necessary for ambient IOT and there is also no header compression requirement. At the same time, it is hard for the ambient IOT device to support security as NR did due to memory limitation, CPU limitation and energy limitation, so the PDCP is also not necessary for ambient IOT device. 
In SI, it confirms there is no ARQ and we also cannot see the segment requirement. So, it is not necessary to introduce RLC. Even if the simplified segment or re-order requirement is needed, it can be introduced in other protocol layers. 
	A. The overall objective shall be to study a harmonized air interface design with minimized differences (where necessary) for Ambient IoT to enable the following devices:

i. ~1 µW peak power consumption, has energy storage, initial sampling frequency offset (SFO) up to 10X ppm, neither DL nor UL amplification in the device. The device’s UL transmission is backscattered on a carrier wave provided externally.

ii. ≤ a few hundred µW peak power consumption1, has energy storage, initial sampling frequency offset (SFO) up to 10X ppm, both DL and/or UL amplification in the device. The device’s UL transmission may be generated internally by the device, or be backscattered on a carrier wave provided externally.

· X  is to be decided in WGs.

· Coverage design target: Maximum distance of 10-50 m with device indoors as per TR 38.848: “…a range that WGs can sub-select within”.

· For Topologies 1 & 2 (UE as intermediate node under NW control) per TR 38.848, with no RRC states, no mobility (i.e. at least no cell selection/re-selection -like function), no HARQ, no ARQ. 


Proposal 1: There is no SDAP, PDCP, RLC layer for ambient IOT air interface.

In SI, it indicates that there is no RRC state. If RRC layer is only for compiling the exchange information. We think it is not necessary to introduce RRC layer. In my understanding, ASN.1 has advantages in flexible and variable information element compiling in command and in more complex information exchange. However, there will be no much command and the information in each command is not so changeable. So no need to introduce ASN.1 for compiling information element. It is also not clear whether the ambient IOT device can support such complex tool or not due to the ambient IOT device’s limitations.
The protocol stack of WIFI includes the physical layer and the MAC layer, where the Wi Fi network at the MAC layer is mainly composed of three types of frames: management frames, control frames, and data frames. In FRID, the protocol stack includes logical layer and physical layer. So it is enough for the protocol stack of ambient IOT only includes IOT MAC and PHY.
Proposal 2: There is no RRC layer and ASN.1 is not used for ambient IOT.
Proposal 3: The protocol stack of ambient IOT includes IOT MAC and PHY.
In NR MAC layer, the MAC will perform mapping between logical channels and transport channels. There will be multiple logical channels in one UE sides, and the MAC will also perform multiplexing/demultiplexing of MAC SDUs belonging to one or different logical channels into/from transport blocks (TB) delivered to/from the physical layer on transport channels. In ambient IOT system, the ambient IOT device will not have such complex traffic and also no such Qos levels, so we can not see the necessary to introduce logical channels. In SI, it indicates there is no HARQ function in MAC and it is common understanding. 
Proposal 4: No logical channel concept in ambient IOT. 
Proposal 5: No HARQ in ambient IOT. 
It is common understanding, there will be PHY layer to handle data transmission via air interface between ambient IOT device and reader (BS or UE). So, there will be one layer to compile the exchanged information and deliver the compiled data packet to PHY layer, so this layer we can call it as IOT MAC layer. 

Proposal 6: IOT-MAC is used to (de-)compile the information for R2D or D2R command. IOT MAC will deliver/receive the IOT MAC PDU to/from PHY layer.
In IOT MAC layer of ambient IOT device side, the device will compile the command and transmit this command to reader via air interface. There is no logical channel concept and there is no requirement to send more than one command in one D2R transmission. So in D2R transmission, there is only one command. 
In IOT MAC layer of reader side, the reader will compile the command and transmit it to one or multiple ambient IOT devices. If the target is multiple devices, the R2D is broadcast kind of command, i.e., it is only one command. If the target is only one device, the R2D transmission only contains only one command for this device, i.e., it is not needed to support multiplex function of more than one R2D command for multiple device or one device.

Proposal 7: In one D2R transmission, the device will deliver only one command via IOT MAC in device side. What information will be included in IOT MAC PDU is FFS.

Proposal 8: In R2D transmission, the Reader will deliver only one command to one/multiple devices via IOT MAC, i.e., there is no multiplex function in R2D transmission. What information will be included in IOT MAC PDU is FFS.

Proposal 9: The proposed protocol stack in topology 1 is as below figure.
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In order to reduce the complexity of ambient IOT device, it makes sense to define a common air interface for both topology 1 and topology 2, i.e., the ambient IOT device will not know the reader is BS or UE. So the protocol stack in air interface between ambient IOT device and reader is same in topology 1 and topology 2. The only difference is how to forward the R2D and D2R command from or to network. In my understanding, the RRC or MAC can be used in uu for forwarding R2D or D2R command from or to network. 
Proposal 10: The air interface between device and reader is same in TP 1 and TP2. The proposed protocol stack in topology 2 is as below figure.
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It is not clear whether there is IOT-NAS or IOT layer, but we think it is up to SA2. If SA2 agrees to introduce IOT layer, RAN2 should discuss what kind of command will be in IOT layer and what kind of command will be in IOT MAC. In my understanding, paging message will select tags for the inventory. Random access or inventory will allow the tag access the reader via air interface. These commands are related tag initial access to network. If this kind of command is terminated in CN or IOT server, it will result in big delay for the random access and also low efficiency. So If IOT layer or IOT-NAS is introduced, at least paging and inventory commands are visiable for the reader and ambient IOT device for network access efficiency purpose.
Proposal 11: It is up to SA2 whether to introduce IOT layer or IOT-NAS.

Proposal 12: If IOT layer or IOT-NAS is introduced, at least paging and inventory commands are visible for the reader and ambient IOT device for network access efficiency purpose, i.e., not in IOT NAS.
3. Conclusions

Based on the above discussion, we propose following proposals:
Proposal 1: There is no SDAP, PDCP, RLC layer for ambient IOT air interface.

Proposal 2: There is no RRC layer and ASN.1 is not used for ambient IOT.

Proposal 3: The protocol stack of ambient IOT includes IOT MAC and PHY.
Proposal 4: No logical channel concept in ambient IOT. 

Proposal 5: No HARQ in ambient IOT. 
Proposal 6: IOT-MAC is used to (de-)compile the information for R2D or D2R command. IOT MAC will deliver/receive the IOT MAC PDU to/from PHY layer.

Proposal 7: In one D2R transmission, the device will deliver only one command via IOT MAC in device side. What information will be included in IOT MAC PDU is FFS.

Proposal 8: In R2D transmission, the Reader will deliver only one command to one/multiple devices via IOT MAC, i.e., there is no multiplex function in R2D transmission. What information will be included in IOT MAC PDU is FFS.

Proposal 9: The proposed protocol stack in topology 1 is as below figure.
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Proposal 10: The air interface between device and reader is same in TP 1 and TP2. The proposed protocol stack in topology 2 is as below figure.
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Proposal 11: It is up to SA2 whether to introduce IOT layer or IOT-NAS.

Proposal 12: If IOT layer or IOT-NAS is introduced, at least paging and inventory commands are visible for the reader and ambient IOT device for network access efficiency purpose, i.e., not in IOT NAS.
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