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[bookmark: _Ref488331639]Introduction 
In this contribution, we would like to discuss the open issues for subsequent CPAC.             
[bookmark: _Ref178064866]Discussion
L2 handling for SCPAC execution [RIL 072]
During the ASN.1 review, one open issue for subsequent CPAC is about the L2 reset for subsequent CPAC as captured by the Editor note and RIL below
Editor's Note: FFS how the L2 reset (PDCP re-establishment, PDCP recovery, and RLC re-establishment) is indicated by the network in case of subsequent CPAC.
[image: ]
In legacy, upon PSCell change, UE will reset L2 accordingly as shown below:
RRC reconfiguration to perform reconfiguration with sync includes, but is not limited to, the following cases:
-	reconfiguration with sync and security key refresh, involving RA to the PCell/PSCell, MAC reset, refresh of security and re-establishment of RLC and PDCP triggered by explicit indicators;
-	reconfiguration with sync but without security key refresh, involving RA to the PCell/PSCell, MAC reset and RLC re-establishment and PDCP data recovery (for AM DRB or AM MRB) triggered by explicit indicators.

It can be seen that the L2 handling is different depending on whether the security key is refreshed or not. For SCPAC, UE supports subsequent CPAC procedure and the security key will only be refreshed for inter-SN case. And the L2 reset handling for inter-SN(with security key refresh) and intra-SN(without security key refresh) is different, 
· For inter-SN SCPAC: MAC reset, refresh of security and re-establishment of RLC and PDCP should be performed.
· For intra-SN SCPAC: MAC reset and RLC re-establishment and PDCP data recovery should be performed.
Similar as what we have discussed in LTM session, the inter-DU and intra-DU relation of the candidate cells is not fixed due to UE movement and corresponding L2 reset indication cannot be pre-configured in the RRC reconfiguration message which provide the candidate configurations. We also see the need to follow LTM way to perform L2 reset for SCPAC, that is, UE rely on cell set ID to differentiate the inter-SN and intra-SN scenario and perform the corresponding L2 reset. As we have already introduced the security cell set ID to implicit indicate the SN info, it can be reused for L2 reset handling naturally.
Besides, there may be an additional trigger for L2 reset for MR-DC scenario, i.e. bearer termination point change. The following table provides for information an overview on L2 handling for bearer type change in MR-DC, with and without a security key change due to a change of the termination point.
Table A-1: L2 handling for bearer type change with and without a security key change due to a change of the termination point.
	Bearer type change from row
to col
	MCG
	Split
	SCG

	
	no change of termination point
(no key change)
	change of termination point
(key change)
	no change of termination point
(no key change)
	change of termination point
(key change)
	no change of termination point
(no key
change)
	change of termination point
(key change)

	MCG
	N/A
	PDCP:
Re-establish
MCG RLC:
See Note 1
MCG MAC:
See Note 1
SCG RLC:
No action
SCG MAC:
No action
	PDCP: Reconfigure
MCG RLC: No action
MCG MAC: No action
SCG RLC: Establish
SCG MAC: Reconfigure
	PDCP:
Re-establish
MCG RLC:
See Note 1
MCG MAC:
See Note 1
SCG RLC:
Establish
SCG MAC:
Reconfigure
	PDCP:
Recovery
MCG RLC:
See Note 3
MCG MAC:
Reconfigure
SCG RLC:
Establish
SCG MAC:
Reconfigure
	PDCP:
Re-establish
MCG RLC:
See Note 3
MCG MAC:
Reconfigure
SCG RLC:
Establish
SCG MAC:
Reconfigure

	Split
	PDCP:
Recovery
MCG RLC:
No action
MCG MAC:
No action
SCG RLC:
See Note 4
SCG MAC:
Reconfigure
	PDCP: 
Re-establish
MCG RLC: See Note 1
MCG MAC: See Note 1
SCG RLC: See Note 4
SCG MAC: Reconfigure
	N/A
	PDCP:
Re-establish
MCG RLC:
See Note 1
MCG MAC:
See Note 1
SCG RLC: 
See Note 1
SCG MAC: 
See Note 1
	PDCP: Recovery
MCG RLC:
See Note 3
MCG MAC:
Reconfigure
SCG RLC: 
No action
SCG MAC:
No action
	PDCP:
Re-establish
MCG RLC:
See Note 3
MCG MAC:
Reconfigure
SCG RLC: 
See Note 1
SCG MAC: 
See Note 1

	SCG
	PDCP:
Recovery
MCG RLC: Establish
MCG MAC: Reconfigure
SCG RLC: See Note 4
SCG MAC: Reconfigure
	PDCP:
Re-establish
MCG RLC:
Establish
MCG MAC:
Reconfigure
SCG RLC:
See Note 4
SCG MAC:
Reconfigure
	PDCP:
Reconfigure
MCG RLC: Establish
MCG MAC: Reconfigure
SCG RLC: No action
SCG MAC: No action
	m
MCG RLC:
Establish
MCG MAC:
Reconfigure
SCG RLC:
See Note 1
SCG MAC: 
See Note 1
	N/A
	PDCP:
Re-establish
MCG RLC:
No action
MCG MAC:
No action
SCG RLC:
See Note 1
SCG MAC:
See Note 1



According to the table, UE shall re-establish PDCP for the following cases:
· MN terminated MCG/SCG/split bearer SN terminated MCG/SCG/split bearer
· SN terminated MCG/SCG/split bearer MN terminated MCG/SCG/split bearer
Thus, for SCPAC execution, UE should also perform L2 reset of a data radio bearer as result of the change of termination point, e.g., UE performs PDCP re-establishment, RLC re-establishment and MAC reset if there is change of termination point for the data radio bearer, else PDCP data recovery, RLC re-establishment and MAC reset is performed if there is no change of termination point for the bearer.
[bookmark: _Toc159231730]For DRB, security cell set ID (mapping to SN) is used to determine how the L2 reset is performed for SCPAC execution:
· [bookmark: _Toc159231731]For inter-SN SCPAC: MAC reset, refresh of security and re-establishment of RLC and PDCP should be performed.
· [bookmark: _Toc159231732]For intra-SN SCPAC: MAC reset and RLC re-establishment and PDCP data recovery should be performed.
[bookmark: _Toc159231733]For DRB, UE performs L2 reset according to the change of termination point for SCPAC execution.
· [bookmark: _Toc159231734]UE performs PDCP re-establishment, RLC re-establishment and MAC reset if there is change of termination point for the bearer;
· [bookmark: _Toc159231735]UE performs PDCP data recovery, RLC re-establishment and MAC reset if there is no change of termination point for the bearer.
Regarding to the L2 handling of SRB3, we understand similar principle as DRB can be followed, i.e. if the security key has been updated, UE shall perform PDCP re-establishment, RLC re-establishment and MAC reset, else PDCP SDU discard, RLC re-establishment and MAC reset shall be performed.
[bookmark: _Toc159231736]For SRB3, cell set ID (mapping to SN) is used to determine whether PDCP re-establishment or PDCP SDU discard is performed for SCPAC execution.
For SRB1 and SBR2, we understand the configuration will not be changed during SCPAC procedure, thus we can rely on existing indication to indicate whether to perform PDCP re-establishment, PDCP SDU discard and RLC re-establishment.
[bookmark: _Toc159231737]For SRB1/SRB2, UE relies on NW indication to perform L2 reset.
In existing TS38.331, both MN terminated bearer and SN terminated bearer will be reset, which may cause additional latency. To following the principle of proposal 2 and proposal 3, a TP is provided in section 4.
[bookmark: _Toc159231738]Adopt the TP in Section 4.
[bookmark: _Toc141709608][bookmark: _Toc142319129][bookmark: _Toc142319684][bookmark: _Toc142320250][bookmark: _Toc141709609][bookmark: _Toc142319130][bookmark: _Toc142319685][bookmark: _Toc142320251][bookmark: _Toc134200534][bookmark: _Toc134258841][bookmark: _Toc134694337][bookmark: _Toc134694355][bookmark: _Toc134694373][bookmark: _Toc131429200][bookmark: _Toc131436264][bookmark: _Toc131491341][bookmark: _Toc134200535][bookmark: _Toc134258842][bookmark: _Toc134694338][bookmark: _Toc134694356][bookmark: _Toc134694374][bookmark: _Toc131429201][bookmark: _Toc131436265][bookmark: _Toc131491342][bookmark: _Toc134200536][bookmark: _Toc134258843][bookmark: _Toc134694339][bookmark: _Toc134694357][bookmark: _Toc134694375][bookmark: _Toc142319142][bookmark: _Toc142319697][bookmark: _Toc142320263][bookmark: _Toc131429203][bookmark: _Toc131436267][bookmark: _Toc131491344][bookmark: _Toc131429204][bookmark: _Toc131436268][bookmark: _Toc131491345][bookmark: _Toc131429205][bookmark: _Toc131436269][bookmark: _Toc131491346][bookmark: _Toc131429206][bookmark: _Toc131436270][bookmark: _Toc131491347][bookmark: _Toc131429207][bookmark: _Toc131436271][bookmark: _Toc131491348][bookmark: _Toc131429208][bookmark: _Toc131436272][bookmark: _Toc131491349][bookmark: _Toc142319148][bookmark: _Toc142319703][bookmark: _Toc142320269]Others 
In the discussion of CHO with candidate SCG, the following agreements have been reached:
[bookmark: OLE_LINK3]P1a: If at least the legacy CPA or CPC was configured, UE removes CHO with candidate SCG configurations when PSCell changes,same as the legacy in the current spec.
[bookmark: OLE_LINK2]P1b: If the legacy CPA or CPC was not configured, UE does not have to remove the configuration for CHO with candidate SCG(s) autonomously when PSCell changes (i.e. UE just wait and follow the NW signaling).
UE determines whether to remove the CHO with candidate SCG configurations according the CPA/CPC configuration. Which is also align with R16 CHO and R17 TEI CHO with SCG agreements.
For SCPAC, we understand similar principle as legacy CPA or CPC can be followed:
· If at least the subsequent CPAC was configured, UE removes CHO, CHO with SCG and CHO with candidate SCG configurations when PSCell changes.
· If the subsequent CPAC was not configured, UE does not have to remove the configuration for CHO, CHO with SCG or CHO with candidate SCG(s) autonomously when PSCell changes.

[bookmark: _Toc159231739]If at least the subsequent CPAC was configured, UE removes CHO, CHO with SCG and CHO with candidate SCG configurations when PSCell changes, same as the legacy in the current spec. 
[bookmark: _Toc159231740]If the subsequent CPAC was not configured, UE does not have to remove the configuration for CHO, CHO with SCG or CHO with candidate SCG(s) autonomously when PSCell changes.
Conclusion
Based on the discussion above, we have the following proposals:
Proposal 1	For DRB, security cell set ID (mapping to SN) is used to determine how the L2 reset is performed for SCPAC execution:
-	For inter-SN SCPAC: MAC reset, refresh of security and re-establishment of RLC and PDCP should be performed.
-	For intra-SN SCPAC: MAC reset and RLC re-establishment and PDCP data recovery should be performed.
Proposal 2	For DRB, UE performs L2 reset according to the change of termination point for SCPAC execution.
-	UE performs PDCP re-establishment, RLC re-establishment and MAC reset if there is change of termination point for the bearer;
-	UE performs PDCP data recovery, RLC re-establishment and MAC reset if there is no change of termination point for the bearer.
Proposal 3	For SRB3, cell set ID (mapping to SN) is used to determine whether PDCP re-establishment or PDCP SDU discard is performed for SCPAC execution.
Proposal 4	For SRB1/SRB2, UE relies on NW indication to perform L2 reset.
Proposal 5	Adopt the TP in Section 4.
Proposal 6	If at least the subsequent CPAC was configured, UE removes CHO, CHO with SCG and CHO with candidate SCG configurations when PSCell changes, same as the legacy in the current spec.
Proposal 7	If the subsequent CPAC was not configured, UE does not have to remove the configuration for CHO, CHO with SCG or CHO with candidate SCG(s) autonomously when PSCell changes.

[bookmark: _In-sequence_SDU_delivery]Text Proposals
5.3.5.13.8	Subsequent CPAC execution
Upon the conditional reconfiguration execution for subsequent CPAC, the UE shall:
1>	if the selected subsequent CPAC candidate configuration is stored in MCG VarConditionalReconfig:
2>	release/clear all current dedicated radio configuration except for the following:
-	the MCG C-RNTI;
-	the AS security configurations associated with the master key and the secondary key;
-	for each SRB/DRB in current UE configuration:
-	keep the associated RLC, PDCP and SDAP entities, their state variables, buffers and timers;
-	release all fields related to the SRB/DRB configuration except for srb-Identity and drb-Identity;
-	the UE variables VarConditionalReconfig and VarServingSecurityCellSetID.
2>	release/clear all current common radio configuration;
2> reset MCG MAC;
2> apply the default MAC Cell Group configuration for MCG MAC and SCG MAC as specified in 9.2.2;
1>	else:
2>	release/clear all current dedicated radio configuration associated with the SCG except for the following:
-	the AS security configurations associated with the secondary key;
-	for each SRB/DRB in current UE configuration which is using the secondary key:
-	keep the associated RLC, PDCP and SDAP entities, their state variables, buffers and timers;
-	release all fields related to the SRB/DRB configuration except for srb-Identity and drb-Identity;
-	the UE variables VarConditionalReconfig.
2>	release/clear all current common radio configuration associated with the SCG;
2> apply the default MAC Cell Group configuration for SCG MAC as specified in 9.2.2;
[bookmark: _GoBack]1>	use the default values specified in 9.2.3 for timers T310, T311 and constants N310, N311 for the cell group for which the subsequent CPAC cell switch procedure is triggered;
1>	if the securityCellSetId is included in the entry in VarConditionalReconfig containing the RRCReconfiguration message:
2>	if servingSecurityCellSetId is not included within VarServingSecurityCellSetID; or
2>	if the value of the securityCellSetId is not equal to the value of servingSecurityCellSetId within VarServingSecurityCellSetID:
3>	consider the first sk-Counter value in the sk-CounterList associated with the securityCellSetId within the VarConditionalReconfig as the selected sk-Counter value, and perform security key update procedure as specified in 5.3.5.7;
3>	remove the selected sk-Counter value from the sk-CounterList associated with the securityCellSetId within the VarConditionalReconfig;
3>	if the current VarServingSecurityCellSetID includes servingSecurityCellSetId:
4>	replace the value of servingSecurityCellSetId within VarServingSecurityCellSetID with the value of securityCellSetId associated with the selected cell;
3>	else:
4>	store the servingSecurityCellSetId within VarServingSecurityCellSetID with the value of securityCellSetId associated with the selected cell;
1>	if the selected subsequent CPAC candidate configuration is stored in the SCG VarConditionalReconfig:
2>	for each drb-Identity value included in RadioBearerConfig associated with the secondary key (S-KgNB) as indicated by keyToUse that is part of the current UE configuration, UE shall perform the following actions after the end of this procedure::
3>	if the bearer is AM DRB:
4> trigger the PDCP entity of the AM DRB bearer to perform PDCP data recovery as specified in TS 38.323 [5];
3>	re-establish the corresponding RLC entity as specified in TS 38.322 [4];
2>	if SRB3 is configured, UE shall perform the following actions after the end of this procedure::
3> trigger the PDCP entity of SRB3 to perform SDU discard as specified in TS 38.323 [5];
3>	re-establish the RLC entity as specified in TS 38.322 [4];
Editor's Note: FFS how the L2 reset (PDCP re-establishment, PDCP recovery, and RLC re-establishment) is indicated by the network in case of subsequent CPAC.
1>	else:
2>	for each drb-Identity value included in RadioBearerConfig that is part of the current UE configuration, UE shall perform the following actions after the end of this procedure:
3>	if a different keyToUse value is configured and the value is set to secondary; or
3>	if a new sk-Counter value has been selected due to the conditional reconfiguration execution for subsequent CPAC:
4>	if the bearer is associated with the secondary key (S-KgNB) as indicated by keyToUse:
5> trigger the PDCP entity of the bearer to perform PDCP re-establishment as specified in TS 38.323 [5];
3>	else if a different keyToUse value is configured and the value is set to master:
4> trigger the PDCP entity of the bearer to perform PDCP re-establishment as specified in TS 38.323 [5];
3>	else: 
4> if the bearer is AM DRB:	
5> trigger the PDCP entity of the AM DRBbearer to perform PDCP data recovery as specified in TS 38.323 [5];
34>	re-establish the corresponding RLC entity as specified in TS 38.322 [4];
2>	if SRB3 is configured, UE shall perform the following actions after the end of this procedure:
3> if a new sk-Counter value has been selected due to the conditional reconfiguration execution for subsequent CPAC:
4>	trigger the PDCP entity of SRB3 to perform PDCP re-establishment as specified in TS 38.323 [5];
3>	else:
4> trigger the PDCP entity of SRB3 to perform SDU discard as specified in TS 38.323 [5];
3>	re-establish the RLC entity as specified in TS 38.322 [4];
1>	if scpac-ConfigComplete is not included within the VarConditionalReconfig for the selected cell:
2>	if the subsequent CPAC candidate cell configuration is stored in MCG VarConditionalReconfig:
3>	consider scpac-ReferenceConfiguration in MCG VarConditionalReconfig to be the current UE configuration;
2>	else:
3>	consider scpac-ReferenceConfiguration in SCG VarConditionalReconfig to be the current SCG configuration;
NOTE 1:	When the UE considers the reference configuration to be the current UE configuration, the UE should store fields and configurations that are part of the reference configuration but should not execute any actions or procedures triggered by the reception of an RRCReconfiguration message which are described in clause 5.3.5.3.
1>	apply the stored condRRCReconfig of the selected cell(s) and perform the actions as specified in 5.3.5.3;
1>	release the radio bearer(s) and the associated logical channel(s) that are part of the current UE configuration but not part of the subsequent CPAC candidate configuration for the selected cell, or the subsequent CPAC reference configuration (in case the subsequent CPAC candidate configuration does not include scpac-ConfigComplete).
NOTE 2:	When scpac-ConfigComplete is not included for the selected cell, before a subsequent CPAC execution, a UE implementation may generate and store an RRC reconfiguration message by applying the received subsequent CPAC candidate configuration on top of the subsequent CPAC reference configuration, and the stored RRC reconfiguration message is applied for subsequent CPAC execution
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1 [bookmark: _Toc60777338][bookmark: _Toc156130543][bookmark: _Hlk159170734]
	1/3	
–	RadioBearerConfig
The IE RadioBearerConfig is used to add, modify and release signalling, multicast MRBs and/or data radio bearers. Specifically, this IE carries the parameters for PDCP and, if applicable, SDAP entities for the radio bearers.
RadioBearerConfig information element
-- ASN1START
-- TAG-RADIOBEARERCONFIG-START

RadioBearerConfig ::=                   SEQUENCE {
    srb-ToAddModList                        SRB-ToAddModList                                        OPTIONAL,   -- Cond HO-Conn
    srb3-ToRelease                          ENUMERATED{true}                                        OPTIONAL,   -- Need N
    drb-ToAddModList                        DRB-ToAddModList                                        OPTIONAL,   -- Cond HO-toNR
    drb-ToReleaseList                       DRB-ToReleaseList                                       OPTIONAL,   -- Need N
    securityConfig                          SecurityConfig                                          OPTIONAL,   -- Need M
    ...,
    [[
    mrb-ToAddModList-r17                    MRB-ToAddModList-r17                                    OPTIONAL,   -- Need N
    mrb-ToReleaseList-r17                   MRB-ToReleaseList-r17                                   OPTIONAL,   -- Need N
    srb4-ToAddMod-r17                       SRB-ToAddMod                                            OPTIONAL,   -- Need N
    srb4-ToRelease-r17                      ENUMERATED{true}                                        OPTIONAL    -- Need N
    ]],
    [[
    srb5-ToAddMod-r18                       SRB-ToAddMod                                            OPTIONAL,   -- Need N
    srb5-ToRelease-r18                      ENUMERATED{true}                                        OPTIONAL    -- Need N
    ]]
}

SRB-ToAddModList ::=                    SEQUENCE (SIZE (1..2)) OF SRB-ToAddMod

SRB-ToAddMod ::=                        SEQUENCE {
    srb-Identity                            SRB-Identity,
    reestablishPDCP                         ENUMERATED{true}                                        OPTIONAL,   -- Need N
    discardOnPDCP                           ENUMERATED{true}                                        OPTIONAL,   -- Need N
    pdcp-Config                             PDCP-Config                                             OPTIONAL,   -- Cond PDCP
    ...,
    [[
    srb-Identity-v1700                      SRB-Identity-v1700                                      OPTIONAL    -- Need M
    ]],
    [[
    srb-Identity-v1800                      SRB-Identity-v1800                                      OPTIONAL    -- Need M
    ]]
}

DRB-ToAddModList ::=                    SEQUENCE (SIZE (1..maxDRB)) OF DRB-ToAddMod

DRB-ToAddMod ::=                        SEQUENCE {
    cnAssociation                           CHOICE {
        eps-BearerIdentity                      INTEGER (0..15),
        sdap-Config                             SDAP-Config
    }                                                                                               OPTIONAL,   -- Cond DRBSetup
    drb-Identity                            DRB-Identity,
    reestablishPDCP                         ENUMERATED{true}                                        OPTIONAL,   -- Need N
    recoverPDCP                             ENUMERATED{true}                                        OPTIONAL,   -- Need N
    pdcp-Config                             PDCP-Config                                             OPTIONAL,   -- Cond PDCP
    ...,
    [[
    daps-Config-r16                         ENUMERATED{true}                                        OPTIONAL    -- Cond DAPS
    ]]
}
DRB-ToReleaseList ::=                   SEQUENCE (SIZE (1..maxDRB)) OF DRB-Identity

SecurityConfig ::=                      SEQUENCE {
    securityAlgorithmConfig                 SecurityAlgorithmConfig                                 OPTIONAL,   -- Cond RBTermChange1
    keyToUse                                ENUMERATED{master, secondary}                           OPTIONAL,   -- Cond RBTermChange
    ...
}

MRB-ToAddModList-r17 ::=                SEQUENCE (SIZE (1..maxMRB-r17)) OF MRB-ToAddMod-r17

MRB-ToAddMod-r17 ::=                    SEQUENCE {
    mbs-SessionId-r17                       TMGI-r17                                                OPTIONAL,   -- Cond MRBSetup
    mrb-Identity-r17                        MRB-Identity-r17,
    mrb-IdentityNew-r17                     MRB-Identity-r17                                        OPTIONAL,   -- Need N
    reestablishPDCP-r17                     ENUMERATED{true}                                        OPTIONAL,   -- Need N
    recoverPDCP-r17                         ENUMERATED{true}                                        OPTIONAL,   -- Need N
    pdcp-Config-r17                         PDCP-Config                                             OPTIONAL,   -- Cond PDCP
    ...
}

MRB-ToReleaseList-r17 ::=               SEQUENCE (SIZE (1..maxMRB-r17)) OF MRB-Identity-r17

-- TAG-RADIOBEARERCONFIG-STOP
-- ASN1STOP

	DRB-ToAddMod and MRB-ToAddMod field descriptions

	cnAssociation
Indicates if the bearer is associated with the eps-bearerIdentity (when connected to EPC) or sdap-Config (when connected to 5GC).

	daps-Config
Indicates that the bearer is configured as DAPS bearer.

	drb-Identity
In case of DC, the DRB identity is unique within the scope of the UE, i.e. an MCG DRB cannot use the same value as a split DRB. For a split DRB the same identity is used for the MCG and SCG parts/indirect path of the configuration.

	eps-BearerIdentity
The EPS bearer ID determines the EPS bearer.

	mbs-SessionId
Indicates which multicast MBS session the bearer is associated with.

	mrb-Identity
Identification of the multicast MRB.

	mrb-IdentityNew
New identity of the multicast MRB when mrb-Identity needs to be changed, e.g. as a result of a handover.

	reestablishPDCP
Indicates that PDCP should be re-established. Network sets this to true whenever the security key used for this radio bearer changes. Key change could for example be due to termination point change for the bearer, reconfiguration with sync, resuming an RRC connection, or the first reconfiguration after reestablishment. It is also applicable for LTE procedures when NR PDCP is configured. Network doesn't include this field for DRB if the bearer is configured as DAPS bearer or if the RadioBearerConfig IE is part of an RRCReconfiguration message within the LTM-Config IE or if the RadioBearerConfig IE is part of an RRCReconfiguration message associated with subsequent CPAC within the ConditionalReconfiguration IE.

	recoverPDCP
Indicates that PDCP should perform recovery according to TS 38.323 [5]. Network doesn't include this field if the bearer is configured as DAPS bearer or if the RadioBearerConfig IE is part of an RRCReconfiguration message within the LTM-Config IE or if the RadioBearerConfig IE is part of an RRCReconfiguration message associated with subsequent CPAC within the ConditionalReconfiguration IE.

	sdap-Config
The SDAP configuration determines how to map QoS flows to DRBs when NR or E-UTRA connects to the 5GC and presence/absence of UL/DL SDAP headers.



	RadioBearerConfig field descriptions

	securityConfig
Indicates the security algorithm and key to use for the signalling and data radio bearers configured with the list in this IE RadioBearerConfig. When the field is not included after AS security has been activated, the UE shall continue to use the currently configured keyToUse and security algorithm for the radio bearers reconfigured with the lists in this IE RadioBearerConfig. The field is not included when configuring SRB1 before AS security is activated.

	srb3-ToRelease
Release SRB3. SRB3 release can only be done over SRB1 and only at SCG release and reconfiguration with sync.



	SecurityConfig field descriptions

	keyToUse
Indicates if the bearers configured with the list in this IE RadioBearerConfig are using the master key or the secondary key for deriving ciphering and/or integrity protection keys. For MR-DC, network should not configure SRB1 and SRB2 with secondary key and SRB3 with the master key. When the field is not included, the UE shall continue to use the currently configured keyToUse for the radio bearers reconfigured with the lists in this IE RadioBearerConfig.

	securityAlgorithmConfig
Indicates the security algorithm for the signalling and data radio bearers configured with the list in this IE RadioBearerConfig. When the field is not included, the UE shall continue to use the currently configured security algorithm for the radio bearers reconfigured with the lists in this IE RadioBearerConfig.



	SRB-ToAddMod field descriptions

	discardOnPDCP
Indicates that PDCP should discard stored SDU and PDU according to TS 38.323 [5]. For SRB3, network doesn't include this field if the RadioBearerConfig IE is part of an RRCReconfiguration message associated with subsequent CPAC within the ConditionalReconfiguration IE.

	reestablishPDCP
Indicates that PDCP should be re-established. Network sets this to true whenever the security key used for this radio bearer changes. Key change could for example be due to reconfiguration with sync, for SRB2 when resuming an RRC connection, or at the first reconfiguration after RRC connection reestablishment in NR. For SRB1, when resuming an RRC connection, or at the first reconfiguration after RRC connection reestablishment in NR, the network does not set this field to true. For LTE SRBs using NR PDCP, it could be for handover, RRC connection reestablishment or resume. Network doesn't include this field if any DAPS bearer is configured or if the RadioBearerConfig IE is part of an RRCReconfiguration message within the LTM-Config IE. For SRB3, network doesn't include this field if the RadioBearerConfig IE is part of an RRCReconfiguration message associated with subsequent CPAC within the ConditionalReconfiguration IE..

	srb-Identity, srb-Identity-v1700, srb-Identity-v1800
Value 1 is applicable for SRB1 only. Value 2 is applicable for SRB2 only. Value 3 is applicable for SRB3 only. Value 4 is applicable for SRB4 only. Value 5 is applicable for SRB5 only. If srb-Identity-v1700 or srb-Identity-v1800 is received for an SRB, the UE shall ignore srb-Identity (i.e. without suffix) for this SRB.



[bookmark: _Toc60777357][bookmark: _Toc156130564]–	RLC-BearerConfig
The IE RLC-BearerConfig is used to configure an RLC entity, a corresponding logical channel in MAC and the linking to a PDCP entity (served radio bearer).
RLC-BearerConfig information element
-- ASN1START
-- TAG-RLC-BEARERCONFIG-START

RLC-BearerConfig ::=                        SEQUENCE {
    logicalChannelIdentity                      LogicalChannelIdentity,
    servedRadioBearer                           CHOICE {
        srb-Identity                                SRB-Identity,
        drb-Identity                                DRB-Identity
    }                                                                                               OPTIONAL,   -- Cond LCH-SetupOnly
    reestablishRLC                              ENUMERATED {true}                                   OPTIONAL,   -- Need N
    rlc-Config                                  RLC-Config                                          OPTIONAL,   -- Cond LCH-Setup
    mac-LogicalChannelConfig                    LogicalChannelConfig                                OPTIONAL,   -- Cond LCH-Setup
    ...,
    [[
    rlc-Config-v1610                            RLC-Config-v1610                                    OPTIONAL    -- Need R
    ]],
    [[
    rlc-Config-v1700                            RLC-Config-v1700                                    OPTIONAL,   -- Need R
    logicalChannelIdentityExt-r17               LogicalChannelIdentityExt-r17                       OPTIONAL,   -- Cond LCH-SetupModMRB
    multicastRLC-BearerConfig-r17               MulticastRLC-BearerConfig-r17                       OPTIONAL,   -- Cond LCH-SetupOnlyMRB
    servedRadioBearerSRB4-r17                   SRB-Identity-v1700                                  OPTIONAL    -- Need N
    ]]
}

MulticastRLC-BearerConfig-r17 ::=           SEQUENCE {
    servedMBS-RadioBearer-r17                   MRB-Identity-r17,
    isPTM-Entity-r17                            ENUMERATED {true}                                   OPTIONAL    -- Need S
}

LogicalChannelIdentityExt-r17 ::=           INTEGER (320..65855)

-- TAG-RLC-BEARERCONFIG-STOP
-- ASN1STOP

	RLC-BearerConfig field descriptions

	isPTM-Entity
If configured, indicates that the RLC entity is used for PTM reception. When the field is absent the RLC entity is used for PTP transmission/reception.

	logicalChannelIdentity
ID used commonly for the MAC logical channel and for the RLC bearer. Value 4 is not configured for DRBs if SRB4 is configured.

	logicalChannelIdentityExt
Extended logical channel ID used commonly for the MAC logical channel and for the RLC bearer for PTM reception. If this field is configured, the UE shall ignore logicalChannelIdentity.

	reestablishRLC
Indicates that RLC should be re-established. Network sets this to true at least whenever the security key used for the radio bearer associated with this RLC entity changes. For SRB2, multicast MRBs and DRBs, unless full configuration is used, it is also set to true during the resumption of the RRC connection or the first reconfiguration after reestablishment. For SRB1, when resuming an RRC connection, or at the first reconfiguration after RRC connection reestablishment, the network does not set this field to true. The network does not include this field if the RLC-BearerConfig IE is part of an RRCReconfiguration message within the LTM-Config IE. For SRB3, network doesn't include this field if the RadioBearerConfig IE is part of an RRCReconfiguration message associated with subsequent CPAC within the ConditionalReconfiguration IE.

	rlc-Config
Determines the RLC mode (UM, AM) and provides corresponding parameters. RLC mode reconfiguration can only be performed by DRB/multicast MRB release/addition or full configuration. The network may configure rlc-Config-v1610 only when rlc-Config (without suffix) is set to am.

	servedMBS-RadioBearer
Associates the RLC Bearer with a multicast MRB. The UE shall deliver DL RLC SDUs received via the RLC entity of this RLC bearer to the PDCP entity of the servedMBS-RadioBearer.

	servedRadioBearer, servedRadioBearerSRB4
Associates the RLC Bearer with an SRB or a DRB. The UE shall deliver DL RLC SDUs received via the RLC entity of this RLC bearer to the PDCP entity of the servedRadioBearer. Furthermore, the UE shall advertise and deliver uplink PDCP PDUs of the uplink PDCP entity of the servedRadioBearer to the uplink RLC entity of this RLC bearer unless the uplink scheduling restrictions (moreThanOneRLC in PDCP-Config and the restrictions in LogicalChannelConfig) forbid it to do so.



	Conditional Presence
	Explanation

	LCH-Setup
	This field is mandatory present upon creation of a new logical channel for a DRB or a multicast MRB or SRB4. This field is optionally present, Need S, upon creation of a new logical channel for an SRB except SRB4. It is optionally present, Need M, otherwise.

	LCH-SetupModMRB
	This field is optionally present upon creation of a new logical channel for PTM reception for a multicast MRB. If this field is included upon creation of a new logical channel for PTM reception for a multicast MRB, it shall be present when modifying this logical channel. The field is absent for logical channels configured for an SRB and a DRB.

	LCH-SetupOnly
	This field is mandatory present upon creation of a new logical channel for a DRB or an SRB (servedRadioBearer). It is absent, Need M otherwise.

	LCH-SetupOnlyMRB
	This field is mandatory present upon creation of a new logical channel for a multicast MRB and upon modification of MRB-Identity of the served MRB. It is absent, Need M otherwise.




	Conditional Presence
	Explanation

	RBTermChange
	The field is mandatory present in case of:
-	set up of signalling and data radio bearer,
-	change of termination point for the radio bearer between MN and SN.
It is optionally present otherwise, Need S.

	RBTermChange1
	The field is mandatory present in case of:
-	set up of signalling and data radio bearer,
-	change of termination point for the radio bearer between MN and SN,
-	handover from E-UTRA/EPC or E-UTRA/5GC to NR,
-	handover from NR or E-UTRA/EPC to E-UTRA/5GC if the UE supports NGEN-DC.
It is optionally present otherwise, Need S.

	PDCP
	The field is mandatory present if the corresponding DRB/multicast MRB is being setup or corresponding DRB/multicast MRB is reconfigured with NR PDCP or corresponding SRB associated with two RLC entities is being setup or if the number of RLC bearers associated with the DRB/multicast MRB or SRB is changed. The field is optionally present, Need S, if the corresponding SRB associated with one RLC entity is being setup or corresponding SRB is reconfigured with NR PDCP; otherwise the field is optionally present, need M.

	DRBSetup
	The field is mandatory present if the corresponding DRB is being setup; otherwise the field is optionally present, need M.

	HO-Conn
	The field is mandatory present
-	in case of inter-system handover from E-UTRA/EPC to E-UTRA/5GC or NR,
-	or when the fullConfig is included in the RRCReconfiguration message and NE-DC/NR-DC is not configured,
-	or in case of RRCSetup.
Otherwise the field is optionally present, need N.
Upon RRCSetup, only SRB1 can be present.

	HO-toNR
	If mrb-ToAddModList is not included, the field is mandatory present for UEs other than NCR-MT
-	in case of inter-system handover from E-UTRA/EPC to E-UTRA/5GC or NR,
-	or when the fullConfig is included in the RRCReconfiguration message and NE-DC/NR-DC is not configured.
In case of RRCSetup, the field is absent; otherwise the field is optionally present, need N.

	DAPS
	The field is optionally present, need N, in case masterCellGroup includes ReconfigurationWithSync, SCell(s) and SCG are  not configured, multi-DCI/single-DCI based multi-TRP are not configured in any DL BWP, supplementaryUplink is not configured, ethernetHeaderCompression is not configured for the DRB, conditionalReconfiguration is not configured, and NR sidelink and V2X sidelink are not configured. Otherwise the field is absent.

	MRBSetup
	The field is mandatory present if the corresponding multicast MRB is being setup; otherwise the field is optionally present, need M.
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