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Introduction
Rel-18 subsequent CPAC is considered as completed at RAN2#124 meeting. But there is a open issue on L2 reset during subsequent CPAC execution:
	Editor's Note: FFS how the L2 reset (PDCP re-establishment, PDCP recovery, and RLC re-establishment) is indicated by the network in case of subsequent CPAC.


Besides, during ASN.1 review, companies proposed some RILs for the execution conditions handling at subsequent CPAC execution. 
In this contribution, we discussed the remaining issues for subsequent CPAC.
Discussions 
L2 reset at subsequent CPAC execution 
In the current RRC spec [1], a new procedure is introduced for subsequent CPAC execution. The new procedure follows the same mechanism as LTM to replace the current UE configuration with target candidate configuration. However, regarding the L2 reset, it’s unclear whether to reuse the LTM similar solution as well. There are two options on the table:
· Option 1: reuse the LTM similar solution
· Option 2: reuse the legacy L2 reset indicator, e.g. reestablishPDCP, recoverPDCP, reestablishRLC 
In option 1, the UE can perform the L2 reset (e.g. PDCP re-establishment) dynamically at each subsequent CPAC execution, e.g. according to whether the key of the radio bearer is changed/updated. In option 2, the L2 reset indicator is statically configured for each radio bearer and RLC bearer. The initial configured indicator may be not applicable to the following execution of subsequent CPAC considering that the type of subsequent CPAC may be changed with the execution of subsequent CPAC, e.g. change from the inter-SN case to the intra-SN case. In case of intra-SN, the PDCP re-establishment is not required for SN terminated bearers, and no handling for the MN terminated bearers is expected, but there may be PDCP re-establishment indicator configured for some radio bearers initially. Thus, option 1 is preferred, given that it’s more flexible for the subsequent CPAC execution.
RAN2 confirms that the L2 reset handling at subsequent CPAC execution follows the LTM similar solution, i.e. not reuse the legacy L2 reset indicator.
In the current spec, the L2 reset at subsequent CPAC execution procedure has been implemented based on option 1, as below:
	1>	if the selected subsequent CPAC candidate configuration is stored in the SCG VarConditionalReconfig:
2>	for each drb-Identity value included in RadioBearerConfig associated with the secondary key (S-KgNB) as indicated by keyToUse that is part of the current UE configuration:
3>	trigger the PDCP entity of the AM DRB to perform PDCP data recovery as specified in TS 38.323 [5];
3>	re-establish the corresponding RLC entity as specified in TS 38.322 [4];
Editor's Note: FFS how the L2 reset (PDCP re-establishment, PDCP recovery, and RLC re-establishment) is indicated by the network in case of subsequent CPAC.
1>	else:
2>	for each drb-Identity value included in RadioBearerConfig that is part of the current UE configuration:
3>	if a different keyToUse value is configured; or
3>	if a new sk-Counter value has been selected due to the conditional reconfiguration execution for subsequent CPAC:
4>	trigger the PDCP entity of the bearer to perform PDCP reestablishment as specified in TS 38.323 [5];
3>	else:
4>	trigger the PDCP entity of the AM DRB to perform PDCP data recovery as specified in TS 38.323 [5];
4>	re-establish the corresponding RLC entity as specified in TS 38.322 [4];


According to the current procedural text, the L2 reset handling can be classified as follows:
	
	SN terminated bearer
	MN terminated bearer

	Intra-SN subsequent CPAC in SN format, i.e. stored in the SCG VarConditionalReconfig
	PDCP data recovery for AM DRB
RLC re-establishment
	No handling

	Inter-SN subsequent CPAC and intra-SN subsequent CPAC in MN format, i.e. stored in the MCG VarConditionalReconfig
	In case that PDCP termination change or SN key update:
PDCP reestablishment
	In case that PDCP termination change or SN key update:
PDCP reestablishment

	
	Other cases:
PDCP data recovery for AM DRB
RLC re-establishment
	Other cases:
PDCP data recovery for AM DRB
RLC re-establishment


For the subsequent CPAC stored in the SCG VarConditionalReconfig, since this procedure is not involved with the MN, no bearer termination and bearer type change is expected. According to the L2 handling table for bearer type change in TS 37.340 [2] (as shown in the Annex 1), the L2 reset handling is not required in this case.
Given that the subsequent CPAC stored in the SCG VarConditionalReconfig is not involved with the MN, no bearer termination and bearer type change is expected. So no L2 reset handling is required in this case according to the L2 handling table in TS 37.340. 
Thus, we proposed:
For the subsequent CPAC stored in the SCG VarConditionalReconfig, L2 reset handling is not required for both SN and MN terminated bearers.
For the subsequent CPAC stored in the MCG VarConditionalReconfig, there are some issues in the current procedural text. Firstly, the handling on MN terminated bearers should not be impacted by the SN key update. Secondly, considering that the L2 reset needs to be performed after applying the target candidate configuration and the release of radio bearers, the L2 reset handling should be performed at the end of the subsequent CPAC execution procedure, i.e. similar to the LTM execution procedure. Thirdly, in case that PDCP re-establishment is required, some associated PDCP handling (e.g. ciphering/integrity protection algorithm update, ROHC/EHC/UDC handling) and RLC re-establishment operation are missed. 
According to the current spec, there are some issues for the L2 reset handling on the subsequent CPAC stored in the MCG VarConditionalReconfig:
1) the handling on MN terminated bearers should not be impacted by the SN key update;
2) the L2 reset handling should be performed at the end of the subsequent CPAC execution procedure;
3) in case that PDCP re-establishment is required, some associated PDCP handling (e.g. ciphering/integrity protection algorithm update, ROHC/EHC/UDC handling) and RLC re-establishment operation are missed.
For the first issue, in order to avoid unnecessary data interruption on MCG transmissions, the UE should not perform any L2 reset on MN terminated bearer if the bearer termination and bearer type are not changed. This is also aligned with the L2 handling table for bearer type change in TS 37.340.
In order to avoid unnecessary data interruption on MCG transmissions, the UE should not perform any L2 reset on MN terminated bearer if the bearer termination and the bearer type are not changed. 
Similarly, for SN terminated bearer, if no SN key update is performed and the bearer termination and bearer type are not changed, the UE is also not required to perform the L2 reset handling.
For the subsequent CPAC stored in the MCG VarConditionalReconfig, L2 reset handling is not required in the following cases:
1) for MN terminated bearer, if the bearer termination and bearer type are not changed;
2) for SN terminated bearer, if no SN key update is performed and the bearer termination and the bearer type are not changed.
In addition, for MN terminated bearer, if the bearer termination is not changed but the bearer type is changed, e.g. MCG bearer is changed to SCG bearer, the UE needs to perform PDCP data recovery for AM DRB. For the corresponding RLC entity, the UE can perform the RLC release or RLC establishment, based on the received RLC-BearerConfig in the target candidate cell configuration. The similar handling can be applicable to the SN terminated bearer if the SN key update is not performed and the bearer termination is not changed but the bearer type is changed.
For the subsequent CPAC stored in the MCG VarConditionalReconfig, PDCP data recovery for AM DRB, and RLC release/establishment (based on the received RLC-BearerConfig) are required in the following cases:
1) for MN terminated bearer, if the bearer termination is not changed but the bearer type is changed;
2) for SN terminated bearer, if no SN key update is performed, and the bearer termination is not changed but the bearer type is changed.
Besides, for MN terminated bearer, in case that the bearer termination is changed, the UE should perform the PDCP re-establishment and RLC re-establishment for the radio/RLC bearer. For SN terminated bearer, if the SN key update is performed or if the bearer termination is changed, the UE also needs to perform the PDCP re-establishment and RLC re-establishment for the radio/RLC bearer.
For the subsequent CPAC stored in the MCG VarConditionalReconfig, PDCP re-establishment and RLC re-establishment are required in the following cases:
1) for MN terminated bearer, if the bearer termination is changed;
2) for SN terminated bearer, if SN key update is performed or if the bearer termination is changed.
If the L2 reset handling is required, the UE needs to perform it at the end of the subsequent CPAC execution procedure, i.e. after applying the target candidate cell configuration, and the radio bearer(s) and the associated logical channel(s) that are part of the current UE configuration but not part of the target candidate cell configuration is released.
The UE performs the L2 reset handling (if required) at the end of the subsequent CPAC execution procedure. 
According to the radio bearer handling in section 5.3.5.6.5 in the current RRC spec, if PDCP re-establishment is required, some associated PDCP handling, e.g. ciphering/integrity protection algorithm update, ROHC/EHC/UDC handling, may also need to be performed, based on the legacy RRC indicator. But these operation are also controlled by the reestablishPDCP indicator in the current spec, i.e. only if the reestablishPDCP is set.
	1>	for each drb-Identity value included in the drb-ToAddModList that is part of the current UE configuration and not configured as DAPS bearer:
2>	if the reestablishPDCP is set:
...
3>	else (i.e., UE connected to NR or UE connected to E-UTRA/EPC (in EN-DC or capable of EN-DC)):
4>	if the PDCP entity of this DRB is not configured with cipheringDisabled:
5>	configure the PDCP entity with the ciphering algorithm and KUPenc key associated with the master key (KeNB/ KgNB) or the secondary key (S-KgNB/S-KeNB), as indicated in keyToUse, i.e. the ciphering configuration shall be applied to all subsequent PDCP PDUs received and sent by the UE;
4>	if the PDCP entity of this DRB is configured with integrityProtection:
5>	configure the PDCP entity with the integrity protection algorithms according to securityConfig and apply the KUPint key associated with the master key (KeNB/KgNB) or the secondary key (S-KgNB) as indicated in keyToUse;
3>	if drb-ContinueROHC is included in pdcp-Config:
4>	indicate to lower layer that drb-ContinueROHC is configured;
3>	if drb-ContinueEHC-DL is included in pdcp-Config:
4>	indicate to lower layer that drb-ContinueEHC-DL is configured;
3>	if drb-ContinueEHC-UL is included in pdcp-Config:
4>	indicate to lower layer that drb-ContinueEHC-UL is configured;
3>	if drb-ContinueUDC is included in pdcp-Config:
4>	indicate to lower layer that drb-ContinueUDC is configured;
3>	re-establish the PDCP entity of this DRB as specified in TS 38.323 [5], clause 5.1.2;


In the current spec, upon PDCP re-establishment, some associated PDCP handling may also need to be performed. But these operations are controlled by the reestablishPDCP indicator, i.e. only if the reestablishPDCP is set.
If the reestablishPDCP indicator is not used for subsequent CPAC, the UE shall not perform the associated PDCP handling upon PDCP re-establishment even if the NW configures the corresponding indicators for the radio bearer. In order to enable these operations upon PDCP re-establishment, the UE can perform them at subsequent CPAC execution procedure if PDCP re-establishment is required.  
In case that PDCP re-establishment is required, the UE shall perform the other associated PDCP handling (e.g. ciphering/integrity protection algorithm update, ROHC/EHC/UDC handling) at subsequent CPAC execution procedure, based on the corresponding RRC indicator in the target candidate cell configuration. 
Based on the proposals above, a TP for the L2 reset handling is provided in the Annex 2.
Execution conditions handling after subsequent CPAC execution [V135]
During ASN.1 review, the RIL V135 proposed an issue about execution conditions handling of unmatched condReconfigId after subsequent CPAC execution:
	
[RIL]: V135 [Delegate]: vivo(Jing)  [WI]: Mob [Class]: 1 [Status]: ToDo [TDoc]: R2-24xxxxx [Proposed Conclusion]: v104
[Description]: missed handling for unmatched condReconfigId in subsequent CPAC execution
[Proposed Change]: after subsequent CPAC execution, the condExecutionCond (or condExecutionCondSCG) in VarConditionalReconfig should be replaced with the condExecutionCond (or condExecutionCondSCG) in condExecutionCondToAddModList within subsequentCondReconfig if the condReconfigId is matched, however, if it is not matched, the UE will not do any replacement and continute to evaluate the original CPAC configuration which may be wrong because the current PSCell has been changed but the original CPAC configuration can be based on previous PSCells. A contribution R2-24xxxxx will be brought to elaborate this issue.
[Comments]: 


According to the current RRC spec [1], after the subsequent CPAC execution, the UE shall replace the current execution conditions with the subsequent execution conditions within subsequentCondReconfig of the matching condReconfigId.
	1>	if reconfigurationWithSync was included in spCellConfig of an MCG or SCG and when MAC of an NR cell group successfully completes a Random Access procedure triggered above; or,
...
2>	if the RRCReconfiguration message is applied due to a conditional reconfiguration execution and the subsequentCondReconfig is included in the entry in VarConditionalReconfig containing the RRCReconfiguration message:
3>	for each condReconfigId included in condExecutionCondToAddModList within subsequentCondReconfig:
4>	replace within VarConditionalReconfig the entry in condExecutionCond or condExecutionCondSCG with the matching condReconfigId value;


The current replace procedure can work well if candidate cells to be evaluated after each subsequent CPAC execution are the same as that before subsequent CPAC execution. Namely, after completion of subsequent CPAC execution to the target cell, for each condReconfigId in the condReconfigToAddModList within VarConditionalReconfig, there is always a matching condReconfigId in the subsequentCondReconfig associated with the target cell. 
However, considering that not all prepared candidate cells would be neighbour cells when the UE switches to a specific candidate cell, the candidate SN may not provide subsequent execution conditions for each prepared candidate cells. Candidate cells to be evaluated after subsequent CPAC execution may be a subset of all prepared candidate cells, i.e. for the condReconfigId in the condReconfigToAddModList within VarConditionalReconfig, there may be no matching condReconfigId in the subsequentCondReconfig. 
Candidate cells to be evaluated after subsequent CPAC execution may be a subset of all prepared candidate cells. I.e., for the condReconfigId in the condReconfigToAddModList within VarConditionalReconfig, there may be no matching condReconfigId in the subsequentCondReconfig. 
For example, there are three candidate cells (e.g. Cell_1/2/3) configured with execution conditions when the UE is in the source cell. And then when the UE executes one subsequent CPAC to switch to the Cell_1, there is only one candidate cell (e.g. Cell_2) configured with execution conditions within the subsequentCondReconfig of the Cell_1. In this case, the UE can replace the execution conditions for Cell_2 based on the current procedural text. However, for the execution conditions for Cell_1/3, such execution conditions shall become invalid due to the applying of the target candidate cell configuration. But the UE will still keep them and continue to evaluate the measIds associated with the invalid execution conditions, according to the current spec. It may cause the subsequent CPAC execution to the wrong cell or the failure of subsequent CPAC execution.
According to the current spec, if there is no matching condReconfigId in the subsequentCondReconfig after subsequent CPAC execution, the UE will still keep the previous execution condition for the unmatched conReconfigId and continue to evaluate the measIds associated with the invalid execution condition. It may cause the subsequent CPAC execution to the wrong cell or the failure of subsequent CPAC execution.
Regarding how to handle the invalid execution condition after subsequent CPAC execution, there are two options to be considered:
· Option 1: the UE removes the execution condition of the condReconfigId in the condReconfigToAddModList within VarConditionalReconfig, if there is no matching condReconfigId in the subsequentCondReconfig;
· Option 2: the UE shall not perform the evaluation on the execution condition of the condReconfigId in the condReconfigToAddModList within VarConditionalReconfig, if there is no matching condReconfigId in the subsequentCondReconfig.
In option 1, the UE can simply remove the invalid execution condition. However, in case that the candidate cell needs to be evaluated again in the future subsequent CPAC execution, the UE needs to add the execution condition of the concondReconfigId in the subsequentCondReconfig associated with the current serving cell, into the matching condReconfigId in the condReconfigToAddModList within VarConditionalReconfig. We may need to further clarify whether the current replacement operation can also cover the addition operation, e.g., adding the entry condExecutionCondSCG with the matching condReconfigId value if there is no this entry previously. Otherwise, we need to specify this addition operation clearly. This is also related to the issue proposed in RIL C123. So we can further discuss this in the meeting.
It’s unclear whether the current replacement operation can also cover the addition operation, e.g., adding the entry condExecutionCondSCG with the matching condReconfigId value if there is no this entry previously.
A TP for option 1 is provided in the Annex 3.
In option 2, the UE shall not perform the measurement on the measIds associated with the invalid execution condition after one subsequent CPAC execution. A related TP is provided in the Annex 4.
Given that both options can work, it’s proposed RAN2 to further discuss and do the down selection between these options.
RAN2 to discuss the following options on the handling of execution condition for the unmatched condReconfigId after subsequent CPAC execution.
Option 1: the UE removes the execution condition of the condReconfigId in the condReconfigToAddModList within VarConditionalReconfig, if there is no matching condReconfigId in the subsequentCondReconfig;
Option 2: the UE shall not perform the evaluation on the execution condition of the condReconfigId in the condReconfigToAddModList within VarConditionalReconfig, if there is no matching condReconfigId in the subsequentCondReconfig.

Conclusion and Proposals
In this contribution, we discussed remaining issues on subsequent CPAC with the following observations and proposals:
L2 reset at subsequent CPAC execution 
Observation 1: Given that the subsequent CPAC stored in the SCG VarConditionalReconfig is not involved with the MN, no bearer termination and bearer type change is expected. So no L2 reset handling is required in this case according to the L2 handling table in TS 37.340.
Observation 2: According to the current spec, there are some issues for the L2 reset handling on the subsequent CPAC stored in the MCG VarConditionalReconfig:
• 1) the handling on MN terminated bearers should not be impacted by the SN key update;
• 2) the L2 reset handling should be performed at the end of the subsequent CPAC execution procedure;
• 3) in case that PDCP re-establishment is required, some associated PDCP handling (e.g. ciphering/integrity protection algorithm update, ROHC/EHC/UDC handling) and RLC re-establishment operation are missed.
Observation 3: In order to avoid unnecessary data interruption on MCG transmissions, the UE should not perform any L2 reset on MN terminated bearer if the bearer termination and the bearer type are not changed.
Observation 4: In the current spec, upon PDCP re-establishment, some associated PDCP handling may also need to be performed. But these operations are controlled by the reestablishPDCP indicator, i.e. only if the reestablishPDCP is set.

Proposal 1: RAN2 confirms that the L2 reset handling at subsequent CPAC execution follows the LTM similar solution, i.e. not reuse the legacy L2 reset indicator.
Proposal 2: For the subsequent CPAC stored in the SCG VarConditionalReconfig, L2 reset handling is not required for both SN and MN terminated bearers.
Proposal 3: For the subsequent CPAC stored in the MCG VarConditionalReconfig, L2 reset handling is not required in the following cases:
• 1) for MN terminated bearer, if the bearer termination and bearer type are not changed;
• 2) for SN terminated bearer, if no SN key update is performed and the bearer termination and the bearer type are not changed.
Proposal 4: For the subsequent CPAC stored in the MCG VarConditionalReconfig, PDCP data recovery for AM DRB, and RLC release/establishment (based on the received RLC-BearerConfig) are required in the following cases:
• 1) for MN terminated bearer, if the bearer termination is not changed but the bearer type is changed;
• 2) for SN terminated bearer, if no SN key update is performed, and the bearer termination is not changed but the bearer type is changed.
Proposal 5: For the subsequent CPAC stored in the MCG VarConditionalReconfig, PDCP re-establishment and RLC re-establishment are required in the following cases:
• 1) for MN terminated bearer, if the bearer termination is changed;
• 2) for SN terminated bearer, if SN key update is performed or if the bearer termination is changed.
Proposal 6: The UE performs the L2 reset handling (if required) at the end of the subsequent CPAC execution procedure.
Proposal 7: In case that PDCP re-establishment is required, the UE shall perform the other associated PDCP handling (e.g. ciphering/integrity protection algorithm update, ROHC/EHC/UDC handling) at subsequent CPAC execution procedure, based on the corresponding RRC indicator in the target candidate cell configuration.

Execution conditions handling after subsequent CPAC execution [V135]
Observation 5: Candidate cells to be evaluated after subsequent CPAC execution may be a subset of all prepared candidate cells. I.e., for the condReconfigId in the condReconfigToAddModList within VarConditionalReconfig, there may be no matching condReconfigId in the subsequentCondReconfig.
Observation 6: According to the current spec, if there is no matching condReconfigId in the subsequentCondReconfig after subsequent CPAC execution, the UE will still keep the previous execution condition for the unmatched conReconfigId and continue to evaluate the measIds associated with the invalid execution condition. It may cause the subsequent CPAC execution to the wrong cell or the failure of subsequent CPAC execution.
Observation 7: It’s unclear whether the current replacement operation can also cover the addition operation, e.g., adding the entry condExecutionCondSCG with the matching condReconfigId value if there is no this entry previously.

Proposal 8: RAN2 to discuss the following options on the handling of execution condition for the unmatched condReconfigId after subsequent CPAC execution.
• Option 1: the UE removes the execution condition of the condReconfigId in the condReconfigToAddModList within VarConditionalReconfig, if there is no matching condReconfigId in the subsequentCondReconfig;
• Option 2: the UE shall not perform the evaluation on the execution condition of the condReconfigId in the condReconfigToAddModList within VarConditionalReconfig, if there is no matching condReconfigId in the subsequentCondReconfig.
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Annex 1 - Layer 2 handling for bearer type change
Table A-1: L2 handling for bearer type change with and without a security key change due to a change of the termination point.
	Bearer type change from row
to col
	MCG
	Split
	SCG

	
	no change of termination point
(no key change)
	change of termination point
(key change)
	no change of termination point
(no key change)
	change of termination point
(key change)
	no change of termination point
(no key
change)
	change of termination point
(key change)

	MCG
	N/A
	PDCP:
Re-establish
MCG RLC:
See Note 1
MCG MAC:
See Note 1
SCG RLC:
No action
SCG MAC:
No action
	PDCP: Reconfigure
MCG RLC: No action
MCG MAC: No action
SCG RLC: Establish
SCG MAC: Reconfigure
	PDCP:
Re-establish
MCG RLC:
See Note 1
MCG MAC:
See Note 1
SCG RLC:
Establish
SCG MAC:
Reconfigure
	PDCP:
Recovery
MCG RLC:
See Note 3
MCG MAC:
Reconfigure
SCG RLC:
Establish
SCG MAC:
Reconfigure
	PDCP:
Re-establish
MCG RLC:
See Note 3
MCG MAC:
Reconfigure
SCG RLC:
Establish
SCG MAC:
Reconfigure

	Split
	PDCP:
Recovery
MCG RLC:
No action
MCG MAC:
No action
SCG RLC:
See Note 4
SCG MAC:
Reconfigure
	PDCP: 
Re-establish
MCG RLC: See Note 1
MCG MAC: See Note 1
SCG RLC: See Note 4
SCG MAC: Reconfigure
	N/A
	PDCP:
Re-establish
MCG RLC:
See Note 1
MCG MAC:
See Note 1
SCG RLC: 
See Note 1
SCG MAC: 
See Note 1
	PDCP: Recovery
MCG RLC:
See Note 3
MCG MAC:
Reconfigure
SCG RLC: 
No action
SCG MAC:
No action
	PDCP:
Re-establish
MCG RLC:
See Note 3
MCG MAC:
Reconfigure
SCG RLC: 
See Note 1
SCG MAC: 
See Note 1

	SCG
	PDCP:
Recovery
MCG RLC: Establish
MCG MAC: Reconfigure
SCG RLC: See Note 4
SCG MAC: Reconfigure
	PDCP:
Re-establish
MCG RLC:
Establish
MCG MAC:
Reconfigure
SCG RLC:
See Note 4
SCG MAC:
Reconfigure
	PDCP:
Reconfigure
MCG RLC: Establish
MCG MAC: Reconfigure
SCG RLC: No action
SCG MAC: No action
	PDCP:
Re-establish
MCG RLC:
Establish
MCG MAC:
Reconfigure
SCG RLC:
See Note 1
SCG MAC: 
See Note 1
	N/A
	PDCP:
Re-establish
MCG RLC:
No action
MCG MAC:
No action
SCG RLC:
See Note 1
SCG MAC:
See Note 1



NOTE 1:	For EN-DC and NGEN-DC MCG, NE-DC SCG: the MAC/RLC behaviour depends on the solution selected by the network. It can be PCell handover (for EN-DC and NGEN-DC) or PSCell change (for NE-DC), which triggers MAC reset and RLC re-establishment. Alternatively, the logical channel identity can be changed, either via RLC bearer release and add for the same DRB (including RLC re-establishment), or via reconfiguration of the RLC bearer with RLC-re-establishment.
	For EN-DC and NGEN-DC SCG, NE-DC MCG, NR-DC MCG and SCG: the MAC/RLC behaviour depends on the solution selected by the network. It can be reconfiguration with sync, with MAC reset and RLC re-establishment. Alternatively, the logical channel identity can be changed via RLC bearer release and add.
NOTE 2:	Void
NOTE 3:	For EN-DC and NGEN-DC: Re-establishment and release. For NE-DC and NR-DC: Release.
NOTE 4:	For NE-DC: Re-establishment and release. For EN-DC, NGEN-DC and NR-DC: Release.

Annex 2 - TP for L2 reset handling at subsequent CPAC execution
[bookmark: _Toc156129741]5.3.5.13.8	Subsequent CPAC execution
Upon the conditional reconfiguration execution for subsequent CPAC, the UE shall:
1>	if the selected subsequent CPAC candidate configuration is stored in MCG VarConditionalReconfig:
[bookmark: _Hlk150962964]2>	release/clear all current dedicated radio configuration except for the following:
-	the MCG C-RNTI;
-	the AS security configurations associated with the master key and the secondary key;
-	for each SRB/DRB in current UE configuration:
-	keep the associated RLC, PDCP and SDAP entities, their state variables, buffers and timers;
-	release all fields related to the SRB/DRB configuration except for srb-Identity and drb-Identity;
-	the UE variables VarConditionalReconfig and VarServingSecurityCellSetID.
2>	release/clear all current common radio configuration;
1>	else:
2>	release/clear all current dedicated radio configuration associated with the SCG except for the following:
-	the AS security configurations associated with the secondary key;
-	for each SRB/DRB in current UE configuration which is using the secondary key:
-	keep the associated RLC, PDCP and SDAP entities, their state variables, buffers and timers;
-	release all fields related to the SRB/DRB configuration except for srb-Identity and drb-Identity;
-	the UE variables VarConditionalReconfig.
2>	release/clear all current common radio configuration associated with the SCG;
1>	use the default values specified in 9.2.3 for timers T310, T311 and constants N310, N311 for the cell group for which the subsequent CPAC cell switch procedure is triggered;
1>	if the securityCellSetId is included in the entry in VarConditionalReconfig containing the RRCReconfiguration message:
2>	if servingSecurityCellSetId is not included within VarServingSecurityCellSetID; or
2>	if the value of the securityCellSetId is not equal to the value of servingSecurityCellSetId within VarServingSecurityCellSetID:
3>	consider the first sk-Counter value in the sk-CounterList associated with the securityCellSetId within the VarConditionalReconfig as the selected sk-Counter value, and perform security key update procedure as specified in 5.3.5.7;
3>	remove the selected sk-Counter value from the sk-CounterList associated with the securityCellSetId within the VarConditionalReconfig;
3>	if the current VarServingSecurityCellSetID includes servingSecurityCellSetId:
4>	replace the value of servingSecurityCellSetId within VarServingSecurityCellSetID with the value of securityCellSetId associated with the selected cell;
3>	else:
4>	store the servingSecurityCellSetId within VarServingSecurityCellSetID with the value of securityCellSetId associated with the selected cell;
1>	if the selected subsequent CPAC candidate configuration is stored in the SCG VarConditionalReconfig:
2>	for each drb-Identity value included in RadioBearerConfig associated with the secondary key (S-KgNB) as indicated by keyToUse that is part of the current UE configuration:
3>	trigger the PDCP entity of the AM DRB to perform PDCP data recovery as specified in TS 38.323 [5];
3>	re-establish the corresponding RLC entity as specified in TS 38.322 [4];
Editor's Note: FFS how the L2 reset (PDCP re-establishment, PDCP recovery, and RLC re-establishment) is indicated by the network in case of subsequent CPAC.
1>	if the selected subsequent CPAC candidate configuration is stored in the MCG VarConditionalReconfigelse:
2>	for each drb-Identity value included in RadioBearerConfig that is part of the current UE configuration, perform the following actions at the end of this procedure:
3>	if a different keyToUse value is configured; or
3>	if a new sk-Counter value has been selected due to the conditional reconfiguration execution for subsequent CPAC and the drb-Identity value included in RadioBearerConfig associated with the secondary key (S-KgNB) as indicated by keyToUse:
4>	if the PDCP entity of this DRB is not configured with cipheringDisabled:
5>	configure the PDCP entity with the ciphering algorithm and KUPenc key associated with the master key (KeNB/ KgNB) or the secondary key (S-KgNB/S-KeNB), as indicated in keyToUse, i.e. the ciphering configuration shall be applied to all subsequent PDCP PDUs received and sent by the UE;
4>	if the PDCP entity of this DRB is configured with integrityProtection:
5>	configure the PDCP entity with the integrity protection algorithms according to securityConfig and apply the KUPint key associated with the master key (KeNB/KgNB) or the secondary key (S-KgNB) as indicated in keyToUse;
4>	if drb-ContinueROHC is included in pdcp-Config:
5>	indicate to lower layer that drb-ContinueROHC is configured;
4>	if drb-ContinueEHC-DL is included in pdcp-Config:
5>	indicate to lower layer that drb-ContinueEHC-DL is configured;
4>	if drb-ContinueEHC-UL is included in pdcp-Config:
5>	indicate to lower layer that drb-ContinueEHC-UL is configured;
4>	if drb-ContinueUDC is included in pdcp-Config:
5>	indicate to lower layer that drb-ContinueUDC is configured;
4>	trigger the PDCP entity of the bearer to perform PDCP reestablishment as specified in TS 38.323 [5];
4>	re-establish the corresponding RLC entity as specified in TS 38.322 [4];
3>	else:
4>	if the associated RLC bearer with the received logicalChannelIdentity/LogicalChannelIdentityExt is configured within the different cell group;
45>	trigger the PDCP entity of the AM DRB to perform PDCP data recovery as specified in TS 38.323 [5];
4>	re-establish the corresponding RLC entity as specified in TS 38.322 [4];
1>	if scpac-ConfigComplete is not included within the VarConditionalReconfig for the selected cell:
2>	if the subsequent CPAC candidate cell configuration is stored in MCG VarConditionalReconfig:
3>	consider scpac-ReferenceConfiguration in MCG VarConditionalReconfig to be the current UE configuration;
2>	else:
3>	consider scpac-ReferenceConfiguration in SCG VarConditionalReconfig to be the current SCG configuration;
NOTE 1:	When the UE considers the reference configuration to be the current UE configuration, the UE should store fields and configurations that are part of the reference configuration but should not execute any actions or procedures triggered by the reception of an RRCReconfiguration message which are described in clause 5.3.5.3.
1>	apply the stored condRRCReconfig of the selected cell(s) and perform the actions as specified in 5.3.5.3;
1>	release the radio bearer(s) and the associated logical channel(s) that are part of the current UE configuration but not part of the subsequent CPAC candidate configuration for the selected cell, or the subsequent CPAC reference configuration (in case the subsequent CPAC candidate configuration does not include scpac-ConfigComplete).
NOTE 2:	When scpac-ConfigComplete is not included for the selected cell, before a subsequent CPAC execution, a UE implementation may generate and store an RRC reconfiguration message by applying the received subsequent CPAC candidate configuration on top of the subsequent CPAC reference configuration, and the stored RRC reconfiguration message is applied for subsequent CPAC execution.

Annex 3 - TP for execution condition handling - option 1
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...
2>	if the RRCReconfiguration message is applied due to a conditional reconfiguration execution and the subsequentCondReconfig is included in the entry in VarConditionalReconfig containing the RRCReconfiguration message:
3>	for each condReconfigId included in condExecutionCondToAddModList within subsequentCondReconfig:
4>	if an entry with the matching condReconfigId exists in the condReconfigToAddModList within the VarConditionalReconfig;
45>	replace condExecutionCond or condExecutionCondSCG in the condReconfigToAddModList within VarConditionalReconfig the entry in condExecutionCond or condExecutionCondSCG with the value of condExecutionCond or condExecutionCondSCG for thisthe matching condReconfigId within subsequentCondReconfigvalue;
4>	else:
5> add a new entry condExecutionCond or condExecutionCondSCG in the condReconfigToAddModList within VarConditionalReconfig with the value of condExecutionCond or condExecutionCondSCG for this condReconfigId within subsequentCondReconfig;
3>	for each condReconfigId included in in the condReconfigToAddModList within the VarConditionalReconfig but not included in the condExecutionCondToAddModList within subsequentCondReconfig:
4>	remove the entry condExecutionCond or condExecutionCondSCG with the condReconfigId in the condReconfigToAddModList from the VarConditionalReconfig.

Annex 4 - TP for execution condition handling - option 2
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2>	if the reportType for the associated reportConfig is periodical, eventTriggered; or
2>	if the reportType for the associated reportConfig is condTriggerConfig, the measId is within the MCG VarMeasConfig and is indicated in the condExecutionCond or in the condExecutionCondPSCell associated to a condReconfigId in the MCG VarConditionalReconfig (for CHO, CPA or MN-initiated inter-SN CPC in NR-DC); or
2>	if the reportType for the associated reportConfig is condTriggerConfig, the measId is within the SCG VarMeasConfig and is indicated in the condExecutionCond associated to a condReconfigId in the SCG VarConditionalReconfig (for intra-SN CPC); or
2>	if the reportType for the associated reportConfig is condTriggerConfig, the measId is within the SCG VarMeasConfig and is indicated in the condExecutionCondSCG associated to a condReconfigId in the MCG VarConditionalReconfig (for SN-initiated inter-SN CPC in NR-DC); or
2>	if the reportType for the associated reportConfig is condTriggerConfig, the measId is within the SCG VarMeasConfig and is indicated in the triggerConditionSN associated to a condReconfigurationId in VarConditionalReconfiguration as specified in TS 36.331 [10] (for SN-initiated inter-SN CPC in EN-DC):
3>	if a measurement gap configuration is setup, or
3>	if the UE does not require measurement gaps to perform the concerned measurements:
4>	if s-MeasureConfig is not configured, or
4>	if s-MeasureConfig is set to ssb-RSRP and the NR SpCell RSRP based on SS/PBCH block, after layer 3 filtering, is lower than ssb-RSRP, or
4>	if s-MeasureConfig is set to csi-RSRP and the NR SpCell RSRP based on CSI-RS, after layer 3 filtering, is lower than csi-RSRP:
5>	if the measObject is associated to NR and the rsType is set to csi-rs:
6>	if reportQuantityRS-Indexes and maxNrofRS-IndexesToReport for the associated reportConfig are configured:
7>	derive layer 3 filtered beam measurements only based on CSI-RS for each measurement quantity indicated in reportQuantityRS-Indexes, as described in 5.5.3.3a;
6>	derive cell measurement results based on CSI-RS for the trigger quantity and each measurement quantity indicated in reportQuantityCell using parameters from the associated measObject, as described in 5.5.3.3;
5>	if the measObject is associated to NR and the rsType is set to ssb:
6>	if reportQuantityRS-Indexes and maxNrofRS-IndexesToReport for the associated reportConfig are configured:
7>	derive layer 3 beam measurements only based on SS/PBCH block for each measurement quantity indicated in reportQuantityRS-Indexes, as described in 5.5.3.3a;
6>	derive cell measurement results based on SS/PBCH block for the trigger quantity and each measurement quantity indicated in reportQuantityCell using parameters from the associated measObject, as described in 5.5.3.3;
5>	if the measObject is associated to E-UTRA:
6>	perform the corresponding measurements associated to neighbouring cells on the frequencies indicated in the concerned measObject, as described in 5.5.3.2;
5>	if the measObject is associated to UTRA-FDD:
6>	perform the corresponding measurements associated to neighbouring cells on the frequencies indicated in the concerned measObject, as described in 5.5.3.2;
5>	if the measObject is associated to L2 U2N Relay UE:
6>	perform the corresponding measurements associated to candidate Relay UEs on the frequencies indicated in the concerned measObject, as described in 5.5.3.4;
4>	if the measRSSI-ReportConfig is configured in the associated reportConfig:
5>	perform the RSSI and channel occupancy measurements on the frequency configured by rmtc-Frequency in the associated measObject;
NOTE 0:	The network avoids configuring UEs supporting only CHO and/or Rel-16 CPC with measurements not referred to by any execution condition.
NOTE X:	If the RRCReconfiguration message is applied due to a conditional reconfiguration execution and the subsequentCondReconfig is included in the entry in VarConditionalReconfig containing the RRCReconfiguration message, the UE shall not perform the corresponding measurements associated to the measId within the VarMeasConfig and is indicated in the condExecutionCond or in the condExecutionCondSCG associated to a condReconfigId in the condReconfigToAddModList within the VarConditionalReconfig but the condReconfigId is not included in the condExecutionCondToAddModList within subsequentCondReconfig.

