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Introduction
We discuss the selected items of SLPP related open issue list for Nov meeting [Post123bis][412][POS] TS 38.355 (Intel) as below:
- session handling of LMF involved case
- session management


Discussions
1. Session handling of LMF involved case:
We have the following item description which is based on FFS made at each related meeting. 
· Session handling of LMF involved case:
	· 5 LMF involved case, FFS on how to handle session for UEs involved in the same LMF involved SL based positioning and the relationship between routing ID/correlation ID and session ID. (RAN2#123bis the agreements for SLPP can be applied for LMF involved case unless the issue is identified. FFS on session ID handling since it is also related to forwarding case.)
· 6 FFS if this involves single or separate SLPP sessions (LMF  UE1 and UE1  UE2).



There was a joint CC with SA2 on the issue on whether LMF can establish SLPP session with all the UEs. After the discussion, the conclusion seems to open the possibility of forwarding cases. 
SA2 existing solution:
[image: ]
Proposed Way Forward:
SA2 existing solution i.e. Option 1, is acceptable to be used as the baseline, with the assumption that additional information, i.e. forwarding information of UE2/…/UEn, will not be developed for SLPP, and they will be developed by CT WGs.

In this scenario, i.e., option 1, LMF and AMF can see only the target UE’s message since involved UEs don’t have the direct access to the LMF. Therefore, AMF and LMF can work with the legacy correlation ID and routing ID mechanism regarding target UE’s session to identify the corresponding LMF and target UE’s message with the same assigned session. 
Observation 1. There is no problem to reuse legacy routing ID and correlation ID to identify the SLPP session in the LMF and the target UE. But at the same time, introducing the SLPP session ID for the session between the target UE and the LMF has no problem in LMF involved case.
However, considering the forwarding functions where the messages destined to the anchor UEs and ones destined to the LMF from those UEs are related to the same session assigned for the target UE, there should be a way to identify those context or correlation status at the LMF, and each anchor UEs. So, we think introducing a dedicated SLPP session ID can be reused for that purpose, if introduced. 
Observation 2. By considering the forwarding functionality, it is beneficial to have the same session information in each messages to be forwarded to the anchor UEs from LMF and in the opposite direction. 
In this reason we propose to introduce the SLPP session ID in the SLPP messages communicated between the target UE and LMF for the LMF-involved case. 
Proposal 1. Based on SA2 existing solution, RAN2 introduce the SLPP session ID in the SLPP messages communicated between the target UE and LMF in the LMF involved case.

Next problem would be how the involved UEs can work with the target UE regarding the session. Since the sidelink positioning service is triggered by the LCS client and the target UE first has to discover the possible candidate anchor UEs. And the target UE will choose some of found UEs based on its decision metric. Before the target UE report the capabilities of chosen UEs to the LMF, there should be a session between target UE and the other chosen UEs for the target UE to obtain the capabilities. 
Even still there is no agreement on whether capability request and acquisition is by the SLPP procedure or discovery procedure, we assume SLPP procedure is used for this purpose.

Proposal 2. Capability request/provide procedure is done via SLPP procedure once SL-MT-LR is triggered to the target UE by the LMF in LMF involved case.

If SLPP is used, then there should be the session ID in the SLPP messages for this purpose. However, there is no need that the same session ID should be used for SLPP messages for between target UE and the anchor UEs, and for between the target UE and the LMF, since the final anchor UEs involved the session with the target UE will be selected by LMF after this capability reporting. 
Proposal 3. There is no need that the same session ID is used for the SLPP messages for capability request/provide between the target UE and anchor UEs, and SLPP messages for the same session between the target UE and LMF.

If P3 is agreed, there is no restriction to use specific session ID for the SLPP procedures between the target UE and anchor UEs. It is only up to the target UE how the session ID can be determined. 
Proposal 4. For the SLPP messages for capability request/provide between the target UE and anchor UEs, the session ID is determined by the target UE.

However, for the session between the target UE and LMF, the session ID can be assigned by the LMF as in legacy case where routing Id are determined by AMF. 
Proposal 5. The session ID for the SLPP message between the target UE and LMF for the SL-MT-LR is determined by the LMF.
And this session ID can be generated and indicated to the target UE by LMF in the first SLPP message destined to the target UE for this session. 
Proposal 6. This session ID determined by the LMF is indicated/used to the target UE by LMF in the SLPP message destined to the target UE for this session. 

When forwarding is necessary, LMF will include the SLPP message destined to the intended anchor UE within Supplementary service message in NAS message. That SLPP message should include the same session ID which guarantee that the received anchor UE can recognize this SLPP message is for the sidelink positioning purpose of the target UE with that specific QoS and session. 
Proposal 7. When LMF transmits the SLPP message destined to the intended anchor UE with encapsulated in NAS message to the target UE for the specific session, the same session ID as the target UE is involved in is included in that SLPP message.

Since the latest joint CC with SA2 and RAN2 concluded that how the forwarding contents can be identified by the target UE is up to the CT’s work, the target UE will just follow CT’s message structure to identify the forwarding contents, i.e., SLPP message to be forwarded. It must be that the target anchor UE identification is anyway realized within this CT, and SA’s message structure. 
Observation 3. NAS message at the target UE supports to identify the SLPP message destined to the target UE, and SLPP message to be forwarded to the intended anchor UE.

Then the remaining issue is, how LMF can identify the originator UE of the received SLPP message forwarded by the target UE among multiple anchor UEs. If multiple anchor UEs are involved in the target UE’s session, LMF needs to identify which SLPP message is from which anchor UEs. In the SLPP message has the transaction ID in the common field. And this can be assigned for a specific intended anchor UE by the LMF. And once each anchor UE received the SLPP message from LMF by forwarding, then it can know the transaction ID, and this will be used for the response to this received SLPP message, which is the same principle of LPP.

Proposal 8. Transaction ID in the received SLPP message at the anchor UE can be reused for the response SLPP message.




Figure 6.20.3-1: SL-MT-LR Procedure

Conclusion 
We have the following observations and proposals as the conclusion.
Observation 1. There is no problem to reuse legacy routing ID and correlation ID to identify the SLPP session in the LMF and the target UE. But at the same time, introducing the SLPP session ID for the session between the target UE and the LMF has no problem in LMF involved case.
Observation 2. By considering the forwarding functionality, it is beneficial to have the same session information in each messages to be forwarded to the anchor UEs from LMF and in the opposite direction. 
Proposal 1. Based on SA2 existing solution, RAN2 introduce the SLPP session ID in the SLPP messages communicated between the target UE and LMF in the LMF involved case.
Proposal 2. Capability request/provide procedure is done via SLPP procedure once SL-MT-LR is triggered to the target UE by the LMF in LMF involved case.
Proposal 3. There is no need that the same session ID is used for the SLPP messages for capability request/provide between the target UE and anchor UEs, and SLPP messages for the same session between the target UE and LMF.
Proposal 4. For the SLPP messages for capability request/provide between the target UE and anchor UEs, the session ID is determined by the target UE.
Proposal 5. The session ID for the SLPP message between the target UE and LMF for the SL-MT-LR is determined by the LMF.
[bookmark: _GoBack]Proposal 6. This session ID determined by the LMF is indicated/used to the target UE by LMF in the SLPP message destined to the target UE for this session. 
Proposal 7. When LMF transmits the SLPP message destined to the intended anchor UE with encapsulated in NAS message to the target UE for the specific session, the same session ID as the target UE is involved in is included in that SLPP message.
Observation 3. NAS message at the target UE supports to identify the SLPP message destined to the target UE, and SLPP message to be forwarded to the intended anchor UE.
Proposal 8. Transaction ID in the received SLPP message at the anchor UE can be reused for the response SLPP message.
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