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1. Introduction
In the latest RAN2#123bis meeting, coarse UE location reporting for NB-IoT UE in NTN was proposed [1] and discussed, and an LS [2] is sent to SA2 and CT1 to ask for the feasibility of NAS-based solution. In this contribution we provide some views on the possible solutions including an alternative to provide coarse UE location information based on supported AS mechanisms to avoid security issues.
2. [bookmark: Proposal_Beacon]Discussion
In [1], the necessity of supporting coarse UE location reporting was described from both regulatory and network operation perspectives. In general, we have sympathy with satellite operators that the NB-IoT UE location information is necessary, while the issue is how to provide it. As also analyzed in [1], due to the fact that AS security is not mandatory for NB-IoT UEs with support for CP CIoT EPS Optimization only, there are obviously privacy and security concerns to allow these UE to report location information. Based on this reason no consensus could be reached in RAN2 and an LS was sent to SA2 and CT1 to check for the feasibility of any possible NAS-based solution.
In the perspective of UE location reporting, the following two options are on the table:
A) AS-based UE location reporting, wherein no AS security can be assumed for NB-IoT UE using CP CIoT EPS Optimization;
B) NAS-based UE location reporting, which is up to SA2 and CT1.
Based on our understanding ang previous discussions, as long as that the privacy and security principles cannot be violated, the only chance for Option A) is to argue that UE location in TN cell granularity is not that private and sensitive. However, it seems hard to find a solid proof on this while security should be protected as much as possible.
Observation 1: UE location reporting in any granularity shall not violate the privacy and security principles, which means without AS security an AS-based UE location reporting is not possible in 3GPP scope.
For Option B), considering that an LS has been sent, it will rely on the views and decisions from SA2 and CT1 which is out of RAN2 scope. However considering the progress of Rel-18, it seems hard to specify a solution within the remaining Rel-18 meetings.
Observation 2: NAS-based UE location reporting relies on SA2 and CT1 work which could be restricted by Rel-18 progress.
Based on the above analysis, it is hard to have a feasible solution by sticking to the legacy “UE location” reporting to fulfill the requirements from operators. Therefore we propose to consider an alternative to utilize some information that is not that sensitive rather than legacy “UE location”.
For example, although not designed for providing UE location to network, timing advance report (TAR) can somehow reveal information of UE location. One timing advance report during initial access could at least reduce the scope of UE location to a circle on the ground, which has already been supported by configuring ta-Report as enabled. The scope of UE location can be further reduced if another TAR at a different time point is provided. With such mechanism it is possible to provide UE location information in a granularity close to TN cell size or even smaller.
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Figure 1. UE location information reflected by reported timing advance(s)
Observation 3: UE location information can be reflected by reported timing advance(s).
To address the requirements of providing NB-IoT UE location information without AS-security, the TAR mechanism can be leveraged and minor enhancements could be considered to allow more than one report.
Proposal 1: RAN2 to consider leveraging timing advance report to provide NB-IoT UE location information as well as possible enhancements.
3. Conclusion
In this contribution we discuss how to implement provision of NB-IoT UE location information, including an alternative to leverage timing advance report to avoid possible security issues. It is observed that:
Observation 1: UE location reporting in any granularity shall not violate the privacy and security principles, which means without AS security an AS-based UE location reporting is not possible in 3GPP scope.
Observation 2: NAS-based UE location reporting relies on SA2 and CT1 work which could be restricted by Rel-18 progress.
Observation 3: UE location information can be reflected by reported timing advance(s).
And we propose:
Proposal 1: RAN2 to consider leveraging timing advance report to provide NB-IoT UE location information as well as possible enhancements.
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