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	Reason for change:
	The user consent handling for MDT is specficed in TS32.422. However, whether or not this procedure is applicable in private network, is unclear. There are a few ongoing discussions on the above confusion, e.g. RAN3 working item NR_ENDC_SON_MDT_enh2-Core.
In recent SA3 LS (S3-231399), SA3 notes that the business models for SNPN are varied and SA3 assumes that the SNPN operator itself will develop operational functions that are specific to their use case. As such, SA3 has not identified any requirements for user consent in this case. But, MDT user consent should not apply to SNPNs (private networks). Otherwise the impacts on SA5 is going to be huge.
Furthermore, in Augest RAN3 meeting, it has agreed that “User consent does not apply if the UE is served by an SNPN” (R3-234720). Therefore SA5 specification shall align with the RAN3 specifications.
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*** START OF THE CHANGE ***
[bookmark: _Toc516654757][bookmark: _Toc28277942][bookmark: _Toc36134198][bookmark: _Toc44686683][bookmark: _Toc51928449][bookmark: _Toc51929018][bookmark: _Toc145684371][bookmark: _Toc516654917][bookmark: _Toc28278108][bookmark: _Toc36134379][bookmark: _Toc44686864][bookmark: _Toc51928632][bookmark: _Toc51929201][bookmark: _Toc122780545]1	Scope
The present document describes the mechanisms used for the control and configuration of the Trace, Minimization of Drive Test (MDT) , Radio Link Failure (RLF) and RRC Connection Establishment Failure (RCEF) reporting functionality at the  management system (at the Element Manager (EM) and or Network Manager (NMs) in UMTS and EPS), Network Elements (NEs) and  User Equipment (UEs). For Trace functionality,  it covers the triggering events for starting/stopping of subscriber/UE activity traced over 3GPP standardized signalling interfaces, the types of trace mechanisms, configuration of a trace, level of detail available in the trace data, the generation of Trace results in the NEs and UE and the transfer of these results to management system. For MDT, it also covers logged MDT and immediate MDT mechanims in both management based and signalling based scenarios. GSM is excluded from the RAT systems which the present document can be applied to.
The mechanisms for Trace, MDT, RLF and RCEF reporting activation/deactivation are detailed in clause 4; clause 5 details the various Trace, MDT, RLF and RCEF reporting control and configuration parameters and the triggering events that can be set in a network. Trace, MDT, RLF and RCEF reporting concepts and requirements are covered in 3GPP TS 32.421 [2] while Trace and MDT data definition and management is covered in 3GPP TS 32.423 [3]. 
The conditions for supporting Network Sharing are stated in 3GPP TS 32.421 [2].
The condition for supporting user consent handling for MDT does not apply to Standalone Non-Public Network, i.e., SNPN as per TS 23.501[40].
*** END OF THIS CHANGE ***
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[bookmark: _Toc516654761][bookmark: _Toc28277946][bookmark: _Toc36134202][bookmark: _Toc44686687][bookmark: _Toc51928453][bookmark: _Toc51929022][bookmark: _Toc145684375]3.2	Abbreviations
For the purposes of the present document, the abbreviations given in TR 21.905 [4], TS 32.101 [1] , TS 23.501 [40], TS 38.300 [42] and the following apply. An abbreviation defined in the present document takes precedence over the definition of the same abbreviation, if any, in  TR 21.905 [4].
AS	Application Server
BGCF	Breakout Gateway Control Function
CSCF	Call Session Control Function
I-CSCF	Interrogating-CSCF
IM CN SS	IP Multimedia Core Network Subsystem
IMEI-TAC	IMEI Type Allocation Code 
P-CSCF	Proxy - CSCF
RCEF	RRC Connection Establishment Failure
RLF	Radio Link Failure
S-CSCF	Serving-CSCF
SNPN	Stand-alone Non-Public Network
TAU	Tracking Area Update
TRSR	Trace Recording Session Reference
TR	Trace Reference
*** END OF CHANGE ***

