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	Reason for change:
	Introduce NR sidelink PDCP duplication into PDCP Specification, as per the following RAN2 agreements.

RAN2 #124
PDCP details: 
1. As in LTE SL CA, configuration of two RLC entities for an SL PDCP entity is only used for PDCP duplication, but not used to support any other functionality (e.g. split bearer and related operation).
2. As in LTE SL PDCP duplication, if the transmitting PDCP entity is configured with PDCP duplication (i.e. configuration of two associated RLC entities), it shall activate and perform PDCP duplication until de-configuration/release of the additional RLC entity. No additional PDCP duplication activation/deactivation mechanism is supported.

RAN2 #123bis
Agreements on need of primary leg
3. Not to define primary leg, RLC entity
4. PDCP control PDU is sent over one leg, RLC entity, determined by UE implementation.

Agreements on duplicated PDU discard
1. Duplicate PDU discard procedure applied to the Uu PDCP entity associated with AM RLC entities is reused for SL PDCP duplication in unicast.

Agreements on security
1. Small LCID (between 1 to 19) among all LCIDs associated with PDCP entity is used in security handling for PDCP duplication.

Agreements on PDCP duplication activation/deactivation SL MAC CE
1. Not to define separate PDCP duplication activation/deactivation SL MAC CE (including Uu MAC CE).

RAN2 #121bis-e
Agreement 
Proposal 8: Packet duplication for NR sidelink is performed at the PDCP layer. The duplicated PDCP PDUs of the same PDCP entity are submitted to two different RLC entities and associated to two different sidelink logical channels respectively.


	
	

	Summary of change:
	Addition of NR sidelink PDCP duplicaiton feature into PDCP specification, including:
1. In 5.2.3, add transmit operation related to sidelink PDCP duplication. 
2. In 5.8 and 5.9, specify the LCID values used for security operations in the case of sidelink PDCP duplication. 
3. In 5.11.2, specify the RLC ACK-based duplicate PDCP PDU discard operation for an SLRB with PDCP duplication.


	
	

	Consequences if not approved:
	Rel-18 NR sidelink evolution is not supported by PDCP.

	
	

	Clauses affected:
	5.2.3, 5.8, 5.9, 5.11.2

	
	

	
	Y
	N
	
	

	Other specs
	X
	
	 Other core specifications	
	TS/TR 38.331 CR 4391, 4510
TS/TR 38.321 CR 1695
TS/TR 38.300 CR 0728
TS/TR 38.306 CR 1015
TS/TR 38.304 CR 0359

	affected:
	
	X
	 Test specifications
	TS/TR ... CR ... 

	(show related CRs)
	
	X
	 O&M Specifications
	TS/TR ... CR ... 

	
	

	Other comments:
	

	
	

	This CR's revision history:
	R2-2311952 (Rev '-'), R2-2313610 (Rev '1')



Page 1


	[bookmark: _Toc437334462]CHANGE START


[bookmark: _Toc37126952][bookmark: _Toc46492065][bookmark: _Toc46492173][bookmark: _Toc139052322][bookmark: _Toc12616340]5.2.3	Sidelink transmit operation
For NR sidelink transmission of the SLRB, the UE shall follow the procedures in clause 5.2.1 with following modification:
-	perform the header compression using ROHC as specified in clause 5.7.4, if SDU Type is IP;
-	set the PDCP SN of the PDCP Data PDU to TX_NEXT modulo 2[sl-PDCP-SN-Size];.
- 	if the transmitting PDCP entity is associated with two RLC entities:
	-	consider PDCP duplication as activated;
	-	submit the PDCP control PDU to one of the associated RLC entities. 
NOTE X: How to decide to which RLC entity a PDCP control PDU is submitted is left to UE implementation.
	[bookmark: _Toc12616358][bookmark: _Toc37126972]NEXT CHANGE


[bookmark: _Toc12616355][bookmark: _Toc37126969][bookmark: _Toc46492082][bookmark: _Toc46492190][bookmark: _Toc124540781][bookmark: _Toc12616360][bookmark: _Toc37126974][bookmark: _Toc46492087][bookmark: _Toc46492195][bookmark: _Toc139052344]5.8	Ciphering and deciphering
The ciphering function includes both ciphering and deciphering and is performed in PDCP, if configured. The data unit that is ciphered is the MAC-I (see clause 6.3.4) and the data part of the PDCP Data PDU (see clause 6.3.3) except the SDAP header and the SDAP Control PDU if included in the PDCP SDU. The ciphering is not applicable to PDCP Control PDUs.
For downlink and uplink, the ciphering algorithm and key to be used by the PDCP entity are configured by upper layers TS 38.331 [3] and the ciphering method shall be applied as specified in TS 33.501 [6].
The ciphering function is activated/suspended/resumed by upper layers TS 38.331 [3]. When security is activated and not suspended, the ciphering function shall be applied to all PDCP Data PDUs indicated by upper layers TS 38.331 [3] for the downlink and the uplink, respectively.
For DAPS bearers, the PDCP entity shall perform the ciphering or deciphering for the PDCP SDU using the ciphering algorithm and key either configured for the source cell or configured for the target cell, based on to/from which cell the PDCP SDU is transmitted/received.
For downlink and uplink ciphering and deciphering, the parameters that are required by PDCP for ciphering are defined in TS 33.501 [6] and are input to the ciphering algorithm. The required inputs to the ciphering function include the COUNT value, and DIRECTION (direction of the transmission: set as specified in TS 33.501 [6]). The parameters required by PDCP which are provided by upper layers TS 38.331 [3] are listed below:
-	BEARER (defined as the radio bearer identifier in TS 33.501 [6]. It will use the value RB identity –1 as in TS 38.331 [3]);
-	KEY (the ciphering keys for the control plane and for the user plane are KRRCenc and KUPenc, respectively).
For NR sidelink communication, the ciphering algorithm and key to be used by the PDCP entity are configured by upper layers as specified in TS 24.587 [16] and the ciphering method shall be applied as specified in TS 33.536 [14].
For NR sidelink communication, the ciphering function is activated for sidelink SRBs (except for SL-SRB0) and/or sidelink DRBs for a PC5 unicast ‎link by upper layers, as specified in TS 38.331 [3]. When security is activated for sidelink SRBs, the ciphering function ‎shall be applied to all PDCP Data PDUs (except for carrying Direct Security Mode Command message as specified in TS 33.536 [14]) for the sidelink SRBs which belong to ‎the PC5 unicast link.‎ When security is activated for sidelink DRBs, the ciphering function ‎shall be applied to all PDCP Data PDUs for the sidelink DRBs which belong to ‎the PC5 unicast link.‎
For NR sidelink communication, the ciphering and deciphering function as specified in TS 33.536 [14] is applied with KEY (NRPEK), COUNT, BEARER (LSB 5 bits of LCID with values 1 to 19 associated with the PDCP entity, as specified in TS 38.321 [4]) and DIRECTION (which value shall be set is specified in TS 33.536 [14]) as input.
[bookmark: _Toc12616356][bookmark: _Toc37126970][bookmark: _Toc46492083][bookmark: _Toc46492191][bookmark: _Toc124540782]5.9	Integrity protection and verification
The integrity protection function includes both integrity protection and integrity verification and is performed in PDCP, if configured. The data unit that is integrity protected is the PDU header and the data part of the PDU before ciphering. The integrity protection is always applied to PDCP Data PDUs of SRBs. The integrity protection is applied to sidelink SRB1, SRB2 and SRB3. The integrity protection is applied to PDCP Data PDUs of DRBs (including sidelink DRBs for unicast) for which integrity protection is configured. The integrity protection is not applicable to PDCP Control PDUs.
For downlink and uplink, the integrity protection algorithm and key to be used by the PDCP entity are configured by upper layers TS 38.331 [3] and the integrity protection method shall be applied as specified in TS 33.501 [6].
The integrity protection function is activated/suspended/resumed by upper layers TS 38.331 [3]. When security is activated and not suspended, the integrity protection function shall be applied to all PDUs including and subsequent to the PDU indicated by upper layers TS 38.331 [3] for the downlink and the uplink, respectively.
NOTE 1:	As the RRC message which activates the integrity protection function is itself integrity protected with the configuration included in this RRC message, this message needs first be decoded by RRC before the integrity protection verification could be performed for the PDU in which the message was received.
NOTE 2:	As the PC5-S message which activates the integrity protection function is itself integrity protected with the configuration included in this PC5-S message, this message needs first be decoded by upper layer before the integrity protection verification could be performed for the PDU in which the message was received.
For DAPS bearers, the PDCP entity shall perform the integrity protection or verification for the PDCP SDU using the integrity protection algorithm and key either configured for the source cell or configured for the target cell, based on to/from which cell the PDCP SDU is transmitted/received.
For downlink and uplink integrity protection and verification, the parameters that are required by PDCP for integrity protection are defined in TS 33.501 [6] and are input to the integrity protection algorithm. The required inputs to the integrity protection function include the COUNT value, and DIRECTION (direction of the transmission: set as specified in TS 33.501 [6]). The parameters required by PDCP which are provided by upper layers TS 38.331 [3] are listed below:
-	BEARER (defined as the radio bearer identifier in TS 33.501 [6]. It will use the value RB identity –1 as in TS 38.331 [3]);
-	KEY (the integrity protection keys for the control plane and for the user plane are KRRCint and KUPint, respectively).
For NR sidelink communication, the integrity protection algorithm and key to be used by the PDCP entity are configured by upper layers TS 24.587 [16] and the integrity protection method shall be applied as specified in TS 33.536 [14].
For NR sidelink communication, the integrity protection function is activated for sidelink SRBs and/or sidelink DRBs for a PC5 unicast link ‎by upper layers, as specified in TS 38.331 [3]. When security is activated for sidelink SRBs, the integrity protection ‎function shall be applied to all PDUs including and subsequent to the PDU for the ‎sidelink SRBs which belong to the PC5 unicast link.‎ When security is activated for sidelink DRBs, the integrity protection ‎function shall be applied to all PDUs including and subsequent to the PDU for the ‎sidelink DRBs which belong to the PC5 unicast link.‎
For the SLRB that needs integrity protection and verification, the parameters that are required by PDCP for integrity protection are defined in TS 33.536 [14] and are input to the integrity protection algorithm. The required inputs to the integrity protection function include the KEY (NRPIK), COUNT, BEARER (LSB 5 bits of LCID with values 1 to 19 associated with the PDCP entity, as specified in TS 38.321 [4]) and DIRECTION (which value shall be set is specified in TS 33.536 [14]).
At transmission, the UE computes the value of the MAC-I field and at reception it verifies the integrity of the PDCP Data PDU by calculating the X-MAC based on the input parameters as specified above. If the calculated X-MAC corresponds to the received MAC-I, integrity protection is verified successfully.
	NEXT CHANGE


5.11.2	Duplicate PDU discard
For the PDCP entity configured with pdcp-Duplication or for the PDCP entity associated with two RLC entities for an SLRB, the transmitting PDCP entity shall:
-	if the successful delivery of a PDCP Data PDU is confirmed by one of the associated AM RLC entities:
-	indicate to the other AM RLC entities to discard the duplicated PDCP Data PDU;
-	if the deactivation of PDCP duplication is indicated for the DRB:
-	indicate to the RLC entities other than the primary RLC entity to discard all duplicated PDCP Data PDUs;
-	if the deactivation of PDCP duplication is indicated for at least one associated RLC entities:
-	indicate to the RLC entities deactivated for PDCP duplication to discard all duplicated PDCP Data PDUs.
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