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Remaining open issues for SCAPC
In this report, we would like to identify the remaining open issues for subsequent CPAC, mainly focus on the OIs in RRC CR Editorial Note.             
[bookmark: _Ref178064866]Discussion 
Discussion on the open issues in RRC CR EN
[bookmark: _Toc149920139]Editor note: FFS whether to remove the selected sk-Counter upon security update.

Proposal 1: For the handling of the used sk_Counter:
· UE removes the selected sk-Counter upon security update and UE select the first sk-counter;

Editor’s Note: FFS on how to start conditional reconfiguration evaluation for subsequent CPAC for the following cases: after SCG is release; upon PSCell change/addition completion; upon PCell change completion.

Proposal 2: Remove the EN above
Proposal 3: It is up to the NW to guarantee a valid SCPAC configuration after SCG release/PCell change/PSCell change.

Editor’s Note: FFS whether to restrict full configuration flag for subsequent CPAC candidate configuration if complete configuration procedure is used.
Proposal 4: Complete configuration flag for complete subsequent CPAC candidate configuration is supported. Assume the full configuration procedure is not used for SCAPC.

Editor’s Note: FFS on how to configure the subsequent execution conditions configuration. 
Editor’s Note: FFS on how updates to subsequent target configurations are done.
Proposal 5: The subsequent execution condition is provided as an additional list for each candidate of execution condition to evaluate other candidate as captured in current CR.
Proposal 6: The legacy signalling CondReconfigToAddModList-r16 and CondReconfigToRemoveList-r16 can be used to update the candidate configuration for subsequent CPAC (similar to the legacy CPAC).

Editor’s Note: FFS on the maximum number of maxSecurityCellSet-r18 and maxSK-Counter-r18.
Proposal 7: The maximum number of maxSecurityCellSet-r18 is 9 (i.e. maxNrofCondCells+1).
Proposal 8: The maximum sk-Counter number that can be configured for each cell set is 8.

Editor’s Note: FFS on the IE/message to transfer the reference configuration.
[bookmark: _Toc141709608][bookmark: _Toc142319129][bookmark: _Toc142319684][bookmark: _Toc142320250][bookmark: _Toc141709609][bookmark: _Toc142319130][bookmark: _Toc142319685][bookmark: _Toc142320251][bookmark: _Toc134200534][bookmark: _Toc134258841][bookmark: _Toc134694337][bookmark: _Toc134694355][bookmark: _Toc134694373][bookmark: _Toc131429200][bookmark: _Toc131436264][bookmark: _Toc131491341][bookmark: _Toc134200535][bookmark: _Toc134258842][bookmark: _Toc134694338][bookmark: _Toc134694356][bookmark: _Toc134694374][bookmark: _Toc131429201][bookmark: _Toc131436265][bookmark: _Toc131491342][bookmark: _Toc134200536][bookmark: _Toc134258843][bookmark: _Toc134694339][bookmark: _Toc134694357][bookmark: _Toc134694375][bookmark: _Toc142319142][bookmark: _Toc142319697][bookmark: _Toc142320263][bookmark: _Toc131429203][bookmark: _Toc131436267][bookmark: _Toc131491344][bookmark: _Toc131429204][bookmark: _Toc131436268][bookmark: _Toc131491345][bookmark: _Toc131429205][bookmark: _Toc131436269][bookmark: _Toc131491346][bookmark: _Toc131429206][bookmark: _Toc131436270][bookmark: _Toc131491347][bookmark: _Toc131429207][bookmark: _Toc131436271][bookmark: _Toc131491348][bookmark: _Toc131429208][bookmark: _Toc131436272][bookmark: _Toc131491349][bookmark: _Toc142319148][bookmark: _Toc142319703][bookmark: _Toc142320269]Proposal 9: Inter-node RRC message is used for reference configuration transfer (as captured in running CR).

Running CR merging related issues
R2-2312986	Open issues and resolution proposals on the RRC merging issues	Ericsson	discussion	Rel-18	NR_Mob_enh2-Core

P2
- 	CATT think plural S need to be added. Ericsson think this violates ASN1 conventions. 
P5
-	CATT think this causes some issue. Ericsson think CATTs endorsed CR was based on the wrong TS version. 
P6 
-	OPPO think this need further discussion

P2 P3 P4 P5 P6 discussed separately
P1 P7 agreed

During the online discussion ,there are some SCPAC CR related proposals need to be further discussed.
Proposal 3	RAN2 to clarify to which fields in condReconfigList within VarConditionalReconfig the new procedural text in 5.3.5.3 and 5.3.7.2 refers to.
Proposal 4	The removal of measurement configurations associated to subsequent CPAC configurations, in 5.3.7.2 in the RRC running CR for subsequent CPAC, should be deleted.
Proposal 6	Change the need code of servingSecurityCellSetId-r18 to Need M.
[bookmark: _Hlk150929167]Proposal 3 in R2-2312986 is just an editorial change and the rapporteur will fix the typo during CR implementation after the meeting. 
And proposal 4 is about the SCPAC handling for RRC reestablishment, based on current RRC CR for subsequent CPAC, a specific removal of measurement configuration (reportConfigNR and measObjectNR entities) that are associated to subsequent CPAC configurations have been added to 5.3.7.2 (Initiation of RRC connection re-establishment procedure), which is aiming to cover all three cases listed below:
a) if UE is not configured with attemptCondReconfig; 
b) if UE is configured with attemptCondReconfig and no CHO candidate is selected;
for both case a) and b), UE will perform MR-DC release and all the entries within the MCG VarConditionalReconfig will also be removed according legacy spec. The measurement configuration associated with subsequent CPAC is also removed based on legacy CR.
c) if UE is configured with attemptCondReconfig and CHO candidate is selected for recovery;
for case c), if UE performs the CHO recovery, UE will remove all the entries within the MCG and the SCG VarConditionalReconfig in 5.3.5.3. while the measurement configuration that associated with SCAPC is maintained according to current spec.
The current SCPAC RRC CR with the added part in 5.3.7.2 on SCPAC related measurement configurations removal is aiming to release the remaining measurement configuration associated with SCPAC
The controversial part of proposal 4 in R2-2312986 is whether to remove the measurement configurations associated to subsequent CPAC configurations in 5.3.7.2, which related to how we handle the SCPAC configuration for CHO recovery case. Thus, we would like to confirm the following proposal first and then update the CR accordingly. 
Proposal: RAN2 confirms on the handling of the SCAPC configuration in CHO recovery case.
· UE does not autonomous release the SCAPC configurations upon CHO recovery(similar as SCPAC handling for Pcell change) 

In SCAPC RRC running CR, servingSecurityCellSetId-r18 is introduced to indicate the SN info of the initial serving cell, and upon SCPAC execution, the servingSecurityCellSetId-r18 will be replaced by the seurity cell set ID associated with the candidate/target cell. And proposal 6 in R2-2312986 is about the need code for servingSecurityCellSetId-r18.
[bookmark: _Hlk150925248]Proposal 10: The need code of servingSecurityCellSetId-r18 should be 
· option1: Need N 
· option2: Need M

Conclusion
[bookmark: _GoBack]Based on the offline discussion, we have the following proposals:
[bookmark: _In-sequence_SDU_delivery]Agreeable proposals:
Proposal 1: For the handling of the used sk_Counter:
· UE removes the selected sk-Counter upon security update and UE select the first sk-counter;
Proposal 2: Remove the following EN in the RRC CR:
Editor’s Note: FFS on how to start conditional reconfiguration evaluation for subsequent CPAC for the following cases: after SCG is release; upon PSCell change/addition completion; upon PCell change completion.
Proposal 3: It is up to the NW to guarantee a valid SCPAC configuration after SCG release/PCell change/PSCell change.
Proposal 4: Complete configuration flag for complete subsequent CPAC candidate configuration is supported. Assume the full configuration procedure is not used for SCAPC.
Proposal 5: The subsequent execution condition is provided as an additional list for each candidate of execution condition to evaluate other candidate as captured in current CR.
Proposal 7: The maximum number of maxSecurityCellSet-r18 is 9 (i.e. maxNrofCondCells+1).
Proposal 8: The maximum sk-Counter number that can be configured for each cell set is 8.
Proposal 9: Inter-node RRC message is used for reference configuration transfer (as captured in running CR).

Need further discussion:
Proposal 6: The legacy signalling CondReconfigToAddModList-r16 and CondReconfigToRemoveList-r16 can be used to update the candidate configuration for subsequent CPAC (similar to the legacy CPAC).
Proposal 10: The need code of servingSecurityCellSetId-r18 should be: 
· option1: Need N 
· option2: Need M
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