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1	Introduction
The following objective was agreed for the work of integrity support for RAT dependent positioning[1]:
	· Specify the error modelling parameters, signalling, and procedures to support UE-based and LMF-based integrity of RAT-dependent positioning methods [RAN2, RAN3].



[bookmark: _Hlk115116632]Integrity for RAT independent positioning has been supported by 3GPP since release 17, specifically for GNSS / RTK.  In this paper, we discuss UE-based integrity and the ability from LMF to configure the UE for reliability assessments.
2	Discussion
Integrity calculations considering measurement error characteristics benefits from regular and frequent measurements to assess measurement error statistics and bounds. This is most naturally the case for UE-based RAT dependent positioning, where the UE more of less continuously monitors the measurements. The integrity calculations based on a target integrity risk (TIR) to derive a protection level (PL) can therefore be monitored frequently. The main beneficiary of the information about the UE based RAT dependent positioning availability is typically higher layers in the UE. Examples include autonomous guided vehicles (AGV) etc. In such applications, the UE will not only assess the PL but also compare to an alert limit (AL) in consideration of  a time to alert (TTA) to make the availability or non-availability declaration to the UE higher layers which uses the UE-based position estimates provided that they are considered reliable and available. The UE will therefore need a full set of TIR, AL and TTA in order to make such assessments. 
[bookmark: _Toc143877753]For key use cases of UE-based positioning the UE needs TIR, AL and TTA to make integrity calculations and be able to determine reliability and availability of the positioning estimates to UE higher layers 

The discussions at RAN2#120 led to an agreement [4] to send an LS [3] to SA2 about integrity parameters that can be configured by the LCS client/UE/AF:

	RAN2 would like to provide the following answer to SA2's question on the parameters that are needed:
· LCS client/UE/AF sends TIR, AL, TTA to the LMF
· LMF returns the system available/unavailable indication to the LCS client/UE/AF




This agreement now implies that LMF can be configured with the integrity parameters TIR, AL and TTA by an application function. LMF can also be configured with these parameters via OAM.

[bookmark: _Toc143877754]LMF can be configured with the integrity parameters TIR, AL and TTA. 
If a UE is not pre-configured or provided from UE higher layers with TIR, AL and TTA, then the UE would need to be provided with these parameters in order to properly assess integrity – reliability and availability of the UE-based positioning estimates. Thereby, the UE can be made generic, while the integrity parameters can be provided as relevant for a specific use case. Examples of such use cases include a private network with AGVs adhering to a specific reliability configuration realized with specific integrity parameters, a private network with indoor and outdoor regions and different reliability requirements indoors and outdoors, different integrity configuration in different countries, different integrity configuration in different industry verticals, etc. 
[bookmark: _Toc143877755]Configurable UE integrity parameters means that the UE can be made generic and the integrity operation can be adapted to the local condition in for example a private network. 
It is therefore natural to let the UE request these parameters as part of assistance data in a similar way as it requests other assistance data for UE-based positioning such as the IE NR-PositionCalculationAssistance. 
[bookmark: _Toc143877756]UE can request the integrity parameters TIR, AL and TTA as part of assistance data in a similar way as it requests for positioning calculation assistance from LMF. 
Based on the discussion, we have the following proposal
[bookmark: _Toc143877757]Add TIR, AL and TTA to the integrity assistance data that the UE can request for on a need basis to support UE-based integrity calculations
[bookmark: _Toc143877758]Agree to the text proposal in Annex A.


Conclusion
In the previous sections we made the following observations: 
Observation 1	For key use cases of UE-based positioning the UE needs TIR, AL and TTA to make integrity calculations and be able to determine reliability and availability of the positioning estimates to UE higher layers
Observation 2	LMF can be configured with the integrity parameters TIR, AL and TTA.
Observation 3	Configurable UE integrity parameters means that the UE can be made generic and the integrity operation can be adapted to the local condition in for example a private network.
Observation 4	UE can request the integrity parameters TIR, AL and TTA as part of assistance data in a similar way as it requests for positioning calculation assistance from LMF.

Based on the discussion in the previous sections we propose the following:
Proposal 1	Add TIR, AL and TTA to the integrity assistance data that the UE can request for on a need basis to support UE-based integrity calculations
Proposal 2	Agree to the text proposal in Annex A.
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[bookmark: _Toc27765149][bookmark: _Toc37680806][bookmark: _Toc46486376][bookmark: _Toc52546721][bookmark: _Toc52547251][bookmark: _Toc52547781][bookmark: _Toc52548311][bookmark: _Toc109215289][bookmark: _Toc37680836][bookmark: _Toc46486407][bookmark: _Toc52546752][bookmark: _Toc52547282][bookmark: _Toc52547812][bookmark: _Toc52548342][bookmark: _Toc90719588][bookmark: _Hlk103723557]6.4.1	Common Lower-Level IEs
[…]
[bookmark: _Toc27765170][bookmark: _Toc37680827][bookmark: _Toc46486398][bookmark: _Toc52546743][bookmark: _Toc52547273][bookmark: _Toc52547803][bookmark: _Toc52548333][bookmark: _Toc109215313]–	HorizontalWithVerticalVelocityAndUncertainty
The IE HorizontalWithVerticalVelocityAndUncertainty is used to describe a velocity shape as defined in TS 23.032 [15].
-- ASN1START

HorizontalWithVerticalVelocityAndUncertainty ::= SEQUENCE {
	bearing						INTEGER(0..359),
	horizontalSpeed				INTEGER(0..2047),
	verticalDirection			ENUMERATED{upward, downward},
	verticalSpeed				INTEGER(0..255),
	horizontalUncertaintySpeed	INTEGER(0..255),
	verticalUncertaintySpeed	INTEGER(0..255)
}

-- ASN1STOP

–	IntegrityRequirementsSup
The IE IntegrityRequirementsSup is used to indicate support of position estimate reliability determination based on integrity requirements attributes provided in the assistance data.
-- ASN1START

IntegrityRequirementsSup-r17::= SEQUENCE {
	...
}

-- ASN1STOP

6.4.2	Common Positioning
[…]
[bookmark: _Toc37680838][bookmark: _Toc46486409][bookmark: _Toc52546754][bookmark: _Toc52547284][bookmark: _Toc52547814][bookmark: _Toc52548344][bookmark: _Toc109215326]–	CommonIEsProvideCapabilities
The CommonIEsProvideCapabilities carries common IEs for a Provide Capabilities LPP message Type.
-- ASN1START

CommonIEsProvideCapabilities ::= SEQUENCE {
	...,
	[[
	segmentationInfo-r14			SegmentationInfo-r14			OPTIONAL,	-- Cond Segmentation
	lpp-message-segmentation-r14	BIT STRING { serverToTarget	(0),
												targetToServer	(1) }	OPTIONAL
	]] ,
	[[
		integrityRequirementsSup-r17	IntegrityRequirementsSup-r17	OPTIONAL	-- Cond IntReq
	]]

}

-- ASN1STOP

	Conditional presence
	Explanation

	Segmentation
	This field is optionally present, need OP, if lpp-message-segmentation-req has been received from the location server with bit 1 (targetToServer) set to value 1. The field shall be omitted if lpp‑message‑segmentation-req has not been received in this location session, or has been received with bit 1 (targetToServer) set to value 0.

	IntReq
	This field is mandatory present if the target device supports IntegrityRequirements; otherwise it is not present.



	CommonIEsProvideCapabilities field descriptions

	segmentationInfo
This field indicates whether this ProvideCapabilities message is one of many segments, as specified in clause 4.3.5.

	lpp-message-segmentation
This field, if present, indicates the target device's LPP message segmentation capabilities. 
If bit 0 is set to value 1, it indicates that the target device supports receiving segmented LPP messages; if bit 0 is set to value 0 it indicates that the target device does not support receiving segmented LPP messages.
If bit 1 is set to value 1, it indicates that the target device supports sending segmented LPP messages; if bit 1 is set to value 0 it indicates that the target device does not support sending segmented LPP messages.

	integrityRequirementsSup
This field specifies that position estimate reliability determination based on provided integrity requirements is supported by the target device.



[bookmark: _Toc37680839][bookmark: _Toc46486410][bookmark: _Toc52546755][bookmark: _Toc52547285][bookmark: _Toc52547815][bookmark: _Toc52548345][bookmark: _Toc90719591]–	CommonIEsRequestAssistanceData
The CommonIEsRequestAssistanceData carries common IEs for a Request Assistance Data LPP message Type.
-- ASN1START

CommonIEsRequestAssistanceData ::= SEQUENCE {
	primaryCellID		ECGI		OPTIONAL,	-- Cond EUTRA
	...,
	[[
		segmentationInfo-r14		SegmentationInfo-r14		OPTIONAL	-- Cond Segmentation
	]],
	[[
		periodicAssistanceDataReq-r15
									PeriodicAssistanceDataControlParameters-r15
																OPTIONAL,	-- Cond PerADreq
		primaryCellID-r15			NCGI-r15					OPTIONAL	-- Cond NR
	]] ,
	[[
		integrityRequirementsReq-r17	NULL					OPTIONAL
	]]

}

-- ASN1STOP

	Conditional presence
	Explanation

	EUTRA
	The field is mandatory present for E-UTRA or NB-IoT access. The field shall be omitted for non-EUTRA and non-NB-IoT user plane support.

	Segmentation
	This field is optionally present, need OP, if lpp-message-segmentation-req has been received from the location server with bit 1 (targetToServer) set to value 1. The field shall be omitted if lpp‑message‑segmentation-req has not been received in this location session, or has been received with bit 1 (targetToServer) set to value 0.

	PerADreq
	The field is mandatory present if the target device requests periodic assistance data delivery. Otherwise it is not present.

	NR
	The field is mandatory present for NR access. The field shall be omitted for non-NR user plane support.

	IntReqReq
	This field is mandatory present if the target device requests integrity requirements for position estimate reliability determination; otherwise it is not present.



	CommonIEsRequestAssistanceData field descriptions

	primaryCellID
This parameter identifies the current primary cell for the target device. 

	segmentationInfo
This field indicates whether this RequestAssistanceData message is one of many segments, as specified in clause 4.3.5.

	periodicAssistanceDataReq
This field indicates a request for periodic assistance data delivery, as specified in clause 5.2.1a.

	integrityRequirementsReq
This field, if present, indicates a request for integrity requirements..



[bookmark: _Toc37680840][bookmark: _Toc46486411][bookmark: _Toc52546756][bookmark: _Toc52547286][bookmark: _Toc52547816][bookmark: _Toc52548346][bookmark: _Toc90719592]–	CommonIEsProvideAssistanceData
The CommonIEsProvideAssistanceData carries common IEs for a Provide Assistance Data LPP message Type.
-- ASN1START

CommonIEsProvideAssistanceData ::= SEQUENCE {
	...,
	[[
		segmentationInfo-r14		SegmentationInfo-r14		OPTIONAL	-- Need ON
	]],
	[[
		periodicAssistanceData-r15	PeriodicAssistanceDataControlParameters-r15
																OPTIONAL	-- Cond PerAD
	]] ,
	[[
		integrityRequirements-r17	IntegrityRequirements-r17	OPTIONAL
	]]


}

-- ASN1STOP

	Conditional presence
	Explanation

	PerAD
	The field is mandatory present in a periodic assistance data delivery session. Otherwise it is not present.



	CommonIEsRequestAssistanceData field descriptions

	segmentationInfo
This field indicates whether this ProvideAssistanceData message is one of many segments, as specified in clause 4.3.5.

	periodicAssistanceData
This field indicates a periodic assistance data delivery, as specified in clauses 5.2.1a and 5.2.2a.

	integrityRequirements
This field provides integrity requirements which the device shall use for UE-based position estimate reliability deterimation if the device has indicated support via IntegrityRequirementsSup or requested the integrity requirements via integrityRequirementsReq.



[…]

[bookmark: _Toc27765178][bookmark: _Toc37680845][bookmark: _Toc46486416][bookmark: _Toc52546761][bookmark: _Toc52547291][bookmark: _Toc52547821][bookmark: _Toc52548351][bookmark: _Toc90719597]6.4.3	Common NR Positioning Information Elements
[…]
–	DL-PRS-ID-Info
The IE DL-PRS-ID-Info provides the IDs of the reference TRPs' DL-PRS Resources.
-- ASN1START

DL-PRS-ID-Info-r16 ::= SEQUENCE {
	dl-PRS-ID-r16					INTEGER (0..255),
	nr-DL-PRS-ResourceID-List-r16	SEQUENCE (SIZE (1..nrMaxResourceIDs-r16)) OF
													NR-DL-PRS-ResourceID-r16
																			OPTIONAL, -- Need ON
	nr-DL-PRS-ResourceSetID-r16		NR-DL-PRS-ResourceSetID-r16
																			OPTIONAL  -- Need ON
}

-- ASN1STOP

	DL-PRS-ID-Info field descriptions

	nr-DL-PRS-ResourceID-List
This field provides a list of DL-PRS Resource IDs under the same DL-PRS Resource Set. 



–	IntegrityRequirements
The IE IntegrityRequirements provides the requirement parameters the device needs to assess positioning integrity 
-- ASN1START

IntegrityRequirements-r17 ::= SEQUENCE {
	targetIntegrityRisk-r17     		INTEGER (10..90),
	horizontalAlertLimit-r17			INTEGER (0..50000),
	verticalAlertLimit-r17				INTEGER (0..50000)				OPTIONAL, -- Need ON
	timeToAlert-r17			        	INTEGER (1,2000)				OPTIONAL, -- Need ON
	...
}

-- ASN1STOP

	IntegrityRequirements field descriptions

	targetIntegrityRisk
This field indicates the Target Integrity Risk (TIR) for the integrity principle of operation by the device. The TIR is calculated by P=10-0.1n [hour-1] where n is the value of targetIntegrityRisk and the range is 10-1 to 10-9 per hour.

	horizontalAlertLimit
This field indicates the horizontal alert limit for the integrity principle of operation by the device along the semi-major axis of the error ellipse. Scale factor 0.01 metre; range 0 – 500 metres. 

	verticalAlertLimit
This field indicates the vertical alert limit for the integrity principle of operation by the device. Scale factor 0.01 metre; range 0 – 500 metres. To be compared to the horizontal protection level determined by the device. 

	timeToAlert
The maximum allowable elapsed time from when the protection level (PL) exceeds the Alert Limit (AL) until the function providing positioning integrity annunciates a corresponding alert. Scale factor 0.1 second.
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