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1	Introduction	
In RAN2#123 meeting [1], RAN2 achieved the following agreements and FFS on RACH partitioning based on the summary of RACH enhancement [2]:
Agreements:
1	At least the NSAG ID that is assigned to the S-NSSAI triggering the RA attempt and belongs to the NSAG ID of the feature combination used to select the RA configuration should be reported.
2	Addition of an indication in RA report whether RA-SDT procedure is successful or not. Details of the indication and whether it is a single flag or further differentiation of the failure scenarios are needed are FFS.
FFS: Further discuss whether the following NSAG IDs to be included in the RA reports:
a)	NSAG ID(s) that belong to the S-NSSAI(s) triggering the RA attempt and included in SIB1 (even if they were not used to select the RA configuration, e.g., due to belonging to lower priority NSAGs).
b)	NSAG ID(s) that belong to the S-NSSAI(s) triggering the RA attempt (even if they are not included in SIB1).
Postponed: RAN2 to discuss whether to include the priorities of the NSAG IDs either explicitly or implicitly.
Postponed: RAN2 to discuss whether the UE reports the buffered data volume when RA-SDT procedure is triggered.

In this contribution, we will discuss on the remaining issues on RACH Enhancement. 
2	Discussion
2.1 Reported NSAG ID
In last meeting, RAN2 discussed which NSAG IDs should be reported to the NW, and agreed at least the NSAG ID that is assigned to the S-NSSAI triggering the RA attempt and belongs to the NSAG ID of the feature combination used to select the RA configuration should be reported, FFS for NSAG IDs in the following two options.
Option 1)	NSAG ID(s) that belong to the S-NSSAI(s) triggering the RA attempt and included in SIB1 (even if they were not used to select the RA configuration, e.g., due to belonging to lower priority NSAGs).
Option 2)	NSAG ID(s) that belong to the S-NSSAI(s) triggering the RA attempt (even if they are not included in SIB1).
The UE can trigger an access attempt associated with more than one NSAG ID. Since the network is not required to configure RACH partitioning for all possible feature combinations, the NSAG IDs triggering the access attempt may be not broadcast in SIB1. And in this case, the UE will apply the NSAG with highest NSAG priority among the NSAGs that are included in SIB1 and that are associated with the S-NSSAI(s) triggering the access attempt in the Random Access procedure. That is, if the NSAG ID triggering the access attempt is not included in SIB1, the UE will not apply it during the random access procedure. In other words, the applied NSAG ID may be subset of triggered NSAG ID(s).
For easy understanding, we give an example as follows:
The UE1 triggers an access attempt related to S-NSSAI#1, S-NSSAI#2, and S-NSSAI#3, and NAS layer provides the NSAG information, i.e. S-NSSAI#1 is associated with NSAG#1 (NSAG priority: 2), S-NSSAI#2 is associated with NSAG#2 (NSAG priority: 4), S-NSSAI#3 is associated with NSAG#3 (NSAG priority: 5). It is assumed that a lower value means a higher NSAG priority, i.e. the priority order is NSAG#1>NSAG#2>NSAG#3.  That is, the triggered NSAG IDs are NSAG#1, NSAG#2 and NSAG#3.
If NSAG#2 and NSAG#3 are included in SIB1, NSAG#2 will be applied in random access procedure since NSAG#2 has higher priority than NSAG#3, i.e. the applied NSAG ID is NSAG#2, and NGSA#2 will be a part of feature combination applied for the selection of RACH resource. 
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Figure 1. An example of inter-layer interaction for RACH partitioning 
If only applied NSAG IDs are reported, the network cannot have a whole picture for which NSAG IDs are triggered/wanted by the UEs, and for RACH resource optimization, the network can only adjust RACH resource e.g. configure more or less resource for certain existing feature combination. However, for NSAG IDs not included in SIB1, the network cannot be aware of them (e.g. NSAG#1), and will never configure RACH resource for NSAG#1. 
Observation 1: If the triggered NSAG IDs not included in SIB1 are not reported, the network cannot be aware of all NSAG IDs triggering the access attempt especially for the NSAG IDs with higher priority, and cannot configure RACH resource for these NSAG IDs.
On the contrary, if all triggered NSAG IDs are reported, the network can have the whole picture of all triggered NSAG IDs for this access attempt, and can do further optimization on the RACH resource considering the triggered NSAG IDs, especially for the highest priority NSAG IDs (i.e. NSAG#1) which are not included in SIB1. For instance, if there are many UEs which try to trigger the access attempt associated with NSAG#1, the NW can consider to configure RACH resources in SIB1, so that the UE can apply the highest priority NSAG ID (i.e. NSAG#1) during the random access procedure, an example is shown in Figure 2.
Observation 2: It is beneficial for the network to optimize the RACH resource considering all triggered NSAG IDs, especially the NSAG IDs with higher priority but are not applied in the random access procedure since it is not included in SIB1.
[image: ]
Figure 2.  An example for comparison of option 1 and option 2 
Therefore, we think the UE should report all NSAG ID(s) which are associated with the S-NSSAI(s) triggering the access attempt irrespective if it is included in SIB1 or not.
Proposal 1: RAN2 agrees that UE reports all NSAG ID(s) which are associated with the S-NSSAI(s) triggering the random access attempt even if it is not included in SIB1.
Regarding the NSAG priority, there are two options for inclusion of NSAG priority in RA report:
· Option 1: UE includes the priorities of the NSAG IDs in the RACH report explicitly or implicitly.
· Option 2: NSAG priority information is not included in the RA report.
In our understanding, if there are more than one NSAG ID reported to the network, the NSAG priority is also useful for the network to optimize the RACH resource across different NSAG IDs. For instance, the more UEs have the higher priority for one specific NSAG, the more RACH resource could be configured for this NSAG. Firstly, the NSAG priority is UE-specific and is provided from CN to UE, so gNB cannot be aware of these information. Secondly, since gNB is responsible for configuring the RACH resource for different NSAG IDs or feature combinations including NSAG IDs, gNB needs to be aware of the priority for different NSAG IDs.  
Considering the exact NSAG priority values of different UE are not comparable since they are UE-specific, the NSAG priority can be implicitly indicated by the order of reported NSAG ID, which can avoid ambiguity and introducing additional overhead in RA report.  
Observation 3: It is beneficial for the network to optimize the RACH resource considering the priority of NSAG IDs, e.g. configure more RACH resources for the NSAG ID with higher priority, and it will not introduce additional overhead if the priority of NSAG ID is implicitly indicated.
An example is shown in Figure 3. If the reported NSAG IDs are in order of priority (e.g. in descending order), NW can be aware of NSAG#1 with higher priority, and may configure more RACH resource for NSAG#1 than NSAG#2 and NSAG#3. However, if the NSAG priority info is not reported, NW cannot be aware of the priority of NSAG ID. Especially when the number of UE triggering different NSAGs (e.g. NSAG#1 and NSAG#2 in Figure 3) is similar, the configuration for RACH resource maybe not optimal. 
Proposal 2: The priority of NSAG IDs is implicitly included in RACH report.
[bookmark: _GoBack]
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Figure 3. An example for comparison of reported NSAG with/without priority info

2.2 Reported RACH configuration
In last meeting, RAN3 sent a LS [3] on RACH enhancement and check with RAN2 on the following alternatives.
	In the context of RACH optimization, RAN3 discussed how to associate the RA Report(s) retrieved at a gNB with the corresponding RACH configuration, e.g. RACH partitioning configuration, at the time when the UE records the RA Report(s), in case the RACH configuration changed by the time an RA Report is retrieved. Following alternatives were discussed, but there was no consensus in RAN3:
Alt1: Enable the addition in the RA Report of the feature priority of each feature in the feature combination used by the UE at the time RACH access is triggered. This enables the NG-RAN to determine whether any optimizsation is needed with respect to how features with different priorities are combined in the same feature combination associated to a RACH partition.
Alt2: Enable the addition in the RA Report of RACH partition configuration information. This information consists of the start preamble index and the number of preambles in the partition for which the RA Report was generated. This enables the NG-RAN to determine the RACH partition in use. 
Alt 3: Enable the addition in the RA Report of the time between RACH access that led to the generation of a RA Report and when RA Report was retrieved. Using this timer, and in case the NG-RAN stores time records of past RA Partitions configurations, feature priorities and feature combinations, the NG-RAN can figure out the RACH configuration, feature priorities and feature combination in use.
RAN3 would like to check with RAN2 on the feasibility and their preference on the above three alternatives.


For RACH configuration reporting, Alt2 is a direct way which includes the start preamble index and number of preambles directly, however Alt3 is an indirect way which only includes time info and the network needs to deduce the RACH configuration based on the time info and the stored configuration. Considering the hysteresis of RACH report, the network is required to store all RACH configuration history which will limit the flexibility of the network and increase storage burden. By comparison, we prefer to go for Alt2 since it is simple and straightforward.
Proposal 3: RAN2 agrees that the start preamble index and the number of preambles in the partition are included in RA report.
Alt1 is related to feature priority reporting. According to the current spec, when there is no RACH resource associated with all features triggering the random access procedure, the UE will select a RACH resource associated with a subset of all features based on the priority indicated in SIB1 message. For instance, UE1 intends to trigger the random access procedure with feature combination NSAG#1+RedCap+CE, and the configured RACH resources include {NSAG#1}, {RedCap+CE}, and the feature priority is slicing>RedCap>CE>SDT, then UE1 will select the RACH resource {NSAG#1} which includes the highest priority feature. 
[image: ]
Figure 4
The mismatch between triggered feature combination and used feature combination in final RACH resource occurs. Hence, it is useful to report the feature priorities to the network to figure out why the mismatch happens and can help the network to optimize the RACH configuration.
Proposal 4: RAN2 agrees to include feature priority in RA report.

3	Conclusion
Here are the observations and proposals for RACH enhancement for SON/MDT.
Observation 1: If the triggered NSAG IDs not included in SIB1 are not reported, the network cannot be aware of all NSAG IDs triggering the access attempt especially for the NSAG IDs with higher priority, and cannot configure RACH resource for these NSAG IDs.
Observation 2: It is beneficial for the network to optimize the RACH resource considering all triggered NSAG IDs, especially the NSAG IDs with higher priority but are not applied in the random access procedure since it is not included in SIB1.
Proposal 1: RAN2 agrees that UE reports all NSAG ID(s) which are associated with the S-NSSAI(s) triggering the random access attempt even if it is not included in SIB1.
Observation 3: It is beneficial for the network to optimize the RACH resource considering the priority of NSAG IDs, e.g. configure more RACH resources for the NSAG ID with higher priority, and it will not introduce additional overhead if the priority of NSAG ID is implicitly indicated.
Proposal 2: The priority of NSAG IDs is implicitly included in RACH report.
Proposal 3: RAN2 agrees that the start preamble index and the number of preambles in the partition are included in RA report.
Proposal 4: RAN2 agrees to include feature priority in RA report.
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