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1	Introduction
As mentioned in [Post123][POS] Remaining open issues (CATT), so far for TS 38.355, the content of “clause 4.1.2	SLPP Sessions and Transactions” and “4.2	Common SLPP Session Procedure” are missing. 
In this document, Rapporteur provides the Text proposal on the missing part. 
2	Discussion
Following open issues related to session management:
	· Issue 1: Editor’s note	FFS on the definition of SLPP Session.
· Issue 2: Editor's note	FFS on the definition of sessionID. 
· Issue 3: FFS within what scope the session ID is unique. 
· Issue 4: LMF involved case, FFS on how to handle session for UEs involved in the same LMF involved SL based positioning and the relationship between routing ID/correlation ID and session ID.
· Issue 5: Editor's note	FFS on SLPP message header, e.g. cast type, UE ID


Regarding issue 1, RAN2 has discussed the definition of SLPP session. In RAN2#123, based on [3], RAN2 agreed:
Agreements:
For LMF involved SL based positioning, follow SA2 on how to handle LMF involved SL based positioning between UE (who has connection with network), LMF and AMF. FFS on how to handle session for UEs involved in the same LMF involved SL based positioning and the relationship between routing ID/correlation ID and session ID.
At least for UE-only operation, introduce explicit field “sessionID” in SLPP, and put it under message header of SLPP message. FFS how session ID is defined.
At least for UE-only operation, the UE who receives the LCS request at least needs to:
-	Initiate the first SLPP procedure; 
-	Assign the sessionID, and include it in the SLPP messages (Rx side should use the received sessionID for messages in the same positioning session).
FFS within what scope the session ID is unique.
Based on agreements:
· For UE only operation, it is the UE who receives the LCS request to assign the session ID, and Rx will use it for the messages in the same positioning session. 
· For LMF involved SL positioning, RAN2 agreed to follow SA2. Regarding the session management, the procedure for SL positioning defined in SA2 specification TS 23.273 is same as legacy positioning.
Therefore we think existing LPP session description can be applied to SL positioning with small modification, for instance:
	An SLPP session is used between UEs or a Location Server and an UE the target device in order to obtain location related measurements or a location estimate or to transfer assistance data. A single SLPP session is used to support a single location request (e.g., for a single SL-MT-LR, or SL-MO-LR or NI-LR). Multiple SLPP sessions can be used between the same endpoints to support multiple different location requests (as required by TS 23.271 [6]). 



Proposal 1: take above SLPP session description as baseline (also in the TP). 
Regarding issue 2 and 3, as proposed in [2], “Proposal : For the UE-only scenario, the initiating UE needs to self-assign a unique session ID to be used for the positioning session and add initiating UE ID ( Layer 2 ID) together with the session ID, which ensures that the combination of initiating UE ID and session ID is unique.”, Rapporteur captures it Layer 2 ID as part of session ID.
Proposal 2: Layer 2 ID is part of session ID. 
[bookmark: _Hlk146856202]Regarding the issue 4, as proposed in [2], “Proposal : For the LMF involved SL positioning scenario, LMF adds the routing ID/correlation ID as session ID in the SLPP message, and RX side should use the received sessionID for future messages in the same positioning session.”, therefore same session ID can be applied for LMF involved case. However the initiatorID can be omitted for this scenario. 
Then issue 5 “Editor's note	FFS on SLPP message header, e.g. cast type, UE ID” can also be deleted. 
In addition, the text proposal on clause 4.1.2	SLPP Sessions and Transactions” and “4.2	Common SLPP Session Procedure” are also provided in the Annex.
Proposal 3: RAN2 to endorse the Text proposal on clause 4.1.2	SLPP Sessions and Transactions” and “4.2	Common SLPP Session Procedure” and the ASN.1 part for session ID as baseline.

3	Conclusion
Based on the discussion above, we have following proposals:
Proposal 1: take above SLPP session description as baseline (also in the TP). 
Proposal 2: Layer 2 ID is part of session ID. 
Proposal 3: RAN2 to endorse the Text proposal on clause 4.1.2	SLPP Sessions and Transactions” and “4.2	Common SLPP Session Procedure” and the ASN.1 part for session ID as baseline.
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[bookmark: scope][bookmark: clause4]

[bookmark: _Toc27765090][bookmark: _Toc37680747][bookmark: _Toc46486317][bookmark: _Toc52546662][bookmark: _Toc52547192][bookmark: _Toc52547722][bookmark: _Toc52548252][bookmark: _Toc131140006][bookmark: _Toc144116954][bookmark: _Toc144484962]4.1.2	SLPP Sessions and Transactions
Editor’s note	FFS on the definition of SLPP Session.
An SLPP session is used between UEs or a Location Server and an UE in order to obtain location related measurements or a location estimate or to transfer assistance data. A single SLPP session is used to support a single location request (e.g., for a single SL-MT-LR, or SL-MO-LR). Multiple SLPP sessions can be used between the same endpoints to support multiple different location requests (as required by TS 23.271 [6]).
/********skip unrelated parts********/
[bookmark: _Toc27765093][bookmark: _Toc37680750][bookmark: _Toc46486320][bookmark: _Toc52546665][bookmark: _Toc52547195][bookmark: _Toc52547725][bookmark: _Toc52548255][bookmark: _Toc131140009][bookmark: _Toc144116957][bookmark: _Toc144484965][bookmark: _Hlk144107864]4.2	Common SLPP Session Procedure
Editor's note	FFS on whether SLPP message Segmentation is needed.
The purpose of this procedure is to support an SLPP session comprising a sequence of SLPP transactions. The procedure is described in Figure 4.2-1.




Figure 4.2-1 SLPP Session Procedure
1.	Endpoint A, which is the Endpoint who receives the LCS request, initiates an SLPP session by sending an SLPP message containing an assigned session identifier for an initial SLPP transaction j to the other endpoint B.
2.	Endpoints A and B may exchange further messages to continue the transaction started in step 1.
3.	Either endpoint may instigate further transactions by sending additional SLPP messages.
4.	A session is terminated by a final transaction N in which SLPP messages will be exchanged between the two endpoints.
Within the same session, all constituent messages shall contain the same session identifier and within each transaction, all constituent messages shall contain the same transaction identifier. The last message sent in each transaction shall have the IE endTransaction set to TRUE. Transactions that occur in parallel shall use different transaction IDs; transaction IDs for completed transactions may be reused at any time after the final message of the previous transaction with the same ID is known to have been received.
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[bookmark: _Toc60777073][bookmark: _Toc131064787][bookmark: _Toc144116973][bookmark: _Toc144484981]6	Protocol data units, formats and parameters (ASN.1)
[bookmark: _Toc144116974][bookmark: _Toc144484982]6.1	General
The contents of each SLPP message is specified in clause 6.2 using ASN.1 to specify the message syntax and using tables when needed to provide further detailed information about the fields specified in the message syntax. The syntax of the information elements that are defined as stand-alone abstract types is further specified in a similar manner in clause 6.3.
[bookmark: _Hlk141345066]Editor's note	FFS on Need code (e.g. how to support no UL/DL), support of delta signalling, full configuration, import IE from LPP, setup/release. 
The ASN.1 in this clause uses the same format and coding conventions as described in Annex A of TS 38.331 [2].
Transfer syntax for SLPP messages is derived from their ASN.1 definitions by use of Basic Packed Encoding Rules (BASIC-PER), Unaligned Variant, as specified in ITU-T Rec. X.691 [4]. The encoded SLPP message always contains a multiple of 8 bits.
Transfer syntax for SLPP IEs is derived from their ASN.1 definitions by use of Basic Packed Encoding Rules (BASIC-PER), Unaligned Variant, as specified in ITU-T Rec. X.691 [4]. The encoded SLPP IE always contains a multiple of 8 bits. This applies when a single SLPP IE is encoded as the basic production, i.e. for other purposes than encoding the SLPP IE within an SLPP message.
When specifying information elements which are to be represented by BIT STRINGs, if not otherwise specifically stated in the field description of the concerned IE or elsewhere, the following principle applies with regards to the ordering of bits:
-	The first bit (leftmost bit) contains the most significant bit (MSB);
-	the last bit (rightmost bit) contains the least significant bit (LSB).
Editor's note	The structure may be updated based on RAN1 agreements/parameter list.
[bookmark: _Toc144116975][bookmark: _Toc144484983]6.2	SLPP messages
[bookmark: _Toc144116976][bookmark: _Toc144484984]6.2.1	General message structure
[bookmark: _Toc60777080][bookmark: _Toc131064794][bookmark: _Toc144116977][bookmark: _Toc144484985]–	SLPP-PDU-Definitions
This ASN.1 segment is the start of the SLPP PDU definitions.
-- ASN1START
-- TAG-SLPP-PDU-DEFINITIONS-START

SLPP-PDU-Definitions DEFINITIONS AUTOMATIC TAGS ::=

BEGIN

[bookmark: _Hlk99920787]IMPORTS
    CommonIEsRequestCapabilities,
    CommonIEsProvideCapabilities,
    CommonIEsRequestAssistanceData,
    CommonIEsProvideAssistanceData,
    CommonIEsRequestLocationInformation,
    CommonIEsProvideLocationInformation

FROM
    SLPP-PDU-Common-Contents

    Method-A-RequestCapabilities,
    Method-A-ProvideCapabilities,
    Method-A-RequestAssistanceData,
    Method-A-ProvideAssistanceData,
    Method-A-RequestLocationInformation,
    Method-A-ProvideLocationInformation


FROM
    SLPP-PDU-Method-A-Contents

    Method-B-RequestCapabilities,
    Method-B-ProvideCapabilities,
    Method-B-RequestAssistanceData,
    Method-B-ProvideAssistanceData,
    Method-B-RequestLocationInformation,
    Method-B-ProvideLocationInformation

FROM
    SLPP-PDU-Method-B-Contents

    Method-C-RequestCapabilities,
    Method-C-ProvideCapabilities,
    Method-C-RequestAssistanceData,
    Method-C-ProvideAssistanceData,
    Method-C-RequestLocationInformation,
    Method-C-ProvideLocationInformation


FROM
    SLPP-PDU-Method-C-Contents;

-- TAG-SLPP-PDU-DEFINITIONS-STOP
-- ASN1STOP
NOTE: 	An implementation needs to include only the supported "Method" PDUs. Not supported methods do not need to be included, and therefore, do not contribute to the protocol size. For example, if "Method-A" is not supported by an implementation, the SLPP-PDU-Method-A-Contents PDU does not need to be included in the protocol.
[bookmark: _Toc144116978][bookmark: _Toc144484986]–	SLPP-Message
The SLPP-Message provides the complete set of information for an invocation or response pertaining to an SLPP transaction.

-- ASN1START
-- TAG-SLPP-MESSAGE-START

SLPP-Message ::=            SEQUENCE {
    transactionID           SLPP-TransactionID,
    endTransaction          BOOLEAN,
    sequenceNumber          SequenceNumber,
    sessionID               SessionID,
    acknowledgement         Acknowledgement     OPTIONAL,
    slpp-MessageBody        SLPP-MessageBody    OPTIONAL,
    nonCriticalExtension    SEQUENCE {}         OPTIONAL


}

SequenceNumber ::= INTEGER (0..255)
SessionID ::= SEQUENCE {INTEGER (0..FFS)
    initiatorID                 Layer2ID,
    sessionNumber               SessionNumber,
    ...
}


SessionNumber ::= INTEGER (0..255)
Layer2ID::= BIT STRING (SIZE(16))              -- The 16 most significant bits of the Layer-2 ID set to the identifier provided by                          
                                                         upper layers as defined in TS 23.287

Acknowledgement ::= SEQUENCE {
    ackRequested        BOOLEAN,
    ackIndicator        SequenceNumber        OPTIONAL
}



-- TAG-SLPP-MESSAGE-STOP
-- ASN1STOP
[bookmark: _Toc144116979]
Editor's note	FFS on the definition of sessionID.

[bookmark: _Toc144484987]–	SLPP-MessageBody
The SLPP-MessageBody identifies the type of an SLPP message and contains all SLPP information specifically associated with that type.

-- ASN1START
-- TAG-SLPP-MESSAGEBODY-START

SLPP-MessageBody ::= CHOICE {
    c1                          CHOICE {
        requestCapabilities         RequestCapabilities,
        provideCapabilities         ProvideCapabilities,
        requestAssistanceData       RequestAssistanceData,
        provideAssistanceData       ProvideAssistanceData,
        requestLocationInformation  RequestLocationInformation,
        provideLocationInformation  ProvideLocationInformation,
        abort                       Abort,
        error                       Error,
        spare8 NULL, spare7 NULL, spare6 NULL, spare5 NULL, spare4 NULL, spare3 NULL, spare2 NULL, spare1 NULL
    },
    messageClassExtension    SEQUENCE {}
}

-- TAG-SLPP-MESSAGEBODY-STOP
-- ASN1STOP
[bookmark: _Hlk141345076]
[bookmark: _Hlk144122360]Editor's note	FFS on whether any positioning method specific capability IEs should be grouped by positioning method.
Editor's note	FFS on SLPP message header, e.g. cast type, UE ID
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