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[bookmark: _heading=h.wt7xoax1kbms]1	Introduction
[bookmark: _heading=h.fj5477v6w1xv]In this paper, we discuss remaining issues on higher layer aspects for R18 sidelink positioning. 
[bookmark: _heading=h.s4ij6kmjjb6s]2	Discussion 
[bookmark: _heading=h.1ohz4l5p7yqt]2.1	Deprioritized features in R18 sidelink positioning
The revised WID [1] was approved in the last RAN plenary meeting (RANP#101) for R18 sidelink positioning.  
	The specific objectives of this work item are:
· Specify solutions for support of sidelink positioning (including ranging) in NR systems, including the following [RAN1, RAN2, RAN3, RAN4]:
· Specify SL PRS for support of sidelink positioning such that the SL PRS uses a comb-based (full RE mapping pattern is not precluded) frequency domain structure and a pseudorandom-based sequence where the existing sequence of DL-PRS is used as a starting point [RAN1].
· Specify support for SL PRS bandwidths of up to 100 MHz in FR1 spectrum.
· NOTE: SL PRS transmission in FR2 is not precluded but no FR2 specific aspects will be specified.
· Specify measurements to support RTT-type solutions using SL, SL-AoA, and SL-TDOA [RAN1, RAN2].
· Specify support of resource allocation for SL PRS:
· Including resource allocation Scheme 1 and Scheme 2, where Scheme 1 corresponds to a network-centric SL PRS resource allocation and Scheme 2 corresponds to UE autonomous SL PRS resource allocation [RAN1].
· For resource allocation mechanism for SL PRS in Scheme 2:
· Study and specify support of sensing-based resource allocation, and/or a random resource selection [RAN1].
· Study and specify solutions for congestion control for SL PRS and/or inter-UE coordination for SL-PRS [RAN1].
· Support resource allocation for shared resource pool with Rel-16/17/18 sidelink communication and dedicated resource pool for SL PRS [RAN1].
· NOTE: For SL positioning resource (pre-)configuration in a shared resource pool with Rel-16/17/18 sidelink communication, backward compatibility with legacy Rel-16/17 UEs should be ensured.
· Specify procedures for transmit power control for SL PRS transmissions at least based on open loop power control (OLPC) [RAN1].
· Specify signalling and associated UE behavior for support of unicast, groupcast (not including many to one) and broadcast of SL PRS transmissions [RAN1, RAN2].
· Specify unicast session-based signalling and procedures to facilitate support of SL positioning for single target UE (it is not precluded to apply the procedures to multiple target UEs but no signaling optimizations will be considered for this case) [RAN2, RAN3]:
· Specify the protocol and procedures for SL positioning between UEs (Protocol for Sidelink positioning procedures (SLPP)).
· Specify the protocol and procedures for SL positioning between UEs and a single LMF for in coverage scenario only, including joint PC5-Uu scenarios.
· NOTE: Assumes all involved UEs are served by same LMF.
· For SL-TDOA, RAN2 will not work on procedures for synchronization of the anchor UEs. RAN2 can discuss and implement agreed RAN1 parameters related to synchronization.
· Specify signalling to NG-RAN for sidelink positioning and ranging service authorizations as needed. [RAN3, RAN2]
· Specify corresponding new core requirements, as well as identifying and specify the impact on the existing RAN4 specification, including RRM measurements and procedures [RAN4].



According to the revised WID [1], we observe that the scope of R18 focuses on unicast session-based operation for single target UE. And, the LMF is involved only in in-coverage scenarios for network-based/assisted operations. From observations, we propose some features are deprioritized in R18 sidelink positioning. 

Proposal 1.	RAN2 to deprioritize following features for R18 sidelink positioning:
1. SLPP groupcast/broadcast communication (i.e. SLPP unicast is only supported in R18)
2. SLPP groupcast reliable transport (i.e. SLPP unicast reliable transport is only supported in R18)
3. Multiple target UE and group positioning scenario (i.e. Single target UE scenario is only supported in R18)
4. Partial coverage scenario (i.e. SLPP groupcast is not supported in R18)
5. SLPP forwarding for OOC UE in partial coverage scenario (i.e. LMF is involved in in coverage scenario only in R18)
6. SLPP session-less operation (i.e. SLPP broadcast is not supported in R18)

[bookmark: _heading=h.l6cdp9kwbz5]2.2	Common SLPP session procedure and error detection with SLPP session ID
In the last meeting [2], RAN2 agreed to introduce an explicit SLPP session ID in the SLPP header (i.e. common fields). 
Agreements:
At least for UE-only operation, introduce explicit field “sessionID” in SLPP, and put it under message header of SLPP message. FFS how session ID is defined.
At least for UE-only operation, the UE who receives the LCS request at least needs to:
-	Initiate the first SLPP procedure; 
-	Assign the sessionID, and include it in the SLPP messages (Rx side should use the received sessionID for messages in the same positioning session).
FFS within what scope the session ID is unique.

Therefore, SLPP session ID in addition to transaction ID should be reflected on common SLPP session procedure and SLPP transaction/message validation check procedure. 

Below is an example for common SLPP session procedure and SLPP error detection (red text);
	4.2	Common SLPP Session Procedure
The purpose of this procedure is to support an SLPP session comprising a sequence of SLPP transactions. The procedure is described in Figure 4.2-1.
1.	Endpoint A, which may be either the target or the server, initiates an SLPP session by sending an SLPP message for an initial SLPP transaction j for SLPP session i to the other endpoint B (which has an opposite role to A).
2.	Endpoints A and B may exchange further messages to continue the transaction started in step 1.
3.	Either endpoint may instigate further transactions by sending additional SLPP messages.
4.	A session i is terminated by a final transaction N in session i in which SLPP messages will be exchanged between the two endpoints.
Within each transaction, all constituent messages shall contain the same transaction identifier. The last message sent in each transaction shall have the IE endTransaction set to TRUE. Transactions that occur in parallel shall use different transaction IDs; transaction IDs for completed transactions may be reused at any time after the final message of the previous transaction with the same ID is known to have been received.



	5.4.3	SLPP Error Detection
Upon receiving any SLPP message, the receiving entity shall attempt to decode the message and verify the presence of any errors and:
1>	if decoding errors are encountered:
2>	if the receiver can not determine that the received message is an SLPP Error or Abort message:
3>	return an SLPP Error message to the sender and include the received SLPP-TransactionID in SLPP-SessionID, if this was decoded, and type of error;
3>	if the receiver can determine the sessionSLPP-SessionID and the SLPP-TransactionID and the received message includes the IE SegmentationInfo and the receiver has previously stored message segments for this sessionSLPP-SessionID and SLPP-TransactionID:
4>	discard all stored SLPP message segments for this sessionSLPP-SessionID and SLPP-TransactionID;
3>	discard the received message and stop the error detection procedure;
1>	if the message is a duplicate of a previously received message:
2>	discard the message and stop the error detection procedure;
1>	if the LPP-TransactionID matches the LPP-TransactionID for a procedure that is still ongoing for the same session and the message type is invalid for the current state of the procedure:
2>	abort the ongoing procedure;
2>	return an SLPP Error message to the sender and include the received session ID, transaction ID and type of error;
2>	if the message includes the IE SegmentationInfo and the receiver has previously stored message segments for this session and LPP-TransactionID:
3>	discard all stored SLPP message segments for this session and LPP-TransactionID;
2>	discard the message and stop the error detection procedure;
1>	if the message includes the IE SegmentationInfo:
2>	if the receiver has previously stored SLPP message segments for this session and LPP-TransactionID:
3>	if the received message type is different to the stored message type:
4>	return an SLPP Error message to the sender and include the received session ID, transaction ID and type of error;
4>	discard the message and all stored SLPP message segments for this session and LPP-TransactionID and stop the error detection procedure;
2>	if the IE SegmentationInfo has the value moreMessagesOnTheWay:
3>	store the received message;
NOTE:	As an implementation option, the receiver of an SLPP Provide Assistance Data or SLPP Provide Location Information message may process the received message segment instead of storing the message.
2>	if the IE SegmentationInfo has the value noMoreMessages:
3>	continue error detection for the received message and any stored SLPP message segments for this session and SLPP-TransactionID;
1> if the message type is an SLPP RequestCapabilities and some of the requested information is not supported:
2>	return any information that can be provided in a normal response.
1>	if the message type is an SLPP RequestAssistanceData or RequestLocationInformation and some or all of the requested information is not supported:
2>	return any information that can be provided in a normal response, which includes indications on other information that is not supported.



Proposal 2.	Common SLPP session procedure and error detection should be performed with SLPP session ID in addition to legacy transaction ID. RAN2 can capture above TPs in TS 38.355 (red text).

[bookmark: _heading=h.y5l7hlvngsr0]2.3	Unique session ID generation
SLPP session IDs should be unique, at least from anchor UEs perspective, so as to distinguish mixed transactions of different location services from single and/or multiple target UE(s). The method for unique SLPP session ID generation is on the table. 
Agreements:
At least for UE-only operation, introduce explicit field “sessionID” in SLPP, and put it under message header of SLPP message. FFS how session ID is defined.
At least for UE-only operation, the UE who receives the LCS request at least needs to:
-	Initiate the first SLPP procedure; 
-	Assign the sessionID, and include it in the SLPP messages (Rx side should use the received sessionID for messages in the same positioning session).
FFS within what scope the session ID is unique.

Technically, we think there are some options for unique SLPP session ID generation as following:
· Option 1. Random generation by UE implementation: SLPP session ID consists of an integer number, which can be randomly generated by UE implementation. It may be the simplest way but not perfectly guaranteed to make a unique ID between different UEs. 
· Option 2. Concatenated unique UE ID and session number: SLPP session ID consists of concatenating UE ID and integer number. For example, UE ID can be Source (Layer-2) ID used in sidelink communication. Or it can be generated in SLPP layer.  
· Option 3. Unique UE ID in SLPP header: Similar to option 2, unique (target UE) UE ID can be added in SLPP header. And session integer number is generated by UE implementation (option 1). In this option, anchor UE can distinguish SLPP sessions with a combination of target UE and session integer number. 
· Option 4. Session ID validation procedure: If the received SLPP session ID is overlapped (i.e. currently being used), the receiving UE (e.g. anchor UE) sends an error message to the transmitting UE (e.g. target UE) with an error cause (e.g. session ID collision). This option can be used with other options (e.g. option 1). 

Proposal 3.	RAN2 to consider following options for unique SLPP session ID generation:
1. Random generation by UE implementation
2. Concatenated unique UE ID and session number
3. Unique UE ID in SLPP header
4. Session ID validation procedure

[bookmark: _heading=h.2rxag3rwq98b]2.4	Multiple sessions 
In RAN2#121bis-e meeting, RAN2 agreed that a single SLPP session is created to support a single location request. At the same time, RAN2 discussed multiple SLPP sessions in email discussion [3] but did not make an agreement because the majority view is that it is too early to agree/capture the TP level details. The core issue i.e., multiple SLPP session’s definition, and its usage first need to be discussed and agreed. 
Agreements:
R2 agree that for session-based SLPP, a SLPP session is used among UEs in PC5-only case in order to obtain location related measurements/location estimates, to transfer assistance data, or to exchange of capabilities.
RAN2 agree that for session-based SLPP, a single SLPP session is created to support a single location request at least in case of a single target UE; FFS how sessions work if there are multiple target UEs in a single location request. 

LPP is point-to-point protocol between UE and LMF, and it is assumed that UE is connected to the serving LMF via any gNB during a relevant LPP session. The endpoints of LPP are always the same (i.e. In general, LMF is not changed except the case of PLMN change) when a session is processed. However, SLPP is a point-to-multipoint link protocol between single target UE and multiple anchor UEs. Multiple anchor UEs might have different capabilities e.g. different supported positioning methods. Target UE should make a hard decision on positioning method and anchor UE selection. Moreover, it might not be assumed that target UE is always connected to the selected anchor UEs during a relevant SLPP session due to UE’s dynamic nature (e.g. UE suddenly terminates SLPP session). In such a situation, an ongoing SLPP session needs to be modified (e.g. changing positioning method and/or finding new anchor UE) or a new SLPP session needs to be established with a new anchor UE group, which could inevitably increase latency.

For multiple LPP sessions, LMF/LCS can invoke additional location requests to create additional LPP sessions up to implementation. In addition, LPP layer cannot make additional LPP sessions due to the fact that LPP does not have LPP session ID. In traditional LPP, additional LPP sessions depend on additional location requests.Such a dependency on the upper layer is not suitable for various and dynamic sidelink positioning situations. By establishing multiple SLPP sessions, it becomes possible to establish multiple connections with multiple UEs. Target UE can take advantage of their diverse capabilities and accommodating dynamic situations. A quick and dynamic transition between multiple sessions can help reduce latency that may arise from session modification or reestablishment. Furthermore, SLPP layer can easily create additional SLPP sessions with SLPP session ID. 

Below is an example for SLPP sessions and transactions with multiple SLPP sessions;
	An SLPP session is used between a Location Server and the target device in order to obtain location related measurements or a location estimate or to transfer assistance data. A single SLPP session is used to support a single location request (e.g., for a single SL-MT-LR, SL-MO-LR or SL-NI-LR). Multiple SLPP sessions can be used between the different endpoints to support a single location request. Multiple SLPP sessions can be used between the same endpoints to support multiple different location requests (as required by TS 23.271 [3]). Each SLPP session comprises one or more SLPP transactions, with each SLPP transaction performing a single operation (capability exchange, assistance data transfer, or location information transfer). In E-UTRAN and NG-RAN, the SLPP transactions are realized as SLPP procedures. The instigator of an SLPP session will always instigate the first SLPP transaction, but subsequent transactions may be instigated by either end. SLPP transactions within a session may occur serially or in parallel. SLPP transactions are indicated at the SLPP protocol level with a session ID and transaction ID in order to associate messages with one another (e.g., request and response).



Proposal 4.	Multiple SLPP sessions can be used between the different endpoints to support a single location request, which could reduce latency. Additional SLPP sessions can be created in SLPP layer with additional SLPP session ID. RAN2 can capture above TPs in TS 38.355 (red text).

[bookmark: _heading=h.56t8du5r7h80]2.5	Session operation/management procedure/signaling
RAN2 discussed about explicit session operation/management signalling in email discussion [4] and RAN2#123 online discussion, but could not make an agreement. RAN2 has to decide the mechanism on SLPP session operation/management, i.e. either implicit method or explicit signaling. 
 
In legacy LPP, implicit methods are used for LPP session procedures. According to TS 37.355, an LPP session is initiated (i.e., LPP session is created/established/setup) by sending an initial LPP message for UE or LMF. And the LPP session is terminated/released by a final transaction. 
	The purpose of this procedure is to support an LPP session comprising a sequence of LPP transactions. The procedure is described in Figure 4.2-1.

1.	Endpoint A, which may be either the target or the server, initiates an LPP session by sending an LPP message for an initial LPP transaction j to the other endpoint B (which has an opposite role to A).
2.	Endpoints A and B may exchange further messages to continue the transaction started in step 1.
3.	Either endpoint may instigate further transactions by sending additional LPP messages.
4.	A session is terminated by a final transaction N in which LPP messages will be exchanged between the two endpoints.
Within each transaction, all constituent messages shall contain the same transaction identifier. The last message sent in each transaction shall have the IE endTransaction set to TRUE. Transactions that occur in parallel shall use different transaction IDs; transaction IDs for completed transactions may be reused at any time after the final message of the previous transaction with the same ID is known to have been received.



If SLPP follows LPP rule, an SLPP session will be established by sending SLPP RequestAssitanceData message with SLPP session ID, considering anchor/server UE selection will be performed with SLPP UE capabilities information. Then, the SLPP session will be terminated by sending/receiving an SLPP message with a final transaction. Although it may work, we still see the benefit of explicit session management signaling. For example, UE may store session information from SLPP messages to use anytime the session is activated and progressing, and also to check if the next message is valid. If anchor UE does not know session status (e.g. deactivation, pause or release at the right time), UE keeps to store session information at least until session inactivity timer expired, which could impact on power consumption and UE complexity. Therefore, fast session control can be simply and clearly achieved by explicit session operation/management signaling. 

In fact, SLPP session operation/management is more complicated than LPP session. Frequent modifications may be needed in some situations (e.g. anchor UE change, server UE change, etc). Pausing or resuming an ongoing session could provide benefits in some situations (e.g. session can be paused when location information retrieval of anchor UEs). Explicit signaling could accommodate these complicated operations and be flexibly extended for future requirements.

Furthermore, we see that explicit signaling can be joined with an SLPP message. This means that session operation commands can be simply put in SLPP header (instead of delivering session signaling messages), which would reduce signaling overhead and latency.

Proposal 5.	RAN to introduce explicit SLPP session operation/management signalling for simple and clear session operation. To reduce signalling overhead and latency, session operation commands can be put in SLPP header.

[bookmark: _heading=h.7pxdv7u5r66j]2.6		Session inactivity timer
According to TS 37.355, an LPP session will be terminated when LPP inactivity timer (10 min) expires, if no activity, as below; 
	A sender shall include a sequence number in all LPP messages sent for a particular location session. The sequence number shall be distinct for different LPP messages sent in the same direction in the same location session (e.g., may start at zero in the first LPP message and increase monotonically in each succeeding LPP message). Sequence numbers used in the uplink and downlink are independent (e.g., can be the same).
A receiver shall record the most recent received sequence number for each location session. If a message is received carrying the same sequence number as that last received for the associated location session, it shall be discarded. Otherwise (i.e., if the sequence number is different or if no sequence number was previously received or if no sequence number is included), the message shall be processed.
Sending and receiving sequence numbers shall be deleted in a server when the associated location session is terminated and shall be deleted in a target device when there has been no activity for a particular location session for 10 minutes.
NOTE:	For LPP control-plane use, a target device can be aware of a location session from information provided at the NAS level for downlink transport of an LPP message.



In TS 37.355, the value of response time in QoS has a range between 1 ms and 1280 seconds (about 21 minutes). 
	ResponseTime ::= SEQUENCE {
	time								INTEGER (1..128),
	...,	
	[[	responseTimeEarlyFix-r12		INTEGER (1..128)		OPTIONAL		-- Need ON
	]],
	[[	unit-r15				ENUMERATED { ten-seconds, ... , ten-milli-seconds-v1700 }
																OPTIONAL		-- Need ON
	]]
}



Unless response timeout, the session should be kept to continue positioning procedure and processing, wherein response time is different based on each session QoS. The static inactivity timer is not suitable for sidelink positioning session management. In some cases, 10 minutes inactivity timer is too long, but in some cases it is too short. For example, if response time is 21 minutes, 10 minutes inactivity timer will cause unnecessary session expiration and overall latency. On the other hand, if response time is 1 minute, 10 minutes inactivity timer will cause unnecessary power consumption. To support such a various QoS requirements, session inactivity timer can be configured via SLPP message depending on QoS parameters, which could reduce unnecessary power consumption and avoid unexpected session close.

Proposal 6.	Session inactivity timer can be configured via SLPP message depending on QoS. 

[bookmark: _heading=h.sll1twoozpl2]2.7		SLPP retransmission 
RAN2 agreed to support SLPP reliable transport for unicast. 
Agreements:
SLPP over PC5-U/Uu will support reliable transport for at least unicast. FFS groupcast.
Inform SA2 about our agreements on sidelink positioning, with “take into account” action.

According to TS 37.355, LPP messages which require acknowledgement can be resent by the sender following a timeout period up to three times.
	4.3.4	LPP Retransmission
4.3.4.1	General
This capability builds on the acknowledgement and duplicate detection capabilities. When an LPP message which requires acknowledgement is sent and not acknowledged, it is resent by the sender following a timeout period up to three times. If still unacknowledged after that, the sender aborts all LPP activity for the associated session. The timeout period is determined by the sender implementation but shall not be less than a minimum value of 250 ms.
In addition, for NB-IoT the timeout period may be determined by the sender implementation based on e.g., the coverage level of the UE.



As discussed in above section, similar to configurable session inactivity timer, configurable retransmission counter and ack wait timer can be configured depending on QoS, PDB, etc. 

Proposal 7.	SLPP retransmission counter and ack wait timer can be configured via SLPP message depending on QoS, PDB, etc. 

[bookmark: _heading=h.m24fkyver0sk]2.8	Signaling between UE and LMF
In RAN2#122 meeting, RAN2 agreed SLPP carried over NAS is used between UE and LMF. But, how to handle session between UE and LMF is FFS.
· RAN2#122
Agreements:
SLPP carried over NAS is used between UE and LMF. FFS on how to manage the session/transaction.
· RAN2#123
Agreements:
For LMF involved SL based positioning, follow SA2 on how to handle LMF involved SL based positioning between UE (who has connection with network), LMF and AMF. FFS on how to handle session for UEs involved in the same LMF involved SL based positioning and the relationship between routing ID/correlation ID and session ID.

According to RAN2 agreement, SLPP will be used between UEs as well as between UE and LMF. With this, duplication of specification can be avoided. Even though SLPP session ID is not necessary for LMF-involved sidelink positioning  (i.e. NAS can distinguish SLPP session with routing IDs and correlation IDs associated with location service requests), there is no harm to use SLPP session ID for that case. It is naturally preferred to have a unified/common SLPP header no matter endpoints. That would give benefits on easy session management for hybrid positioning. 

Proposal 8.	Unified/Common SLPP structure is used in both PC5 and Uu-link for sidelink positioning, thus SLPP session ID is used between UE and LMF as well. 

[bookmark: _heading=h.29fb4oswrn86]2.9		Parameters for anchor/server UE selection
In RAN2#122 meeting, RAN2 discussed the parameters for anchor/server UE selection. And, seven parameters were listed up.
Agreements:
Anchor UE selection is supported by information about the candidate anchor UEs.  At least the following list can be discussed for use in anchor UE selection:
1.	UE roles
2.	Supported positioning method
3.	In coverage or not
4.	RSRP
5.	LOS/NLOS
6.	Location
7.	PLMN
A normative requirement on which anchor UEs to select (e.g., ranking) will not be specified.
RAN2 impact of this information to be determined.
FFS which information would be determined statically/dynamically.

All listed parameters would be useful for anchor/server UE selection. Despite the existence of various capabilities and parameters that can affect signalling overhead, it is necessary to include all relevant and useful capabilities and parameters in the SLPP request/provide capabilities message. This inclusion is crucial for achieving a successful sidelink positioning operation by appropriate anchor UE. 

We think 6. Location needs more clarification. As a result, location information can be divided into following sub-parameters.

1. Ability to provide location information
: Anchor UE’s location information is necessary to perform location calculation. Unlike gNB, the decision whether to provide UE location information can be left to UE's capability due to privacy (it may depend on UE type and preference). 

2. Accuracy/integrity of location information
: Since the absolute location is calculated based on the relative positions between anchor UEs and target UE, any inaccuracies in anchor UE's location will directly impact the accuracy of the resulting estimated location for target UE. Thus, ensuring the accuracy of the anchor UE's location is crucial for achieving more precise location estimation.

3. Velocity and direction information
: For V2X use cases (i.e. moving UEs), selecting an anchor UE with a velocity and direction similar to the target UE can enhance the success rate of positioning by minimizing the chances of the anchor UE moving out of PC5 coverage between itself and the target UE during sidelink positioning operation. 

4. Zone ID
: Zone ID can be utilized to provide information about the distance range between UEs, which can be provided from zoneConfig in SIB21 or SIB26. By considering the Zone ID and selecting UEs within a reasonable distance range, the likelihood of maintaining reliable sidelink positioning can be increased.  

In addition, various types of UE can be involved in sidelink positioning such as ‘moving UE’, ‘stationary UE’, ‘normal UE’, ‘RSU-type UE’, etc. It is advantageous to prioritize the selection of 'stationary UE,' 'public/infrastructure UE,' and 'RSU-type UE' over 'moving UE' and 'normal UE'. This preference stems from the benefits associated with the type of UE, such as their fixed and known locations, which contribute to higher positioning accuracy and reduced positioning failures.

Additionally, according to the revised WID [1], a single LMF is involved only in coverage scenarios for network-based/assisted operations. Accordingly, LMF should be used for anchor UE selection at least for R18 sidelink positioning. 

As a result, we made following proposal for anchor/server UE selection parameters:

Proposal 9.	Anchor/server UE selection is supported by following parameters:
1. UE roles
2. Supported positioning method
3. In coverage or not
4. RSRP
5. LOS/NLOS
6. Location
6.1 Ability to provide location information 
6.2 Accuracy/integrity of location information 
6.3 Velocity and direction information 
6.4 Zone ID
7. PLMN
8. Type of UE 
9. LMF

[bookmark: _heading=h.ymcnb43o86jp]2.10	UE-only Operation 
In TS 23.586, there are three operation modes, Network-assisted Operation, Network-based Operation or UE-only Operation. 
	4	Architecture model and concepts
4.1	General concept
Ranging based service provides the distance between two UEs or more UEs and/or the direction of one UE (i.e. Target UE) from another UE (i.e. Reference UE) via PC5 operations.
Sidelink Positioning provides absolute location, relative position, or Ranging information of a UE by using PC5 for the positioning. A Located UE can be used to determine the absolute location of a Target UE using Sidelink Positioning.
The operation of Ranging/Sidelink Positioning can be performed with Network-assisted Operation, Network-based Operation or UE-only Operation:
-	In the Network-based Operation, 5GC NF(s) is involved for the service request handling and result calculation.
-	In the UE-only Operation, the service request handling and result calculation are performed by UE.
-	In the Network-assisted Operation, 5GC NF(s) is involved for the service request handling and assist UE for the result calculation.
The Ranging/Sidelink Positioning service request can be initiated by a UE (i.e. SL Positioning Client UE, Target UE, SL Reference UE), a 5GC NF, an LCS Client or an AF.
When the direct Ranging/Sidelink positioning between the SL Reference UE and Target UE cannot be supported, Ranging/Sidelink Positioning between a SL Reference UE and a Target UE over PC5 may use assistance of another UE.



SA2 defined that UE-only Operation is allowed when Network-based Operation is not supported.
	6.8	Procedures of Ranging/Sidelink Positioning control
Either UE-only Operation or Network-based Operation is applied in the Ranging/Sidelink Positioning control procedures.
UE-only Operation as specified in this clause is applied for the following cases:
-	Neither Target UE nor SL Reference UE is served by NG-RAN.
-	Network-based Operation is not supported by the 5GC network:
-	When Network-based Operation is not supported by the 5GC network, indication on whether the UE is allowed to use UE-only operation to perform Ranging/ SL Positioning is included in the Policy/Parameter provisioned to UE as defined in clause 5.1.1.2, and is provisioned to the UE as defined in clause 5.1.1.1. The Target UE will take it into account to initiate UE-only operation procedure.
-	SL-MO-LR request is rejected by the network.
For any other cases, Network-based Operation as specified in clauses 6.20 of TS 23.273 [8] is applied.



SA2 defined the procedure of UE-only operation in TS 23.586. 
	[image: ]
Figure 6.8.1-1 Procedures for Ranging/Sidelink Positioning control (UE-only operation)
1.	UE1 (i.e. Target UE) may receive a Ranging/SL Positioning Service request from:
1a.	SL Positioning Client UE over PC5 during procedures for Ranging/SL Positioning service exposure though PC5 as defined in clause 6.6.1.1.
	For absolute location, the service request includes the SL Positioning Client UE's user info and Target UE's user info, and required positioning QoS.
	For relative location or ranging information, the service request includes the SL Positioning Client UE's user info, Target UE's user info, SL Reference UE's user info(UE2/.../UEn), and Ranging/SL Positioning QoS information.
1b.	RSPP application layer.
	The service request includes type of the result (i.e. absolute location, relative location or ranging information) and the required QoS.
 2.	UE1 discovers UE2/.../UEn (i.e. SL Reference UEs/Located UEs) as defined in clause 6.4, if needed.
NOTE 1:	Details of security related procedures during UE discovery are developed by SA WG3.
3.	If none of UE1/.../UEn are served by NG-RAN or the serving network does not support Ranging/SL Positioning, , UE-only Operation is applied.
4.	UE1 and UE2/.../UEn perform capability exchange. Step 4 may be performed during step 5 and step 6 with coordination of SL Positioning Server UE.
5.	If UE1 does not support SL Positioning Server functionalities, a SL Positioning Server UE (either co-located with a SL Reference UE/Located UE, or operated by a separate UE) is discovered (if not yet discovered in step 2) and selected. If a SL Positioning Server UE that is co-located with a SL Reference UE/Located UE or operated by a separate UE, UE1 discovers and selects the SL Positioning Server UE as described in clause 6.4 and requests SL Positioning Server UE to participate in the Ranging/Sidelink positioning.
NOTE 2:	Details of security and privacy related procedures during SL Positioning Server UE discovery and operation are developed by SA WG3.
6.	Sidelink Positioning assistant data is transferred among UE1/ .../UEn and the SL Positioning Server UE.
7.	SL-PRS measurement is performed between UE1 and UE2/.../UEn and possibly also amongst UE2/.../UEn.
8.	SL-PRS measurement data is transferred to the SL Positioning Server UE or is transferred to UE1 if it supports SL Positioning Server functionalities, in order to perform result calculation. Based on the type of the result received in step 1, absolute location, relative location or ranging information is calculated at the UE.
NOTE 3:	Details of step 4-8 are developed by RAN WGs.
9.	Ranging/SL Positioning result is transferred to:
9a.	SL Positioning Client UE over PC5 during procedures for Ranging/SL Positioning service exposure though PC5 as defined in clause 6.6.1.1;
9b.	RSPP application layer.



In UE-only operation (at step 2 and step 7), the transmission and measurement of SL-PRS occur between target UE and discovered anchor UE(s), which means that anchor UE(s) must be within PC5 coverage of target UE. At step 5, server UE will be discovered if target UE does not support server UE functionalities. If so, at step 8, SL-PRS measurement data is transferred from anchor UE(s) to server UE. In this case, it cannot be guaranteed that all anchor UE(s) are within PC5 coverage of server UE. 

One approach to solve this issue is that the selection of the anchor UE should consider the overlapped coverage area between target UE and server UE. But, this approach will introduce two-step discovery procedures and make the latency. Another approach is that SL-PRS measurement data is transferred to target UE no matter if it does not support server UE functionalities. In this case, target UE collects measurement data and transfers it to server UE. 

Proposal 10.	RAN2 to consider following two options for SL-PRS measurement report in UE-only operation:
· Option 1. the selection of the anchor UE should consider the overlapped coverage area between target UE and server UE
· Option 2. SL-PRS measurement data is transferred from anchor UE to target UE and delivered to server UE.

[bookmark: _heading=h.4a1c1v9utykh]2.11	Network-based Operation 
Network-based Operation is specified in clauses 6.20 of  TS 23.273. 
	6.20	Ranging/Sidelink Positioning procedures
6.20.1	Procedures of SL-MO-LR involving LMF
Figure 6.20.1-1 illustrates a procedure to enable a UE to obtain Sidelink positioning/ranging location results using one or more other UEs with the assistance of an LMF in a serving PLMN for UE1.
The Ranging/SL Positioning location results may include absolute locations, relative locations or distances and directions, depending on the service request.
If the Target UE decides to initiate SL-MO-LR procedure, it includes one or multiple SL reference UE(s) / Located UE (s) in the service request. See TS 23.586 [40] for more information on how this generic procedure can be used.
[image: ]
Figure 6.20.1-1: SL-MO-LR Procedure
Precondition:	UE1 is in coverage and registered with a serving PLMN. UEs 2 to n may or may not be in coverage and, if in coverage, may or may not be registered with the same serving PLMN as UE1.
1.	The procedures and signalling specified in clause 6.2 of TS 23.586 [40] may be used to provision the Ranging/SL positioning service authorization and policy/parameter provisioning to UEs 1 to n, when in coverage.
NOTE 1:	If indication of UE-only operation is received, procedures of Ranging/Sidelink Positioning control as defined in clause 6.8 of TS 23.586 [40] is performed.
2.	Based on a trigger of service request (e.g. received from the application layer), which includes UE1/.../UEn, UE discovery is performed for Ranging/SL positioning as specified in clause 6.4 of TS 23.586 [40]:
-	If UE1 is the target UE, UE1 discovers UEs 2 to n
-	If UE1 is the Located UE, the target UE (i.e. one of the UEs 2 to n) discovers UE1 (and other Located UEs in the set of UEs 2 to n).
3.	Secure groupcast and/or unicast links are established between UEs 1 to n as defined in clause 5.3 of TS 23.586 [40] to enable UE1 to exchange Ranging and Sidelink Positioning Protocol (RSPP) messages over PC5-U reference point with each of UEs 2 to n and possibly enabling UEs 2 to n to exchange RSPP over PC5-U between each other.
Editor's note:	Security aspects for RSPP signalling need to be defined or agreed by SA WG3.
4.	UE1 and UEs 2 to n may communicate over PC5 for authorization of Ranging/SL positioning and receiving QoS parameters if needed. Each of UEs verifies that Ranging/SL positioning is permitted, including whether Ranging/SL positioning results may be transferred to an LCS Client or AF if this is used, according to any service authorization and policy/parameter provisioning received at step 1. QoS requirements for the Ranging/SL positioning may be also provided based on QoS requirements in the service request.
5.	UE1 may obtain the Sidelink positioning capabilities of UEs 2 to n using the groupcast and/or unicast links established in step 3.
	Step 4 and 5 may be performed to transfer the information of UEs which are not served by the LMF.
NOTE 2:	UE2/.../UEn is not assumed to be served by the same LMF serving UE1.
Editor's note:	It needs to be verified that RAN2 will provide support for steps 4 and 5.
6.	Based on the Sidelink positioning capabilities of UE1/.../UEn, the target UE determines SL-MO-LR is to be performed. If UE1 is the Located UE (i.e. when the target UE is one of UE2/.../UEn and does not have NAS connection), the target UE initiates SL-MO-LR service request to UE1.
7.	If UE1 is in CM-IDLE state, UE1 instigates a UE triggered Service Request in order to establish a signalling connection with the serving AMF of UE1.
8.	UE1 sends a supplementary services SL-MO-LR request to the serving AMF in an UL NAS TRANSPORT message. The SL-MO-LR request indicates the other UEs 2 to n (using application layer ID and/or GPSI), indicates any assistance data needed, indicates whether location calculation assistance is needed, and indicates whether location results should be transferred to an LCS client or AF. The message shall include the identity of the LCS client or the AF and may include the address of the GMLC through which the LCS client or AF (via NEF) should be accessed. In addition, a Service Type indicates which MO-LR service of the LCS Client is requested by the UE may be included. For location calculation assistance from the LMF, the preferred type of Sidelink positioning/ranging location results (e.g. absolute locations, relative locations or distances and directions between pairs of UEs) and the required QoS are included. If UE1 is Located UE and one of UE2/.../UEn is the target UE that does not have NAS connection, the supplementary services SL-MO-LR request includes an indication that one of UE2/.../UEn is the target UE instead of UE1.
Editor's note:	It is FFS whether indication about the need of assistance data from UE, which will be aligned with RAN WGs.
Editor's note:	Whether GPSI of other UE can be obtained will be further aligned with SA WG3.
9.	The serving AMF selects an LMF serving UE1 (e.g. an LMF that supports Sidelink positioning/ranging) and sends an Nlmf_Location_DetermineLocation service operation towards the LMF with the information from the SL-MO-LR Request. The service operation includes a LCS Correlation identifier.
10.	The LMF sends a request to UE1 for the capabilities of UEs 1 to n.
NOTE 3:	UE2/.../UEn is not assumed to be served by the same LMF serving UE1.
Editor's note:	It is FFS the update when the LMF also serves UE2/.../UEn with alignment with RAN.
11.	UE 1 returns its capabilities to the LMF. UE1 may additionally return the capabilities of the UEs obtained at step 5 if requested by the LMF at step 10.
12.	UE1 may send a request for specific assistance data to the LMF.
13.	LMF sends the requested assistance data to UE1, and UE1 forwards the assistance data received from LMF to UE2/.../UEn. The assistance data may assist UEs 1 to n to obtain Sidelink location measurements at step 15 and/or may assist UE1 to calculate Sidelink positioning/ranging location results at step 16.
NOTE 4:	Steps 10 and 11 can be omitted if UE1 includes a message containing the capabilities of UEs 1 to n in the SL-MO-LR request at step 8. Step 12 can be omitted if UE1 includes a message containing the request for specific assistance data in the SL-MO-LR request at step 8.
Editor's note:	Whether step 10-11 are needed will be aligned with RAN WGs.
14.	If the SL-MO-LR request at step 8 indicated location calculation assistance is needed and/or indicated transfer of Sidelink positioning/ranging location results to an LCS Client or AF, the LMF sends a request for location information to UE1 and may also send a request for location information to UE2/.../UEn if it is served by the LMF. If LMF determines to apply UE based SL Positioning, LMF includes in the request the indication of UE based SL Positioning. LMF may also provide the list of candidate Located UE(s), if absolute location is requested at step 8. If scheduled location time is received at step 14. LMF may include a scheduled location time.
Editor's note:	It needs to be aligned with RAN WG2 if the list of candidate Located UE(s) is provided in step 13 or step 14.
15.	UE1 instigates a Sidelink positioning/ranging procedure among UEs 1 to n in which UEs 1 to n obtain Sidelink location measurements and UEs 2 to n transfer their Sidelink location measurements to UE 1 and/or to the LMF (depending on the assistance requested). If scheduled location time is received at step 14, Sidelink positioning/ranging is performed at the scheduled location time.
16. If Target UE's absolute location information is required at step 8 and if absolute location of Located UE(s) is not available, the Target UE sends a request to the Located UE(s) to trigger 5GC-MO-LR procedure to let the Located UE(s) acquire their own absolute location. The QoS requirement received at step 8 is included in the request, which is used to derive the QoS for Located UE(s) positioning.
17.	If LMF determines to use UE based calculation, at least one of UE1/.../UEn calculates Sidelink positioning/ranging location results based on the Sidelink location measurements obtained at step 15 and possibly using assistance data received at step 13. The Sidelink positioning/ranging location results can include absolute locations, relative locations or ranges and directions related to the UEs 1 to n.
18.	If UE1 received a request for location information at step 14, UE1 sends a response to the LMF and includes the Sidelink location measurements obtained at step 15, the Sidelink positioning/ranging location results obtained at step 17 if step 17 was performed, or Located UE's absolute location obtained at step 16.
19.	If Target UE's absolute location information is required at step 8 and if absolute location of Located UE(s) is not received at step 18, LMF can either retrieved the location of the Located UE(s) locally or triggers 5GC-MT-LR procedure to the GMLC to acquire the absolute location of the Located UE(s) using Application Layer ID or GPSI of the Located UE(s). LMF includes the QoS requirement received at step 8 in the request, which is used to derive the QoS for Located UE(s) positioning. If scheduled location time is used, LMF includes the scheduled location time in the request to GMLC.
20.	The LMF calculates Sidelink positioning/ranging location results for UEs 1 to n from the Sidelink location measurements received at step 18 and absolute location of Located UE(s) at step 19. The Sidelink positioning/ranging location results can include absolute locations, relative locations or ranges and directions related to the UEs 1 to n, depending on the location request received in step 8.
21.	The LMF returns an Nlmf_Location_DetermineLocation service operation response to the AMF and includes the Sidelink positioning/ranging location results received at step 18 or calculated at step 20.
22.	If Sidelink positioning/ranging location results were received at step 21, the AMF performs steps 7-12 of clause 6.2 to send the Sidelink positioning/ranging location results to the GMLC and to an AF or LCS Client if this was requested at step 8. The Sidelink positioning/ranging location results include the identities for the respective UEs 1 to n received at step 8.
NOTE 5:	Sending location results and global identities for UEs 1 to n to an AF or LCS Client may require privacy verification from UEs 1 to n and/or from the HPLMNs of UEs 1 to n.
23.	The LMF returns a supplementary services SL-MO-LR response to UE1 in a DL NAS TRANSPORT message and includes any Sidelink positioning/ranging location results calculated at step 20 if step 20 was performed. If UE1 is Located UE, and the target UE is one of the UEs 2 to n and does not have NAS connection, then UE1 may transfer the Sidelink positioning/ranging location results to the target UE.



According to TS 23.586, for network-based operation, LMF communicates with UE1 (target UE) and UE1 communities with UE2 to n (anchor UEs). But, location measurements are transferred directly from anchor UE to LMF (and/or UE1). At step 15, UEs 2 to n transfer their Sidelink location measurements to UE 1 or to the LMF depending on the assistance requested, i.e. for network-assisted operation or network-based operation, respectively. In addition, UEs 2 to n transfer their Sidelink location measurements to UE 1 and to the LMF. 

Proposal 11.	Calculation entity information should be included in SLPP RequestLocationInformation message. In addition, dual calculation entities i.e. target UE and LMF, can be supported in sidelink positioning. 

For absolute location services, target UE sends a request to the Located UE(s) to trigger 5GC-MO-LR procedure to let the Located UE(s) acquire their own absolute location. If anchor UEs do not have their own absolute location information, target UE positioning will be delayed until all anchor UEs acquire their own absolute location. If LMF has location values of anchor UE, we can avoid the 5GC-MO-LR procedure and get location information from LMF. 

Proposal 12.	New procedure for anchor UE location retrieval is needed for network-based/assisted operation.

[bookmark: _heading=h.b54gtttdvd8x]3	Conclusion
Proposal 1.	RAN2 to deprioritize following features for R18 sidelink positioning:
1. SLPP groupcast/broadcast communication (i.e. SLPP unicast is only supported in R18)
2. SLPP groupcast reliable transport (i.e. SLPP unicast reliable transport is only supported in R18)
3. Multiple target UE and group positioning scenario (i.e. Single target UE scenario is only supported in R18)
4. Partial coverage scenario (i.e. SLPP groupcast is not supported in R18)
5. SLPP forwarding for OOC UE in partial coverage scenario (i.e. LMF is involved in in coverage scenario only in R18)
6. SLPP session-less operation (i.e. SLPP broadcast is not supported in R18)

Proposal 2.	Common SLPP session procedure and error detection should be performed with SLPP session ID in addition to legacy transaction ID. RAN2 can capture above TPs in TS 38.355 (red text).

Proposal 3.	RAN2 to consider following options for unique SLPP session ID generation:
1. Random generation by UE implementation
2. Concatenated unique UE ID and session number
3. Unique UE ID in SLPP header
4. Session ID validation procedure

Proposal 4.	Multiple SLPP sessions can be used between the different endpoints to support a single location request, which could reduce latency. Additional SLPP sessions can be created in SLPP layer with additional SLPP session ID. RAN2 can capture above TPs in TS 38.355 (red text).

Proposal 5.	RAN to introduce explicit SLPP session operation/management signalling for simple and clear session operation. To reduce signalling overhead and latency, session operation commands can be put in SLPP header.

Proposal 6.	Session inactivity timer can be configured via SLPP message depending on QoS. 

Proposal 7.	SLPP retransmission counter and ack wait timer can be configured via SLPP message depending on QoS, PDB, etc. 

Proposal 8.	Unified/Common SLPP structure is used in both PC5 and Uu-link for sidelink positioning, thus SLPP session ID is used between UE and LMF as well. 

Proposal 9.	Anchor/server UE selection is supported by following parameters:
1. UE roles
2. Supported positioning method
3. In coverage or not
4. RSRP
5. LOS/NLOS
6. Location
6.5 Ability to provide location information 
6.6 Accuracy/integrity of location information 
6.7 Velocity and direction information 
6.8 Zone ID
7. PLMN
8. Type of UE 
9. LMF

Proposal 10.	RAN2 to consider following two options for SL-PRS measurement report in UE-only operation:
· Option 1. the selection of the anchor UE should consider the overlapped coverage area between target UE and server UE
· Option 2. SL-PRS measurement data is transferred from anchor UE to target UE and delivered to server UE.

Proposal 11.	Calculation entity information should be included in SLPP RequestLocationInformation message. In addition, dual calculation entities i.e. target UE and LMF, can be supported in sidelink positioning. 

Proposal 12.	New procedure for anchor UE location retrieval is needed for network-based/assisted operation.
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