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Introduction
At last meeting, RAN2 discussed subsequent CPAC and made the following agreements [1]: 
	· For subsequent CPAC it is useful to support use of A3 A5
· A3 A5 is supported with SN-initiated subsequent CPAC
· Proposal 1: For MN-initiated subsequent CPAC,  MN initially triggers the candidate cell preparation of subsequent CPAC procedure, i.e. MN triggers the procedure as defined in Section 10.5.2 and Section 10.2.2 of TS 37.340 in the endorsed running CR.
· Proposal 2: For SN-initiated inter-SN subsequent CPAC, SN initially triggers the candidate cell preparation of subsequent CPAC procedure, i.e. source SN triggers the procedure as defined in Section 10.5.2 of TS 37.340 in the endorsed running CR.
· Proposal 3 (option2): For MN-initiated subsequent CPAC, the execution condition configuration is provided as following:
MN generates the execution conditions (A4 event) for initial CPAC execution, and the measID refers to the measurement configuration associated with MCG;
candidate SN generates the execution conditions (A3/A5 event)  for subsequent CPC execution, and the measID refers to the measurement configuration associated with SCG.
· UE autonomously releases the subsequent CPAC configurations in the following cases: upon RRC re-establishment and RRC release (to RRC_IDLE and/or RRC_INACTIVE)
· No need for an optimized single-indication-release of CPAC configuration. Can rely on explicit release for other cases. 
· Will support the SA3 solution, i.e. update of Sk-counter at inter-SN-mobility, based on pre-configured multiple Sk-counter. UE need to know when Sk counter need to change.
· Detailed solution discussed in long Post-meeting email discussion 


Besides, some stage-2 open issues and stage-3 security related issues on subsequent CPAC were discussed in the post-meeting email discussion [054] and [046], respectively [2][3]. In this contribution, we discussed some remaining issues on subsequent CPAC.
Discussions 
2.1 Reference and candidate cell configuration
At post-meeting email discussion [054], companies discussed how to generate the reference configuration for subsequent CPAC. But there are different understanding on whether to have separate reference configuration for SN initiated intra-SN subsequent CPAC and MN/SN initiated inter-SN subsequent CPAC, as below:
	Proposal 9: Discuss which of the following two understanding is correct:
· [2/11] Understanding1: There is only one reference configuration for MN/SN initiated inter-SN SCPAC and SN-initiated intra-SN SCPAC.
· [7/11] Understanding2: There is only one reference configuration for each scenario, i.e., one reference configuration for MN/SN initiated inter-SN SCPAC and one reference configuration for SN-initiated intra-SN SCPAC. 


In the current RRC CR, the SN initiated intra-SN SCPAC is configured in SN format and stored in the SCG VarConditionalReconfig, while the MN/SN initiated inter-SN SCPAC is provided in MN format and stored in the MCG VarConditionalReconfig. And most companies agreed that the coexistence of SN initiated intra-SN SCPAC and MN/SN initiate inter-SN SCPAC can be supported from RAN2 perspective.
From RAN2 perspective, the intra-SN SCPAC and inter-SN SCPAC can be configured simultaneously. 
In principle, the NW can provide separate reference configurations for intra-SN and inter-SN SCPAC configurations. However, if intra-SN and inter-SN SCPAC are configured simultaneously, when the inter-SN SCPAC is executed, the initial intra-SN SCPAC candidates need to be taken as inter-SN SCPAC candidates for the SCPAC execution. Besides, the current UE configuration’s MCG part may be reconfigured due to the inter-SN SCPAC execution, which may cause the MCG-part configuration to mismatch with candidate SCG configurations within the SCG VarConditionalReconfig. In such case, the intra-SN SCPAC in SCG VarConditionalReconfig shall become invalid after the execution of inter-SN SCPAC. 
The type of intra-SN SCPAC candidates and inter-SN SCPAC candidates could be changed due to the SCPAC execution. The execution of inter-SN SCPAC may cause the intra-SN SCPAC configuration in SN format becomes invalid since the the current UE’s MCG-part configuration may be reconfigured.
So the intra-SN SCPAC may need to be released or modified due to the inter-SN SCPAC execution. It should be noted if the NW wants to modify the intra-SN SCPAC to inter-SN SCPAC, an additional SN modification procedure needs to be initiated towards the source SN after the SCPAC execution. If the intra-SN SCPAC is released after inter-SN SCPAC execution, an additional interaction between the MN and the source SN is also required since the MN has no idea whether the intra-SN SCPAC is configured or not.
The intra-SN SCPAC configuration in SN format needs to be released or modified due to the execution of inter-SN SCPAC. An additional inter-node coordination between the MN and the source SN shall be required for the release or modification.
In order to make full use of the intra-SN SCPAC configuration and avoid the additional inter-node coordination for the release or modification of intra-SN SCPAC, a simple solution is to allow configuring both intra-SN and inter-SN SCPAC in an unified solution, i.e. both in MN format, based on one reference configuration for all provided candidate cells. 
Only one reference configuration is supported for both MN/SN initiated inter-SN SCPAC and SN-initiated intra-SN SCPAC.
[bookmark: _Toc24792][bookmark: _Toc6764][bookmark: _Toc939]When intra-SN SCPAC and inter-SN SCPAC are configured simultaneously, the procedure would be simplified if the NW provides both intra-SN and inter-SN SCPAC configuration in MN format.
RAN2 to support configuring intra-SN SCPAC in MN format, e.g. when intra-SN SCPAC and inter-SN SCPAC are configured simultaneously.
If only intra-SN SCPAC is configured, it’s feasible and simple to provide the intra-SN SCPAC in SN format, as legacy.
If only intra-SN SCPAC is configured, the intra-SN SCPAC can be configured in SN format.
2.2 Handling on SCG failure
In Rel-17 CPAC and Rel-18 SCPAC discussion, some companies proposed to use the stored candidate PSCell configuration for fast SCG failure recovery, like CHO based recovery. Considering that the MCG link still works well upon SCG failure, we see no strong need to enhance the current SCG failure information procedure. Besides, we have not introduced other enhancement on SCG failure handling in Rel-17 CPAC. It would be simpler to reuse the existing SCG failure information procedure even if Rel-18 SCPAC is configured.
Upon SCG failure, the existing SCG failure information procedure shall be initiated even if the SCPAC is configured, i.e. no enhancement on the existing SCG failure handling.
In legacy CPAC, upon SCG failure, the UE shall initiate SCG failure information procedure and stop the evaluation on CPAC. Besides, the UE shall not release the stored CPAC configuration upon detection of SCG failure. Accordingly, the same UE behaviour can be followed for SCPAC handling.
Upon initiating the SCG failure information procedure, the UE shall stop the evaluation for SCPAC but maintain the SCPAC related configuration.
2.3 Security update
At email discussion [046], companies discussed the stage-3 aspects of security key management for subsequent CPAC, based on the solution proposed by SA3. Rapporteur provided a good summary in [3], but there are still some open issues as below:
	Proposal 2: Common Understanding on SK-Counter maintenance: The List of Group-ID and SK-Counter-values configured by network is maintained at UE after S-CPAC executions and the SK-Counter-Values are also updated after CPAC execution depending on the usage of SK-counter. RAN2 to discuss further how the UE maintains the SK-counter list across cell changes.
Proposal 3 : 
· UE need not include the selected SK-counter value in the RRC Reconfiguration message as the selection of SK-counter for Inter-SN cell change follows the defined pattern according to  SA3 solution. 
· RAN2 to discuss the scenarios where the RRC-Reconfiguration message needs to include selected SK-counter value (i.e. mismatch of SK counter at UE and NW). In this case, RAN2 also discusses the NW behavior if the reported SK-counter is a mismatch.
Proposal 7 : 
RAN2 to discuss the need for defining UE behaviour for the scenario where free SK-counter not available at the time of S-CPAC execution based on contributions in the next meeting.


From RAN2 perspective, the NW can provide a list of Group-ID and associated sk-counter values to the UE with SCPAC configuration. And the Group-ID is associated with each candidate cell configuration to identify whether the candidate cell belongs to different cell group than the current serving cell. Upon receiving the SCPAC configuration, the UE shall maintain the list of Group-ID and associated sk-counter values in the UE variable. In our understanding, the current UE variable VarConditionalReconfig can be used to maintain the sk-counter configurations along with the subsequent CPAC configuration. Upon inter-SN cell switch, i.e. the Group-ID associated with the target candidate cell different from the current serving cell, the UE shall select the first unused sk-counter from the sk-counter list associated with the target candidate cell to derive the updated security key. Since the used sk-counter can not be used for the subsequent security key update, we think the UE can simply remove this from the stored sk-counter list. Each time if the security key update is required, the UE just selects the first sk-counter from the sk-counter list associated with the Group-ID referring to the target candidate cell. 
Upon SCPAC execution, if the target candidate PSCell belongs to different cell group than the current serving PSCell, the UE selects the first sk-counter from the sk-counter list associated with the target candidate PSCell to derive the new security key. 
The UE removes the selected sk-counter from the corresponding sk-counter list after generation of the new security key.
Besides, companies discussed whether does the UE need to inform the selected sk-counter to the NW. Considering that the sk-counter list is provided by the MN, the MN can maintain the sk-counter list corresponding to each group and perform the same handling for the sk-counter selection as the UE (i.e. select the first entry in the list and remove the used sk-counter after generation of the SN key) when knowing the target candidate SN selected by the UE. 
Thus, the MN is only required to know which candidate SN is selected by the UE, which has been implemented by including the selected candidate PSCell information (i.e. condReconfigId) in the RRCReconfigurationComplete message to the MN upon CPAC execution. 
Upon CPAC execution, the MN can identify which candidate SN is selected by the UE via the selected candidate PSCell information (i.e. condReconfigId) in the RRCReconfigurationComplete message.
So there is no need to explicitly indicate the selected sk-counter value to the NW. And no mis-synchronization will be caused if the MN and the UE handle the selected sk-counter with the same behaviour. 
RAN2 assumes that the UE is not required to inform the selected sk-counter value to the NW at SCPAC execution, since the MN and the UE can follow the same rule to select the sk-counter for the security key update.
If the MN identifies the target candidate PSCell belongs to different cell group than the current serving PSCell, the MN shall derive the SN key based on the first sk-counter from the sk-counter list associated with the target candidate PSCell. And then the MN can transfer the generated SN key to the target candidate SN. 
Upon reception of RRC complete message for SCPAC execution, if the MN identifies the target candidate PSCell belongs to different cell group than the current serving PSCell, the MN shall derive the new SN key following the same rule as UE. And the MN informs the generated SN key to the target candidate SN.
In addition, the scenario where UE does not have sk-counter to use at the time of SCPAC execution was proposed in the email discussion. In our understanding, the NW can identify whether there are remaining unused sk-counters associated with each cell group each time after SCPAC execution. So the NW can provide new sk-counters to the UE before the valid sk-counters are consumed out. Thus, it can be up to the NW implementation to ensure there are valid sk-counters for SCPAC execution.
It can be up to the NW implementation to ensure there are valid sk-counters to be used for SCPAC execution.
Conclusion and Proposals
In this contribution, we discussed remaining issues on subsequent CPAC with the following observations and proposals:
Observation 1: From RAN2 perspective, the intra-SN SCPAC and inter-SN SCPAC can be configured simultaneously.
Observation 2: The type of intra-SN SCPAC candidates and inter-SN SCPAC candidates could be changed due to the SCPAC execution. The execution of inter-SN SCPAC may cause the intra-SN SCPAC configuration in SN format becomes invalid since the the current UE’s MCG-part configuration may be reconfigured.
Observation 3: The intra-SN SCPAC configuration in SN format needs to be released or modified due to the execution of inter-SN SCPAC. An additional inter-node coordination between the MN and the source SN shall be required for the release or modification.
Observation 4: Upon CPAC execution, the MN can identify which candidate SN is selected by the UE via the selected candidate PSCell information (i.e. condReconfigId) in the RRCReconfigurationComplete message.

Reference and candidate cell configuration
Proposal 1: Only one reference configuration is supported for both MN/SN initiated inter-SN SCPAC and SN-initiated intra-SN SCPAC.
Proposal 2: RAN2 to support configuring intra-SN SCPAC in MN format, e.g. when intra-SN SCPAC and inter-SN SCPAC are configured simultaneously.
Proposal 3: If only intra-SN SCPAC is configured, the intra-SN SCPAC can be configured in SN format.
Handling on SCG failure
Proposal 4: Upon SCG failure, the existing SCG failure information procedure shall be initiated even if the SCPAC is configured, i.e. no enhancement on the existing SCG failure handling.
Proposal 5: Upon initiating the SCG failure information procedure, the UE shall stop the evaluation for SCPAC but maintain the SCPAC related configuration.
Security update
Proposal 6: Upon SCPAC execution, if the target candidate PSCell belongs to different cell group than the current serving PSCell, the UE selects the first sk-counter from the sk-counter list associated with the target candidate PSCell to derive the new security key.
Proposal 7: The UE removes the selected sk-counter from the corresponding sk-counter list after generation of the new security key.
Proposal 8: RAN2 assumes that the UE is not required to inform the selected sk-counter value to the NW at SCPAC execution, since the MN and the UE can follow the same rule to select the sk-counter for the security key update.
Proposal 9: Upon reception of RRC complete message for SCPAC execution, if the MN identifies the target candidate PSCell belongs to different cell group than the current serving PSCell, the MN shall derive the new SN key following the same rule as UE. And the MN informs the generated SN key to the target candidate SN.
Proposal 10: It can be up to the NW implementation to ensure there are valid sk-counters to be used for SCPAC execution.
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