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	Reason for change:
	For the procedures related to broadcast information elements, the assistance date for positioning can be broadcast in segments. If segmentationOption indicates 'pseudo-seg', that’s means that each segment is encrypted independently. And upon receiving one segment, the UE shall decipher the segment one by one, and assemble the decrypted segments. After all segments are decrypted and assembled, the UE can decode the assembled data. 
However, in the current specification discription of chapter 7.3 in 37.355, if segmentationOption indicates 'pseudo-seg', the UE will “decode the deciphered assistanceDataElement segment and deliver the related assistance data portion together with the assistanceDataSegmentType and assistanceDataSegmentNumber to upper layers.” The description is  incorrect, because UE can’t decode the assistanceDataElement segment independently, only after all the segments is assembled, UE can decode it.
So we propose to clarify it to make the specification more clearly.

	
	

	Summary of change:
	Clarify that UE decode the assembled assistance data element not the segment of assistance data.

Impact analysis
Impacted 5G architecture options:
NR Standalone, NE-DC, NR-DC

Impacted functionality:
posSIB broadcast

Inter-operability: 
[bookmark: OLE_LINK132][bookmark: OLE_LINK133]If the UE is implemented according to this CR while the network is not, there is no inter-operability issue.
If the network is implemented according to this CR while the UE is not, there is no inter-operability issue.

	
	

	Consequences if not approved:
	UE doesn’t know how to decode the assistance data segment.
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[bookmark: OLE_LINK41][bookmark: OLE_LINK42]7.3	Procedures related to broadcast information elements
Upon receiving AssistanceDataSIBelement, the target device shall:
1>	if the segmentationInfo is not included:
2>	if the cipheringKeyData is included:
3>	if the UE has obtained a valid cipher key value and the first portion of the initial Counter denoted C0 corresponding to the cipherSetID using NAS signalling:
4>	if the d0 field contains less than 128-bits:
5>	pad out the bit string with zeroes in least significant bit positions to achieve 128 bits, denoted D0.
4>	determine the initial Counter C1 = (C0 + D0) mod 2128 (where all values are treated as non-negative integers);
4>	determine any subsequent counter Ci from the previous counter Ci-1 as Ci = (Ci-1 + 1) mod 2128;
4>	use the sequence of counters <C1, C2, C3, …> and the cipher key value to decipher the assistanceDataElement;
4>	decode the deciphered assistanceDataElement and deliver the related assistance data to upper layers.
3>	else:
4>	discard the AssistanceDataSIBelement.
2>	else:
3>	decode the assistanceDataElement and deliver the related assistance data to upper layers.
1>	else:
2>	if segmentationOption indicates 'pseudo-seg':
3>	if the cipheringKeyData is included:
4>	if the UE has obtained a valid cipher key value and the first portion of the initial Counter denoted C0 corresponding to the cipherSetID using NAS signalling:
5>	if the d0 field contains less than 128-bits:
6>	pad out the bit string with zeroes in least significant bit positions to achieve 128 bits, denoted D0.
5>	determine the initial Counter C1 = (C0 + D0) mod 2128 (where all values are treated as non-negative integers);
5>	determine any subsequent counter Ci from the previous counter Ci-1 as Ci = (Ci-1 + 1) mod 2128;
5>	use the sequence of counters <C1, C2, C3, …> and the cipher key value to decipher the assistanceDataElement segment;
5>	decode the deciphered assistanceDataElement segment and deliver the related assistance data portion together with the assistanceDataSegmentType and assistanceDataSegmentNumber to upper layers.
5> if all segments of assistanceDataElement have been received:
6> assemble the assistance data element from the received assistanceDataElement segments and decode the assembled assistance data element and deliver the related assistance data to upper layers.
4>	else:
5>	discard the AssistanceDataSIBelement segment.
3>	else:
4>	decode the assistanceDataElement segment and deliver the related assistance data portion together with the assistanceDataSegmentType and assistanceDataSegmentNumber to upper layers.
[bookmark: OLE_LINK145]4> if all segments of assistanceDataElement have been received:
[bookmark: OLE_LINK141][bookmark: OLE_LINK142]5> assemble the assistance data element from the received assistanceDataElement segments and decode the assembled assistance data element and deliver the related assistance data to upper layers.
2>	if segmentationOption indicates 'octet-string-seg':
3>	if all segments of assistanceDataElement have been received:
4>	assemble the assistance data element from the received assistanceDataElement segments;
5>	if the cipheringKeyData is included in the first segment:
6>	if the UE has obtained a valid cipher key value and the first portion of the initial Counter denoted C0 corresponding to the cipherSetID using NAS signalling:
7>	if the d0 field contains less than 128-bits:
8>	pad out the bit string with zeroes in least significant bit positions to achieve 128 bits, denoted D0.
7>	determine the initial Counter C1 = (C0 + D0) mod 2128 (where all values are treated as non-negative integers);
7>	determine any subsequent counter Ci from the previous counter Ci-1 as Ci = (Ci-1 + 1) mod 2128;
7>	use the sequence of counters <C1, C2, C3, …> and the cipher key value to decipher the assembled assistance data element;
7>	decode the assembled and deciphered assistance data element and deliver the related assistance data to upper layers.
6>	else:
7>	discard the assembled assistance data element.
5>	else:
6>	decode the assembled assistance data element and deliver the related assistance data to upper layers.
NOTE:	As an optional optimisation when segmentationOption indicates 'octet-string-seg', a target device may verify if the cipheringKeyData is included in the first segment as soon as the first segment is received and, if included, may verify that the UE has obtained a valid cipher key value and the first portion of the initial Counter denoted C0 corresponding to the cipherSetID using NAS signalling. When the UE has not obtained a valid cipher key value and initial Counter C0 using NAS signalling, the UE may discard the first segment and ignore all subsequent segments.
The value for D0 shall be different for different AssistanceDataSIBelement's to ensure that the counters derived from C1 for any assistanceDataElement are different to the counters for any other assistanceDataElement for a given ciphering key.
D0 shall contain at least 16 least significant bits (LSBs) set to zero to ensure that the values of D0 differ from another by a large value.
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