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Introduction
In previous RAN2 meeting, UAV identification broadcast was discussed and some agreements were reached as following:
RAN2 #121:
Agreements:
-	PC5-U is used to support BRID for UAV
-	Support both in-coverage and out-of-coverage scenarios
-	Mode 2 will be supported.  FFS whether further mode 1 will be supported.  
-	FFS whether separate pools are needed 
-	FFS whether current configurations can support UAV requirements 

RAN2 #121bis:
Agreements:
1. DAA can be supported using the same framework as used for BRID transmission over the LTE and NR PC5 interface, without any specific enhancements. 
2. LTE PC5 Mode-4 resource allocation is supported, and LTE PC5 Mode-3 is not supported 
3. NR PC5 mode-1 is not supported 
4. For LTE PC5, we will follow the NR PC5 framework agreements, unless explicitly identified e.g. a strong technical reason
5. RAN2 assumes that BRID and DAA services will be delivered on a frequency designated by regulators
6. As a baseline, we will use the existing V2X QoS framework.  FFS whether different resource pools are needed for UAV services  
7. No further enhancement on PC5 range for A2X broadcast services will be pursued in this release
8. We will not investigate interference for BRID and DAA broadcast
9. Send an LS to SA2 to:
a. inform them as a result of RAN Plenary decision to re-use BRID RAN2 will only support PC5 broadcast for deconfliction in RAN in release 18.
b. ask SA2 whether BRID and DAA broadcast over LTE and NR PC5 requires new QoS requirements and parameters not supported within the ranges supported for V2X

Then in RAN2 #122 meeting, we discussed separate SL resource pool for UAV while with no agreement. And interference issue between V2X and UAV maybe needed to consider due to that new band(s) may not be expected. Then the specific content included in remote ID has not been discussed, which is also important. Therefore in this contribution, we will provide some further analysis on the above 3 issues for UAV identification broadcast.
Discussion
[bookmark: _Hlk41985036] Resource pool configuration
In RAN2 #121bis meeting, we have discussed QoS framework and agreed to use existing V2X framework as baseline. And we sent an LS to SA2 to ask whether BRID and DAA broadcast over LTE and NR PC5 require new QoS requirements and parameters not supported within the ranges supported for V2X. And in SA2 #157 meeting, the reply LS [2] has been sent back to RAN2. And regarding whether BRID and DAA broadcast over LTE and NR PC5 require new QoS requirements and parameters not supported within the ranges supported for V2X, the reply is as follow:
■ SA2 answer: SA2 discussed that defining new PQI(PC5 5QI) value(s) is beneficial for BRID and DAA over NR PC5 so that the AS layer can distinguish A2X services from V2X services if differentiated handling is needed. The related CR work will be progressed in Rel-18. For BRID and DAA over LTE PC5, it is considered that the existing QoS framework can be used.

At least for NR PC5, new QoS requirements is needed from SA2 perspective, therefore separate resource pool configuration could be considered. Further, considering the high altitude characteristic of UAV system, we could discussed for example, utilizing measurement reporting, flight path information, height, and beam information, etc. to help improve PC5-based BRID solution.
Proposal 1: At least for NR PC5, separate resource pool configuration is needed.
 Interference avoid between V2X and UAV
As the latest WID scope and discussion progress, regarding UAV identification broadcast, it has decided to  support for UAV identification broadcast (BRID) in NR PC5. Considering that the scope is not intended to introduce new band(s), there may be some potential interference problem. And unlike V2X communication, UAVs would face even more serious coexistence problems. Thence, some further interference avoidance or reduction enhancements may be needed based on PC5-based BRID(Broadcast remote ID) solution.
Proposal 2: It is proposed that some further interference avoidance or reduction enhancements may be needed based on PC5-based BRID (Broadcast remote ID) solution.
 Remote ID content
Then, we can find detail information about remote ID in FAA(Federal Aviation Administration) website [3], for the usage of remote ID, Remote ID helps the FAA, law enforcement, and other federal agencies find the control station when a drone appears to be flying in an unsafe manner or where it is not allowed to fly. Remote ID also lays the foundation of the safety and security groundwork needed for more complex drone operations. And we also could find the information to be broadcasted:
[image: ]
Fig.1 Illustration of remote identification in [2]
thence, regarding the specific information included in UAV identification, the carried information mentioned in FAA website could be the baseline, that is a Standard Remote ID Drone or a drone with a remote ID broadcast module must transmit the following message elements:
· A unique identifier for the drone;
· The drone's latitude, longitude, geometric altitude, and velocity;
· An indication of the latitude, longitude, and geometric altitude of control station (standard) or take-off location (broadcast module);
· A time mark; and
· Emergency status (Standard Remote ID Drone only)
Proposal 3: It is proposed that the the carried information mentioned in FAA website could be the baseline, that is a Standard Remote ID Drone or a drone with a remote ID broadcast module must transmit the following message elements:
· A unique identifier for the drone;
· The drone's latitude, longitude, geometric altitude, and velocity;
· An indication of the latitude, longitude, and geometric altitude of control station (standard) or take-off location (broadcast module);
· A time mark; and
· Emergency status (Standard Remote ID Drone only)
Conclusion
Based on the discussions mentioned above, in this contribution we provide some discussions on UAV identification broadcast for NR UAV and have the following proposals:
Proposal 1: At least for NR PC5, separate resource pool configuration is needed.
Proposal 2: It is proposed that some further interference avoidance or reduction enhancements may be needed based on PC5-based BRID (Broadcast remote ID) solution.
Proposal 3: It is proposed that the the carried information mentioned in FAA website could be the baseline, that is a Standard Remote ID Drone or a drone with a remote ID broadcast module must transmit the following message elements:
· A unique identifier for the drone;
· The drone's latitude, longitude, geometric altitude, and velocity;
· An indication of the latitude, longitude, and geometric altitude of control station (standard) or take-off location (broadcast module);
· A time mark; and
· Emergency status (Standard Remote ID Drone only)
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3 Ways Drone Pilots Can Meet Remote ID Rule
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