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1	Introduction	
In RAN2#122 meeting [1], RAN2 achieved the following agreements on RACH partitioning based on the summary of RACH enhancement [2]:
RACH Partitioning

1	RAN2 confirms agreed “used feature combination” is all the features configured in the FeatureCombination applied for the RACH procedure.
2	Feature specific RACH information is included in RA-InformationCommon and is also included for RLF report and CEF report.

In this contribution, we provide further consideration on remaining issues on RACH Enhancement. 
2	Discussion
2.1 RACH partitioning
In last meeting, RAN2 discussed whether to include NSAG priority, S-NSSAI in RA report and which NSAG IDs (associated with the S-NSSAI(s) that triggered the random access attempt or associated with the S-NSSAI(s) triggering the access attempt and that are included in SIB1) should be reported to the NW,  and had no consensus on these issues.
Firstly, we would like to clarify the scenario and existing inter-layer procedure for RACH partitioning including NSAG. The UE can trigger an access attempt associated with more than one NSAG ID. Since the network is not required to configure RACH partitioning for all possible feature combinations, the NSAG IDs triggering the access attempt may be not broadcast in SIB1. And in this case, the UE will apply the NSAG with highest NSAG priority among the NSAGs that are included in SIB1 and that are associated with the S-NSSAI(s) triggering the access attempt in the Random Access procedure, as specified in the section 5.3.3.2 and 5.3.13.2 of TS 38.331 [3]. That is, if the NSAG ID triggering the access attempt is not included in SIB1, the UE will not apply it during the random access procedure. In other words, the applied NSAG ID may be subset of triggered NSAG ID(s).
	[bookmark: _Toc60776746][bookmark: _Toc115428451]5.3.3  RRC connection establishment
5.3.3.2	Initiation
<omitted>
1>	if the upper layers provide NSAG information and one or more S-NSSAI(s) triggering the access attempt (TS 23.501 [32] and TS 24.501 [23]):
2>	apply the NSAG with highest NSAG priority among the NSAGs that are included in SIB1 (i.e., in FeatureCombination and in RA-PrioritizationSliceInfo), and that are associated with the S-NSSAI(s) triggering the access attempt, in the Random Access procedure (TS 38.321 [3], clause 5.1);
[bookmark: _Toc60776830][bookmark: _Toc115428553]5.3.13	RRC connection resume
[bookmark: _Toc115428557]5.3.13.2	Initiation
<omitted>
2>	if the upper layers provide NSAG information and one or more S-NSSAI(s) triggering the access attempt (TS 23.501 [32] and TS 24.501 [23]):
3>	apply the NSAG with highest NSAG priority among the NSAGs that are included in SIB1 (i.e., in FeatureCombination and in RA-PrioritizationSliceInfo), and that are associated with the S-NSSAI(s) triggering the access attempt, in the Random Access procedure (TS 38.321 [3], clause 5.1);


After that, RRC will transmit the applied NSAG to MAC for the selection of RACH resource, and MAC will also consider other applicable features (i.e. SDT, RedCap, CE) for this random access procedure, as specified in TS 38.321 [4].
	[bookmark: _Toc115557868]5.1.1b	Selection of the set of Random Access resources for the Random Access procedure
The MAC entity shall:
<omitted>
1>	if contention-free Random Access Resources have not been provided for this Random Access procedure and one or more of the features including RedCap and/or a specific NSAG(s) and/or SDT and/or MSG3 repetition is applicable for this Random Access procedure:
NOTE 2: The applicability of SDT is determined by MAC entity according to clause 5.27. The applicability of specific NSAG(s) is determined by upper layers when the Random Access procedure is initiated. The applicability of RedCap is also determined by upper layers when Random Access procedure is initiated and it is applicable to the Random Access procedures initiated by PDCCH orders and any Random Access procedure initiated by the MAC entity.
<omitted>


For easy understanding, we give an example as follows:
The UE1 triggers an access attempt related to S-NSSAI#1, S-NSSAI#2, and S-NSSAI#3, and NAS layer provides the NSAG information, i.e. S-NSSAI#1 is associated with NSAG#1 (NSAG priority: 2), S-NSSAI#2 is associated with NSAG#2 (NSAG priority: 4), S-NSSAI#3 is associated with NSAG#3 (NSAG priority: 5). It is assumed that a lower value means a higher NSAG priority, i.e. the priority order is NSAG#1>NSAG#2>NSAG#3.  That is, the triggered NSAG IDs are NSAG#1, NSAG#2 and NSAG#3.
If NSAG#2 and NSAG#3 are included in SIB1, NSAG#2 will be applied in random access procedure since NSAG#2 has higher priority than NSAG#3, i.e. the applied NSAG ID is NSAG#2, and NGSA#2 will be a part of feature combination applied for the selection of RACH resource. 
[image: d90930670fdede210955c1941ae76897_181044]
Figure 1. An example of inter-layer interaction for RACH partitioning 
As summarized in [2], there are two understandings for including triggered NSAG ID(s) in RA report. 
· Understanding 1: UE reports all NSAG ID(s) which are associated with the S-NSSAI(s) triggering the random access attempt irrespective if it is included in SIB1 or not.
· Understanding 2: UE includes the NSAG IDs are associated with the S-NSSAI(s) triggering the RACH attempts and are included in SIB1.
If we go for the Understanding 2, the UE1 will report NSAG#2 and NSAG#3, but the network cannot be aware of the NSAG ID with highest priority (i.e. NSAG#1) triggering the access attempt since it is not reported by UE1, and the network will never configure RACH resource for NSAG#1. 
Observation 1: If the UE only report NSAG ID(s) associated with the S-NSSAI(s) triggering the access attempt and that are included in SIB1, the network cannot be aware of the NSAG ID(s) which has higher priority triggering the access attempt, and cannot configure RACH resource for these NSAG ID(s).
On the contrary, if we go for the Understanding 1, the network can have the whole picture of all triggered NSAG IDs for this access attempt, and can do further optimization on the RACH resource considering the triggered NSAG IDs, especially for the highest priority NSAG IDs (i.e. NSAG#1) which are not included in SIB1. For instance, if there are many UEs which try to trigger the access attempt associated with NSAG#1, the NW can consider to configure RACH resources in SIB1, so that the UE can apply the highest priority NSAG ID (i.e. NSAG#1) during the random access procedure, an example is shown in Figure 2.
Observation 2: It is beneficial for the network to optimize the RACH resource considering all triggered NSAG IDs, especially the NSAG IDs with higher priority but are not applied in the random access procedure since it is not included in SIB1.
[image: ]
Figure 2. An example for comparison of understanding 1 and 2
Therefore, we think the UE should report all NSAG ID(s) which are associated with the S-NSSAI(s) triggering the access attempt irrespective if it is included in SIB1 or not.
Proposal 1: RAN2 confirms that UE reports all NSAG ID(s) which are associated with the S-NSSAI(s) triggering the random access attempt irrespective if it is included in SIB1 or not.
Regarding the NSAG priority, there are two options for inclusion of NSAG priority in RA report:
· Option 1: UE includes NSAG IDs in the RACH report based on the assigned priorities.
· Option 2: NSAG priority information is not included in the RA report.
In our understanding, if there are more than one NSAG ID reported to the network, the NSAG priority is also useful for the network to optimize the RACH resource across different NSAG IDs. For instance, the more UEs have the higher priority for one specific NSAG, the more RACH resource could be configured for this NSAG. Firstly, the NSAG priority is UE-specific and is provided from CN to UE, so gNB cannot be aware of these information. Secondly, since gNB is responsible for configuring the RACH resource for different NSAG IDs or feature combinations including NSAG IDs, gNB needs to be aware of the priority for different NSAG IDs.  
Considering the exact NSAG priority values of different UE are not comparable since they are UE-specific, the NSAG priority can be implicitly indicated by the order of the NSAG ID included, which can avoid ambiguity and introducing additional parameters in RA report.  
An example is shown in Figure 3. If the reported NSAG IDs are in order of priority (e.g. in descending order), NW can be aware of NSAG#1 with higher priority, and may configure more RACH resource for NSAG#1 than NSAG#2 and NSAG#3. However, if the NSAG priority info is not reported, NW cannot be aware of the priority of NSAG ID. Especially when the number of UE triggering different NSAGs (e.g. NSAG#1 and NSAG#2 in Figure 3) is similar, the configuration for RACH resource maybe not optimal. 
[image: ]
Figure 3. An example for comparison of reported NSAG with/without priority info
Proposal 2: UE includes NSAG IDs in the RACH report based on the assigned priorities.
The other issue is whether to include the S-NSSAI(s) in the RACH report. As specified in TS 38.331 [2], gNB broadcasts the RACH resource in SIB1 with the granularity of NSAG, and gNB has the information of the association of NSAG and S-NSSAI(s). Therefore, we think the S-NSSAI(s) is not needed for RACH report.
Proposal 3: The S-NSSAI(s) is not included in RACH report.

3	Conclusion
In this contribution, we provide further consideration on the potential specification impact to enable SON MDT optimization for RACH report. The following observations and proposals are made,
Observation 1: If the UE only report NSAG ID(s) associated with the S-NSSAI(s) triggering the access attempt and that are included in SIB1, the network cannot be aware of the NSAG ID(s) which has higher priority triggering the access attempt, and cannot configure RACH resource for these NSAG ID(s).
Observation 2: It is beneficial for the network to optimize the RACH resource considering all triggered NSAG IDs, especially the NSAG IDs with higher priority but are not applied in the random access procedure since it is not included in SIB1.
Proposal 1: RAN2 confirms that UE reports all NSAG ID(s) which are associated with the S-NSSAI(s) triggering the random access attempt irrespective if it is included in SIB1 or not.
Proposal 2: UE includes NSAG IDs in the RACH report based on the assigned priorities.
Proposal 3: The S-NSSAI(s) is not included in RACH report.
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