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1. Introduction

Positioning integrity refers to a measure of trust in the accuracy of the position-related data provided by the positioning system and the ability to provide timely and valid warnings to the LCS client when the positioning system does not fulfil the conditions for intended operation. Positioning integrity concepts have been introduced and supported for GNSS positioning in Rel-17 positioning already. However, there has been no study on integrity support for RAT-dependent positioning. According to the latest Rel-18 WID [1], RAT-dependent positioning integrity has been studied in previous meetings and confirmed as one objective as follows:


[image: image1]During the previous RAN2#121, RAN2#121bis-e and RAN2#122 meetings [2], the following agreements were reached in relation to RAT-dependent integrity:
	RAN2#121 Meeting Agreements:

· RAN2 anticipate that the error sources are overbounded by a Gaussian distribution.

· LS to RAN1 to check this view and ask about the parameters for the overbound distributions.

· TRP related error source bounds can be provided to UE via dedicated LPP providing assistance message or posSIB.

· Any interaction between the LMF and NG-RAN to support determination of error sources is in RAN3 scope.  Other aspects of determining the TRP error sources are left to deployment and implementation.

· For UE-based RAT-dependent integrity, the PL and/or its corresponding TIR are provided to LMF as legacy, using the existing common LPP signalling from Rel-17.
RAN2#121bis e-meeting Agreements

· LS to RAN1 to include a request for confirmation that the beam-related information (Beam Bore-Sight Direction and Beam Antenna Information) are error sources for DL-AoD positioning.

· LS to RAN1 to include the question of whether RAN1 identify a need for a DNU flag for measurements.

· Approved as R2-2304563 with the following changes:

· Q2: omit the condition on the WA.
· Q2: omit the sentence on the use case.
· For RAT-dependent integrity, the PL calculation is performed by the entity which also performs the position calculation for a location process.

· For UE-based integrity, the integrity parameters of error sources for RAT-dependent integrity are included in assistance data.

· LPP Request/Provide Assistance Data are reused for retrieving the integrity parameters to the UE from the LMF.  The request is per positioning method (as in legacy operation) and the provided integrity parameters are as appropriate for the selected positioning method.

· Use of posSIBs for integrity parameters is not excluded.

· Working assumption: For LMF-based integrity, no integrity KPI (TTA, TIR, and AL) and integrity results transfer in LPP message.

· Working assumption: It is left to LMF implementation to decide the measurement error source bound distribution based on the measurement results from UE and/or NG-RAN.

· Indicate the WA above in the LS to RAN1 to allow them to register any concern.

· Capture the stage 2 impact for RAT-dependent integrity in section 7 of 38.305.  Initial running CR to be seen at next meeting, using R2-2302504 and R2-2303682 as baseline.

RAN2#122 meeting Agreements

· For stage2 description of RAT-dependent integrity, move the section of “Integrity Principle of Operation” to a generic section that is not specific to positioning methods.

· Represent the TRP and ARP location errors by a Gaussian paired over-bounding.

· Represent the RTD errors by a Gaussian paired over-bounding.



In this contribution, we provide our views on RAN2 issues and solutions for RAT-dependent positioning integrity based on the latest progress.
2. Discussion
2.1 Signaling and procedure impacts
Capability transfer is the first step for LPP signaling support, a capability signalling request and response in which the UE would acknowledge whether it has the capability to access the integrity assistance information and KPIs or not should be supported, and the capabilities are handled separately per positioning method. It has been approved in SI phase that UE sends capability info to LMF on integrity by using LPP capability transfer procedure for both UE-based and LMF based integrity mode [3], in which capability information on RAT-dependent positioning integrity between UE and LMF are transferred by LPP RequestCapabilities and ProvideCapabilities messages.

Observation 1: UE sends capability info to LMF on integrity by using LPP capability transfer procedure for both UE-based and LMF-based integrity mode. 
Contrary to GNSS positioning integrity where UE is equipped with GNSS receiver and only UE and LMF transfer the integrity information, RAT-dependent positioning methods involve UE, NG-RAN node and LMF entity, and each entity may generate error sources or feared events which affect the integrity performances. Therefore, each entity is suggested to be aware of the RAT-dependent positioning integrity capability. In addition to the baseline LPP capability transfer procedure, gNB also acquires UE capability information for RAT-dependent positioning integrity for collecting error source information related to TRPs purpose, especially with respect errors identified for UL-based positioning. RAN2 is suggested to study the signalling to indicate the UE capability information on support of RAT-dependent positioning integrity to gNB. For one hand, UE can indicate the UE capability on RAT-dependent positioning integrity to gNB by RRC signalling directly. For the other hand, the UE capability on RAT-dependent positioning integrity can be signaled from LMF to gNB by NRPPa signalling, and the integrity capability should be indicated per RAT-dependent positioning method.
Proposal 1: RAN2 is suggested to discuss the signalling to indicate UE capability information on support of RAT-dependent positioning integrity to gNB per positioning method. 
In addition, in Rel-18 study phase, RAN2 has studied the signalling to transfer error sources identified by RAN1 for both UE-based integrity and LMF-based integrity. For UE-based integrity, it has been agreed that LMF provides the error sources generated by RAN node to UE in LPP ProvideAssistanceData message, LPP Request/Provide Assistance Data are reused for retrieving the integrity parameters to the UE from the LMF [3]. For LMF-based integrity, LMF transmits the request of results related to integrity for integrity error sources to UE and RAN, RAN sends the results related to integrity to LMF while UE remains open on whether to send results related to integrity to LMF or not.
Observation 2: Signaling impacts have been identified for both UE-based and LMF-based integrity, whether UE sends results related to integrity to LMF using LPP message or not for LMF-based integrity remains to be further discussed during normative work.
In the previous RAN2#121bis e-meeting [2], a working assumption was made that it is left to LMF implementation to decide the measurement error source bound distribution based on the measurement results from UE and/or NG-RAN. And an LS [4] has been sent to RAN1 to indicate the WA to allow RAN1 to register their concern, and the LS also includes the question of whether RAN1 identifies a need for a DNU flag for measurements.

This LS has been discussed by RAN1 in the last RAN1#113 meeting [5] and following responses to the LS are made:

Based on the reply to LS, RAN1 has confirmed it is feasible that it is left LMF implementation to decide the measurement error source bound distribution based on the measurement results from UE and/or NG-RAN, and no concerns are raised. RAN2 is suggested to confirm above working assumption according to the reply from RAN1.

Proposal 2: RAN2 to confirm the working assumption according to the reply from RAN1: it is left to LMF implementation to decide the measurement error source bound distribution based on the measurement results from UE and/or NG-RAN.

In the case of the working assumption is confirmed, and combine that with the previous agreements made by RAN2#121 meeting [2]:
It can be concluded that: for the measurement errors related to UE, UE just needs to provide PRS measurement results to LMF, no error source related information is needed from UE to LMF for LMF-based integrity since LMF determines the error bound distribution by implementation based on the measurement results from UE. While for the error related to TRP, LMF determines the measurement error bound distribution by implementation based on the measurement results from NG-RAN; It is also left to deployment and implementation on the TRP assistance data error, the error bound distribution may be determined by NG-RAN deployment or LMF implementation, detail interaction is in RAN3 scope. No additional signalling impacts on RAN2 are identified.
Proposal 3: RAN2 to confirm that no additional signaling is needed from UE to LMF for the error bound transmission for LMF-based integrity.

Furthermore, no matter NG-RAN or LMF determines the error bound of TRP assistance data, in the case that one of the TRP is broken or does not work or blocked by some buildings, the TRP-related error bound may be not accuracy anymore. Hence, the NG-RAN may monitor and check the TRP state periodically or be requested by LMF to update the TRP information to ensure the accuracy of the error source bound distribution of TRP assistance data error. Detailed aspects for the TRP information update between NG-RAN and LMF are in RAN3 scope.
Proposal 4: NG-RAN may monitor and check the TRP state periodically or requested by LMF to update the TRP information. Detailed aspects for the TRP information update are in RAN3 scope.
2.2 The Use of DNU flag
RAN1 also confirmed in the LS reply that the need of DNU flag on measurement results is within the scope of RAN2 discussion [5]. From our perspective, the intention of using the DNU flag for measurement results from TRPs and UE is to help LMF to filter the measurement results with greater risk of causing the feared events for LMF-based integrity, which indicates the concerned measurement results cannot be used for integrity calculation. Since RAN1 has also confirmed that the measurement error bound distribution is determined by LMF implementation, which means LMF may determine the error bound based on all received measurement results from UE and TRPs, there seems no need to introduce the additional DNU flag on the measurement results. The support of the DNU flag for measurement error can be de-prioritized for LMF-based integrity in Rel-18 if above WA is confirmed.

Proposal 5: The support of the DNU flag for measurement error can be de-prioritized for LMF-based integrity in Rel-18 if above WA is confirmed.
Regarding the DNU flag on assistance data error, it has been confirmed in study item phase that RAN2 will further study the usage of DNU flag for the RAT-dependent positioning integrity, with the meaning that the concerned assistance data cannot be used for integrity calculation but may be usable for positioning. Then the signalling design for DNU flag on assistance data error should be considered. For UE-based integrity, RAN2 has agreed that the integrity parameters of error sources for RAT-dependent integrity are included in assistance data and provided from LMF to UE per positioning method [2]. Considering more than one error source on assistance data have been identified for different positioning methods, it is suggested to introduce the DNU flag for each error source e.g., TRP location, inter-TRP synchronization, etc. in LPP assistance data from LMF to UE per positioning method, which indicates the concerned TRPs cannot be used for the integrity calculation. 
Proposal 6: The DNU flag on integrity assistance data is provided from LMF to UE by using LPP assistance data for each error sources per positioning method for UE-based integrity.  
In addition, Integrity Service Alerts defined in GNSS integrity provide information on whether the service can be used for integrity, and the alert may be issued when positioning error exceeds a limit value. If an Integrity Service Alert is issued, then the corresponding positioning solutions may be unavailable to generate the position results. The alert output could be also used for RAT-dependent positioning solutions, when some defined integrity information or events are detected from UE or network side. The integrity alert output is performed for both UE-based and LMF-based integrity modes to inform the preventative or remedial actions required by the positioning system.
Proposal 7: Integrity alert output is performed when some defined integrity information or events are detected for both UE-based and LMF-based integrity modes.
2.3 Integrity Results Reporting
In Rel-17 GNSS positioning integrity study, two modes of integrity result reporting are also identified as below [3]:
· Mode 1 of Integrity Result Reporting: PL Reporting
· Mode 2 of Integrity Result Reporting: Integrity Event Flagging
Considering the work on GNSS positioning integrity during the Rel-17 work item, only reporting Mode 1 of integrity results was agreed and Mode 2 of integrity result reporting was deprioritized. For RAT-dependent positioning, both Mode 1 and Mode 2 of integrity results reporting can still be considered. We suggest supporting at least reporting Mode 1 of integrity results, and for Mode 2 of integrity results reporting, it can be left for further study to better align the solutions for GNSS positioning integrity. In addition, multiple KPIs (e.g., TIR, AL, TTA) for GNSS positioning integrity are identified in Rel-17 SI and considered to be reused in Rel-18. As also justified in Rel-17 GNSS integrity, TTA and AL are not needed to be provided for Mode 1 PL reporting. While if Mode 2 reporting is supported, the same issues as in Rel-17 will be raised that whether the additional integrity results used for the integrity calculation, e.g., AL, TTA, shall also be reported in the integrity results since Mode 2 reporting involves the comparison between the calculated PL and AL.
Proposal 8: For RAT-dependent positioning, at least reporting Mode 1 of integrity results should be supported for both UE-based and LMF-based integrity. FFS on Mode 2 and whether the additional integrity results that are used in the integrity calculation shall also be reported in the integrity results.
Furthermore, considering that UE may not be able to achieve the requested target integrity risk (TIR) according to its best effort, for example, the UE can compute a protection level only for a TIR that is worse than the requested TIR. In practice, the UE should optionally report the TIR that were used to calculate the protection level, i.e., achieved TIR. In the case that the achieved TIRs which may be different from the requested TIR are included, the sever may take the value of the achievable TIR into account for integrity operation. Therefore, it is suggested to include the achievable TIR in integrity results reporting as also defined in Rel-17 GNSS integrity. The achievable TIR reporting can be applied for both Mode 1 and Mode 2 reporting if supported.
Proposal 9: For UE-based RAT-dependent integrity, the achievable TIR reporting from UE to LMF is applied for both Mode 1 and Mode 2 reporting if supported.
For the case that UE may not be able to calculate the corresponding PL for a specific TIR value, which means UE cannot ensure that for all possible choices of IRallocation, Equation 8.1.1a-1 in TS 38.305 does hold [6]. In this case, no integrity results can be provided to LMF for UE-based integrity and LMF may not know the reason for no integrity results provided. The error reporting includes a failure cause can be provided from UE to LMF to indicate integrity calculation failure and associated failure cause.
Proposal 10: For UE-based integrity, RAN2 to support the error reporting including a failure cause from UE to LMF in the case that UE fails to calculate the integrity results.
2.4 Integrity Assistance Information 
For positioning of a target UE, the LMF decides the position methods to be used, based on factors that may include the LCS Client type, the required QoS, UE positioning capabilities, gNB positioning capabilities and ng-eNB positioning capabilities [4]. Since the integrity for RAT-dependent solutions has not been supported in previous releases, the legacy RAT-dependent positioning procedures, e.g., the positioning method determination does not take the integrity performance into account. However, as studied in Rel-18 study item, the integrity assistance information, e.g., error sources or feared events of each entity (i.e., UE, gNB, LMF, etc.) or propagation loss identified by RAN1, will decrease the trust level in the position accuracy. It is suggested to take the integrity information into consideration for determining RAT-dependent positioning solutions.

RAN2 has already identified the signaling impact to support the integrity assistance information transfer for different RAT-dependent positioning methods, and the integrity assistance information may also be beneficial for assisting the positioning method determination since the error source/feared events of different positioning methods are different. The integrity assistance information of gNB may include TRP location, inter-TRP synchronization, etc. If the inter-TRP synchronization is transferred from gNB to LMF by responding the request of integrity assistance information, then LMF may determine the positioning methods in which the potential error sources exclude the inter-TRP synchronization, e.g., DL-AoD, and multi-RTT, etc. Furthermore, during previous RAN1 discussions, it has also been discussed that the integrity assistance information from UE side e.g., GDOP of UE location, synchronization indication, UE velocity/mobility, etc. may affect the integrity performance. To guarantee the feasibility of the positioning architecture and ensure to adopt a suitable RAT-dependent positioning method, it is recommended that UE/gNB provides integrity related assistance information to LMF via an explicit request or unsolicited manner before the LMF determines the RAT-dependent positioning method, for assisting the positioning method selection.
Proposal 11: It is recommended that UE/gNB provides integrity related assistance information to LMF via an explicit request or unsolicited manner before the LMF determines the RAT-dependent positioning method for integrity performance consideration.
3. Conclusion

Observation 1: UE sends capability info to LMF on integrity by using LPP capability transfer procedure for both UE-based and LMF based integrity mode. 

Observation 2: Signaling impacts have been identified for both UE-based and LMF-based integrity, whether UE sends results related to integrity to LMF using LPP message or not for LMF-based integrity remains to be further discussed during normative work.
Proposal 1: RAN2 is suggested to discuss the signalling to indicate UE capability information on support of RAT-dependent positioning integrity to gNB per positioning method. 
Proposal 2: RAN2 to confirm the working assumption according to the reply from RAN1: it is left to LMF implementation to decide the measurement error source bound distribution based on the measurement results from UE and/or NG-RAN.

Proposal 3: RAN2 to confirm that no additional signaling is needed from UE to LMF for the error bound transmission for LMF-based integrity.

Proposal 4: NG-RAN may monitor and check the TRP state periodically or requested by LMF to update the TRP information. Detailed aspects for the TRP information update are in RAN3 scope.
Proposal 5: The support of the DNU flag for measurement error can be de-prioritized for LMF-based integrity in Rel-18 if above WA is confirmed.
Proposal 6: The DNU flag on integrity assistance data is provided from LMF to UE by using LPP assistance data for each error sources per positioning method for UE-based integrity.  
Proposal 7: Integrity alert output is performed when some defined integrity information or events are detected for both UE-based and LMF-based integrity modes.
Proposal 8: For RAT-dependent positioning, at least reporting Mode 1 of integrity results should be supported for both UE-based and LMF-based integrity. FFS on Mode 2 and whether the additional integrity results that are used in the integrity calculation shall also be reported in the integrity results.

Proposal 9: For UE-based RAT-dependent integrity, the achievable TIR reporting from UE to LMF is applied for both Mode 1 and Mode 2 reporting if supported.

Proposal 10: For UE-based integrity, RAN2 to support the error reporting including a failure cause from UE to LMF in the case that UE fails to calculate the integrity results.
Proposal 11: It is recommended that UE/gNB provides integrity related assistance information to LMF via an explicit request or unsolicited manner before the LMF determines the RAT-dependent positioning method for integrity performance consideration.
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Specify the error modelling parameters, signalling, and procedures to support UE-based and LMF-based integrity of RAT-dependent positioning methods [RAN2, RAN3].





From RAN1’s perspective no concerns are identified for the RAN2 working assumption: it is up to LMF implementation to decide the measurement error source bound distribution based on the measurement results from UE and/or NG-RAN.


From RAN1 perspective, study of the application of DNU flag for determination of positioning integrity is within the scope of RAN2 discussion. Specification impact(s) of DNU flag(s) can be discussed in RAN2.





TRP related error source bounds can be provided to UE via dedicated LPP providing assistance message or posSIB.


Any interaction between the LMF and NG-RAN to support determination of error sources is in RAN3 scope. Other aspects of determining the TRP error sources are left to deployment and implementation.
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