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1. Introduction

In last R2#121bis meeting, some of session based SLPP operation are agreed as below: 

Agreements:
R2 agree that for session-based SLPP, a SLPP session is used among UEs in PC5-only case in order to obtain location related measurements/location estimates, to transfer assistance data, or to exchange of capabilities.
RAN2 agree that for session-based SLPP, a single SLPP session is created to support a single location request at least in case of a single target UE; FFS how sessions work if there are multiple target UEs in a single location request. 
TP in R2-2304005 is postponed.
RAN2 agree that, for session-based SLPP, SLPP transactions are indicated at the SLPP protocol level with a transaction ID in order to associate messages with one another (e.g., request and response)”
RAN2 agree that for session-based SLPP, messages within a transaction are linked by a common transaction identifier.

And in R2#122 also has some related agreements as below:

Agreements:
SLPP over PC5-U/Uu will support reliable transport for at least unicast. FFS groupcast.
Inform SA2 about our agreements on sidelink positioning, with “take into account” action.
SLPP carried over NAS is used between UE and LMF. FFS on how to manage the session/transaction.

Agreements:
SLPP can support multiple target UEs in the same session when LCS requests.
RAN2 will not specify group management for multiple target UEs.  RAN2 assumption is that a group ID will be provided from upper layers.
FFS how session IDs are managed between multiple UEs.



In this contribution, we further discuss about the remaining issues on SLPP session.

	
2. Discussion

For the previous meetings, there were discussion on SLPP session. We discuss on the remaining issues here. 


2.1 Usage of session in OOC
To further discuss on the below:
	Proposal 1bis.(further discussion) FFS: P1 can be applied for managing the session itself (creation, termination, modification). 



Here the P1 is: “For session-based SLPP, a SLPP session is used among UEs in PC5-only case in order to obtain location related measurements/location estimates, to transfer assistance data, or to exchange of capabilities.”

We think that a SLPP session should be used for session management, at least session creation and termination, and be traversed among the involved UEs to let them know the creation and end of that session. 

Proposal 1. For session-based SLPP, a SLPP session is used among UEs in PC5-only case in order to create and terminate the session.

However, it is unclear whether the modification is necessary or not, and how this can be done via SLPP signalling. One of typical case seems to change of the involved UE members after initial session and its member UEs were setup. One of reason for session change might be that the additional location request is given to the LMF/server UE with the same QoS. And the involved UEs are changed for this request. The possible scenario is that in some service scenario where continuous measurement and signalling is necessary among the involved UEs like periodic measurement/report is necessary, the originally setup session would be changed to add some more UEs or to remove some UEs in the initial UE group. The way to handle this is modifying the existing session. However in this situation, there could also be the alternative to have another session in parallel than modifying the existing session. 

Observation 1. The case of change of member UEs of the initial session (as the cause of the session modification) can be realized either by modifying the session initially established or create another session with the new member set in parallel.

Above observation is one possible example of using modification procedure in SLPP session. But besides this, we wonder if there are any other cases to consider the modification in session in SLPP procedures.
 
Proposal 2. RAN2 discuss if there is a session modification in SLPP session related operation. 


Based on above observation 1, this discussion should be done together with another related FFS point as below:
	Proposal 2bis.(further discussion) FFS: if and how additional / subsequent requests (e.g., of same QoS) can be mapped to an existing session.



In our view, adding/mapping the additional / subsequent request of the same QoS to an existing session seems to make the procedure complex without much benefit. For example, even the same QoS request is additionally requested, the original session would be given with the SL-AOA and its corresponding AD while the subsequent request might be given with SL-TDOA with corresponding AD. Corresponding involved UEs and operation would be different based on this method and associated AD. And, there is no critical reason that always same QoS is merged into the same session. Therefore, we think that regardless of QoS, there should not be the restriction that same QoS request always has to be merged into the same session. 

Proposal 3. RAN2 agree that the positioning request with the same QoS might have different session. 



2.2 SLPP session usage in PC/IC
Let’s assume that here PC/IC coverage scenario means LMF involved sidelink positioning case. There was an opinion from other company that in PC/IC LMF can trigger SL positioning. LMF trigger the SLPP session to make calibration the Uu-based positioning measurement results when the Uu positioning cannot meet the location requirements. Since last R2#122 meeting agreed on the SLPP over NAS for the usage of signalling between UE and LMF, it is getting less motivated that reuse LPP correlation ID and routing ID concept. But as identified in the post email discussion Summary of [Post122][402][POS] SLPP session handling (Intel), still reusing legacy concept will work, i.e., routing ID and correlation ID combination in SLPP over NAS can handle all the session related operation as in LPP case. 

Observation 2. In PC/IC, SLPP over NAS with the legacy correlation ID/routing ID combination can work well regarding all the session related operation. 


Therefore, we think in general, there is no need to create/involve the SLPP session explicitly for the communication between target UE and the LMF in PC/IC case. However, even in LMF involved case the session itself among involved UEs (reference UEs) in IC is still necessary for identifying and discrimination of SLPP msg between them. Therefore, the no need of session ID would be restricted to the target UE which is communicating directly with LMF.

Proposal 4. RAN2 agree that SLPP session ID is not needed for sidelink positioning operation between the target UE which is directly communicating with LMF and LMF in PC/IC case.


2.3 Session-less SLPP operation and cast type
Session-less means there is no SLPP session in this type of operation. The other interpretation R2 made was that there is no mutual SLPP message exchange. The simplest example is that a UE transmits the static information of SL-PRS, and its location information as an anchor UE, then the target UE find its location based on these two given information. 
In our view, there is no restriction with the cast type for session-less SLPP. In above example, anchor UE’s transmission on location information as an anchor, and the SL-PRS configuration could be either unicast or multicast or broadcast transmission, and whichever UE can use that information if it can decode the received information. 
Proposal 5. RAN2 agree that there is no need to restrict the used cast type for session-less SLPP.

The other issue which was also indicated in the last meeting is security on session-less case. 
Agreement:
At least in the case that positioning methods are supported that do not require a mutual exchange of SLPP messages associated with one another among UEs, SLPP sessionless operation can be supported.  FFS if sessionless operation can be operated with security.
As in our example above, the transmitted information from the UE is the location of that UE, and also SL-PRS configurations transmitted from that UE. Assuming that the UE is a public device such as PRU, then there is no harm to broadcast the location of the PRU, and SL-PRS configuration can be known by any UE’s in the vicinity. Therefore, we think session-less operation has, at least, the case that public purpose can transmit the information to be used by the other UEs, and it can be no need of security. 
Observation 3. At least, some public location service using PRU can use the session-less SLPP, and there is no need to secure the information transmitted over the air from the PRU.

However, the normal vehicles sensing / ranging also might need this session-less operation. In that case, the location of each anchor UE which is a normal personal vehicle should be secured. The security might be facilitated in the AS layer. Or not only AS layer but also upper layer or application layer can handle those security functionality. In our view, with variable possibility of realizing the security function, there is no problem to work on the session-less operation with security.
Observation 4. There is also the case that security is necessary for session-less SLPP operation.

Observation 5. Application or upper-layer or AS layer can support the necessary security functionality for sidelink positioning in session-less SLPP operation.

Therefore, we also propose the following:
Proposal 6. RAN2 agree that session-less operation can work with security. 

In the final, SLPP protocol would have both of session-based and session-less operation based on the expected service examples. 37.355 can describe the both session-based and session-less SLPP operation. 
Proposal 7. RAN2 agree that both the session-less and session-based SLPP operation are necessary to be described in the SLPP protocol specification.



3. Conclusion 
In this contribution, we discuss about SLPP design in the view of session. We have the following observations and proposals as a conclusion: 

Proposal 1. For session-based SLPP, a SLPP session is used among UEs in PC5-only case in order to create and terminate the session.
Observation 1. The case of change of member UEs of the initial session (as the cause of the session modification) can be realized either by modifying the session initially established or create another session with the new member set in parallel.
Proposal 2. RAN2 discuss if there is a session modification in SLPP session related operation. 
Proposal 3. RAN2 agree that the positioning request with the same QoS might have different session. 
Observation 2. In PC/IC, SLPP over NAS with the legacy correlation ID/routing ID combination can work well regarding all the session related operation. 
Proposal 4. RAN2 agree that SLPP session ID is not needed for sidelink positioning operation between the target UE which is directly communicating with LMF and LMF in PC/IC case.
Proposal 5. RAN2 agree that there is no need to restrict the used cast type for session-less SLPP.
Observation 3. At least, some public location service using PRU can use the session-less SLPP, and there is no need to secure the information transmitted over the air from the PRU.
Observation 4. There is also the case that security is necessary for session-less SLPP operation.
Observation 5. Application or upper-layer or AS layer can support the necessary security functionality for sidelink positioning in session-less SLPP operation.
Proposal 6. RAN2 agree that session-less operation can work with security. 
Proposal 7. RAN2 agree that both the session-less and session-based SLPP operation are necessary to be described in the SLPP protocol specification.





