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[bookmark: _Ref165266342]Introduction
Regarding MRO for CPAC, the following agreements were achieved during the previous meetings [1] [2]:
RAN2#119e:
Agreement:
	For CPAC failure relevant MRO, RAN2 prioritize the discussion on NR-DC, while other scenarios can be further discussed if time permits.
RAN2#120:
Agreements:
1	RAN2 confirms the CPA/CPC scenarios agreed by RAN3 and discuss corresponding UE impacts.
2	 SCGFailureInformation is enhanced to support CPAC MRO (i.e, no need to introduce new reports/message).
In this contribution, we will provide our analyses and proposals on the contents of CPAC failure.
Discussion
According to the RAN3 agreements, the concept of “Too Late CPC Execution”, “Too Early CPC Execution”, and “CPC/CPA Execution to wrong PSCell” is clarified. If UE is configured with CPAC, based on the CPAC failure information reported from UE, the NW can figure out which type of failure really occurred, and possibly it can optimize the CPAC configurations in the future. In this section, we will discuss the contents in detail that needs to be reported for different types of CPAC failures.
In CPA/CPC, the NW configures the UE with candidate target cells and the execution conditions for each candidate target cell. Then the UE evaluates the execution conditions for the candidate target cells and UE performs CPA/CPC if the event is fulfilled. SCG failure may occur while doing the evaluation or during the random access procedure for CPA/CPC. The following information may be useful for the network to analyze the problem:
a) target PSCell ID
b) Candidate target cell ID;
c) latest radio measurements of neighbour cell(s);
d) the time between reception of the CPAC configuration and SCG failure;
e) the time between reception of CPAC configuration and CPAC execution
For target PSCell ID, the existing failedPSCellId in SCGFailureInformation can be reused. Since the SCGFailureInformation message is an immediate message, i.e., the UE transfers the SCGFailureInformation to MN once SCG failure has occurred, CPA/CPC configuration is stored on the network, the network can distinguish which cells are candidate cells and which are not, so candidate target cell ID is not needed to be included in SCGFailureInformation. For the time between reception of the CPC configuration and SCG failure, the network can consider the time between sending of CPAC configuration and reception SCGFailureInformation is such the time. Furthermore, the network can deduce the time between reception of CPAC configuration and CPAC execution based on the information d) above and T304 configuration. Thus, among a) to e) above, except radio measurements of neighbour cell(s), the others can be deduced by the network itself.
Moreover, this topic is also discussed in RAN3, a related LS [3] was received at RAN2#122 meeting, the content about MRO for CPAC is excerpted as follows. To align with RAN3 agreements, RAN2 should specify that if there are multiple events configured for CPA/CPC the type of the first triggered CPAC event and the time duration between the two triggered CPAC events is included in SCGFailureInformation to support CPAC MRO.
	RAN3 has analyzed the enhancement in the following two topics and have currently identified information which is useful to support the functionality being defined by RAN3.

In the scope of MRO for CPC and CPA, RAN3 has agreed that if there are multiple events configured for CPA/CPC, it is beneficial if the UE reports:
· the type of the first triggered CPAC event, and 
· the time duration between the two triggered CPAC events.


[bookmark: OLE_LINK3]Proposal 1: The following information should be included in SCGFailureInformation to support MRO for CPAC:
· latest radio measurements of neighbour cell(s);
· the type of the first triggered CPAC event if multiple events are configured; 
· the time duration between the two triggered CPAC events if multiple events are configured.
[bookmark: OLE_LINK17][bookmark: _Hlk118402906]During the previous meeting, whether to introduce explicit indication or rely on implicit information to differentiate CAPC from conventional SCG failure is FFS. From our perspective, since the SCGFailureInformation message is an immediate message, the network knows the type of SCG failure according to its configuration. Furthermore, MN can implicitly infer the CPAC type (e,g., MN initiated inter-SN CPC, SN-initiated inter-SN CPC or SN-initiated intra-SN CPC) by the structure of the configuration signaling and the content of the SCG failure information. Therefore, explicit indication of CPAC type is not needed.
Proposal 2: The following information is not needed to be included in SCGFailureInformation:
· explicit indication to differentiate CAPC from conventional SCG failure;
· explicit indication of CPAC type (i.e., CPA, MN-initiated inter-SN CPC, SN-initiated inter-SN CPC or SN-initiated intra-SN CPC).
Conclusions
[bookmark: _Toc502437832]Based on the analyses given above, we have the following proposals:
Proposal 1: The following information should be included in SCGFailureInformation to support MRO for CPAC:
· latest radio measurements of neighbour cell(s);
· the type of the first triggered CPAC event if multiple events are configured; 
· the time duration between the two triggered CPAC events if multiple events are configured.
Proposal 2: The following information is not needed to be included in SCGFailureInformation:
· explicit indication to differentiate CAPC from conventional SCG failure;
· explicit indication of CPAC type (i.e., CPA, MN-initiated inter-SN CPC, SN-initiated inter-SN CPC or SN-initiated intra-SN CPC).
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