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1 Introduction

During last meeting, the below agreement took place:
Agreements:
CR in R2-2304318 is agreeable.
WA: Remote UE indication is introduced in LPP.
SFN-DFN offset is introduced into RRC.
[bookmark: _Hlk134602928]posSIB forwarding is introduced into RRC; FFS how much control from network side over which posSIBs can be forwarded.
CRs on 37.355, 38.331, and 38.306 to be confirmed next meeting, based on the CRs submitted to this meeting.

In this paper, we discuss the FFS: how much control from network side over which posSIBs can be forwarded.
[bookmark: _Ref178064866]2	Discussion
2.1	Forwarding of posSIBs  
Based upon the papers submitted in this area [1], it appears certain positioning methods would be applicable for relay UE whereas certain positioning methods may only be applicable if certain condition is met. There is need to classify posSIBs in a way that certain posSIBs are allowed to be relayed whereas certain posSIBs are not. 
There are also certain other aspects that needs to be considered. For example
· posSIBs are encrypted and relay UE shall not send an unencrypted posSIB if it received encrypted version. NW should inform to the relay UE on whether encrypted SIB is allowed to be relayed or not.
· some of the posSIBs also have validity area or grid correction which is applicable to certain geographical area. The remote UE even when served by same cell may be in a different grid or would require a different posSIB content. The actual judgement whether the relay UE can forward the posSIB should be done by the NW node.

Further, it appears from [1] that there would be LPP changes that would be needed. 
[bookmark: _Toc347823812][bookmark: _Toc347823993][bookmark: _Toc347824244][bookmark: _Toc134769608]Various criteria/condition may have to be considered on making a conscious decision to relay posSIB. NW should inform the relay UE whether it can forward the posSIB. There is potential RRC, NRPPa, LPP change that may be required to support this.
NW should provide the information to the remote/relay UE as which posSIBs can be relayed/provided while UE is served by a relay UE. This can be part of posSIB assistance data such as below:
[bookmark: _Toc134769614]Relay UE forwards the posSIB Octet String without deciphering the content.
[bookmark: _Toc134769615]The information on which posSIBs can be relayed is provided by the NW to the UEs.

There can be broadly two options:
Option 1: LPP based Option
One option is to have a field for each AssisatanceDataSIBelement which when present would imply that the SIB element can be forwarded.
AssistanceDataSIBelement
The IE AssistanceDataSIBelement is used in the IE SystemInformationBlockPos as specified in TS 36.331 [12] and IE SIBpos as specified in TS 38.331 [35].
-- ASN1START

AssistanceDataSIBelement-r15 ::= SEQUENCE {
	valueTag-r15						INTEGER (0..63)					OPTIONAL, -- Need OP
	expirationTime-r15					UTCTime							OPTIONAL, -- Need OP
	cipheringKeyData-r15				CipheringKeyData-r15 			OPTIONAL, -- Need OP
	segmentationInfo-r15				SegmentationInfo-r15			OPTIONAL, -- Need OP
[bookmark: _Hlk506164787]	assistanceDataElement-r15			OCTET STRING,
	...,
	[[
	relayOfAD-ElementAllowed-r18		ENUMERATED {true}	        	OPTIONAL  -- Need OR
    ]]
}

CipheringKeyData-r15 ::= SEQUENCE {
	cipherSetID-r15 					INTEGER (0..65535),
	d0-r15 								BIT STRING (SIZE (1..128)),
	...
}

SegmentationInfo-r15 ::= SEQUENCE {
	segmentationOption-r15				ENUMERATED {pseudo-seg, octet-string-seg},
	assistanceDataSegmentType-r15		ENUMERATED {notLastSegment, lastSegment},
	assistanceDataSegmentNumber-r15		INTEGER (0..63),
	...
}

-- ASN1STOP


	AssistanceDataSIBelement field descriptions

	valueTag
This field is used to indicate to the target device any changes in the broadcast assistance data content. The valueTag is incremented by one, by the location server, every time a modified assistance data content is provided. This field is not included if the broadcast assistance data changes too frequently. If valueTag and expirationTime are absent, the UE assumes that the broadcast assistance data content changes at every broadcast interval.

	expirationTime
This field indicates how long the broadcast assistance data content is valid. It is specified as UTC time and indicates when the broadcast assistance data content will expire.

	cipheringKeyData
If present, indicates that the assistanceDataElement octet string is ciphered.

	segmentationInfo
If present, indicates that the assistanceDataElement is one of many segments.

	assistanceDataElement
The assistanceDataElement OCTET STRING depends on the posSibType and is specified in Table 7.2-1. NOTE.

	cipherSetID
This field identifies a cipher set comprising a cipher key value and the first component C0 of the initial counter C1.

	d0
This field provides the second component for the initial ciphering counter C1. This field is defined as a bit string with a length of 1 to 128 bits. A target device first pads out the bit string if less than 128 bits with zeroes in least significant bit positions to achieve 128 bits. C1 is then obtained from D0 and C0 (defined by the cipherSetID) as:
C1 = (D0 + C0) mod 2128 (with all values treated as non-negative integers).

	segmentationOption
Indicates the used segmentation option. 

	assistanceDataSegmentType
Indicates whether the included assistanceDataElement segment is the last segment or not.

	assistanceDataSegmentNumber
Segment number of the assistanceDataElement segment. A segment number of zero corresponds to the first segment, one corresponds to the second segment, and so on. Segments numbers wraparound should there be more than 64 segments

	relayofAD-ElementAllowed
Indicates whether the included assistanceDataElement is allowed to relay to remote UE 



Option 2: RRC+NRPPa based Option
The other option is to have a metadata for each AssisatanceDataSIBelement which when present would imply that the SIB element can be forwarded in NRPPa.

[bookmark: _Toc534730166][bookmark: _Toc51776040][bookmark: _Toc56773062][bookmark: _Toc64447691][bookmark: _Toc74152347][bookmark: _Toc88654200][bookmark: _Toc99056269][bookmark: _Toc99959202][bookmark: _Toc105612388][bookmark: _Toc106109604][bookmark: _Toc112766496][bookmark: _Toc113379412][bookmark: _Toc120091965][bookmark: _Toc120534882]9.2.21	Assistance Information Meta Data
This parameter contains meta data for an assistance information element.
	IE/Group Name
	Presence
	Range
	IE type and reference
	Semantics description

	Encrypted
	O
	
	ENUMERATED (true, …)
	Corresponds to information provided in encrypted contained in the PosSI-SchedulingInfo IE as defined in TS 38.331 [13]

	GNSS ID
	O
	
	ENUMERATED (gps, sbas, qzss, galileo, glonass, bds, navic ...) 
	Corresponds to information provided in gnss-id contained in the PosSI-SchedulingInfo IE as defined in TS 38.331 [13]

	SBAS ID
	O
	
	ENUMERATED (waas, egnos, msas, gagan, ...) 
	Corresponds to to information provided in sbas-id contained in the PosSI-SchedulingInfo IE as defined in TS 38.331 [13]

	Relay of posSIB Allowed
	O
	
	ENUMERATED(true)
	Corresponds to whether a relay UE shall forward the posSIB or is forbidden to forward



RRCReconfiguration-v1700-IEs ::=        SEQUENCE {
    otherConfig-v1700                       OtherConfig-v1700                                              OPTIONAL, -- Need M
    sl-L2RelayUE-Config-r17                 SetupRelease { SL-L2RelayUE-Config-r17 }                       OPTIONAL, -- Need M
    sl-L2RemoteUE-Config-r17                SetupRelease { SL-L2RemoteUE-Config-r17 }                      OPTIONAL, -- Need M
    dedicatedPagingDelivery-r17             OCTET STRING (CONTAINING Paging)                               OPTIONAL, -- Cond PagingRelay
    needForGapNCSG-ConfigNR-r17             SetupRelease {NeedForGapNCSG-ConfigNR-r17}                     OPTIONAL, -- Need M
    needForGapNCSG-ConfigEUTRA-r17          SetupRelease {NeedForGapNCSG-ConfigEUTRA-r17}                  OPTIONAL, -- Need M
    musim-GapConfig-r17                     SetupRelease {MUSIM-GapConfig-r17}                             OPTIONAL, -- Need M
    ul-GapFR2-Config-r17                    SetupRelease { UL-GapFR2-Config-r17 }                          OPTIONAL, -- Need M
    scg-State-r17                           ENUMERATED { deactivated }                                     OPTIONAL, -- Need N
    appLayerMeasConfig-r17                  AppLayerMeasConfig-r17                                         OPTIONAL, -- Need M
    ue-TxTEG-RequestUL-TDOA-Config-r17      SetupRelease {UE-TxTEG-RequestUL-TDOA-Config-r17}              OPTIONAL,  -- Need M
    nonCriticalExtensiononDemandPosSIB-ForwardingAllowedlist-r18 	OnDemandPosSIB-ForwardingAllowedlist-r18                   SEQUENCE {}                                                    OPTIONAL
}

OnDemandPosSIB-ForwardingAllowedlist-r18 ::= SEQUENCE {
   allowedPosSIB-List-r18 			BIT STRING (SIZE (64))             OPTIONAL,
   nonCriticalExtension             SEQUENCE {}			               OPTIONAL
}

// BIT STRING starts with MSB; where MSB is posSIBType1-1


[bookmark: _Toc134769616]RAN2 to select one of the options; LPP based or RRC+NRPPa based for providing information on which posSIBs can be forwarded.
2.2	AMF or LMF for Remote UE indication
The main flow currently is that a positioning request is first handled by AMF which selects the LMF based upon different characteristics such as the processing load and LMF capabilities. If an LMF is required which supports remote NAS/LPP connection, then AMF would query if there is certain LMF with such capability available. Hence, there is some value in having AMF to know whether the UE is remote UE or not. 
[bookmark: _Toc134769609]There is value in having the AMF to know if a UE is remote UE so that it can make the right LMF selection
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[bookmark: _Toc134769610]If AMF is aware that UE is remote UE it can inform it to LMF.
	4/4	
However, the remote UE’s coverage may change and it may become in-coverage UE, in such case,  the status update have to be updated. The current CR proposed in R2-2304319 however does not show that.
[bookmark: _Toc134769611] The motivation for LMF to know the remote UE appears to be that the status may toggle, and hence dynamic update is preferred in LPP rather than NAS. However, no such support of status change is shown in the CR provided in  R2-2304319

[bookmark: _Toc134769617]RAN2 to discuss whether to support the toggling of UE coverage status via LPP signaling.

[bookmark: _Toc134769618]RAN2 to send LS to SA2 to ask if they see need of having AMF to know whether the UE is remote UE.
Page 4
Draft prETS 300 ???: Month YYYY

	4/4	
Conclusion
In the previous sections we made the following observations: 
Observation 1	Various criteria/condition may have to be considered on making a conscious decision to relay posSIB. NW should inform the relay UE whether it can forward the posSIB. There is potential RRC, NRPPa, LPP change that may be required to support this.
Observation 2	There is value in having the AMF to know if a UE is remote UE so that it can make the right LMF selection
Observation 3	If AMF is aware that UE is remote UE it can inform it to LMF.
Observation 4	The motivation for LMF to know the remote UE appears to be that the status may toggle, and hence dynamic update is preferred in LPP rather than NAS. However, no such support of status change is shown in the CR provided in  R2-2304319


Based on the discussion in the previous sections we propose the following:
Proposal 1	Relay UE forwards the posSIB Octet String without deciphering the content.
Proposal 2	The information on which posSIBs can be relayed is provided by the NW to the UEs.
Proposal 3	RAN2 to select one of the options; LPP based or RRC+NRPPa based for providing information on which posSIBs can be forwarded.
Proposal 4	RAN2 to discuss whether to support the toggling of UE coverage status via LPP signaling.
Proposal 5	RAN2 to send LS to SA2 to ask if they see need of having AMF to know whether the UE is remote UE.
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