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Introduction
In RAN2#121bis-e meeting, RAN2 mainly discussed whether the network verification procedure can be performed in RRC Inactive state and agreed the following [1]:
	1. NTN UE doesn’t support positioning measurement and report in RRC INACTIVE



In this contribution, we discuss two of the remaining issues on location verification in NTN:
1) NTN UE access to services before location verification;
2) Handling of an NTN UE that does not support location verification.
Discussion
NTN UE access to services before location verification:
In RAN2#120, SA2 reply LS on Latency impact for Network verified UE location, clarified that location verification can occur when a UE attempts to access the network (e.g. initial registration, registration update, service request, TAU, etc.) [2]. 
	Q1 Is there any constraint on the latency (from trigger to result) of the verification procedure?
Answer:	
In Release 17 and 18, location verification for regulatory services (e.g. Public Warning System, Charging and Billing, Emergency calls, Lawful Intercept, Data Retention Policy in cross-border scenarios and international regions, Network access) can occur when a UE performs some access to an AMF or MME at a NAS level, such as for initial PLMN Registration or Attach, Registration update or TAU, Service Request, PDU session or PDN connection establishment.



Observation 1: In Release 17 and 18, the AMF verifies the UE reported location when the UE performs some access procedures in NTN.
Moreover, the verification process is performed after completion of the associated NAS procedure of the UE access to the serving AMF. Additionally, the AMF can perform the location verification procedure in parallel to any other UE related activity.
	Q1 Is there any constraint on the latency (from trigger to result) of the verification procedure?

Answer:	
... The associated NAS procedure is first completed and then the serving AMF or MME can initiate location verification for the UE …

Q2 Can the verification procedure be run independently from the targeted services (e.g. in parallel to prevent any set-up delay)? If not, what is the estimate of set-up delay?

Answer:
As indicated above, location verification is started after an initiating NAS procedure has been completed and would then run in parallel with any other UE related activity. SA2 is not aware of any constraint at a 5GC level that might impede or delay the location verification once started.



Observation 2: According to SA2, in Release 17 and 18, the location verification procedure can be performed when the UE accesses the network and in parallel to the targeted services.
However, SA2 raised the issue that allowing a UE to obtain a service, before verifying the UE’s location, may violate regulatory requirements, if the UE is not allowed any services at the current location [2]. 
	Q1 Is there any constraint on the latency (from trigger to result) of the verification procedure?
Answer:	
In Release 17 and 18, …. However, a long period of location verification is not preferred because it could interfere with power saving for UEs which need to access a PLMN for only very short periods, and would allow a UE that was not at an allowed location to obtain service from the PLMN that might violate regulatory requirements. Hence, SA2 requests that location verification be capable of being completed within a period of approximately 1 minute maximum and 30 seconds preferably.



Observation 3: Allowing the UE to obtain any services before verifying the UE’s reported location, may violate regulatory requirements, if the UE manages to obtain a service at a location in which the UE is not allowed any services.
In RAN3#119bis-e, RAN3 also discussed the same problem and reached the understanding that no service can be provided to the NTN UE until its location has been verified [3]. This was reflected in the moderator’s summary of companies’ answers to following questions in RAN3 email discussion in [4]:
	Q1-1: Do you acknowledge that no services can be provided to the NTN UE until its location has been verified at initial network attach?
Q1-2: Do you acknowledge that many other services if not all, e.g, mobility, etc, should also not be provided to the NTN UE until its location has been verified?

Moderator’s Summary :
Most companies agree that if UE location verification is decided and initiated by 5GC, no services can be provided to the NTN UE until its location has been verified at initial network attach. Also, many other services if not all, e.g, mobility, etc, should also not be provided to the NTN UE until its location has been verified. ...



Observation 4: RAN3 understanding is that no services can be provided to the NTN UE until its location has been verified. 
However, in RAN2#120, RAN2 agreed to allow UE access to service before verifying the UE reported location [5]:   
	1. From RAN2 point of view, assuming the NW may allow the UEs access to services before verifying the UE reported location, the latency of the NW verification can be handled by the NW.


This agreement may not be aligned with SA2 reply LS [2] and RAN3 understanding [4]. Hence, in our view, it is beneficial for RAN2 to request feedback from SA2 and/or RAN3 on whether they have any concern on allowing UE to access any services before verifying the UE reported location.
Observation 5: there is a possible misalignment between SA2, RAN3 and RAN2 on whether to allow UE access to services before verifying the UE location.  
Proposal 1: RAN2 to discuss whether allowing the NTN UE to access services before verifying its location may violate regulatory requirements in NTN.
Handling of NTN UE that does not support location verification:
According to the revised WID on NR NTN (Non-Terrestrial Networks) enhancements, the following are the detailed objectives for Network verified UE location [6]:
	4.1.3	Network verified UE location

Based on RAN1 conclusions of the study phase, RAN to prioritize the specification of necessary enhancements to multi-RTT to support the network verified UE location in NTN assuming a single satellite in view [RAN1, 2, 3, 4]. DL-TDoA methods for verification may be considered as lower priority and if time permits and condition in Note is satisfied.

Note 1: Enhancements assume reuse of the RAT dependent positioning framework
Note 2: The specification of DL-TDOA enhancements will be subject to the study of the impact of realistic UE clock drift onto DL-TDOA performance
Note 3: The target accuracy for position verification purposes is as documented in clause « recommendations » of the 3GPP TR 38.882 (i.e. 10 km granularity)
Note 4 : Multiple satellite in view by the UE may be considered if time allows
Note 5 : The enhancements may be subject to relevant SA WGs (e.g. SA3/SA3-LI) feedbacks on the reliability of UE reports involved
Note 6 : The enhancements should take into account the mirror-image ambiguity
Note 7 : Network verified UE location is an optional UE feature



Observation 6: RAN1 will work on multi-RTT for performing verification of the UE location.
Observation 7: the new feature of location verification is an optional UE feature.
Multi-RTT is an optional feature in NR introduced in Rel-16 that is not mandatory for an NR NTN Rel-17 UE. Depending on how RAN2 handles the capabilities, it is not clear if such a capability would be mandatory for a Rel-18 UE or how the network would handle the access of those UEs to NTN cells. For example, the following are possible options for handling NTN UEs access to the network in the case that those UEs do not support the new feature of location verification:
· Option 1: the network should simply reject (or not allow) access for those UEs to network.
· Option 2: the network simply allow all UEs to access the network and obtain services, i.e. UEs acquire services without the need for location verification. This option can violate regulatory requirements in NTN, for reasons explained in section 2.1 (above).

Proposal 2: RAN2 to discuss how the network handles access of NTN UEs that do not support the location verification feature. 


Conclusions
In this contribution, we discussed two of the remaining issues on location verification in NTN:
1) NTN UE access to services before location verification;
2) Handling of an NTN UE that does not support location verification.
The following are the observations and proposals in this contribution: 
Observation 1: In Release 17 and 18, the AMF verifies the UE reported location when the UE performs some access procedures in NTN.
Observation 2: According to SA2, in Release 17 and 18, the location verification procedure can be performed when the UE accesses the network and in parallel to the targeted services.
Observation 3: Allowing the UE to obtain any services before verifying the UE’s reported location, may violate regulatory requirements, if the UE manages to obtain a service at a location in which the UE is not allowed any services.
Observation 4: RAN3 understanding is that no services can be provided to the NTN UE until its location has been verified. 
Observation 5: there is a possible misalignment between SA2, RAN3 and RAN2 on whether to allow UE access to services before verifying the UE location.  
Observation 6: RAN1 will work on multi-RTT for performing verification of the UE location.
Observation 7: the new feature of location verification is an optional UE feature.
Proposal 1: RAN2 to discuss whether allowing the NTN UE to access services before verifying its location may violate regulatory requirements in NTN.
Proposal 2: RAN2 to discuss how the network handles access of NTN UEs that do not support the location verification feature. 
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Attachments:	
1	Overall description
SA2 thanks RAN2 for their LS on Latency impact for NTN verified UE location. SA2 has the following answers to the 2 questions from RAN2.
Q1	Is there any constraint on the latency (from trigger to result) of the verification procedure?
Answer:	
In Release 17 and 18, location verification for regulatory services (e.g. Public Warning System, Charging and Billing, Emergency calls, Lawful Intercept, Data Retention Policy in cross-border scenarios and international regions, Network access) can occur when a UE performs some access to an AMF or MME at a NAS level, such as for initial PLMN Registration or Attach, Registration update or TAU, Service Request, PDU session or PDN connection establishment. The associated NAS procedure is first completed and then the serving AMF or MME can initiate location verification for the UE from an LMF or E-SMLC, respectively. Because the initial NAS procedure is first completed, there is no real time restriction on the latency of the location verification. Hence a latency of more than 10 seconds could be tolerated. However, a long period of location verification is not preferred because it could interfere with power saving for UEs which need to access a PLMN for only very short periods, and would allow a UE that was not at an allowed location to obtain service from the PLMN that might violate regulatory requirements. Hence, SA2 requests that location verification be capable of being completed within a period of approximately 1 minute maximum and 30 seconds preferably.

Q2	Can the verification procedure be run independently from the targeted services (e.g. in parallel to prevent any set-up delay)? If not, what is the estimate of set-up delay?
Answer:
As indicated above, location verification is started after an initiating NAS procedure has been completed and would then run in parallel with any other UE related activity. SA2 is not aware of any constraint at a 5GC level that might impede or delay the location verification once started.
2	Actions
To RAN2
ACTION: 	SA2 asks RAN2 to take the above answers into account when defining support for UE location verification in Release 18.






