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1 Introduction
In RAN#94-e the SID for Network-Controlled Repeaters was agreed [1] and the latest WID updates were approved in RAN#98-e [2]. The updated objectives of the WID are the following: 
	The objectives of NR NCR WI follow the recommendations defined in TR 38.867 and will focus on scenarios and assumption listed below:
· Network-controlled repeaters are inband RF repeaters used for extension of network coverage on FR1 and FR2 bands based on the NCR model in TR38.867
· For only single hop stationary network-controlled repeaters
· The NCR is transparent to the UE.
· Network-controlled repeater can maintain the gNB-repeater link and repeater-UE link simultaneously
With these considerations, NR NCR supports the following features:

Specify the signalling and behavior of the following side control information for controlling the NCR-Fwd [RAN1, RAN2]
· Beamforming
· UL-DL TDD operation
· ON-OFF information
Specify control plane signalling and procedures [RAN2, RAN1]
· The configuration of signalling for side control information indication
· NOTE: Down-selection of solutions in section 7.2 of TR 38.867 is needed
Specify the solution of network-controlled repeater management (i.e., the identification and authorization/validation of NCR) [RAN3, RAN2]
· NOTE: Down-selection of solutions in section 8 of TR 38.867 is needed taking into account the feedback of other working groups (i.e., SA3 and SA5). From a security point of view, the feasibility of NCR validation procedure in solution 1 and the feasibility of solution 2 will be decided by SA3.The selected solution shall provide inter-vendor interoperability.

Study the RRM functions to be supported and specify the RRM requirements of NCR-MT if necessary [RAN2, RAN4]
Study and specify the RF and EMC requirements of NCR if necessary [RAN4]
Note: The existing requirements defined in RAN4 can be reused if applicable.
Note: The work in RAN4 for beam related is expected to start on FR2 first.



In this contribution, we discuss about how to handle some failure cases for NCR.
2 Discussion
In this contribution we discuss how to enable a NCR to have consistent behaviour for the UE to operate in RRC idle mode, and how to handle the failure cases.
2.1 Radio Link Failure and re-establishment
In RAN2#120 the following was agreed: 
On NCR-MT RLF:
· After RLF is declared by NCR-MT, NCR-MT performs cell selection and trigger RRC re-establishment;
· If NCR-MT enters RRC_IDLE due to no suitable cell is find, NCR-Fwd is OFF;
· During RRC re-establishment procedure, NCR-Fwd is OFF.

This means that if no suitable cell is found, the NCR-Fwd is turned OFF and during the re-establishment behavior the NCR-Fwd also remains OFF. Furthermore in RAN2#121 the following was agreed: 
· The NCR-FWD is switched OFF if the NCR-MT in RRC_INACTIVE state reselects a different cell than the last serving cell on which side control configuration was received.

What is unclear from the above is when the NCR-Fwd is turned ON. We think that after the NCR-MT has successfully re-established, the NCR-Fwd should be turned ON using the previous configuration and the exact time can either be once the RRCReestablishment message is received by the NCR-MT, or when the RRCReestablishmentComplete is confirmed by lower layers to have been received. We believe that the former option would be the most suitable. Thus we propose the following: 
Proposal 1: NCR-Fwd is turned ON using previous configuration when RRCReestablishment is received. 
For this we have a draft TP in Section 6.1. 
Proposal 2: If P1 is agreed, adopt TP in Annex A1.  

2.2 NCR configuration failure
NCR node has FWD and MT part separately, and MT will be used for the configuration of FWD. This configuration, called Side control information configuration is via C-link’s signaling to / from MT. In detail, R2#121 agreed at least to use RRCReconfiguration for NCR specific access link configuration, and backhaul link configuration. 
It is also agreed by R1 that NCR backhaul link beam is to reuse the subset of C-link’s beam configuration which was given via RRC Reconfiguration to the MT. Now the access link beam configuration is solely up to FWD’s implementation and capability to realize the configured beams. 
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Figure 1. 
The issue related to the configuration compliance check can be considered. As seen in figure 1, RRCReconfiguration can carry the configuration information for both MT and FWD. FWD part configuration would be beams for backhaul/access haul and its related time resource configuration including ON/OFF configurations. At least, access link beam configuration is solely destined to the FWD for both checking the realization / compliance. 
 
Regarding configuration failure in response to the received side control information, our concern is whether MT is in charge of the compliance check for the given side control information for FWD too. In the legacy procedure 5.3.5.8.2 in 38.331, UE is in charge of compliance check upon receiving RRCReconfiguration message so that if UE is unable to comply with any part of that message, UE will go to the failure handling procedure, before sending complete message back. If MT just follows the all the UE’s procedure, then MT will also check the compliance on the configuration not only for the MT’s but also FWD’s. Then if MT is unable to comply with FWD’s configuration, i.e., side control information, then MT will go to the failure handling procedure, and FWD would be OFF. The failure handling procedure would be RRCReestablishment which is the equivalent one for RLF handling. We think stopping the whole NCR node’s function is too costly because MT and the C-link don’t have any problem to work, and the interruption of FWD would make the served UE’s RLF, sequentially. 
Observation 1. If MT is in charge of compliance check for side control information destined to FWD and those information has been failed for the compliance check, NCR should go through the RRCReestablishment procedure with FWD OFF unnecessarily even MT has no problem to work. This also leads unnecessary RLF for the served UEs.
Therefore, our proposal is to separate the compliance check and MT to be only in charge of MT’s configuration, and FWD is in charge of its side control information. Upon receiving RRCReconfiguration message including side control information, MT and FWD check their own configuration, and MT can inform the network of the FWD configuration failure via at least OAM, if occurred, without FWD’s OFF and MT’s RRCReestablishment.
Proposal 3. RAN2 discuss and agree on the separation of compliance check for MT’s and FWD’s configuration, and MT’s indication of FWD’s configuration failure to the network via at least OAM.
Proposal 4. If P3 is agreed, adopt the TP in Annex A2. 
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Annex
A1
---------------------------- 38.331 V17.4.0 TP ----------------------------
[bookmark: _Toc60776809][bookmark: _Toc131064465]5.3.7.5	Reception of the RRCReestablishment by the UE
The UE shall:
1>	stop timer T301;
1>	consider the current cell to be the PCell;
[bookmark: _Hlk95514955]1>	update the KgNB key based on the current KgNB key or the NH, using the received nextHopChainingCount value, as specified in TS 33.501 [11];
1>	store the nextHopChainingCount value indicated in the RRCReestablishment message;
1>	derive the KRRCenc and KUPenc keys associated with the previously configured cipheringAlgorithm, as specified in TS 33.501 [11];
1>	derive the KRRCint and KUPint keys associated with the previously configured integrityProtAlgorithm, as specified in TS 33.501 [11].
1>	request lower layers to verify the integrity protection of the RRCReestablishment message, using the previously configured algorithm and the KRRCint key;
1>	if the integrity protection check of the RRCReestablishment message fails:
2>	perform the actions upon going to RRC_IDLE as specified in 5.3.11, with release cause 'RRC connection failure', upon which the procedure ends;
1>	configure lower layers to resume integrity protection for SRB1 using the previously configured algorithm and the KRRCint key immediately, i.e., integrity protection shall be applied to all subsequent messages received and sent by the UE, including the message used to indicate the successful completion of the procedure;
1>	configure lower layers to resume ciphering for SRB1 using the previously configured algorithm and, the KRRCenc key immediately, i.e., ciphering shall be applied to all subsequent messages received and sent by the UE, including the message used to indicate the successful completion of the procedure;
1>	release the measurement gap configuration indicated by the measGapConfig, if configured;
1>	release the MUSIM gap configuration indicated by the musim-GapConfig, if configured;
1>	release the FR2 UL gap configuration indicated by the ul-GapFR2-Config, if configured;
1>	perform the L2 U2N Remote UE configuration procedure in accordance with the received sl-L2RemoteUE-Config as specified in 5.3.5.16;
1>	set the content of RRCReestablishmentComplete message as follows:
2>	if the UE has logged measurements available for NR and if the RPLMN is included in plmn-IdentityList stored in VarLogMeasReport:
3>	include the logMeasAvailable in the RRCReestablishmentComplete message;
3>	if Bluetooth measurement results are included in the logged measurements the UE has available for NR:
4>	include the logMeasAvailableBT in the RRCReestablishmentComplete message;
3>	if WLAN measurement results are included in the logged measurements the UE has available for NR:
4>	include the logMeasAvailableWLAN in the RRCReestablishmentComplete message;
2>	if the sigLoggedMeasType in VarLogMeasReport is included:
3>	if T330 timer is running and the logged measurements configuration is for NR:
4>	set sigLogMeasConfigAvailable to true in the RRCReestablishmentComplete message;
3>	else:
4>	if the UE has logged measurements available for NR:
5>	set sigLogMeasConfigAvailable to false in the RRCReestablishmentComplete message;
2>	if the UE has connection establishment failure or connection resume failure information available in VarConnEstFailReport or VarConnEstFailReportList and if the RPLMN is equal to plmn-Identity stored in VarConnEstFailReport or in at least one of the entries of VarConnEstFailReportList:
3>	include connEstFailInfoAvailable in the RRCReestablishmentComplete message;
2>	if the UE has radio link failure or handover failure information available in VarRLF-Report and if the RPLMN is included in plmn-IdentityList stored in VarRLF-Report; or
2>	if the UE has radio link failure or handover failure information available in VarRLF-Report of TS 36.331 [10] and if the UE is capable of cross-RAT RLF reporting and if the RPLMN is included in plmn-IdentityList stored in VarRLF-Report of TS 36.331 [10]:
3>	include rlf-InfoAvailable in the RRCReestablishmentComplete message;
2>	if the UE has successful handover information available in VarSuccessHO-Report and if the RPLMN is included in plmn-IdentityList stored in VarSuccessHO-Report:
3>	include successHO-InfoAvailable in the RRCReestablishmentComplete message;
1>	submit the RRCReestablishmentComplete message to lower layers for transmission;
1>	if SIB21 is provided by the PCell:
2>	if the UE initiated transmission of an MBSInterestIndication message during the last 1 second preceding detection of radio link failure:
3>	initiate transmission of an MBSInterestIndication message in accordance with 5.9.4;
1> for NCR-MT, if the selected cell is the cell where the RRC Reestablishment procedure was initiated:
	2> instruct NCR-Fwd to continue forwarding using previously configured forwarding configuration.

1>	the procedure ends.
---------------------------- 38.331 V17.4.0 TP ----------------------------

A2
---------------------------- 38.331 V17.4.0 TP ----------------------------
[bookmark: _Toc60776783][bookmark: _Toc115428492]5.3.5.8.2	Inability to comply with RRCReconfiguration
NOTE 00:	The UE behaviour specified in this clause does not apply to the following, and the UE ignores, i.e. does not take an action on and does not store, the fields that it does not support or does not comprehend:
-	The fields in ServingCellConfigCommon that are defined in release-16 and later.
-	The fields of searchSpaceMCCH and searchSpaceMTCH in PDCCH-ConfigCommon that are defined in release-17 and later.
-	The fields of NCR-FwdConfig that are defined in release-18 and later.

The UE shall:
1>	if the UE is in (NG)EN-DC:
2>	if the UE is unable to comply with (part of) the configuration included in the RRCReconfiguration message received over SRB3;
3>	if the RRCReconfiguration message was received as part of ConditionalReconfiguration:
[bookmark: _Hlk65151589]4>	continue using the configuration used prior to when the inability to comply with the RRCReconfiguration message was detected;
3>	else:
4>	continue using the configuration used prior to the reception of RRCReconfiguration message;
3>	if MCG transmission is not suspended:
4>	initiate the SCG failure information procedure as specified in clause 5.7.3 to report SCG reconfiguration error, upon which the connection reconfiguration procedure ends;
3>	else:
4>	initiate the connection re-establishment procedure as specified in TS 36.331 [10], clause 5.3.7, upon which the connection reconfiguration procedure ends;
2>	else, if the UE is unable to comply with (part of) the configuration included in the RRCReconfiguration message received over SRB1;
3>	if the RRCReconfiguration message was received as part of ConditionalReconfiguration:
4>	continue using the configuration used prior to when the inability to comply with the RRCReconfiguration message was detected;
3>	else:
4>	continue using the configuration used prior to the reception of RRCReconfiguration message;
3>	initiate the connection re-establishment procedure as specified in TS 36.331 [10], clause 5.3.7, upon which the connection reconfiguration procedure ends.
1>	else if RRCReconfiguration is received via NR (i.e., NR standalone, NE-DC, or NR-DC):
2>	if the UE is unable to comply with (part of) the configuration included in the RRCReconfiguration message received over SRB3;
NOTE 0:	This case does not apply in NE-DC.
3>	if the RRCReconfiguration message was received as part of ConditionalReconfiguration:
4>	continue using the configuration used prior to when the inability to comply with the RRCReconfiguration message was detected;
3>	else:
4>	continue using the configuration used prior to the reception of RRCReconfiguration message;
3>	if MCG transmission is not suspended:
4>	initiate the SCG failure information procedure as specified in clause 5.7.3 to report SCG reconfiguration error, upon which the connection reconfiguration procedure ends;
3>	else:
4>	initiate the connection re-establishment procedure as specified in clause 5.3.7, upon which the connection reconfiguration procedure ends;
2>	else if the UE is unable to comply with (part of) the configuration included in the RRCReconfiguration message received over the SRB1 or if the upper layers indicate that the nas-Container is invalid:
NOTE 0a:	The compliance also covers the SCG configuration carried within octet strings e.g. field mrdc-SecondaryCellGroupConfig. I.e. the failure behaviour defined also applies in case the UE cannot comply with the embedded SCG configuration or with the combination of (parts of) the MCG and SCG configurations.
NOTE 0b:	The compliance also covers the V2X sidelink configuration carried within an octet string, e.g. field sl-ConfigDedicatedEUTRA. I.e. the failure behaviour defined also applies in case the UE cannot comply with the embedded V2X sidelink configuration.
3>	if the RRCReconfiguration message was received as part of ConditionalReconfiguration:
4>	continue using the configuration used prior to when the inability to comply with the RRCReconfiguration message was detected;
3>	else:
4>	continue using the configuration used prior to the reception of RRCReconfiguration message;
3>	if AS security has not been activated:
4>	perform the actions upon going to RRC_IDLE as specified in 5.3.11, with release cause 'other'
3>	else if AS security has been activated but SRB2 and at least one DRB or multicast MRB or, for IAB, SRB2, have not been setup:
4>	perform the actions upon going to RRC_IDLE as specified in 5.3.11, with release cause 'RRC connection failure';
3>	else:
4>	initiate the connection re-establishment procedure as specified in 5.3.7, upon which the reconfiguration procedure ends;
1>	else if RRCReconfiguration is received via other RAT (Handover to NR failure):
2>	if the UE is unable to comply with any part of the configuration included in the RRCReconfiguration message or if the upper layers indicate that the nas-Container is invalid:
3>	perform the actions defined for this failure case as defined in the specifications applicable for the other RAT.
NOTE 1:	The UE may apply above failure handling also in case the RRCReconfiguration message causes a protocol error for which the generic error handling as defined in clause 10 specifies that the UE shall ignore the message.
NOTE 2:	If the UE is unable to comply with part of the configuration, it does not apply any part of the configuration, i.e. there is no partial success/failure.
NOTE 3:	It is up to UE implementation whether the compliance check for an RRCReconfiguration received as part of ConditionalReconfiguration is performed upon the reception of the message or upon CHO, CPA and CPC execution (when the message is required to be applied).
---------------------------- 38.331 V17.4.0 TP ----------------------------
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