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Introduction
In RAN2#121 meeting, RAN2 briefly discussed reply LSs from SA2 [1] and SA1 [2] on the issue of latency impact of network verification procedure of UE location in NTN. RAN2 agreed that [3]:
	· RAN2 will work on a solution that ensures that location verification can be completed within a period of approximately 1 minute maximum and 30 seconds preferably.



In our understanding, RAN2 agreement would address any latency impact of location verification. In this contribution, we discuss another issue related to the network verification of UE location.     
Discussion
In RAN2#120, SA2 reply LS on Latency impact for Network verified UE location, clarified that location verification can occur when a UE attempts to access the network (e.g. initial registration, registration update, service request, TAU, etc.) [1]. 
	Q1 Is there any constraint on the latency (from trigger to result) of the verification procedure?
Answer:	
In Release 17 and 18, location verification for regulatory services (e.g. Public Warning System, Charging and Billing, Emergency calls, Lawful Intercept, Data Retention Policy in cross-border scenarios and international regions, Network access) can occur when a UE performs some access to an AMF or MME at a NAS level, such as for initial PLMN Registration or Attach, Registration update or TAU, Service Request, PDU session or PDN connection establishment.


Observation 1: In Release 17 and 18, the AMF verifies the UE reported location when the UE performs some access procedures in NTN.
Moreover, the verification process is performed after completion of the associated NAS procedure of the UE access to the serving AMF. Additionally, the AMF can perform the location verification procedure in parallel to any other UE related activity.
	Q1 Is there any constraint on the latency (from trigger to result) of the verification procedure?
Answer:	
... The associated NAS procedure is first completed and then the serving AMF or MME can initiate location verification for the UE …

Q2 Can the verification procedure be run independently from the targeted services (e.g. in parallel to prevent any set-up delay)? If not, what is the estimate of set-up delay?
Answer:
As indicated above, location verification is started after an initiating NAS procedure has been completed and would then run in parallel with any other UE related activity. SA2 is not aware of any constraint at a 5GC level that might impede or delay the location verification once started.


Observation 2: According to SA2, in Release 17 and 18, the location verification procedure can be performed when the UE accesses the network and in parallel to the targeted services.
However, SA2 raised the issue that allowing a UE to obtain a service, before verifying the UE’s location, may violate regulatory requirements, if the UE is not allowed any services at the current location [1]. 
	Q1 Is there any constraint on the latency (from trigger to result) of the verification procedure?
Answer:	
In Release 17 and 18, …. However, a long period of location verification is not preferred because it could interfere with power saving for UEs which need to access a PLMN for only very short periods, and would allow a UE that was not at an allowed location to obtain service from the PLMN that might violate regulatory requirements. Hence, SA2 requests that location verification be capable of being completed within a period of approximately 1 minute maximum and 30 seconds preferably.



Observation 3: Allowing the UE to obtain any services before verifying the UE’s reported location, may violate regulatory requirements, if the UE manages to obtain a service at a location in which the UE is not allowed any services.
However, in RAN2#120, RAN2 agreed to allow UE access to service before verifying the UE reported location [4]:   
	 Agreements:
1. From RAN2 point of view, assuming the NW may allow the UEs access to services before verifying the UE reported location, the latency of the NW verification can be handled by the NW.



Hence, considering SA2 reply LS [1] and RAN2#120 agreement, RAN2 may need to request feedback from SA2 on whether they have any concern on allowing UE to access any services before verifying the UE reported location in NTN.
Proposal 1: RAN2 to discuss whether allowing the UE access to any services before verifying the UE reported location may violate regulatory requirements in NTN.
Conclusions
In this contribution we discussed whether the network should allow the UE access to any services before verifying the reported UE location in NTN. The following are the observations and proposal in this contribution: 
Observation 1: In Release 17 and 18, the AMF verifies the UE reported location when the UE performs some access procedures in NTN.
Observation 2: According to SA2, in Release 17 and 18, the location verification procedure can be performed when the UE accesses the network and in parallel to the targeted services.
Observation 3: Allowing the UE to obtain any services before verifying the UE’s reported location, may violate regulatory requirements, if the UE manages to obtain a service at a location in which the UE is not allowed any services.
Proposal 1: RAN2 to discuss whether allowing the UE access to any services before verifying the UE reported location may violate regulatory requirements in NTN.
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Title:	Reply LS on Latency impact for NTN verified UE location
Response to:	LS R2-2211044/S1-223261 on Latency impact for NTN verified UE location from RAN2
Release:	Release 18
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Contact person:	Chunhui Zhu
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Attachments:	None

1	Overall description
SA1 thanks RAN2 for the information and questions highlighted in S1-223261/R2-2211044 LS on Latency impact for NTN verified UE location. 

SA1 would like to provide the following answers to the questions:

•Q1:	Is there any constraint on the latency (from trigger to result) of the verification procedure?
Answer from SA1: There are no related 3GPP SA1 requirements.

•Q2:	Can the verification procedure be run independently from the targeted services (e.g. in parallel to prevent any set-up delay)? If not, what is the estimate of set-up delay?
Answer from SA1: Yes
2	Actions
To RAN2, SA2
SA1 asks RAN2 and SA2 to take this information into account.
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Attachments:	
1	Overall description
SA2 thanks RAN2 for their LS on Latency impact for NTN verified UE location. SA2 has the following answers to the 2 questions from RAN2.
Q1	Is there any constraint on the latency (from trigger to result) of the verification procedure?
Answer:	
In Release 17 and 18, location verification for regulatory services (e.g. Public Warning System, Charging and Billing, Emergency calls, Lawful Intercept, Data Retention Policy in cross-border scenarios and international regions, Network access) can occur when a UE performs some access to an AMF or MME at a NAS level, such as for initial PLMN Registration or Attach, Registration update or TAU, Service Request, PDU session or PDN connection establishment. The associated NAS procedure is first completed and then the serving AMF or MME can initiate location verification for the UE from an LMF or E-SMLC, respectively. Because the initial NAS procedure is first completed, there is no real time restriction on the latency of the location verification. Hence a latency of more than 10 seconds could be tolerated. However, a long period of location verification is not preferred because it could interfere with power saving for UEs which need to access a PLMN for only very short periods, and would allow a UE that was not at an allowed location to obtain service from the PLMN that might violate regulatory requirements. Hence, SA2 requests that location verification be capable of being completed within a period of approximately 1 minute maximum and 30 seconds preferably.

Q2	Can the verification procedure be run independently from the targeted services (e.g. in parallel to prevent any set-up delay)? If not, what is the estimate of set-up delay?
Answer:
As indicated above, location verification is started after an initiating NAS procedure has been completed and would then run in parallel with any other UE related activity. SA2 is not aware of any constraint at a 5GC level that might impede or delay the location verification once started.
2	Actions
To RAN2
ACTION: 	SA2 asks RAN2 to take the above answers into account when defining support for UE location verification in Release 18.






