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1 Introduction
[bookmark: _Hlk61519723]SID of AI/ML for NR air interface (RP-213599) was agreed in RAN#94e [1]. After several rounds of discussion, RAN2 scope mainly include AI/ML model identification, signaling of AI/ML model transfer / delivery, and procedure of LCM and data collection.  
In RAN2#121 [2], data collection was discussed, and below agreements were made.
R2-2302286 	Summary of [AT121][025]: Progress table of analyzing data collection framework (Apple)	Apple
Endorse the table as a starting point (e.g. can add more columns if needed later, modify, add rows etc). Content shall be interpreted as current content. 
Chair: There is significant support to aim for evaluating the data collection methods per LCM purpose 

R2-2301427	Discussion on AI/ML methods	Qualcomm Incorporated 	discussion	Rel-18
R2 may consider including the existing EVEX framework for this SI, FFS exactly what this means, can discuss next meeting.

Chair comment: Companies, please do homework for next meeting, so we can discuss. 

In this contribution, we further discuss data collection for AI/ML from below aspects:
· Security and privacy requirement
· Further analysis of data collection framework
· Analysis of EVEX

2 Discussion 
2.1 Security and privacy requirement
We emphasize that the data collection framework for AI/ML needs new requirements of security and privacy. 
First, in SID objective, it is clearly indicated that user data privacy needs to be preserved. 
Note 1: specific AI/ML models are not expected to be specified and are left to implementation. User data privacy needs to be preserved.
Secondly, in existing data collection framework including RRM and MDT, it is a general requirement that the UE's measurement results can only be reported to the NW after security activated, which is captured in clause TS 38.331 [7]:
From Clause B.1 of TS 38.331:
Message
P
A-I
A-C
Comment
CounterCheck
-
-
-

...




MeasurementReport
-
-
-
Measurement configuration may be sent prior to AS security activation. But: In order to protect privacy of UEs, MeasurementReport is only sent from the UE after successful AS security activation.
...




UEInformationResponse
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-
In order to protect privacy of UEs, UEInformationResponse is only sent from the UE after successful security activation











We think that the same principle should be applied to data collection for AI/ML.
Finally, according to TS 32.422 [8], user consent for MDT is required before NW configures the UE to perform logged MDT and immediate MDT. We also think similar mechanism should be applied to data collection for AI/ML.
[bookmark: _Toc36134387][bookmark: _Toc44686872][bookmark: _Toc51928642][bookmark: _Toc51929211][bookmark: _Toc114141843]4.9.1  Signalling based MDT
In case of signalling based MDT getting user consent before activating the MDT functionality is required because of privacy and legal obligations. It is the Operator responsibility to collect user consent before initiating an MDT for a specific IMSI, IMEI number or SUPI. 
Collecting the user consent shall be done via customer care process. The user consent information availability should be considered as part of the subscription data and as such this shall be provisioned to the UDM database.
Observation 1: In existing data collection framework including RRM and MDT, it is a general requirement that the UE's measurement results can only be reported to the NW after security activated. And user content is required before NW configures the UE to perform MDT.
Thus, we propose:
Proposal 1: Security and privacy are included as one requirement of data collection for AI/ML.
Proposal 2: Following same principle in RRM, the data can be only sent from the UE after successful AS security activation. 
Proposal 3: User consent for data collection is required because of privacy and legal obligations.
2.2 Further analysis of data collection framework
In RAN2#121 [2], majority preferred to evaluate data collection framework per LCM purpose:
Chair: There is significant support to aim for evaluating the data collection methods per LCM purpose 
We share the similar understanding, and this is aligned with below conclusion of RAN1#110b-e:
Conclusion (RAN1#110b-e)
Data collection may be performed for different purposes in LCM, e.g., model training, model inference, model monitoring, model selection, model update, etc. each may be done with different requirements and potential specification impact.
FFS: Model selection refers to the selection of an AI/ML model among models for the same functionality. (Exact terminology to be discussed/defined) 
Thus, we suggest to confirm below understanding:
Proposal 4: RAN2 evaluate data collection methods per LCM based on data collection requirement from RAN1.
In our understanding, RAN2 can first analyze data collection method for offline training with assumption that there is no strict latency requirement to collect data. For other LCM (e.g. model inference / selection / monitor / switch / update / activation / deactivation), we think their evaluations can be done only after offline training because they highly depend on specific RAN1 requirements.
Proposal 5: RAN2 first analyze data collection method for offline model training with assumption that there is no strict latency requirement to collect data. 
According to the endorsed data collection analysis table in [3], we think MDT framework can be prioritized for offline model training. Our justifications are:
1) The data type collected by MDT is aligned with the studied 3 use cases in Rel-18 AI/ML for air interface (i.e. CSI feedback, beam management and positioning).
· The data collected by MDT are mainly various measurements in AS layer (including L3 cell/beam measurements, location info, and sensor info). 
· Although RAN1 has not agreed details of what data to collect for the 3 use cases, they are expected to be also measurements in AS layer. 
2) Satisfy both security and UE privacy requirement
· MDT measurements are reported via RRC message can be only sent from the UE after successful AS security activation.
· User consent is required before NW configures the UE to perform logged MDT and immediate MDT.  
3) The data collected by MDT is visible to both RAN (e.g. for CSI and BM) and CN (e.g. for positioning)
· The MDT data is collected in TCE/OAM, and it can also be utilized by RAN according to TS 37.320.   
4) Data in all RRC states can be collected in MDT
· Immediate MDT to collect data of UEs in CONNECTED state. Logged MDT to collect data of UEs in IDLE/INACTVE state
Proposal 6: MDT framework is prioritized to study for data collect in offline training due to below reasons:
1) The data type collected by MDT (i.e. various measurements in AS layer) is aligned with the studied 3 use cases in Rel-18 AI/ML for air interface (i.e. CSI feedback, beam management and positioning).
2) Satisfy both security and UE privacy requirement
3) The data collected by MDT is visible to both RAN (e.g. for CSI and BM) and CN (e.g. for positioning)
4) Data in all RRC states can be collected in MDT
2.3 Analysis of EVEX
In RAN2#121 [2], EVEX was proposed by some company for data collection purpose. But most companies thought it is out of RAN2 scope and the discussion can't continue. So, finally, it was agreed that EVEX can be discussed in future RAN2 meeting with some homework.
R2-2301427	Discussion on AI/ML methods	Qualcomm Incorporated 	discussion	Rel-18
R2 may consider including the existing EVEX framework for this SI, FFS exactly what this means, can discuss next meeting.

Chair comment: Companies, please do homework for next meeting, so we can discuss. 
 
And according to [4], the detailed technique proposals for EVEX are:
1. Via SLA with the ASP, operators can configure the DCAF with instructions that control the procedures of permissible UE data collection and permissible event exposure by the DCAF of its collected UE data to event consumers (e.g., NWDAF or ASP).
2. UE is also provisioned regarding the allowed/exposed data by Application Service Provider (ASP).
3. When ASP sends the data collection request to DCAF, DCAF will determine whether the requested parameters are allowed to be collected or not.
4. UE reports the allowed/requested parameters as defined in 2 and 3 to DCAF via the user plane connection (using HTTPS).
5. DCAF reports data to ASP.

After checking specifications of EVEX (stage-2 in TS 26.531 [5], stage-3 in TS 26.532[6]), we think the scope of EVEX data collection doesn't match the requirement of Rel-18 AI/ML. According to TS 26.531 [5], the scope of data collection is collecting data from the “UE Application(s)”. And "UE Application(s)" is specified to share data via a client API (i.e. R7). Thus, our understanding is that EVEX can only collect UE's data of application layer, but the data required in Rel-18 AI/ML is AS layer measurement. [bookmark: _Toc114658027]4.1 General
Clause 6.2.8 of TS 23.288 [4] envisages a set of high-level procedures by which data is collected by a Network Data Analytics Function (NWDAF) from UE Application(s) via an intermediary Application Function. This clause defines a generic reference architecture for data collection and reporting that satisfies those procedures, including the logical functions involved and the logical reference points between them. The intermediary Application Function envisaged in [4] is here named the Data Collection AF.
                         ....


                   ....
4.	The UE Application is responsible for sharing relevant data with the Direct Data Collection Client via reference point R7. This may be achieved as a combination of application design, application configuration via R8 and/or application configuration via R7.
                ....
-	R7 is a client API offered by the Direct Data Collection Client to the UE Application.
NOTE 4:	When the Direct Data Collection Client is embedded in the UE Application, reference point R7 is not used.



Observation 2: According to TS 26.531, the scope of data collection is collecting data from the “UE Application(s)” which is specified to share data via a client API (i.e. R7). Thus, EVEX can only collect UE's data of application layer, but the data required in Rel-18 AI/ML is AS layer measurement. 
Thus, we propose to clarify the understanding.
Proposal 7: RAN2 clarify the understanding that EVEX can only collect UE's data of application layer which doesn't cover the data required in Rel-18 AI/ML (i.e. data in AS layer like CSI or beam measurements).
In addition, we think the existing UDM based user consent framework may not work if EVEX is used for collect data for AI/ML. This is because UDM based user consent is per UE subscription but EVEX requires per UE application consent. 
Observation 3: Existing UDM based user consent framework may not work if EVEX is used for collect data for AI/ML.

3 Conclusion
In this contribution, we share our views on data collection for Rel-18 AI/ML. Our observations are:
Observation 1: In existing data collection framework including RRM and MDT, it is a general requirement that the UE's measurement results can only be reported to the NW after security activated. And user content is required before NW configures the UE to perform MDT.
Observation 2: According to TS 26.531, the scope of data collection is collecting data from the “UE Application(s)” which is specified to share data via a client API (i.e. R7). Thus, EVEX can only collect UE's data of application layer, but the data required in Rel-18 AI/ML is AS layer measurement. 
Observation 3: Existing UDM based user consent framework may not work if EVEX is used for collect data for AI/ML.

Based on observations, our proposals are:
Proposal 1: Security and privacy are included as one requirement of data collection for AI/ML.
Proposal 2: Following same principle in RRM, the data can be only sent from the UE after successful AS security activation. 
Proposal 3: User consent for data collection is required because of privacy and legal obligations.
Proposal 4: RAN2 evaluate data collection methods per LCM based on data collection requirement from RAN1.
Proposal 5: RAN2 first analyze data collection method for offline model training with assumption that there is no strict latency requirement to collect data. 
Proposal 6: MDT framework is prioritized to study for data collect in offline training due to below reasons:
1) The data type collected by MDT (i.e. various measurements in AS layer) is aligned with the studied 3 use cases in Rel-18 AI/ML for air interface (i.e. CSI feedback, beam management and positioning).
2) Satisfy both security and UE privacy requirement
3) The data collected by MDT is visible to both RAN (e.g. for CSI and BM) and CN (e.g. for positioning)
4) Data in all RRC states can be collected in MDT
Proposal 7: RAN2 clarify the understanding that EVEX can only collect UE's data of application layer which doesn't cover the data required in Rel-18 AI/ML (i.e. data in AS layer like CSI or beam measurements).
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