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[bookmark: _heading=h.wt7xoax1kbms]1	Introduction 
During the study phase, RAN2 has discussed the positioning protocol between UEs for sidelink positioning, named SLPP in TR 38.859 and RSPP in TR 23.700-86. RAN2 agreed to support a session-based SLPP operation for signaling between UEs, and a session-less operation can be supported if mutual exchange of SLPP messages is not required. What aspects of session-based operation would not be included can be studied further during normative work, in TR 38.859 below;
	Both session-based and session-less operation for sidelink positioning signaling are studied.
Sidelink positioning supports a session-based concept in SLPP, in which signaling messages within a session can be associated with one another by the involved UEs. The relationship to upper-layer designs from SA2 can be discussed during normative work.
Whether to also support session-less operation and what aspects of session-based operation would not be included can be studied further during normative work.
At least in the case that positioning methods are supported that do not require a mutual exchange of SLPP messages associated with one another among UEs, SLPP session-less operation can be supported. If session-less operation can be operated with security can be studied further during normative work.



In this paper, we provide our view on the aspect of session and QoS management of session-based SLPP operation.
[bookmark: _heading=h.fj5477v6w1xv]2	Discussion 
[bookmark: _heading=h.ocrf4hvl55ow]2.1		Aspect of SLPP session management
In TR 23.700-86, SA2 has concluded legacy location requests (e.g. MO-LR, MT-LR, etc) shall be reused in sidelink positioning, as below;
	-	Legacy functionality specified in TS 23.273 [11] for location services shall be reused including MO-LR, MT-LR for both regulatory and commercial use, when the Target UE has NAS connection with AMF (directly or indirectly via a ProSe UE-to-Network Relay).



Observation 1.	Legacy location requests shall be reused in sidelink positioning.

LPP protocol is used point-to-point between target UE and LMF. A single LPP session between target UE and LMF is used to support a single location request (i.e., for a single MT-LR, MO-LR or NI-LR) and multiple LPP sessions can be used to support multiple different location requests.

Observation 2.	A single LPP session is used point-to-point between target UE and LMF.

Unlike LPP, SLPP protocol can be used point-to-multipoint between target UE and multiple anchor UEs, where multiple UE types (e.g. normal UE, RSU, etc) and multiple UE roles (e.g. target UE, anchor UE, server UE, etc) may be involved in an SLPP session in various coverage scenarios. An SLPP session may need to be managed at least depending on anchor UEs status e.g. moved to outside of network coverage, left from PC5 coverage, etc. 

We will discuss session management and compare between three management mechanisms such as: (1) SLPP session management with reestablishment, (2) SLPP session management with modification, and (3) SLPP session management with multiple sessions. 

2.1.1	SLPP session management with reestablishment
In examples below, we assume, for quick understanding, that different positioning methods are supported by different UEs from each other. We also can consider other capabilities, e.g., SL-PRS frequency/bandwidth, coverage status, etc. 

Let’s take a look at an example of SLPP session management with reestablishment below:
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Figure 1.  An example of SLPP session management with reestablishment

	0.	Triggering a location service and sidelink positioning
	1a.	Target UE sends SLPP Request Capabilities message
1b. 	Anchor UEs (Anchor A/C/E) sends SLPP Response Capabilities message (SL-TDoA supported) 
1c.	Anchor UEs (Anchor B/D/F) sends SLPP Response Capabilities message (RTT-type supported)
· If sidelink positioning method is selected to SL-TDoA: 
2a.	An SLPP session is established between Target UE and Anchor A/C/E
2b.	Sidelink positioning performing between Target UE and Anchor A/C/E
· If sidelink positioning method changed to RTT-type: 
2c.	Ongoing SLPP session is terminated between Target UE and Anchor A/C/E
3a.	New SLPP session is established between Target UE and Anchor B/D/F
3b.	Sidelink positioning performing between Target UE and Anchor B/D/F

At step 2b, if location acquisition is failed due to some reason, e.g., poor accuracy, response timeout, etc, target UE should determine if to continue the ongoing session with involved anchor UEs or to establish a new session with different anchor UEs. If a new session is needed, the ongoing SLPP session will be terminated at step 2c and establish a new SLPP session at step 3a. Then, new sidelink positioning with new anchor UEs can be operated at step 3b. 

Observation 3.	SLPP session management with reestablishment needs time for ongoing session termination and new session establishment. 

2.1.2	SLPP session management with modification
Let’s take a look at an example of SLPP session management with modification below:
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Figure 2.  An example of SLPP session management with modification

	0.	Triggering a location service and sidelink positioning
	1a.	Target UE sends SLPP Request Capabilities message
1b. 	Anchor UEs (Anchor A/C/E) sends SLPP Response Capabilities message (SL-TDoA supported) 
1c.	Anchor UEs (Anchor B/D/F) sends SLPP Response Capabilities message (RTT-type supported)
· If sidelink positioning method is selected to SL-TDoA: 
2a.	An SLPP session is established between Target UE and Anchor A/C/E
2b.	Sidelink positioning performing between Target UE and Anchor A/C/E
· If sidelink positioning method changed to RTT-type: 
3a.	An SLPP session is modified between Target UE and Anchor B/D/F
3b.	Sidelink positioning performing between Target UE and Anchor B/D/F

At step 2b, if location acquisition is failed due to some reason, e.g., poor accuracy, response timeout, etc, target UE should determine if to continue the ongoing session with involved anchor UEs or to modify the session with different anchor UEs. If session modification is needed, the session will be modified among a group of UEs to add and remove UEs to the ongoing session at step 3a. Then, new sidelink positioning with new anchor UEs can be operated at step 3b. 

Observation 4.	SLPP session management with modification needs time for ongoing session modification e.g. to add/remove UEs.

2.1.3	SLPP session management with multiple sessions
Let’s take a look at an example of SLPP session management with multiple sessions below: 
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Figure 2. An example of SLPP session management with multiple sessions

	0.	Triggering a location service and sidelink positioning
	1a.	Target UE sends SLPP Request Capabilities message
1b. 	Anchor UEs (Anchor A/C/E) sends SLPP Response Capabilities message (SL-TDoA supported) 
1c.	Anchor UEs (Anchor B/D/F) sends SLPP Response Capabilities message (RTT-type supported)
2a.	First SLPP session is established between Target UE and Anchor A/C/E
2b.	Second SLPP session is established between Target UE and Anchor B/D/F
· If sidelink positioning method is selected to SL-TDoA: 
3a.	Sidelink positioning performing with First SLPP session
· If sidelink positioning method changed to RTT-type: 
3b.	Sidelink positioning performing with Second SLPP session

At step 2a/2b, multiple SLPP sessions are established with different groups of anchor UEs, based on different positioning methods. At step 3a, if location acquisition is failed due to some reason e.g., poor accuracy or response timeout, new sidelink operation using a different positioning method can be started with the second session, which does not need time for session reestablishment or modification. 

Observation 5.	SLPP session management with multiple sessions does not need time for session reestablishment or modification. 

In above, we discussed three mechanisms for SLPP session management with reestablishment, modification and multiple sessions. 

From observations, SLPP session managements with reestablishment and modification are based on a single SLPP session, which necessarily need time for change or modification of ongoing session. Whereas SLPP session managements with multiple session is based on multiple SLPP sessions, which does not need time for change or modification of ongoing session by selecting operating session among multiple sessions. 

Multiple SLPP sessions can be set up in accordance with different anchor UEs with different capabilities e.g., positioning method, positioning mode, etc. Then, multiple SLPP sessions can enable fast positioning by dynamic switching between SLPP sessions if ongoing session is failed or not possible for operation. In addition, new SLPP session can be set up while the ongoing session is performing if ongoing session is not sufficient for positioning e.g., poor QoS, failure is predictable, etc. We see some benefits in SLPP session management with multiple sessions even for a single location request. 

Proposal 1.	RAN2 to discuss following mechanisms for SLPP session management;
1) SLPP session management with reestablishment 
2) SLPP session management with modification
3) SLPP session management with multiple sessions

[bookmark: _heading=h.j8moyt465mu1]2.2		Aspect of SLPP QoS management
According to TS 23.273, there are 3 LCS QoS Classes, Assured Class (most stringent requirement), Best Effort Class (least stringent requirement) and Multiple QoS Class. Multiple QoS Class enables multi-level QoS classes of the most stringent (i.e. Assured Class as primary level), less stringent (i.e. as intermediate) and the least stringent (i.e. Best Effort Class as minimum QoS level). 
	LCS Quality of Service is used to characterise the location request. It can either be determined by the operator or determined based on the negotiation with the LCS client or the AF. It is optional for LCS client or the AF to provide the LCS Quality of Service in the location request.
LCS Quality of Service information is characterised by 3 key attributes:
-	LCS QoS Class as defined below.
-	Accuracy: i.e. Horizontal Accuracy (see clause 4.3.1 of TS 22.071 [2]) and Vertical Accuracy (see clause 4.3.2 of TS 22.071 [2].
-	Response Time (e.g. no delay, low delay or delay tolerant as described in clause 4.3.3 of TS 22.071 [2]).
NOTE 1:	One or two QoS values for Horizontal Accuracy, Vertical Accuracy can be provided in the location request in addition to a preferred accuracy when LCS QoS Class is set to Multiple QoS Class.
The LCS QoS Class defines the degree of adherence by the Location Service to another quality of service parameter (Accuracy), if requested. The 5G system shall attempt to satisfy the other quality of service parameter regardless of the use of QoS Class. There are 3 LCS QoS Classes:
-	Best Effort Class: This class defines the least stringent requirement on the QoS achieved for a location request. If a location estimate obtained does not fulfil the other QoS requirements, it should still be returned but with an appropriate indication that the requested QoS was not met. If no location estimate is obtained, an appropriate error cause is sent.
-	Multiple QoS Class: This class defines intermediate stringent requirements on the QoS achieved for a location request. If the obtained location estimate does not fulfil the most stringent (i.e. primary) other QoS requirements affected by the degree of adherence of the QoS class, then another location estimation may be triggered at LMF attempting less stringent other QoS requirements. The process may be iterated until the least stringent (i.e. minimum) other QoS requirements are attempted. If the least stringent other QoS requirements cannot be fulfilled by a location estimate, then the location estimate shall be discarded, and an appropriate error cause shall be sent.
NOTE 2:	An AF may provide a location request with Multiple QoS Class via NEF. For an LCS client to provide a location request with Multiple QoS Class an Le interface implementation supporting Multiple QoS Class may be required.
NOTE 3:	Multiple QoS Class can only be applied for Deferred 5GC-MT-LR Procedure in this release of the specification.
-	Assured Class: This class defines the most stringent requirement on the accuracy achieved for a location request. If a location estimate obtained does not fulfil the other QoS requirements, then it shall be discarded, and an appropriate error cause shall be sent.



Sidelink positioning QoS class/parameters may be provided by LCS and managed by LMF or by target/server UE, depending on operation and coverage scenarios. 

Observation 6.	Multi-level QoS classes are supported in LCS.

According to TS 37.355, LPP QoS parameters (e.g. desired accuracy, response time, etc, per TS 29.171, TS 23.273) for this transaction are configured in common IE (i.e. CommonIEsRequestLocationInformation) of RequestLocationInformation message by LMF. 

Due to that LPP QoS parameters are configured in common IE (i.e. CommonIEsRequestLocationInformation) of RequestLocationInformation message by LMF, the existing LPP QoS structure only has a single QoS class, which is to be applied to all configured positioning methods. Thus, a single RequestLocationInformation transaction supports only a single QoS class e.g., Best effort QoS or Assured Class in LCS QoS Class. Unfortunately, Multiple QoS Class in LCS is not supported by the existing LPP QoS structure. 

Observation 7.	Single-class QoS structure is only supported in LPP.

We will discuss SLPP QoS management and compare between two management mechanisms such as: (1) SLPP QoS management with single-class QoS structure and (2) SLPP QoS management with multi-class QoS structure.

2.2.1	SLPP QoS management with single-class QoS structure
Let’s take a look at an example for SLPP QoS management with single-class QoS structure below:
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Figure 3. An example of SLPP QoS management with single-class QoS structure

1a.	Either LMF or Server UE sends LPP/SLPP Request Location Information message with Assured Class QoS to Target UE
· Target UE performs sidelink positioning for Assured Class QoS 
1b.	Target UE sends LPP/SLPP Provide Location Information message 
If Assured Class QoS is failed: 
2a.	Either LMF or Server UE sends LPP/SLPP Request Location Information message with Less stringent QoS to Target UE
· Target UE performs sidelink positioning for Less stringent QoS 
2b.	Target UE sends LPP/SLPP Provide Location Information message
If Less stringent QoS is failed: 
3a.	Either LMF or Server UE sends LPP/SLPP Request Location Information message with Best Effort Class QoS to Target UE
· Target UE performs sidelink positioning for Best Effort Class QoS 
3b.	Target UE sends LPP/SLPP Provide Location Information message 

At step 2a and 3a, either LMF or Server UE may send RequestLocationInformation message with new QoS class to Target UE. If a previous request is failed, that is, positioning results do not meet QoS requirements in an ongoing transaction, new QoS parameters may be configured by sending RequestLocationInformation message in a new transaction. It is easily observed that legacy single-level QoS structure will lead to signaling overhead and increase latency for changing of QoS level. 

Observation 8.	SLPP QoS management with single-class QoS structure needs time for a new transaction attempt.

2.2.2	SLPP QoS management with multi-class QoS structure
Let’s take a look at simple example for SLPP QoS management with multi-class QoS structure below:
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Figure 4. An example of SLPP QoS management with multi-class QoS structure

1a.	Either LMF or Server UE sends LPP/SLPP Request Location Information message with multi-level QoS classes (ex, Assured Class, Less stringent, Best Effort Class) to Target UE
· Target UE performs sidelink positioning for Assured Class QoS 
If Assured Class QoS is failed: 
· Target UE performs sidelink positioning for Less stringent QoS 
If Less stringent QoS is failed:  
· Target UE performs sidelink positioning for Best Effort Class QoS 
1b.	Target UE sends LPP/SLPP Provide Location Information message to either LMF or Server UE

At step 1a, either LMF or Server UE sends a LPP/SLPP RequestLocationInformation message with multi-level QoS classes ex, Assured Class, Less stringent, Best Effort Class. Target UE can autonomously change QoS class without new RequestLocationInformation message, which obviously could reduce signaling overhead and latency.  

Observation 9.	SLPP QoS management with multi-class QoS structure does not need time for a new transaction attempt.

In above, we discussed three mechanisms for SLPP QoS management with single-class and multi-class QoS structures. 

From observations, SLPP QoS managements with single-class QoS structure needs time for a new transaction attempt. Whereas SLPP QoS managements with multi-class QoS structure does not need time for a new transaction attempt by changing/selecting QoS class for positioning operation, which can enable fast switching when QoS changes.

Proposal 2.	RAN2 to discuss following mechanisms for SLPP QoS management;
1) SLPP QoS management with single-class QoS structure
2) SLPP QoS management with Multi-class QoS structure

[bookmark: _heading=h.o5z8swisu2ym]3	Conclusion
Aspect of SLPP session management:

Observation 1.	Legacy location requests shall be reused in sidelink positioning.

Observation 2.	A single LPP session is used point-to-point between target UE and LMF.

Observation 3.	SLPP session management with reestablishment needs time for ongoing session termination and new session establishment. 

Observation 4.	SLPP session management with modification needs time for ongoing session modification e.g. to add/remove UEs.

Observation 5.	SLPP session management with multiple sessions does not need time for session reestablishment or modification. 

Proposal 1.	RAN2 to discuss following mechanisms for SLPP session management;
1) SLPP session management with reestablishment 
2) SLPP session management with modification
3) SLPP session management with multiple sessions

Aspect of SLPP QoS management:

Observation 6.	Multi-level QoS classes are supported in LCS.

Observation 7.	Single-class QoS structure is only supported in LPP.

Observation 8.	SLPP QoS management with single-class QoS structure needs time for a new transaction attempt.

Observation 9.	SLPP QoS management with multi-class QoS structure does not need time for a new transaction attempt.

Proposal 2.	RAN2 to discuss following mechanisms for SLPP QoS management;
1) SLPP QoS management with single-class QoS structure
2) SLPP QoS management with Multi-class QoS structure
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