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1 Introduction
In RAN#94-e the SID for Network-Controlled Repeaters was agreed [1] and the latest WID updates were approved in RAN#98-e [2]. The updated objectives of the WID are the following: 

	The objectives of NR NCR WI follow the recommendations defined in TR 38.867 and will focus on scenarios and assumption listed below:

· Network-controlled repeaters are inband RF repeaters used for extension of network coverage on FR1 and FR2 bands based on the NCR model in TR38.867

· For only single hop stationary network-controlled repeaters

· The NCR is transparent to the UE.

· Network-controlled repeater can maintain the gNB-repeater link and repeater-UE link simultaneously

With these considerations, NR NCR supports the following features:
Specify the signalling and behavior of the following side control information for controlling the NCR-Fwd [RAN1, RAN2]

· Beamforming

· UL-DL TDD operation

· ON-OFF information

Specify control plane signalling and procedures [RAN2, RAN1]

· The configuration of signalling for side control information indication

· NOTE: Down-selection of solutions in section 7.2 of TR 38.867 is needed

Specify the solution of network-controlled repeater management (i.e., the identification and authorization/validation of NCR) [RAN3, RAN2]

· NOTE: Down-selection of solutions in section 8 of TR 38.867 is needed taking into account the feedback of other working groups (i.e., SA3 and SA5). From a security point of view, the feasibility of NCR validation procedure in solution 1 and the feasibility of solution 2 will be decided by SA3.The selected solution shall provide inter-vendor interoperability.
Study the RRM functions to be supported and specify the RRM requirements of NCR-MT if necessary [RAN2, RAN4]

Study and specify the RF and EMC requirements of NCR if necessary [RAN4]

Note: The existing requirements defined in RAN4 can be reused if applicable.

Note: The work in RAN4 for beam related is expected to start on FR2 first.


In this contribution, we discuss about how to handle some failure cases for NCR.
2 Discussion
In last R2 meeting (R2#120) [3], RLF as one of failure of NCR was discussed and has been agreed for the following aspects:

	On NCR-MT RLF:

· After RLF is declared by NCR-MT, NCR-MT performs cell selection and trigger RRC re-establishment;

· If NCR-MT enters RRC_IDLE due to no suitable cell is find, NCR-Fwd is OFF;

· During RRC re-establishment procedure, NCR-Fwd is OFF.


2.1 NCR-MT RLF and Re-establishment

The Radio Link Failure procedure involves declaring RLF and performing the re-establishment procedures. Radio Link Failure is for instance declared due to out-of-sync indications, random access problems or due to a maximum number of retransmissions being reached. The re-establishment procedure involves selecting a cell through the idle mode cell selection and then attempting to establish a connection with the selected cell through the RRCReestablishmentRequest. The gNB may for instance request the UE context if the gNB the UE has chosen is different from the previous gNB with which the RLF occurred. 
For NCR-MT, it has been agreed that an NCR-MT may declare RLF and perform the re-establishment procedures, like a UE. The benefit of this is that the network may in a way self-manage in case there for instance is blockage in-between an NCR and its Donor gNB. 

One issue with this however, is that while RLF and the re-establishment procedure can be useful for an operator to self-manage, there are some issues related to previous agreements where 3GPP will not support NCR handovers. This means that in some cases where the NCR-MT selects a different donor gNB, there will be no way of “recovering” the NCR. Similarly, in some cases the network may want the NCR to remain with the same Donor gNB or group of Donor gNBs. This means that we think it would be useful for a network operator to be able to control how the re-establishment procedure is performed. One such way is to be able to limit which gNBs an NCR-MT can select during the cell selection procedures when re-establishing. 

Proposal 1. Introduce optional configurable limitations on which cells an NCR-MT may select in cell selection during RRC re-establishment procedure.
2.2 NCR configuration failure

NCR node has FWD and MT part separately, and MT will be used for the configuration of FWD. Here we copied the R1 agreements related to what kind of information can be signaled to MT below for the references:
	The following is supported to deliver the information to characterize the supported physical beam of NCR-Fwd for access link: 
Option-2: The information is informed to gNB and NCR via OAM
· Note-1: In this option, how to characterize the beam information is based on implementation (e.g., declaration from NCR vendor).
· Note-2: In this option, the beam(s) used by NCR-Fwd for access link is configured for gNB and NCR by OAM based on implementation. 

· The beam index in SCI corresponds to the configured beam(s) sequentially. 

If adaptive beams are adopted for C-link and backhaul link, new signaling is supported to indicate a beam(s) used for backhaul link from the set of beams for C-link.
· Predefined rule is used to define the beam in case there is no indication via the new signalling

· FFS: Details of the predefined rule

· FFS: Application of predefined rule for other cases

· Note: The beam(s) used for backhaul link should be from the RRC-configured list of beams for C-link.

· The new signalling, if needed, is an optional NCR capability

The semi-static beam indication for backhaul link is supported as:
· If the beam indication framework in Rel-15 is used for NCR-MT
· The DL beam is indicated by MAC CE to select one of TCI state ID from the RRC-configured list of beams for C-link
· The UL beam is indicated by SRI on C-link via MAC CE.
· If the beam indication framework in Rel-17 is used for NCR-MT
· The DL and UL beam are indicated by MAC CE to select one of TCI state ID from the RRC-configured list of beams for C-link
For each periodic beam indication for access link, one RRC signalling is used with the information defined by the following:

Option-2: 

· A list of X([image: image2.png]


) forwarding resource, each is defined as {Beam index, time resource}

· FFS: The value of [image: image4.png]



Each time resource is defined by {Starting slot defined as the slot offset in one period, starting symbol defined by symbol offset within the slot, duration defined by the number of symbols} with dedicated field.

· The periodicity is configured as part of the RRC signaling for periodic beam indication

· The same periodicity is assumed for all time resource(s) in one periodic beam indication.

· The reference SCS is configured as part of the RRC signaling for periodic beam indication

· The same reference SCS is assumed for all time resource(s) in one periodic beam indication.

For each aperiodic beam indication for access link, one DCI is used with the information defined by 
Option-1: 
· [image: image6.png]


 fields are used to indicate the beam information and each field refers to one beam index ; 
· Note: The bitwidth of this field is determined by the number of beams used for access link. 
· [image: image8.png]


 fields to indicate the time resource;
· Note: A list of time resource is pre-defined by RRC signalling. The bitwidth of this field for time resource indication is determined by the length of list. 
· FFS: The value of [image: image10.png]


 
· Down-select between [image: image12.png]


or [image: image14.png]


.
· FFS: How to define the association between time indication and beam indication
Each time resource is defined by {Starting slot defined as the slot offset, starting symbol defined by symbol offset within the slot, duration defined by the number of symbols} with dedicated field.



We highlighted with cyan color on the part related to RRC.  At least, the following information is considered for the RRC driven configuration.
1. Adopted beams for backhaul link

2. Semi-static beam for backhaul link

3. Periodic beam for access link

4. Time resource per each beam indication

Those configurations are mainly for setting up the initial beams for backhaul/access link. For reference, in normal Uu link for UE, the beam configuration is carried in the RRCReconfiguration message for the initial list of beams to be fine-tuned. For the same reason, at least the legacy RRCReconfiguration message can be reused for this NCR specific beam configuration case.
Proposal 2. RAN2 agree that the initial beam configurations specific to NCR FWD can be carried to NCR-MT via at least RRCReconfiguration message.
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Figure 1. 
Assuming that above Proposal 2 is agreed, the issue related to the configuration compliance check can be considered. As seen  figure 1, RRCReconfiguration can carry the configuration information for both MT and FWD. FWD part configuration can be as listed in the above section, i.e., beams for backhaul/access haul and its related time resource configuration including ON/OFF configurations. 
Our basic assumption is that FWD could make any type of failure or error during the operation which might be either configuration failure (in response to receiving side control information for FWD), or FWD operation failure (some malfunctions regardless of side control information received, such as power-amp problem, some beam unit not working etc). And these needs to be informed anyway to the network for handling this. FWD operation failure i.e., the latter seems to be mainly handled by the implementation such as using OAM signaling because those failure types will be defined by the vendor. But we wonder if DRB setup at MT is optional, then there also could be a possibility of no way of OAM signaling for failure information. Therefore, there is also a possibility to use Uu signaling by encapsulating the failure information in the UL RRC message. This needs to be discussed and agreed.

Observation 1. There would be two types of FWD failure/errors: 1. configuration failure in response to the received side control information configuration, and 2. FWD operation failure regardless of side control information configuration. 

Observation 2. FWD operation failure regardless of side control information configuration can be informed to the network either OAM signaling or Uu RRC signaling due to the optionality of the DRB setup at NCR-MT. 
Proposal 3. RAN2 discuss on how to handle FWD operation failure (not related to side control information) and agree on either using OAM signaling or using UL RRC message with contents encapsulated. 

Regarding configuration failure in response to the received side control information, our concern is whether MT is in charge of the compliance check for the given side control information for FWD too. In the legacy procedure 5.3.5.8.2 in 38.331, UE is in charge of compliance check upon receiving RRCReconfiguration message so that if UE is unable to comply with any part of that message, UE will go to the failure handling procedure, before sending complete message back. If MT just follows the all the UE’s procedure, then MT will also check the compliance on the configuration not only for the MT’s but also FWD’s. Then if MT is unable to comply with FWD’s configuration, i.e., side control information, then MT will go to the failure handling procedure, and FWD would be OFF. The failure handling procedure would be RRCReestablishment which is the equivalent one for RLF handling. We think stopping the whole NCR node’s function is too costly because MT and the C-link don’t have any problem to work, and the interruption of FWD would make the served UE’s RLF, sequentially. 
In addition, NCR can be evolved in the next release for enhanced operations. In that case, isolation of FWD’s function management would take more space in the specification. To simplify any future discussion on failure of the enhanced NCR functionality, separation of failure handling seems to be meaningful. 

Observation 3. If MT is in charge of compliance check for side control information destined to FWD and those information has filed for the compliance check, NCR should go through the RRCReestablishment procedure with FWD OFF unnecessarily even MT has no problem to work. This also leads unnecessary RLF for the served UEs.

Observation 4. To simplify the FWD failure management by separating from MT’s is necessary for the future proof assuming that NCR is evolved in the future.

Therefore, our proposal is to separate the compliance check and MT is only in charge of MT’s configuration, and FWD is in charge of its side control information. Upon receiving RRCReconfiguration message including side control information, MT and FWD check their own configuration, and MT can inform the network of the FWD configuration failure, if occurred, without FWD’s OFF and MT’s RRCReestablishment.

Proposal 4. RAN2 discuss and agree on the separation of compliance check for MT’s and FWD’s configuration, and MT’s indication of FWD’s configuration failure to the network.
3 Conclusion

Based on the above discussion, we have the following proposals and observations as a conclusion:
Proposal 1. Introduce optional configurable limitations on which cells an NCR-MT may select in cell selection during RRC re-establishment procedure.
Proposal 2. RAN2 agree that the initial beam configurations specific to NCR FWD can be carried to NCR-MT via at least RRCReconfiguration message.

Observation 1. There would be two types of FWD failure/errors: 1. configuration failure in response to the received side control information configuration, and 2. FWD operation failure regardless of side control information configuration. 

Observation 2. FWD operation failure regardless of side control information configuration can be informed to the network either OAM signaling or Uu RRC signaling due to the optionality of the DRB setup at NCR-MT. 

Proposal 3. RAN2 discuss on how to handle FWD operation failure (not related to side control information) and agree on either using OAM signaling or using UL RRC message with contents encapsulated. 

Observation 3. If MT is in charge of compliance check for side control information destined to FWD and those information has filed for the compliance check, NCR should go through the RRCReestablishment procedure with FWD OFF unnecessarily even MT has no problem to work. This also leads unnecessary RLF for the served UEs.

Observation 4. To simplify the FWD failure management by separating from MT’s is necessary for the future proof assuming that NCR is evolved in the future.

Proposal 4. RAN2 discuss and agree on the separation of compliance check for MT’s and FWD’s configuration, and MT’s indication of FWD’s configuration failure to the network.
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