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1	Introduction
In RAN2#120, the following agreements were reached related to NCR:
gNB cell that NCR-Fwd is forwarding is the same cell the NCT-MT is connected to. Whether the NCR-Fwd can forward other cells is up to implementation
NCR-MT indicates the maximum number of supported DRB in UE capability, values {1, 16}. If absent, the NCR-MT does not support DRB.
SRB2 is mandatory feature for NCR-MT.
On NCR-Fwd ON/OFF:
· [bookmark: _Hlk125125418]When NCR-MT is in RRC_CONNECTED mode, the NCR-Fwd can be ON or OFF following the side control information received from the gNB. 
· After NCR-MT enters RRC_INACTIVE mode, the NCR-Fwd can be ON or OFF following the last configuration received from the gNB.
· Release to RRC-IDLE is FFS.
[bookmark: _Hlk125138455]On NCR-MT RLF:
· After RLF is declared by NCR-MT, NCR-MT performs cell selection and trigger RRC re-establishment;
· If NCR-MT enters RRC_IDLE due to no suitable cell is find, NCR-Fwd is OFF;
· During RRC re-establishment procedure, NCR-Fwd is OFF.
NCR-MT mandatorily support cell reselection and RRM measurements in RRC_IDLE and RRC_INACTIVE.
In Rel-18, NCR-MT does not support handover and RRM measurements in RRC_CONNECTED.
For reporting the capabilities of NCR-MT, the existing UECapabilityEnquiry and UECapabilityInformation messages are reused.
In NCR-MT capability discussion, to focus on mandatory features that are required for NCR-MT.
All existing optional features are considered as applicable to NCR-MT unless explicitly excluded (Same as IAB-MT). FFS on taking IAB specified features as a baseline for future discussion.
NPN capable NCR-MT should consider cellReservedForOtherUse for determination of an NPN-only cell. 
In this contribution we discuss issues related to NCR behaviour in RRC_IDLE state, as well as NCR capabilities.
2	Discussion
2.1	NCR in RRC_IDLE state
RAN2 has agreed that NCR-MT will support RRC_CONECTED, RRC_IDLE, and (optionally) RRC_INACTIVE. 
In RAN2#120, RAN2 agreed on NCR-Fwd behaviour for RRC_CONNECTED and RRC_INACTIVE, but RRC_IDLE was left FFS:
· When NCR-MT is in RRC_CONNECTED mode, the NCR-Fwd can be ON or OFF following the side control information received from the gNB. 
· After NCR-MT enters RRC_INACTIVE mode, the NCR-Fwd can be ON or OFF following the last configuration received from the gNB.
· Release to RRC-IDLE is FFS.
For NCR’s behaviour in RRC_IDLE, we may separate the analysis into a few cases:
-	Case 1: NCR during startup/network integration procedure, i.e. the first time NCR accesses the network
-	Case 2: NCR after connection failure in C-link, i.e. NCR-MT experiences RLF and is unable to re-establish connection on a suitable cell
-	Case 3: NCR sent to RRC_IDLE by network via RRCRelease
For Case 1, NCR-MT starts in RRC_IDLE and transitions to RRC_CONNECTED while it registers with the network. It can be assumed that the NCR has not been configured with any side control information beforehand, hence NCR-Fwd may remain OFF throughout this procedure. (Even if the NCR was somehow preconfigured with side control information, it would make sense to keep NCR-Fwd OFF until the NCR has been authenticated by the network to minimize amplification of noise).
Observation 1: NCR-Fwd may remain OFF during network integration without negative impact to UEs.
Case 2 was discussed in RAN2#120, with the following agreement:
On NCR-MT RLF:
· After RLF is declared by NCR-MT, NCR-MT performs cell selection and trigger RRC re-establishment;
· If NCR-MT enters RRC_IDLE due to no suitable cell is find, NCR-Fwd is OFF;
· During RRC re-establishment procedure, NCR-Fwd is OFF.
Observation 2: RAN2 already agreed that NCR-Fwd is OFF if NCR-MT enters RRC_IDLE due to RLF.
To analyze Case 3, we contrast the situation where NCR is released to RRC_IDLE to the typical situation for a UE: Normally if a UE is sent to RRC_IDLE through RRCRelease, the UE may later transition back to RRC_CONNECTED either via a UE-initiated trigger (e.g. mobile originated call or signalling) or via a CN-initiated trigger (e.g. paging of the UE for mobile terminated access). In the case of NCR-MT, however, there are no regular triggers that would cause the NCR-MT to initiate a new RRC connection from RRC_IDLE. On the NCR-MT side, it does not trigger UP traffic (except maybe KPI reporting), while on the CN side the NCR-MT may only be rarely paged to establish a PDU session (e.g., for OAM if DRB is supported) or it might never be paged (if NCR does not support DRBs).
Observation 3: If NCR-MT is released to RRC_IDLE, it is unclear what conditions would trigger a transition back to RRC_CONNECTED state.
This limitation is especially relevant for side control signalling. If NCR-MT is in RRC_IDLE state, how can it receive new side control from the gNB that it is camped on? The gNB would need to somehow inform the CN that the gNB needs to send updated side control to the NCR, and then the CN would need to page the NCR-MT so the NCR could re-establish a connection with the gNB.
Observation 4: If NCR-MT is released to RRC_IDLE, it is unclear how it can be informed about new side control information.
Since NCR-MT in RRC_IDLE state cannot receive new side control information, the behaviour of the NCR-Fwd also poses difficulties. NCR-Fwd could possibly be allowed to behave as in the case where NCR-MT is in RRC_INACTIVE (i.e. NCR-Fwd uses the last configuration received by the gNB), but this is only acceptable as long as the gNB does not wish to update the SCI. Once the SCI needs to change (which the NCR-MT has no way of knowing in RRC_IDLE) then the NCR-Fwd behaviour would be invalid which could create issues for UEs or cause interference. This is not an issue for the case where NCR-MT is in RRC_INACTIVE, since the gNB can page the NCR when the SCI information needs to be updated.
Observation 5: If NCR-MT is released to RRC_IDLE, the NCR-Fwd behaviour is ambiguous which could cause issues for other UEs and the network.
Finally, we comment that the motivations (e.g. energy savings) for having NCR-MT be released by the network to RRC_IDLE state are not very clear considering that NCR is a network device and RAN2 already agreed that NCR-MT may optionally support RRC_INACTIVE.
Observation 6: It is unclear why NCR-MT should be released by the network to RRC_IDLE. NCR already optionally supports RRC_INACTIVE for energy reduction.
Based on the above observations it thus seems that NCR-MT should not be released by the network to RRC_IDLE. The only time NCR-MT should be allowed to be in RRC_IDLE state is at initial start-up and during cases of connection failures. When NCR-MT is in RRC_IDLE, NCR-Fwd should be kept OFF. If NCR-MT is in RRC_IDLE, it should regularly (where “regularly” may be left to implementation) attempt to (re)establish an RRC connection with the gNB so that it can assume RRC_CONNECTED (or eventually RRC_INACTIVE) state.
Proposal 1: NCR-MT should not be transitioned to RRC_IDLE through RRCRelease procedure.
Proposal 2: NCR-Fwd should be kept OFF whenever NCR-MT is in RRC_IDLE.
Proposal 3: If NCR-MT is in RRC_IDLE it should regularly attempt to (re)establish an RRC connection with the network.
2.2	NCR capabilities
In this section we discuss the NCR capabilities/features relevant to RAN2. (We exclude layer-1 and RF/RRM capabilities from this discussion, since they should be determined with RAN1 and RAN4 feedback, respectively.)
Due to time constraints, we believe it makes more sense for RAN2 to take Rel-16 IAB-MT mandatory features as a baseline for NCR-MT, rather than going through every feature one by one. Although some companies may wish to discuss the entire Rel-15 feature set again, this seems redundant unless it can be clearly shown that there were some Rel-15 features excluded from Rel-16 IAB that should be mandatory in Rel-18 NCR. Besides, any other Rel-15 UE features will still be considered optional for NCR unless they are explicitly excluded (e.g. handover being one example). Indeed, a similar statement is captured for IAB-MT within TS 38.306 4.2.15.1: “All other feature groups or components of the feature groups as captured in TR 38.822 [24] as well as capabilities specified in this specification are optional for an IAB-MT, unless indicated otherwise.”
Observation 7: It seems more efficient to take Rel-16 IAB-MT mandatory Layer-2/Layer-3 capabilities as a baseline for NCR-MT capability discussion, unless it can be clearly shown that many Rel-15 features that were excluded from Rel-16 IAB should be mandatorily supported in NCR.
Proposal 4: RAN2 takes Rel-16 IAB-MT mandatory Layer-2/Layer-3 capabilities as baseline for NCR-MT. 
Layer-2 and Layer-3 mandatory features for IAB-MT are given in Table 4.2.15.1-2 of TS 38.306. From that table, IAB-specific features may be removed for NCR-MT, while some other mandatory IAB features should be considered optional or (possibly) not supported by NCR-MT in Rel-18:
-	Features related to RRC_INACTIVE are considered optional without further enhancement, as earlier agreed in RAN2#120
-	Features related to CA and DC have not yet been discussed for NCR-MT in RAN2. In our view, these features are not necessary, but some companies may view them as beneficial in some contexts. If CA or DC are supported by NCR-MT, there may be some ambiguity related to NCR-Fwd behaviour for those cases, which companies might have different views on. However, we believe RAN2 should not spend time specifying NCR-Fwd’s behaviour if NCR-MT does support CA or DC.
Observation 8: Some mandatory Rel-16 IAB-MT features could be considered optional (e.g. related to RRC_INACTIVE) or (possibly) not supported (e.g. related to CA or DC) for NCR-MT. 
Proposal 5: RAN2 should discuss the following options for NCR supporting CA and DC:
-	Option 1: NCR-MT does not support CA or DC.
-	Option 2: NCR-MT may optionally support CA or DC, without further enhancement/specification in RAN2. When CA or DC are supported, NCR-Fwd behaviour is left to implementation.
One aspect where NCR clearly differs from IAB is the NCR-Fwd. NCR-Fwd itself is not expected to have any Layer-2 or Layer-3 requirements. However, since the NCR-Fwd configuration is based on side control signalling received by the NCR-MT, side control signalling should at least be captured as a mandatory capability specific to NCR-MT.
Observation 9: NCR-Fwd does not have specific Layer-2/Layer-3 requirements since it gets its configuration from side control signalling received by the NCR-MT.
Proposal 6: NCR-MT mandatory capabilities should include side control signalling for NCR-Fwd configuration.
Based on the above discussion, we provide a text proposal for TS 38.306 in the annex of this document to describe the mandatory capabilities of NCR-MT.
Proposal 7: Update TS 38.306 with text proposal in annex to describe the mandatory capabilities of NCR-MT.
3	Conclusion
This document has made the following observations:
Observation 1: NCR-Fwd may remain OFF during network integration without negative impact to UEs.
Observation 2: RAN2 already agreed that NCR-Fwd is OFF if NCR-MT enters RRC_IDLE due to RLF.
Observation 3: If NCR-MT is released to RRC_IDLE, it is unclear what conditions would trigger a transition back to RRC_CONNECTED or RRC_INACTIVE state.
Observation 4: If NCR-MT is released to RRC_IDLE, it is unclear how it can be informed about new side control information.
Observation 5: If NCR-MT is released to RRC_IDLE, the NCR-Fwd behaviour is ambiguous which could cause issues for other UEs and the network.
Observation 6: It is unclear why NCR-MT should be released by the network to RRC_IDLE. NCR already optionally supports RRC_INACTIVE for energy reduction.
Observation 7: It seems more efficient to take Rel-16 IAB-MT mandatory Layer-2/Layer-3 capabilities as baseline for NCR-MT capability discussion, unless it can be clearly shown that many Rel-15 features that were excluded from Rel-16 IAB should be mandatorily supported in NCR.
Observation 8: Some mandatory Rel-16 IAB-MT features could be considered optional (e.g. related to RRC_INACTIVE) or (possibly) not supported (e.g. related to CA or DC) for NCR-MT. 
Observation 9: NCR-Fwd does not have specific Layer-2/Layer-3 requirements since it gets its configuration from side control signalling received by the NCR-MT.
And proposed the following:
Proposal 1: NCR-MT should not be transitioned to RRC_IDLE through RRCRelease procedure.
Proposal 2: NCR-Fwd should be kept OFF whenever NCR-MT is in RRC_IDLE.
Proposal 3: If NCR-MT is in RRC_IDLE it should regularly attempt to (re)establish an RRC connection with the network.
Proposal 4: RAN2 takes Rel-16 IAB-MT mandatory Layer-2/Layer-3 capabilities as baseline for NCR-MT.
Proposal 5: RAN2 should discuss the following options for NCR supporting CA and DC:
-	Option 1: NCR-MT does not support CA or DC.
-	Option 2: NCR-MT may optionally support CA or DC, without further enhancement/specification in RAN2. When CA or DC are supported, NCR-Fwd behaviour is left to implementation.
Proposal 6: NCR-MT mandatory capabilities should include side control signalling for NCR-Fwd configuration.
Proposal 7: Update TS 38.306 with text proposal in annex to describe the mandatory capabilities of NCR-MT.


Annex: Text Proposal to TS 38.306 
** Start of change **
[bookmark: _Toc46488683][bookmark: _Toc52574104][bookmark: _Toc52574190][bookmark: _Toc109083403]4.2.x	NCR Parameters
4.2.x.1	Mandatory NCR-MT features
Table 4.2.x.1-1, Table 4.2.x.1-2 and Table 4.2.x.1-3 capture feature groups, which are mandatory for an NCR-MT. All other feature groups or components of the feature groups as captured in TR 38.822 [24] as well as capabilities specified in this specification are optional for an NCR-MT, unless indicated otherwise.
Table 4.2.x.1-1: Layer-1 mandatory features for NCR-MT
	Features
	Index
	Feature group
	Components
	Additional information

	
	
	
	
	


[Note: Contents of Table 4.2.x.1-1 to be determined based on RAN1 input.]
Table 4.2.x.1-2: Layer-2 and Layer-3 mandatory features for NCR-MT
	Features
	Index
	Feature group
	Components
	Additional information

	0. General
	N/A
	IAB procedures
	1) Routing using BAP protocol, as specified in TS 38.340 [23]
2) Bearer mapping using BAP protocol, as specified in TS 38.340 [23]
3) IAB-node IP address signalling over RRC, as specified in TS 38.331 [9]
	

	0. General
	N/A
	NCR procedures
	1) NCR-Fwd side control signalling over RRC and MAC CE
	

	1. PDCP
	1-0
	Basic PDCP procedures
	1) (de)Ciphering on SRB
2) Integrity protection on SRB
3) Timer based SDU discard
4) Re-ordering and in-order delivery
6) Duplicate discarding
7) 18bits SN
	

	2. RLC
	2-0
	Basic RLC procedures
	1) RLC TM
2) RLC AM with 18bits SN
3) SDU discard
	

	
	2-4
	NR RLC SN size for SRB
	NR RLC SN size for SRB
	

	3. MAC
	3-0
	Basic MAC procedures
	1) RA procedure on PCell
2) IAB-MTNCR-MT initiated RA procedure (including for beam recovery purpose)
3) NW initiated RA procedure (i.e. based on PDCCH)
4) Support of ssb-Threshold and association between preamble/PRACH occasion and SSB
5) Preamble grouping
6) UL single TA maintenance
7) HARQ operation for DL and UL
8) LCH prioritization
9) Prioritized bit rate
10) Multiplexing
11) SR with single SR configuration
12) BSR
13) PHR
14) 8bits and 16bits L field
	

	9. RRC
	9-1
	RRC buffer size
	Maximum overall RRC configuration size
	45 Kbytes

	
	9-2
	RRC processing time
	1) RRC connection establishment
2) RRC connection resume without SCell addition/release and SCG establishment/modification/release
3) RRC connection reconfiguration without SCell addition/release and SCG establishment/modification/release
4) RRC connection re-establishment.
5) RRC connection reconfiguration with sync procedure
6) RRC connection reconfiguration with SCell addition/release or SCG establishment/modification/release
7) RRC connection resume
8) Initial security activation
9) Counter check
10) UE capability transfer
	1) to and 3) 10ms
4) 10ms
5): 10ms + additional delay (cell search time and synchronization) defined in TS 38.133
6) and 7) 16ms
7) 10 or 6ms
(See details in clause 12, TS 38.331)
8) and 9) 5ms
10) 80ms



Table 4.2.x.1-3: RF/RRM mandatory features for NCR-MT
	Features
	Index
	Feature group
	Components
	Additional information

	
	
	
	
	


[Note: Contents of Table 4.2.x.1-3 to be determined based on RAN4 input.]
** End of change **



