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1 Introduction
The WI on network controlled repeater aiming to provide a cost effective way to extend network coverage was approved at RAN#97[1]. The detailed objectives related to identification and authorization of NCR include:  
	· Specify the solution of network-controlled repeater management (i.e., the identification and authorization/validation of NCR) [RAN3, RAN2]
· NOTE: Down-selection of solutions in section 8 of TR 38.867 is needed taking into the account the feedback of other working groups (i.e., SA3 and SA5). From security point of view, the feasibility of NCR validation procedure in solution 1 and the feasibility of solution 2 will be decided by SA3.The selected solution shall provide inter-vendor interoperability. 



According to the objective of WI on NCR, the down selection of four solutions of NCR needs to take the feedback of SA3 and SA5 into account. In the reply LS from SA3 [2], the security evaluation on Solution 1 and Solution 2 had been provided. This paper aims to discuss the down-selection of solutions and provide some considerations from RAN2 point of view.  
2 Discussion
As SA3 thinks the meaning of “validation” is unclear, they could not give any evaluation results for Solution 1. Moreover, RAN3 also agreed that the discussion on “validation” was pending on the LS from SA3. Therefore, it is proposed to reply a LS to SA3 to clarify the “validation”. It is better for RAN2 to wait for the further progress of RAN3/SA3.
Proposal 1: For solution 1, RAN2 needs to wait for the further progress of RAN3/SA3.
Additionally, SA3 pointed out that “For solution 2, SA3 believes that this information can be tampered due to the lack of Uu security. It exposes the OAM indirectly to attacks over the air interface”. According to the conclusion from SA3, the Solution 2 lacks of Uu security. Therefore, solution2 needs to be ruled out to avoid the security attack.
Proposal 2: To rule out Solution 2 in WI phase due to the lack of Uu security.
The discussion on down-selection between solution 3 and 4 was discussed in RAN3#117bis meeting. However, companies could not reach consensus as both solutions have pros and cons. The Solution 3 and Solution 4 are very similar. RAN3 had made the agreements on the common part of both solutions. From the perspective of RAN2, the down selection between solution 3 and 4 need to wait for the progress of RAN3.
Proposal 3: The down selection between solution 3 and 4 need to wait for the progress of RAN3.
In addition, the issue on whether the role of NCR-MT is a “node” or “UE” could be further discussed in RAN2. The role in Solution 3 is just a node or cell like IAB, while that in Solution 4 is “UE” like V2X. In our view, the role of NCR-MT is just a UE from the perspective of RAN node as no Xn/NG/F1AP interface is needed.

3 	Conclusions
The paper analyses the four solutions of NCR, and concludes the following proposals:
[bookmark: _GoBack]Proposal 1: For solution 1, RAN2 needs to wait for the further progress of RAN3/SA3.
Proposal 2: To rule out Solution 2 in WI phase due to the lack of Uu security.
Proposal 3: The down selection between solution 3 and 4 need to wait for the progress of RAN3.
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