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1   Introduction
At the inaugural NR Network-controlled Repeaters WI meeting (RAN2#119bis-e), the following agreements were made:
	Agreement:

RAN2 confirms to use RRC signalling to configure NCR-MT to receive side control information. How the side control information itself is transmitted (i.e. via RRC or DCI or MAC CE) is up to RAN1 (RAN2 may discussion the initial RAN1 decision and revisit if needed).

NCR-MT supports RRC_CONNECTED and RRC_IDLE states, FFS on RRC_INACTIVE state (e.g. optional support or not support).

NCR-MT supports SRB0/1/2 and DRB is optional. FFS on maximum number of DRBs.

RRM functions supported by NCR-MR:

· Cell selection is mandatory
· Cell reselection, RLM, BFD, BFR are FFS


Most of the items above are related to signaling of side control information and are further developed in our companion tdoc (R2-2211976). In the present tdoc we focus on repeater management, more specifically:

· Identification and authorization of network-controlled repeaters

· NCR-Fwd capabilities and configuration
· Interdependence or independence of NCR-Fwd and NCR-MT “states”
In this submission we cover each of these in turn, and make various proposals for RAN2’s consideration.
2   Identification and authorization of NCRs

Regarding Solutions 1 and 2 (TR38.867), LSs were sent to SA3 and SA5 by RAN3. The SA3 reply has now been received (S3-223080). On the issue of Solution 2 (where the NCR is identified at RAN side and the authorization/validation are performed by local RAN OAM, with CN being absent in this solution), the RAN3’s question and SA3’s response are as follows:
To SA3 Q1a: Is there any security issue for solution 2 which does not provide Uu security, non-protected NCR indication info and the OAM container in Step 5?
Answer to RAN3:

Yes. For solution 2, SA3 believes that this information can be tampered due to the lack of Uu security. It exposes the OAM indirectly to attacks over the air interface. 

Given the above reply from SA3, the lack of Uu security means that any security would need to be provided by higher layers, and this may not be feasible for the RAN-confined NCR identification of Solution 2. We therefore propose the following:

Proposal 1: Solution 2 is abandoned for Rel-18 NCR.
On the topic of solution 1, S3-223080 states that ‘SA3 is not clear about what does "validation" mean’. We propose the following definition of validation to be agreed and shared with RAN3/SA3:

Proposal 2: By NCR validation, RAN2 assumes the confirmation that a device already authorized to function as an NCR is connected to the appropriate cell / is deployed in the appropriate area, and not at another NCR-supporting gNB which should not deploy this particular NCR device.
Proposal 3: RAN2 to confirm that the NCR validation is a potential issue only for Solution 1.
In addition, RAN3 have now agreed the following (common to both Solution 3 and Solution 4):

The NCR authorization indicator is provided from AMF to gNB explicitly over the NG interface. 

This RAN3 agreement effectively means that Solution 4 could be supported with minimal further standardization effort. However, regarding the choice between Solutions 3 and 4, and given the fact that the NCR is a network node, we think the IAB-like solution (Solution 3) is better suited. We therefore propose the following:

Proposal 4: Solution 4 is deprioritized for Rel-18 NCR.
3   NCR-Fwd capabilities and configuration
The NCR-Fwd entity is in some respect similar to the IAB-DU. The IAB-DU does not have its own radio capability separate from the collocated IAB-MT. The question is whether the same reasoning should be applied to NCR-Fwd.

There are pros and cons to both approaches. Having a separate NCR-Fwd capability (indicating e.g. maximum throughput, beamforming capabilities, and so on) would allow the gNB to better estimate the potential load an NCR device can take on. On the other hand, it is reasonable to assume (as for the IAB-DU case) that certain minimal requirements need to be met by default by an NCR-Fwd, seeing as how it acts as an access point.

RAN1 have already agreed various features of NCR-Fwd including information to characterize the physical beams on the access link (although these agreements do not indicate in our understanding any agreement for separate NCR-Fwd capability). They have also made agreements to do with the more general, ‘NCR capability’. We believe the following two proposals capture the correct approach to this matter:

Proposal 5: It is up to RAN1 to define L1 features of NCR-Fwd.

Proposal 6: It is up to RAN2 to decide how these features are converted into NCR capability signaling, and whether there is a need to have a separate set of NCR-Fwd capabilities.
In terms of configuring the NCR-Fwd entity – whether via OAM or RRC – we believe that RRC should be used (otherwise inter-vendor operability may be brought into question):

Proposal 7: NCR-Fwd entity is configured using RRC.

4   NCR-Fwd and NCR-MT “states”
The following agreement was made at RAN2#119bis-e:

	Agreement:

NCR-MT supports RRC_CONNECTED and RRC_IDLE states, FFS on RRC_INACTIVE state (e.g. optional support or not support).


In our understanding, given the fact that support for cell reselection and RRM are up in the air, the support for RRC_IDLE is perhaps questionable. Now that it has been agreed however, we see no reason why RRC_INACTIVE should not be supported as well. It has several well-known benefits, and if the cost & complexity of NCRs are of concern, then so is the power consumption, and therefore RRC_INACTIVE could play an important part in NCR. We therefore propose: 
Proposal 8: NCR-MT will optionally support RRC_INACTIVE.

It would appear clear that it is the network that controls NCR-Fwd – through configuration (see our Proposal 6), and dynamic management using side control information sent via NCR-MT. One outstanding issue is whether there is interdependency between NCR-Fwd and NCR-MT “states”. For instance, can NCR-Fwd operate while NCR-MT is in idle mode? In our view the answer is ‘yes’.

Proposal 9: NCR-Fwd may operate even while NCR-MT is in RRC_IDLE.

5   Conclusions
On the issue of identification and authorization of NCRs, we made the following proposals for RAN2’s consideration:
Proposal 10: Solution 2 is abandoned for Rel-18 NCR.
Proposal 11: By NCR validation, RAN2 assumes the confirmation that a device already authorized to function as an NCR is connected to the appropriate cell / is deployed in the appropriate area, and not at another NCR-supporting gNB which should not deploy this particular NCR device.
Proposal 12: RAN2 to confirm that the NCR validation is a potential issue only for Solution 1.
Proposal 13: Solution 4 is deprioritized for Rel-18 NCR.

With regards to NCR-Fwd capabilities and configuration, we proposed the following:
Proposal 14: It is up to RAN1 to define L1 features of NCR-Fwd.

Proposal 15: It is up to RAN2 to decide how these features are converted into NCR capability signaling, and whether there is a need to have a separate set of NCR-Fwd capabilities.
Proposal 16: NCR-Fwd entity is configured using RRC.

And lastly, on the topic of NCR-Fwd and NCR-MT “states”, our views are as follows:
Proposal 17: NCR-MT will optionally support RRC_INACTIVE.

Proposal 18: NCR-Fwd may operate even while NCR-MT is in RRC_IDLE.
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