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	Start of the first modification


5.1.5
PDCP entity reconfiguration

When upper layers reconfigure the PDCP entity to configure DAPS, the UE shall:

-
establish a ciphering function for the radio bearer and apply the ciphering algorithm and key provided by upper layers for the ciphering function;

-
establish an integrity protection function for the radio bearer and apply the integrity protection algorithm and key provided by upper layers for the integrity protection function;

-
establish a ROHC protocol for the radio bearer and apply theROHC configuration provided by upper layers for the header compression protocol;

-
establish an EHC protocol for the radio bearer and apply the EHC configuration provided by upper layers for the EHC protocol.
When upper layers reconfigure the PDCP entity to release DAPS, the UE shall:

-
release the ciphering function associated to the released RLC entity for the radio bearer;

-
release the integrity protection function associated to the released RLC entity for the radio bearer;

-
release the ROHC protocol associated to the released RLC entity for the radio bearer;
-
release the EHC protocol associated to the released RLC entity for the radio bearer.

NOTE 1:
The state variables which control the transmission and reception operation should not be reset, and the timers including t-Reordering and discardTimer keep running during PDCP entity reconfiguration procedure.

NOTE 2:
Before releasing the header compression protocol associated to the released RLC entity, how to handle all stored PDCP SDUs received from the released RLC entity is left up to UE implementation.

NOTE 3:
No special handling for the ROHC protocol is defined to avoid potential security issue (e.g. keystream reuse) for DAPS handover with no security key change.
NOTE4:
No special handling for the EHC protocol is defined to avoid potential security issue (e.g. keystream reuse) for DAPS handover with no security key change.
	The next modification


5.12.2
Configuration of EHC

PDCP entities associated with DRBs and MRBs can be configured by upper layers TS 38.331 [3] to use EHC. Each PDCP entity carrying user plane data may be configured to use EHC. Every PDCP entity uses at most one EHC compressor instance and at most one EHC decompressor instance. For DAPS bearers, the PDCP entity uses at most one EHC compressor instance (i.e. use the EHC compressor instance for source cell before uplink data switching, and use the EHC compressor instance for target cell after uplink data switching) and at most two EHC decompressor instances.
	The next modification


5.12.4
Header compression using EHC

If EHC is configured, the EHC protocol generates two types of output packets:

-
EHC compressed packets (i.e. EHC full header packets and EHC compressed header packets), each associated with one PDCP SDU;

-
standalone packets not associated with a PDCP SDU, i.e. EHC feedback.

An EHC compressed packet is associated with the same PDCP SN and COUNT value as the related PDCP SDU. The header compression is not applicable to the SDAP header and the SDAP Control PDU if included in the PDCP SDU.

EHC feedback are not associated with a PDCP SDU. They are not associated with a PDCP SN and are not ciphered/integrity protected.
For DAPS bearers, the PDCP entity shall perform the header compression for the PDCP SDU using the EHC protocol either configured for the source cell or configured for the target cell, based on to which cell the PDCP SDU is transmitted.
NOTE:
For downlink, the EHC protocol of the target cell should maintain the uncompressed state during DAPS handover before release of source cell.
	The next modification


5.12.5
Header decompression using EHC

If EHC is configured by upper layers for PDCP entities associated with user plane data, the PDCP Data PDUs are decompressed by the EHC protocol after performing deciphering and integrity verification as explained in clause 5.8 and 5.9, respectively. The header decompression is not applicable to the SDAP header and the SDAP Control PDU if included in the PDCP Data PDU.
For DAPS bearers, the PDCP entity shall perform the header decompression for the PDCP SDU using the EHC protocol either configured for the source cell or configured for the target cell, based on from which cell the PDCP SDU is received.
	The end of modication


