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1. Introduction
At RAN#97-e meeting, a new WID on NR Network-Controlled Repeaters (NCR) has been agreed in [1], there are the following objectives on high layer procedures on NCR:
	Specify control plane signalling and procedures [RAN2, RAN1]

· The configuration of signalling for side control information indication

· NOTE: Down-selection of solutions in section 7.2 of TR 38.867 is needed

Specify the solution of network-controlled repeater management (i.e., the identification and authorization/validation of NCR) [RAN3, RAN2]

· NOTE: Down-selection of solutions in section 8 of TR 38.867 is needed taking into account the feedback of other working groups (i.e., SA3 and SA5). From a security point of view, the feasibility of NCR validation procedure in solution 1 and the feasibility of solution 2 will be decided by SA3.The selected solution shall provide inter-vendor interoperability.


In this contribution, we will share our views on upper layer procedures with respect to the above objective based on the relevant conclusions in the related TR [2].  This contribution will also briefly discuss authorization and authentication procedure of NCR.
2. Discussion
2.1. Control plane signaling and procedures

In [2], the signaling aspects for NCR configuration were concluded as the following:
	7.2
Configuration of signalling 

For the configuration of signalling, the NCR-MT can obtain the necessary configuration for receiving the L1/L2 signaling of the side control information.

· Option 1: The necessary configuration is from RRC.

· Option 2: The necessary configuration is from OAM or hard-coded.

· Option 3: The necessary configuration is partially configured by RRC and partially configured by OAM or hard-coded.

 


For the above 3 candidate options on the configuration of signaling in the TR:
· Option 1 allows the gNB to provide configurations and reconfigurations via the RRC signaling of NCR-MT. This option requires explicit definition of the RRC signaling to provide NCR configuration but it allows the gNB to flexibly configure/reconfigure NCR side control message receiving. For instance, the gNB can provide the related time-frequency radio resources and physical channel related configurations not only at the connection setup phase but also during the operation of the NCR node. 

· Option 2 allows totally proprietary implementation of signaling among for OAM server, NCR node and gNB. This operation requires less specification effort at the cost of certain deployment restriction, i.e. inter-vendor deployment is not supported.
· Option 3 requires to split the NCR configuration into two parts: the first part is provided by RRC signaling while the second part is configured via OAM or hardcoded. This option requires less standardization effort than Option 1 but more standardization effort than Option 2. Compared to Option 1 and Option 2, the new issue on how to split the NCR configuration between RRC signaling and OAM configuration must be discussed in 3GPPFrom standardization perspective, it seems infeasible to support all the 3 options due to high work load of standardization. Based on the above discussions, we propose:
Proposal 1 RAN2 to down-select one from the 3 identified options for NCR configuration with Option 1 preferred:

· Option 1: The necessary configuration is from RRC.

· Option 2: The necessary configuration is from OAM or hard-coded.

· Option 3: The necessary configuration is partially configured by RRC and partially configured by OAM or hard-coded.

2.2. NCR radio connection setup procedure
Between the NCR node and the gNB, there is a control link between gNB and the NCR-MT, and a BH link between gNB and the NCR-Fwd unit, wherein the control link is used to convey the side control information from gNB to the NCR-MT to control the forwarding behavior of the NCR-Fwd unit while the BH link is used for wireless signal relaying to/from the NCR-fwd from/to the gNB. Based on this model, the gNB should be equipped with associated function to support the NCR operation and the NCR node should select the gNB with the associated function to support the NCR node operation. Similar to IAB support [3], the gNB may broadcast an NCR Support indicator indicating the NCR support in SIB1, so that an NCR node can find a gNB that supports the NCR node access.
Proposal 2 The gNB supporting NCR access can indicate NCR support in the system message.

Proposal 3 An NCR node should select the gNB broadcasting NCR support for control link setup.

As a reference, when IAB-MT access the donor gNB, it indicates iab-NodeIndication in RRCSetupComplete to the IAB-donor-CU, so that the IAB-donor-CU can know the access is initiated by an IAB-MT and provide further configurations for IAB operation. 
Observation 1 IAB-MT indicates iab-NodeIndication in RRCSetupComplete during access to the donor.
Similarly, to facilitate the gNB to identify the connection is initiated by an NCR node instead of a normal UE, the NCR-MT should indicate the role of NCR-MT to the gNB. After the NCR node has selected the gNB, it can perform random access similarly as a normal UE. For the NCR-MT, the similar indication as for IAB-MT can be used. As an alternative, certain kind of NCR configuration request, which requests the gNB to provide NCR related configurations after access procedure, can also be considered.

Proposal 4 RAN2 to consider the following two options to indicate the NCR node to the gNB:

· Option A. NCR indication to gNB during RACH procedure;

· Option B. Certain NCR configuration request after RACH procedure.

In R17, IAB node is regarded as a network device, and UAC is not applied for IAB-MT[4]. The indicators, which are used to restrict the access of normal UEs, e.g. cellBarred，cellReservedForOperatorUse, cellReservedForOtherUse， cellReservedForFutureUse and intraFreqReselection can be ignored by IAB-MT during the cell selection/reselection procedure[4]. Similarly, the NCR node should be treated as network devices and similar policy should be applied for NCR-MT as well.

Proposal 5 Unified Access Control (UAC) should not be applied for NCR-MT.

Proposal 6 NCR-MT should ignore cellBarred，cellReservedForOperatorUse, cellReservedForOtherUse，cellReservedForFutureUse and intraFreqReselection in cell selection/reselection procedure.

2.3. Discontinuous operation schemes
In case of low load case, power consumption by NCR node can be of interest for operation cost reduction. In [2]the TR
, NCR ON-OFF was already included in the scope and various ON-OFF schemes are considered:
	The following options can be considered to indicate the ON-OFF information from gNB to NCR for controlling the behaviour of NCR-Fwd:
· Option 1: Explicit indication with ON-OFF state (e.g., via dynamic or semi-static signalling) or ON-OFF pattern (e.g., periodic/semi-static ON-OFF pattern or new DRX-like pattern for ON-OFF)

· Option 2: Implicit indication via the signalling for other side-control information (e.g., beam, DL/UL configuration, or PC information). It should be noticed that this example does not imply that PC information is necessary or not.
Other solutions (e.g., potential combination of explicit and implication solution) can be further discussed in normative phase.


Observation 2 Both semi-static and dynamic ON-OFF schemes can be considered according the TR [2].
In RAN2, semi-static ON-OFF operation can be considered with respect to a number of issues, e.g. periodic broadcast signal relaying, periodic system msg relaying, and sparse user data signal relaying etc, for sake of power consumption reduction of NCR node. 
Proposal 7 RAN2 to discuss support for semi-static ON-OFF operation of NCR node for power consumption reduction.
2.4. Authorization and authentication procedure
According [2], for authorization and authentication, there are 4 different solutions and different solutions mean different implementation/standardization efforts. These solutions are listed below briefly:

· Solution 1: The NCR-MT is authorized in the same way as a normal UE and the related NCR forward function is authorized by the gNB. 

· Solution 2: OAM based solution. This is out of scope of RAN2 discussion. This solution requires no new NG signaling or CN update.

Solution 3: Use authorization/authentication procedure similarly as IAB node; This option requires both new NG signaling and CN update.
· Solution 4: The gNB initiates the authorization message as for the normal UE while the CN responses with the NCR authorization indication to gNB. This solution requires both new NG signaling and CN update.

· For Solution 1: For this solution, the NCR-MT can interact with 5GC as a normal UE. There can be certain predefined rules to authorize and regulate NCR-MT. As an example, an operator can reserve some ID (e.g. ICCID, IMSI and IMEI) space for NCR-MT. when the NCR-MT accesses the gNB, the gNB identifies the AMF that can perform the authorization/authentication for the NCR-MT, in the same way as for a normal UE, i.e., without NCR indication in the initiation message for authorization/authentication from gNB to 5GC. When the AMF receives such initiation message and determines that the NCR is legal UE (or its ID is within the reserved ID space), it sends response message to the gNB to authorize the access of the NCR-MT with existing response message format. The gNB can then provide further configuration for the NCR node to configure the relay operation. This solution requires certain update for CN.

· For Solution 2: RAN2 may need to define the RRC container for OAM related signaling transmission. The mechanism on how to authorize the NCR node and the related procedures can be proprietary solution and are out of scope of RAN2.

· For Solution 3: When the NCR-MT accesses the network, it can interact with the 5GC based on the existing procedure defined for a normal UE. When the NCR-MT indicates its role as a part of an NCR node during the access procedure to the gNB, the gNB can then determine the AMF that can provide authorization/authentication service for NCR node. Once such AMF is determined, the gNB then initiates the authorization/authentication procedure for the NCR-MT with the NCR indication included in the message to the AMF. The AMF, upon reception of the initiation message for authorization/authentication from the gNB comprising NCR indication, can perform authorization/authentication for the NCR-MT and send the authorization/authentication results back to the gNB. Upon reception of the authorization/authentication results, the gNB determines whether to provide further configurations for NCR operation. This method requires new signaling to be defined in NG interface between gNB and 5GC and update of the 5GC, which means certain standardization/implementation efforts. However, this method has good security, good controllability and good for future evolving. 

· For Solution 4, as the gNB does not know if the NCR-MT is a part of NCR node or not, the gNB may select any AMF server for authorization of the NCR-MT, which means that the AMF server to which the gNB may initiate the authorization procedure should support NCR authorization.
According the TR [2], there are the following in the conclusion section:
	Based on RAN2 analysis, early identification (via Msg1 or Msg3) for NCR is not needed. From security point of view, the feasibility of NCR validation procedure in solution 1 and the feasibility of solution 2 will be decided by SA3 in potential WI. With the captured content in TR38.867, RAN2 believe the SI phase is completed. Down selection of all captured solutions may take place in potential WI phase based on the feedback from other groups.


Proposal 8 RAN2 can continue the discussion of Solution 1 and 2 after SA3 has confirmed the respective feasibilities.
For both Solution 3 and Solution 4, the authorization procedure is performed by the CN. The difference between Solution 3 and Solution 4 are the signaling procedure design. For Solution 3, the gNB can know the NCR role of the device during the radio connection setup procedure of NCR-MT, which gives the opportunity for the gNB to select the corresponding AMF server for NCR authorization; while for Solution 4, the gNB does not know the NCR role of the device until the AMF feedback the authorization results of the NCR-MT, which requires that the gNB to select an AMF server supporting NCR authorization without any prior information or that all candidate AMF servers should support NCR authorization. 

Observation 3 For Solution 3, the gNB can select the proper AMF server for NCR authorization based on the received information during the NCR-MT RACH procedure.

Observation 4 For Solution 4, it requires the gNB to select an AMF server supporting NCR authorization without any prior information or all candidate AMF servers should support NCR authorization.
In such sense, Solution 3 can be easier for NCR deployment since only selected AMF servers need to be updated for NCR deployment. Considering this, we propose:

Proposal 9 RAN2 to discuss the RAN2 related aspects of Solution 3 and 4, with Solution 3 prioritized.

3. Conclusion

In this contribution, we discuss the upper layer procedures. Based on the discussion, we have the following observations:
Observation 1
IAB-MT indicates iab-NodeIndication in RRCSetupComplete during access to the donor.
Observation 2
Both semi-static and dynamic ON-OFF schemes can be considered according the TR [2].
Observation 3
For Solution 3, the gNB can select the proper AMF server for NCR authorization based on the received information during the NCR-MT RACH procedure.
Observation 4
For Solution 4, it requires the gNB to select an AMF server supporting NCR authorization without any prior information or all candidate AMF servers should support NCR authorization.


Based on the discussions and observations, we have the following proposals:
Proposal 10 RAN2 to down-select one from the 3 identified options for NCR configuration with Option 1 preferred:

· Option 1: The necessary configuration is from RRC.

· Option 2: The necessary configuration is from OAM or hard-coded.

· Option 3: The necessary configuration is partially configured by RRC and partially configured by OAM or hard-coded.

Proposal 11 The gNB supporting NCR access can indicate NCR support in the system message.

Proposal 12 An NCR node should select the gNB broadcasting NCR support for control link setup.

Proposal 13 RAN2 to consider the following two options to indicate the NCR node to the gNB:

· Option A. NCR indication to gNB during RACH procedure;

· Option B. Certain NCR configuration request after RACH procedure.

Proposal 14 Unified Access Control (UAC) should not be applied for NCR-MT.

Proposal 15 NCR-MT should ignore cellBarred，cellReservedForOperatorUse, cellReservedForOtherUse，cellReservedForFutureUse and intraFreqReselection in cell selection/reselection procedure.

Proposal 16 RAN2 to discuss support for semi-static ON-OFF operation of NCR node for power consumption reduction.
Proposal 17 RAN2 can continue the discussion of Solution 1 and 2 after SA3 has confirmed the respective feasibilities.
Proposal 18 RAN2 to discuss the RAN2 related aspects of Solution 3 and 4, with Solution 3 prioritized.
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