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1. Introduction
[bookmark: OLE_LINK13]From the RAN level study phase, the use case and requirements are discussed, and some recommendations are provided in the TR 38.882 [2].
	[bookmark: _Toc105678674]5	Recommendations
In this study, we have identified the need to define a network based solution which aims at verifying the reported UE location information.
The verification should be performed independently from the location information reported by UE.
The UE location information for the study is considered verified if the reported UE location is consistent with the network based assessment to within 5-10 km (similar to terrestrial network macro cell size), enabling country discrimination and selection of an appropriate core network in order to support all the regulatory services (i.e. emergency call, lawful intercept, public warning, charging/billing).
The solution should not impact significantly the latency of the targeted services nor infringe privacy requirements that apply to the UE location.
The study in [RAN2,RAN1,RAN3], which will study and evaluate solutions for the network to verify UE reported location information, shall consider the following aspects:
[bookmark: OLE_LINK27][bookmark: OLE_LINK28]-	The scenario of single satellite (or HAPS) in view by the UE at a time is considered with higher priority.
-	Multiple satellite (or HAPS) in view by the UE may be considered if time allows
-	Assume that the UE is attached to a network (so that its context has been set up in the network) for the purpose of positioning
-	Different solutions or positioning methods for NGSO, GSO or HAPS are not precluded
-	When considering solutions based on positioning methods, existing 3GPP defined RAT dependent positioning methods shall be considered as baseline. Other methods are not precluded.
[bookmark: OLE_LINK29][bookmark: OLE_LINK30]-	Solutions using existing NG-RAN architecture and procedures shall be considered


In this contribution, we will discuss on the location verification based on the recommendations and the agreements achieved in last meeting, the discussion will be carried out from the aspects of procedure, architecture, scenario and positioning methods. The structure of this contribution consists of the following parts:
· Overall verification procedure: In this part the trigger of verification procedure and the trigger of location service request are discussed, and possible procedure are given out;
· The architecture aspect: Related to the architecture adjustments for UE location verification in NTN scenario.
· Scenario and RAT-depended method: Analysis on positioning in case of GEO and LEO, and the applicable principles of RAT-dependent positioning methods.
2. Discussion
2.1 Verification procedure
Based on the WID and Recommendation in TR 38.882, to make clear the overall procedure of location verification, the following issues may be discussed firstly:
· Trigger of location verification procedure. Which entity to trigger? When to trigger? How to trigger?
· Possible modifications on existing RAT dependent positioning methods to applied to NTN scenario.
· Verification result. Whether need to feed back to RAN? The form of feedback?
Before discuss the specific solutions, the concept of “trigger verification procedure” need to be clarified firstly, for there may be some misunderstanding between trigger verification and trigger an LCS request.
· [bookmark: OLE_LINK7][bookmark: OLE_LINK8]Clarification on the concept “trigger verification procedure”
About the concept “trigger verification procedure”, there may be two understandings:
a) Triggering an Location Service Request, i.e. initiate a RAT-depended positioning procedure as specified in TS 38.305 section 5.2 [3], shown as step 1 which is highlighted by red dotted-box in the following figure.


Figure 1. Location Service Request procedure [3]
b) Triggier by arising the requirement of location verification. The location verification request is shown as step 1 which is highlighted by red dotted-box in the following figure. Within the location verification procedure, an LCS request will be triggered after recept a requirement of locaition verification, the entity who arise the requirement of location verification can be same or different from the entity who trigger an LCS request.


Figure 2. Location Service triggered by requirement
In current spec, the procedure for understanding a) only complete the acquisition of the UE location information, there is no requirement for AMF to perform the verification procedure, we think in order to perform the verification, the AMF behaviour is different with the current LCS requirement. And for this case it doesn’t support triggering by RAN. But for understanding b), the verification requirement is included for AMF, and it could be also triggered by the requirement from AMF and RAN. According to the comparison, it is better to define a private request, and b) is more conform to the concept of “trigger of verification procedure”..
[bookmark: OLE_LINK9][bookmark: OLE_LINK10]Proposal 1: Clarify the concept “trigger verification procedure” refer to the requirement of location verification aroused, not trigger location service request as specified in TS 38.305.
After have a clear understanding of trigger verification procedure, the following open issues need to be discussed further:
· Issue#1: which entity to trigger the verification procedure?
· Issue#2: which entity to trigger the location service request?
· Issue#3: what is the overall procedure of location verification?
2.1.1 Entity of triggering the verification procedure
To identify which entity can trigger the verification procedure, the discussion should go on in view of scenario and requirement.
In Rel-17, NG-RAN may use the reported UE location info in cross country scenarios, i.e. NG-RAN may initiate inter-AMF handover procedure when it detects a connected UE moves across the country, or it may trigger the UE Context Release when a connected mode UE moves to a country where the target PLMN is not allowed.
· RRC State transition from idle/inactive to connected:
[bookmark: OLE_LINK33][bookmark: OLE_LINK34]Sending GNSS measurements over RRC before AS security is activated raises security and privacy issues. UE cannot report the GNSS without security protection via RRC signalling. After receiving the UE requirement of connecting to AMF, NG-RAN selects the AMF according to the information like selectedPLMN-Identity/ registeredAMF which is contained in RRC setup/resume complete message. Due to no GNSS location information is reported to RAN, it is possible for the UE moves across countries but the RAN has no knowledge about this. In this case, the CN may need to trigger location verification procedure to ensure the UE has accessed to the appropriate core network. 
· In CONNECTED state:
In CONNECTED state, UE is allowed to report its GNSS to RAN, and the NG-RAN could judge whether to initiate inter-AMF handover procedure based on the reported GNSS when it detects a connected UE moves across the country. However, at that time the CN have no idea of UE’s movement, it is a direct way for NG-RAN to trigger the location verification procedure to verify the GNSS reported by UE. That is, NG-RAN has the requirement to trigger the location verification procedure. 
Observation 1: Both core network and NG-RAN have the requirement of triggering the location verification procedure. 
Proposal 2: Both CN triggered location verification and NG-RAN triggered location verification should be supported.
2.1.2 Entity of triggering the location service request
In current LCS architecture, UE or AMF could request for the UE location info from LMF as an LCS client, NG-RAN node functions as an LCS client is not supported [3] as following shown.
	The case that the NG-RAN node functions as an LCS client is not supported in this version of the specification.


Observation 2: In current LCS architecture, UE or AMF could request for the UE location info from LMF as an LCS client, NG-RAN node functions as an LCS client is not allowed.
In RAN3#117-e, the following agreements was achieved. It has determined that the verification is performed in the CN. 
Agreements:
1. The verification is performed in the CN.
Since the verification is performed in CN, CN can initiate the LCS request directly. After the positioning result comes back, CN will perform the verification directly, there is no need to introduce NG-RAN function as LCS client additionally.
Proposal 3: For location verification, it is only the CN entity allowed to initiate the Location Service Request, NG-RAN function as LCS client is not introduced.
2.1.3 Overall procedure of location verification
With the analysis in section 2.2.1, both CN and NG-RAN should be able to trigger the location verification. In this section the candidate location verification procedures are given out.
· CN triggered location verification procedure
As analysed in section 2.1.1, the CN triggered location verification mainly used to ensure the UE has accessed to the appropriate core network. For this purpose, it seems there is no need to have a GNSS reported by UE and return the verification result to NG-RAN. If CN obtained a location by LCS procedure and got a positive verification result, i.e. an appropriate CN is selected for the UE, there will be no operation. If the verification result shows that a wrong CN is selected for the UE, some mitigation mechanisms will performed, which is already supported in Rel-17. There is no need to further study CN triggered location verification procedure.
However, in this scenario, the verification criterion is inconsistent to the 5-10km requirement at present achieved in RAN2#119-e due to no GNSS location information reported from UE. Whether the verification can be done without the GNSS reported by UE should be discussed and decided by SA2 firstly.
RAN2#119-e
1. The UE location information is considered verified if the reported GNSS position is consistent with the network based assessment to within 5-10 km (similar to terrestrial network macro cell size) (it is assumed that there is no RAN2 spec impact due to this)
The overall procedure of CN triggered location verification is shown as the following figure:


Figure 3. Procedure of CN triggered location verification
Observation 3: For CN triggered location verification procedure, if the verification can be done without GNSS reported by UE, i.e. not limited by the recommendation of 5-10km in TR 38.882, the verification procedure is already supported.
Proposal 4: RAN2 discuss the issue, in case of CN triggered location verification procedure, whether the verification can be done without the GNSS location information reported by UE.
· NG-RAN triggered location verification procedure
As analysed in section 2.1.1, the NG-RAN triggered location verification mainly used to make decision on inter-AMF handover. For this purpose, the NG-RAN need the GNSS information reported by UE, and after the verification, a verification result should be reply to NG-RAN. The overall procedure is shown as the following figure.


Figure 4. Procedure of RAN triggered location verification
This procedure may contain serval parts as follow:
0-2      NG-RAN sends the Location Verification Request to AMF. The Location Verification Request may contain some location related information of UE, e.g. the GNSS location information reported by UE;
3-7      AMF trigger the Location Service Request and complete the positioning for UE;
8-9      AMF perform the verification with a certain criteria, and return the Verification Result to indicate the correctness of GNSS or return the positioning information obtained by RAN-dependent positioning method.
Proposal 5: For NG-RAN triggered location verification procedure, the procedure including following parts: 
a) NG-RAN trigger the verification request to AMF, some location related information, e.g. the GNSS reported by UE or ULI, can be carried together; 
b) AMF triggers the location service request and completes the positioning; 
c) AMF performs the verification and response the verification result to NG-RAN.
2.2 Architecture aspects
After have a clear concept of verification procedure, in this section, we will further discuss the architecture aspects used for UE location verification.
In RAN2#119-e, the following agreement was achieved. The LCS framework is re-used as starting point.
Agreements:
1. RAN2 should consider, as starting point, the re-use of the LCS framework of the LMF network for the network verification procedure. Send an LS to SA2 indicating RAN2 assumption on this.
· Exiting positioning architecture applicable to NG-RAN
As been specified in TS 38.305 [3], the UE Positioning Overall Architecture applicable to NG-RAN is shown as below:


Figure 5: UE Positioning Overall Architecture applicable to NG-RAN [3]
[bookmark: OLE_LINK5][bookmark: OLE_LINK6]Refer to the UE positioning overall architecture applicable to NG-RAN. The main function of these elements is summarized as follow:
· UE: Measure the DL positioning reference signalling and/or send the UL positioning signalling;
· gNB: Work as TRP (Transmission-Reception Point), supporting TP and/or RP functionality;
· AMF: Undertake the task of forwarding location service requests to LMF;
· LMF: The key function to manage the RAT dependent positioning.
· Architecture adjustments for UE location verification in NTN scenario
To adopt this architecture for NR NTN UE location verification, LMF is still the key function to manage the RAT dependent positioning, UE or AMF could request for the UE location info from LMF as an LCS client, NG-RAN node functions as an LCS client is still not supported as analysed in section 2.1.2. 
Different to the legacy architecture, TRP(s) should be on the satellite. In case of LEO, TRP will move together with the satellite. Some assistance information may be needed to assist deciding the measurement time points, like the satellite ephemeris. Based on that, some adaption in NRPPa, e.g. exchange the TRP info may need to be adjusted.
[bookmark: OLE_LINK11][bookmark: OLE_LINK12]Observation 4: For NR NTN with LEO scenario, TRP(s) should be fixed on satellite, not on ground,  the TRP(s) will move together with the satellite(s).
Proposal 6: For NR NTN with LEO scenario, TRP info exchanged between NG-RAN and LMF need to be adjusted due to the moving of the TRPs.
2.3 Scenario and RAT-depended method
As recommended in the TR [2], 
a) When considering solutions based on positioning methods, existing 3GPP defined RAT dependent positioning methods shall be considered as baseline. Other methods are not precluded.
b) Different solutions or positioning methods for NGSO, GSO or HAPS are not precluded.
c) The scenario of single satellite (or HAPS) in view by the UE at a time is considered with higher priority. Multiple satellite (or HAPS) in view by the UE may be considered if time allows.
In this section, the positioning scenario and methods will be analyzed and discussed.
2.3.1 Discussion on scenario
· [bookmark: OLE_LINK1][bookmark: OLE_LINK2]GEO scenario
For GEO satellites, their coverage is stable on the surface of the earth, looks very like the TN case. For multiple GEO case, the existing RAT-dependent positioning methods could be reused well. However from the actual deployment aspect, it is hard to ensure three or more GEO satellites coverage at the same time. For single GEO case, it’s not easy to achieve 5~10km accuracy for RAT dependent positioning methods. Whether possible and how to satisfy the verification requirement for GEO with single satellite case need to be further studied and evaluated in RAN1.
Observation 5: For GEO with multiple satellites, existing RAT-dependent positioning mechanism could be reused well; while for GEO with single satellite case, it seems hard to ensure the required accuracy.
Proposal 7: The study on location verification in scenario of GEO should be postponed until RAN1 evaluate it is feasible.
· LEO scenario
For LEO, satellites moving very fast, if we consider leveraging the single satellite to support RAT-dependent positioning, there’s only one satellite (TRP) to do corresponding Tx and Rx with the UE. The RAT-dependent positioning methods should be based on the measurement between UE and the satellite at a few (e.g. 3 to 4) different time points. The LEO at different time has different location, which could be taken as different TRPs in the existing positioning methods.
In the following figure, the dotted lines with different colors illustrate different RTTs between UE and LEO at different time, i.e., T0~T3, the LMF could calculate the UE location based on the TDOA. In some way, the relative positions between TRPs and UE may affect the positioning accuracy. How to set the parameters to meet the accuracy requirement needed to be evaluated by RAN1

.
Figure 6. Measurement time points for positioning in LEO scenario

Observation 6: In case of single LEO positioning method, the relative positions between TRPs and UE may affect the positioning accuracy, the parameter need to be evaluated by RAN1.
Proposal 8: For LEO case, the accuracy should evaluate by RAN1, RAN2 can discuss the positioning procedure in parallel. 
2.3.2 Discussion on positioning methods
It was agreed one or several RAT dependent positioning methods could be considered to use last meeting: 
2. The network verification of the UE reported location may combine one or several 3GPP defined RAT dependent positioning methods (e.g. Multi RTT, DL/UL-TDOA, DL-AoA, NR E-CID, etc.).
Meanwhile in RAN1#110, the following agreement was achieved.
Agreements:
1. The following 3GPP defined RAT dependent positioning methods shall be considered as starting point for the study on Network verified UE location in case of NGSO based NTN deployment:
    -	Multi-RTT
    -	DL/UL-TDOA
Note-1: Other methods (e.g. AoA based) are not precluded
Note-2: RAT independent positioning methods are not under the scope of the study
However, adopt which positioning methods should be evaluated in RAN1 firstly, hence RAN2 is suggested not to determine which method to adopt. 
The evaluation criterions mainly contain the following two aspects:
· Accuracy requirement, i.e. 5-10km;
· Credibility, which means whether the measurements and/or the positioning result reported to CN may have been tampered.
The accuracy requirement is evaluated by RAN1, RAN2 should wait for the evaluate result from RAN1. For the credibility, in procedure of UE-based/UE assisted positioning methods, whether the position and/or measurements acquired by UE-based/UE assisted positioning methods can be trusted should be confirmed. RAN2 should send an LS to ask SA3 about this concern.
[bookmark: OLE_LINK18][bookmark: OLE_LINK19]Proposal 9: RAN2 send an LS to SA3 to ask about the credibility of the reported information, e.g. the position and/or measurements acquired by UE-based/UE assisted positioning methods.
3. Conclusion
In this contribution, we initially discussed the UE location verification for NR NTN. Based on the discussion, we provided the following observations and proposals:
Observation 1: Both core network and NG-RAN have the requirement of triggering the location verification procedure. 
Observation 2: In current LCS architecture, UE or AMF could request for the UE location info from LMF as an LCS client, NG-RAN node functions as an LCS client is not allowed.
Observation 3: For CN triggered location verification procedure, if the verification can be done without GNSS reported by UE, i.e. not limited by the recommendation of 5-10km in TR 38.882, the verification procedure is already supported.
Observation 4: For NR NTN with LEO scenario, TRP(s) should be fixed on satellite, not on ground,  the TRP(s) will move together with the satellite(s).
Observation 5: For GEO with multiple satellites, existing RAT-dependent positioning mechanism could be reused well; while for GEO with single satellite case, it seems hard to ensure the required accuracy.
Observation 6: In case of single LEO positioning method, the relative positions between TRPs and UE may affect the positioning accuracy, the parameter need to be evaluated by RAN1.


Clarification on the concept of “trigger verification procedure” and “trigger LCS request”:
[bookmark: OLE_LINK20][bookmark: OLE_LINK21]Proposal 1: Clarify the concept “trigger verification procedure” refer to the requirement of location verification aroused, not trigger location service request as specified in TS 38.305.

Discussion on the overall verification procedure:
Proposal 2: Both CN triggered location verification and NG-RAN triggered location verification should be supported.
Proposal 3: For location verification, it is only the CN entity allowed to initiate the Location Service Request, NG-RAN function as LCS client is not introduced.
Proposal 4: RAN2 discuss the issue, in case of CN triggered location verification procedure, whether the verification can be done without the GNSS location information reported by UE.
Proposal 5: For NG-RAN triggered location verification procedure, the procedure including following parts: 
a) NG-RAN trigger the verification request to AMF, some location related information, e.g. the GNSS reported by UE or ULI, can be carried together; 
b) AMF triggers the location service request and completes the positioning; 
c) AMF performs the verification and response the verification result to NG-RAN.

[bookmark: _GoBack]Discussion on scenario and positioning methods:
Proposal 6: For NR NTN with LEO scenario, TRP info exchanged between NG-RAN and LMF need to be adjusted due to the moving of the TRPs.
Proposal 7: The study on location verification in scenario of GEO should be postponed until RAN1 evaluate it is feasible.
Proposal 8: For LEO case, the accuracy should evaluate by RAN1, RAN2 can discuss the positioning procedure in parallel.
Proposal 9: RAN2 send an LS to SA3 to ask about the credibility of the reported information, e.g. the position and/or measurements acquired by UE-based/UE assisted positioning methods.
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