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1	Introduction
The SI on Network-Controlled Repeaters (NCRs) has the following objectives for RAN2:
[bookmark: _Ref178064866]Study the following aspects of network-controlled repeater management
· Identification and authorization of network-controlled repeaters [RAN2, RAN3]
NOTE2: Coordination with SA3 may be needed. [1]
2	Discussion
2.1	General architecture
The Figure 1 below shows an overview of an NCR. An NCR is envisaged as a tool to enhance RAN coverage. It is less complex than an IAB node but more capable than an RF repeater: it receives and processes side control information from the network for “mitigation of unnecessary noise amplification, transmissions and receptions with better spatial directivity, and simplified network integration” [1]. An NCR includes an MT part which connects to the gNB and terminates RRC (i.e., the NCR-MT) and a forwarding part (i.e., the NCR-Fwd) which links the backhaul with the access. An NCR is transparent to the UE.
[image: ]
[bookmark: _Ref110328546]Figure 1 Overview of an NCR.
An NCR needs to be sent the appropriate side control information by the gNB (e.g., beamforming, timing, TDD configuration, ON/OFF information, power control – pending RAN1 study). The gNB, then, needs to know that it is exchanging information with an NCR: in other words, the NCR needs to be identified as and authorized to operate as an NCR. This is similar to what happens for e.g., an IAB node.
2.2	NCR Identification and Authorization
As previously mentioned, the NCR-MT obtains the necessary configuration for receiving the L1/L2 signaling of the side control information from the gNB. This may happen via RRC and/or via OAM (according to a RAN1 agreement[footnoteRef:1]). In principle, if a pure OAM solution was envisaged, there would be no need to introduce any information over RRC nor to identify/authorize the NCR from the network. But for the gNB to send the appropriate information for the NCR over RRC, the gNB needs to know it is talking to an NCR-MT and not a regular UE. Hence the need for identification and authorization information. [1:  	Notice that RAN1 has been discussing OAM, transcending their ToR, in a continuing trend from other topics in recent releases. We believe this is not consistent with proper 3GPP ways of working.] 

There are (RAN3) solutions for how to identify and authorize D2D, V2X, IAB-nodes, etc. These solutions rely on that the UE subscription information in the 5GC (which is a trusted source of information) is used to identify and authorize the UE as a D2D, V2X or an IAB-node. In detail, it works so that the AMF signals to the gNB over NGAP indications that these types of “UEs” are authorized. It seems straightforward to rely on similar solutions to identify and authorize NCRs.
[bookmark: _Toc110983130]RAN2 assumes that legacy RAN3 solutions will be used for identification and authorization for NCRs.
2.3	Other considerations for NCRs
The NCR SID further has this objective:
Study and identify L1/L2 signaling (including its configuration) to carry the side control information [RAN1]

According to the SID, this is a RAN1-only objective. But clearly it could have impact on RAN2 signalling. It can be foreseen that RAN1 will make agreements on what type of signalling can (“can” since this is so far only a study item and hence only candidate solutions are to be identified) be used between the gNB and the NCR. However, considering the ToR of RAN2 [2], it is clear that RAN2 is the WG who is responsible for “radio interface protocols between UE and RAN”. We therefore assume that when the WI starts, RAN2 can determine how to best specify signalling between the gNB and the UE (or gNB and the NCR-MT in this case). For example, the decision whether something should be signalled over RRC or MAC is a decision for RAN2 including how such signalling should look like.
It should be noted though that RAN1 are of course responsible for L1-signalling.
[bookmark: _Toc110983131]RAN2 shall be the WG responsible for specify the protocols between the gNB and the NCR-MT.

We believe that it would be useful to indicate to RAN1 (cc RAN plenary) along the lines of Proposal 2.
[bookmark: _Toc110983132]Send an LS to RAN1 (cc RAN plenary) to indicate that RAN2 assumes that according to the ToR, RAN2 is responsible for specifying the protocols between the gNB and the NCR-MT.
3	Conclusion
Based on the discussion in the previous sections we propose the following:
Proposal 1	RAN2 assumes that legacy RAN3 solutions will be used for identification and authorization for NCRs.
Proposal 2	RAN2 shall be the WG responsible for specify the protocols between the gNB and the NCR-MT.
Proposal 3	Send an LS to RAN1 (cc RAN plenary) to indicate that RAN2 assumes that according to the ToR, RAN2 is responsible for specifying the protocols between the gNB and the NCR-MT.
[bookmark: _In-sequence_SDU_delivery]
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