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1	Introduction
Rel-18 SON/MDT WID document [1] has identified enhancement to SON and MDT features to optimize private network performance and configuration by collecting data (information and measurements) by UEs.
In this paper, we explain our view on the possible enhancement of the SON and MDT features to support optimization of NPN network.
[bookmark: _Ref178064866]2	Discussion
The WID allows for enhancement of SON features for private networks called NPN. Concerning NPN, 3GPP introduced support for two non-public networks (NPN) deployment options in Release 16.  An NPN is a network intended to provide radio access for a limited group of users such as an enterprise and typically provides service in a limited geographical area such as a factory floor or campus. The primary use case is industrial/IIoT scenarios, although other use cases are not excluded. Two different deployment models for NPNs are specified in 5GS in Rel-16:
A. Public network integrated NPN (PNI-NPN), i.e., operated by an NPN operator (e.g., owned by an enterprise) i.e., i.e., a non-public network deployed with the support of a PLMN.
PNI NPN option outlines how public operators could support non-public networks or dedicated deployments by associating them directly to the operator network. Such improvements resulted in solutions for what is commonly referred to as Public Network Integrated NPNs (PNI-NPNs). A PNI-NPN is made available via a PLMN by allocating one or more network slices to the non-public network. As network slicing does not avoid UEs trying to access the PNI NPN. Hence in areas wherein the UE is not allowed to use the network slice, the Closed Access Groups (CAGs) can be used in addition to network slicing to apply additional access control. The CAG feature allows a cell to be restricted to a specific group of users. To allow the UE to identify a CAG cell, the network broadcasts one or more CAG IDs in addition to the PLMN ID as part of SIB1.

B. Standalone Non-Public Network (SNPN), i.e., a non-public network not replying on the network functions provided by a PLMN.
Another NPN option is the stand-alone NPN - SNPN. In almost all aspects, this is a network that carries the same functionality and characteristics as the more commonly known Public Network, identified by PLMN identity, but it differs in some aspect, e.g., an SNPN is identified by an SNPN ID. The SNPN ID is composed of a PLMN ID and a Network ID (NID).  Additionally, today there is no support for mobility between SNPN and public networks, in the same way as is possible between (equivalent) PLMNs.

2.1	Mobility between NPN and PN
Connected mode mobility in NPN
Connected mode mobility for UEs operating in NPN is similar to legacy mobility procedures. A gNB is aware of the allowed networks based on the received mobility restrictions list (MRL):
· PNI-NPN:
The Allowed CAG list is included in the MRL which the network uses to restrict the UEs mobility for connected mode UEs operating in PNI-NPN. Also, the UE may perform mobility procedure between PNI-NPN and the public network, see Figure 1.
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Figure 1: Cross network mobility between PNI-NPN and public network
· SNPN:
The serving SNPN ID is exchange as part of MRL. For a none-neighbour SNPN cell, the frequency measurements will not be configured for handover. The UE remains in the SNPN until the UE enters IDLE mode (loose the coverage) and any ongoing call will likely be lost - depending on application design. In other words, the cross-network mobility is currently not supported for SNPN.
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[bookmark: _Ref108766729]Figure 2: SNPN deployment beside public network deployment - No connectivity between NPN and PN
2.2	Co-existence of SON reports for NPN and PN
Given that the SON support for NPN network is considered in the WID, we think co-existence of the SON measurements and information reports between PN and NPN network is essential to be studied. In particular, the SON aspects of the inter PN-NPN mobility are not fully clear and studied. In this paper we argue about the possible issues to collect SON related information for private networks while not harming the collected SON reports for the PN network. In the following we discuss different aspects of SON reports collection and reporting to the network with some examples.
RA report: A UE in PN network may collect up to 8 RA report in PN (not being fetched by the network) and moving from PN to NPN network leads to additional RA reports to be collected for the NPN network. On the basis of the current specification the UE would not be able to log RA report for the NPN network since it already logged 8 RA reports collected in PN. In addition, the UE would not be able to report the RA reports collected from the PN to the NPN since the PLMNs may not be equivalent. Hence an NPN as an independent network (e.g., in case of SNPN) would not be able to collect SON reports without having impact form PN network. The same situation can be foreseen if the UE collect the SON reports with the same approach as is for the PN network i.e., the SON reports collection in PN network can be affected/damaged by the SON reports collected by the NPN.
RLF Report: Considering the RLF report the UE may log an RLF report in PN and then move to an NPN and experience another RLF leading to yet another RLF report. As of now the UE can store only one RLF-Report, hence if this situation occurs, the UE may delete the RLF report and other SON information collected for the PN. We believe that this situation should be avoided, so that SON reports collected for operations performed in independent networks do not affect each other.
Mobility History Information: In yet another critical example the UE may continue to log the MHI information when mobbing from a PN to NPN, which means the information concerning the UEs connected to one NPN may be reported to another NPN or a PN, which may risk the privacy of the UEs connected to the NPN network. 
The same issue may exist in various way for other SON reports e.g., SHR, or CEF report.

UE may not be able to collect RA reports for NPN network if it collected 8 RA reports in PN that are not fetched by the PN. The problem may exist when UE collects RA reports in PN, but it already collected 8 RA reports in NPN.
A UE having an RLF report in PN, may risk deleting the PN information if it experiences another RLF in NPN network. This leads to removing information and measurement of an independent network by another independent network.
A UE may continue logging of MHI of the UEs in NPN and report it to the other NPN or PN. This might be jeopardizing the UEs privacy. 
Observation 1 Logging SON reports in NPN/PN network might be affected/damaged by the SON reports collection in PN/NPN.
Hence, we believe the UEs should be able to collect SON related information and measurements without impacting/damaging legacy SON reports when the UE are registered to either private network/NPN or public network. Therefore, we request RAN2 to discuss UE behavior to collect SON related information when the UE can move from PN to NPN and vice versa. 
Moreover, we think that a SON related information for a SNPN may convey sensitive information (e.g., in MHI report) that should not be reported to the other networks. In other words, whether the reporting of the SON reports collected by one network to another network is allowed or not.

[bookmark: _Toc110502196][bookmark: _Toc110964693]The storing of NPN-related SON reports e.g., RLF/RA report/SHR etc, should not impact/damage the storing of PN- related SON reports and vice versa.
[bookmark: _Toc110964694]RAN2 discuss whether inter PN-NPN SON reporting for the legacy/existing SON reports is allowed or not (e.g., reporting MHI of an NPN to another NPN or PN).
Conclusion
In the previous sections we made the following observations: 

UE may not be able to collect RA reports for NPN network if it collected 8 RA reports in PN that are not fetched by the PN. The problem may exist when UE collects RA reports in PN, but it already collected 8 RA reports in NPN.
A UE having an RLF report in PN, may risk deleting the PN information if it experiences another RLF in NPN network. This leads to removing information and measurement of an independent network by another independent network.
A UE may continue logging of MHI of the UEs in NPN and report it to the other NPN or PN. This might be jeopardizing the UEs privacy. 
Observation 2 Logging SON reports in NPN/PN network might be affected/damaged by the SON reports collection in PN/NPN.

Based on the discussion in the previous sections we propose the following:
Proposal 1	The storing of NPN-related SON reports e.g., RLF/RA report/SHR etc, should not impact/damage the storing of PN- related SON reports and vice versa.
Proposal 2	RAN2 discuss whether inter PN-NPN SON reporting for the legacy/existing SON reports is allowed or not (e.g., reporting MHI of an NPN to another NPN or PN).
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