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Introduction
In RAN#96 meeting, RAN started a new Rel-18 SI FS_NR_NTN_netw_verif_UE_loc (approved in [1]), and also completed this SI by approval of TR 38.882 in [2]. Consequently, RAN1/RAN2/RAN3 can start to study solutions for network to verify UE reported location information [3]:
	4.1.3	Network verified UE location

[bookmark: _Hlk89953816]Pending on the conclusion of the RAN SI FS_NR_NTN_netw_verif_UE_loc study item, study and evaluate, if needed, solutions for network to verify UE reported location information [RAN2,RAN1,RAN3].



In this contribution we discuss the issue of network verification of UE location and potential solution. 
Discussion
The need for NW verified UE location 
In RAN2#113bis-e meeting, SA3-LI reply LS to RAN2 provided the following answer on reliability of UE-generated location [4]: 
	SA3LI notes that any method which relies solely on UE-generated location information is unlikely to be considered reliable for network selection purposes. Therefore, a method such as GNSS/A-GNSS cannot be considered as reliable or trusted unless the information provided by the UE can be verified by the network. 



Observation 1: UE generated location information based on GNSS/A-GNSS may not be reliable or trusted unless verified by the network. 

Moreover, according to TR 38.882 [2], a malicious UE may provide a fake location to attempt access to a core network that serves a country different to that where the UE is located: 
	In principle, just as a malicious UE could fake its selected PLMN, it could also fake its GNSS measurements;



Observation 2: A UE may intentionally provide to the network a fake/misleading location information in the attempt to access a core network different to that where the UE is actually located. 
In addition to the case of a malicious UE, it is also possible that the UE may unintentionally report an inaccurate location information to the network. For example, the following are possible scenarios in which the UE-generated location information cannot be trusted, inaccurate, and/or is not reliable: 
· Scenario 1: the UE may intentionally report misleading location information to the network.    For example, the UE may be trying to gain access to a restricted area, a contested border area, or an area under different policies/regulations to those in the actual UE location.

· Scenario 2: the UE may erroneously report incorrect or inaccurate location information.       For example, this may occur due to inaccuracy in measurement methods, such as inaccuracy in GNSS positioning. This may result in the UE being unable to operate in the desired country.


· Scenario 3: the UE may unintentionally report inaccurate location information. For example, the UE may operate in a border area close to two or more countries and the uncertainty in the UE location may be such that it is not possible to resolve which country the UE is in.

Observation 3: A UE may unintentionally provide to the network an inaccurate location information, e.g. due to inaccuracy in positioning method or uncertainly of location close to country border. 

Potential solution for Network verified UE location
The network-based location verification of the UE-generated location information could be performed at the AMF and leverage assistance information from the CN that is related to this UE. For example, the AMF could use NWDAF analytics (i.e. statistics and/or predictions) from the 5GC, as defined in TS 23.288 [5], related to the UE location (e.g. UE mobility analytics and/or UE expected behaviour analytics) in current or previously visited countries to determine whether the UE reported location information is potentially reliable and trustable or not. Then the AMF could either accept or terminate/reject the UE access attempt to the CN in a given country.  

Proposal 1: The network-based location verification solution uses assistance information from CN to verify UE-generated location information.

In our understanding, similar solutions and discussion are also considered in SA2. Hence, it would be useful for RAN2 to request feedback on the outcome of this discussion in SA2 (refer to [6]).    

Proposal 2: RAN2 send an LS to SA2 for feedback on potential assistance information from CN to aid in Network verified UE location via NWDAF analytics. 

Conclusion
In this contribution we discussed the issue of network verification of UE location and proposed a potential solution that considers assistance information from the CN on the UE mobility/location behavior. The following are the observations and proposals in this contribution: 

Observation 1: UE generated location information based on GNSS/A-GNSS may not be reliable or trusted unless verified by the network. 

Observation 2: A UE may intentionally provide to the network a fake/misleading location information in the attempt to access a core network different to that where the UE is actually located. 

Observation 3: A UE may unintentionally provide to the network an inaccurate location information, e.g. due to inaccuracy in positioning method or uncertainly of location close to country border. 

Observation 4: AMF verifies whether the reported UE location is accurate or reliable. 

Proposal 1: The network-based location verification solution uses assistance information from CN to verify UE-generated location information.

Proposal 2: RAN2 send an LS to SA2 for feedback on potential assistance information from CN to aid in Network verified UE location via NWDAF analytics. 
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