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[bookmark: _Ref35586532]Introduction
[bookmark: OLE_LINK1][bookmark: OLE_LINK2]In RAN2#117e-meeting, it was agreed:
	UE performs SDU discard for SRBs at the reception of RRCRelease with SDT configuration.


This contribution discusses the issue on PDCP re-establishment for SRB1 and SRB2 upon initiation of SDT.
Discussion
1) PDCP re-establishment for SRB1 upon initiation of SDT
According to current RRC procedure below [1], re-establishing PDCP entity for SRB1 upon transmission of RRC resume message for SDT will be performed twice.
	[bookmark: _Toc60776834][bookmark: _Toc100929650]5.3.13.3	Actions related to transmission of RRCResumeRequest or RRCResumeRequest1 message
[…]
1>	re-establish PDCP entities for SRB1;
1>	resume SRB1;
1>	if the resume procedure is initiated for SDT:
2>	for each radio bearer that is configured for SDT and for SRB1:
3>	restore the RLC-BearerConfig associated with the RLC bearers of masterCellGroup and pdcp-Config from the UE Inactive AS context;
3>	re-establish PDCP entity for the radio bearer without triggering PDCP status report;
[…]


Observation 1: According to the actions related to transmission of RRC Resume Request message for SDT, re-establishing PDCP entity for SRB1 are performed twice, one is the legacy behavior and the other one is the new behavior added for SDT.
It is redundant to re-establish PDCP entity for SRB1twice in one procedure. The new added behavior needs to be removed.
Proposal 1: According to the actions related to transmission of RRC Resume Request message for SDT, re-establishing PDCP entity for SRB1 under the condition, if the resume procedure is initiated for SDT, needs to be removed.
2) PDCP re-establishment for SRB2 upon initiation of SDT
According to current descriptions below [1], upon reception of RRCRelease message for SDT procedure, PDCP SDUs of SRB1 and SRB2 (if resumed) are discarded, and PDCP entities of SRB1 and SRB2 are suspended.
	5.3.8.3	Reception of the RRCRelease by the UE
[…]
1>	if the RRCRelease includes suspendConfig:
2>	reset MAC and release the default MAC Cell Group configuration, if any;
2>	apply the received suspendConfig except the received nextHopChainingCount;
2>	if the sdt-Config is configured:
3>	for each of the DRB in the sdt-DRB-List:
4>	consider the DRB to be configured for SDT;
3>	if sdt-SRB2-Indication is configured:
4>	consider the SRB2 to be configured for SDT;
3>	for each RLC bearer that is not suspended:
4>	re-establish the RLC entity as specified in TS 38.322 [4];
3>	for SRB2 (if it is resumed) and for SRB1:
4>	trigger the PDCP entity to perform SDU discard as specified in TS 38.323 [5];
[…]
2>	suspend all SRB(s) and DRB(s) and multicast MRB(s), except SRB0;


Observation 2: Upon reception of RRCRelease message for SDT procedure, PDCP SDUs of SRB2 (if resumed) are discarded, and PDCP entities of SRB2 are suspended.
And according to the actions of initiation of SDT as follows[1], the UE applies integrity protection and ciphering protection to all radio bearers, and then re-establishes PDCP entity for SRB2 if configured when it is initiated for SDT.
	5.3.13.3	Actions related to transmission of RRCResumeRequest or RRCResumeRequest1 message
[…]
1>	derive the KRRCenc key, the KRRCint key, the KUPint key and the KUPenc key;
1>	configure lower layers to apply integrity protection for all radio bearers except SRB0 and MRBs using the configured algorithm and the KRRCint key and KUPint key derived in this clause immediately, i.e., integrity protection shall be applied to all subsequent messages received and sent by the UE;
NOTE 1:	Only DRBs with previously configured UP integrity protection shall resume integrity protection.
1>	configure lower layers to apply ciphering for all radio bearers except SRB0 and MRBs and to apply the configured ciphering algorithm, the KRRCenc key and the KUPenc key derived in this clause, i.e. the ciphering configuration shall be applied to all subsequent messages received and sent by the UE;
[…]
1>	if the resume procedure is initiated for SDT:
2>	for each radio bearer that is configured for SDT and for SRB1:
3>	restore the RLC-BearerConfig associated with the RLC bearers of masterCellGroup and pdcp-Config from the UE Inactive AS context;
3>	re-establish PDCP entity for the radio bearer without triggering PDCP status report;
[…]


Observation 3: According to the actions related to transmission of RRC Resume Request message for SDT, integrity protection and ciphering protection to all radio bearers are applied, and PDCP entity for SRB2( if configured for SDT) is re-established if it is initiated for SDT.
The following is the detailed actions of observation 2 and observation 3. The same actions for SRB are highlighted with the same colour.
Table 1 Comparison of the detailed actions
	1)PDCP SDUs of SRB2 are discarded, 2)PDCP entities of SRB2 are suspended, and 3)integrity protection and ciphering protection to all radio bearers are applied as shown in 38.331.
	PDCP entity for SRB2 is re-established when it is initiated for SDT as shown in 38.331

	1) PDCP SDUs of SRB2 are discarded 
From TS 38.323 [2]:
[bookmark: _Toc37126954][bookmark: _Toc46492067][bookmark: _Toc46492175][bookmark: _Toc108991511]5.3	SDU discard
When the discardTimer expires for a PDCP SDU, or the successful delivery of a PDCP SDU is confirmed by PDCP status report, the transmitting PDCP entity shall discard the PDCP SDU along with the corresponding PDCP Data PDU. If the corresponding PDCP Data PDU has already been submitted to lower layers, the discard is indicated to lower layers.
For SRBs, when upper layers request a PDCP SDU discard, the PDCP entity shall discard all stored PDCP SDUs and PDCP PDUs.
	[bookmark: _Toc12616331][bookmark: _Toc37126942][bookmark: _Toc46492055][bookmark: _Toc46492163][bookmark: _Toc108991499]From TS 38.323 [2]:
5.1.2	PDCP entity re-establishment
When upper layers request a PDCP entity re-establishment, the UE shall additionally perform once the procedures described in this clause for Uu or PC5 interface. After performing the procedures in this clause, the UE shall follow the procedures in clause 5.2.
When upper layers request a PDCP entity re-establishment, the transmitting PDCP entity shall:
[…]
-	for SRBs and UM DRBs, set TX_NEXT to the initial value;
-	for SRBs, discard all stored PDCP SDUs and PDCP PDUs;
-	apply the ciphering algorithm and key provided by upper layers during the PDCP entity re-establishment procedure;
-	apply the integrity protection algorithm and key provided by upper layers during the PDCP entity re-establishment procedure;
[…]
When upper layers request a PDCP entity re-establishment, the receiving PDCP entity shall:
[bookmark: Signet15]-	process the PDCP Data PDUs that are received from lower layers due to the re-establishment of the lower layers, as specified in the clause 5.2.2.1;
-	for SRBs, discard all stored PDCP SDUs and PDCP PDUs;
-	for SRBs, UM DRBs and UM MRBs, if t-Reordering is running:
-	stop and reset t-Reordering;
-	for UM DRBs and UM MRBs, deliver all stored PDCP SDUs to the upper layers in ascending order of associated COUNT values after performing header decompression;
[…]
-	for SRBs, UM DRBs and UM MRBs, set RX_NEXT and RX_DELIV to the initial value;
-	apply the ciphering algorithm and key provided by upper layers during the PDCP entity re-establishment procedure;
-	apply the integrity protection algorithm and key provided by upper layers during the PDCP entity re-establishment procedure.
NOTE:	After PDCP re-establishment on a sidelink ‎SRB/DRB, UE determines when to transmit and receive with the new key and discard the old key as specified in TS ‎‎33.536 [14].‎

	2)PDCP entities of SRB2 are suspended.
From TS 38.323 [2]:
5.1.4	PDCP entity suspend
When upper layers request a PDCP entity suspend, the transmitting PDCP entity shall:
-	set TX_NEXT to the initial value;
-	discard all stored PDCP PDUs;
When upper layers request a PDCP entity suspend, the receiving PDCP entity shall:
-	if t-Reordering is running:
-	stop and reset t-Reordering;
-	deliver all stored PDCP SDUs to the upper layers in ascending order of associated COUNT values after performing header decompression;
-	set RX_NEXT and RX_DELIV to the initial value.
	

	3) integrity protection and ciphering protection to all radio bearers are applied
From TS 38.331 [1]:
5.3.13.3	Actions related to transmission of RRCResumeRequest or RRCResumeRequest1 message
[…]
1>	derive the KRRCenc key, the KRRCint key, the KUPint key and the KUPenc key;
1>	configure lower layers to apply integrity protection for all radio bearers except SRB0 and MRBs using the configured algorithm and the KRRCint key and KUPint key derived in this clause immediately, i.e., integrity protection shall be applied to all subsequent messages received and sent by the UE;
NOTE 1:	Only DRBs with previously configured UP integrity protection shall resume integrity protection.
1>	configure lower layers to apply ciphering for all radio bearers except SRB0 and MRBs and to apply the configured ciphering algorithm, the KRRCenc key and the KUPenc key derived in this clause, i.e. the ciphering configuration shall be applied to all subsequent messages received and sent by the UE;
	


[bookmark: _GoBack]According to the above table, the actions, including PDCP SDU discard for SRB2, PDCP entity suspend for SRB2 and integrity protection and ciphering protection behaviors upon initiation of resume procedure, are equals to the behaviors of PDCP entity re-establishment for SRB2.
Observation 4: The actions, including PDCP SDU discard for SRB2, PDCP entity suspend for SRB2 and integrity protection and ciphering protection behaviors upon initiation of resume procedure, are equals to the behaviors of PDCP entity re-establishment for SRB2.
Considering that the actions, including PDCP SDU discard for SRB2, PDCP entity suspend for SRB2 and integrity protection and ciphering protection behaviors upon initiation of resume procedure, have already been performed before the PDCP entity re-establishment for SRB2 upon initiation for SDT, the PDCP entity re-establishment for SRB2 during the actions of initiation for SDT is redundant. It should be avoided.
Proposal 2: Re-establishing PDCP entity for SRB2 upon initiation for SDT is redundant, and should be removed.
Conclusion
According to the analysis in section 2, it is proposed and observed:
For SRB1:
Observation 1: According to the actions related to transmission of RRC Resume Request message for SDT, re-establishing PDCP entity for SRB1 are performed twice, one is the legacy behavior and the other one is the new behavior added for SDT.
Proposal 1: According to the actions related to transmission of RRC Resume Request message for SDT, re-establishing PDCP entity for SRB1 under the condition, if the resume procedure is initiated for SDT, needs to be removed.
[bookmark: _Ref69910645]For SRB2:
Observation 2: Upon reception of RRCRelease message for SDT procedure, PDCP SDUs of SRB2 (if resumed) are discarded, and PDCP entities of SRB2 are suspended.
Observation 3: According to the actions related to transmission of RRC Resume Request message for SDT, integrity protection and ciphering protection to all radio bearers are applied, and PDCP entity for SRB2( if configured for SDT) is re-established if it is initiated for SDT.
Observation 4: The actions, including PDCP SDU discard for SRB2, PDCP entity suspend for SRB2 and integrity protection and ciphering protection behaviors upon initiation of resume procedure, are equals to the behaviors of PDCP entity re-establishment for SRB2.
Proposal 2: Re-establishing PDCP entity for SRB2 upon initiation for SDT is redundant, and should be removed.
The corresponding TP is provided in clause 5.
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Text proposal
5.3.13.3	Actions related to transmission of RRCResumeRequest or RRCResumeRequest1 message
The UE shall set the contents of RRCResumeRequest or RRCResumeRequest1 message as follows:
1>	if field useFullResumeID is signalled in SIB1:
2>	select RRCResumeRequest1 as the message to use;
2>	set the resumeIdentity to the stored fullI-RNTI value;
1>	else:
2>	select RRCResumeRequest as the message to use;
2>	set the resumeIdentity to the stored shortI-RNTI value;
1>	restore the RRC configuration, RoHC state, the stored QoS flow to DRB mapping rules and the KgNB and KRRCint keys from the stored UE Inactive AS context except for the following:
-	masterCellGroup;
-	mrdc-SecondaryCellGroup, if stored; and
-	pdcp-Config;
1>	set the resumeMAC-I to the 16 least significant bits of the MAC-I calculated:
2>	over the ASN.1 encoded as per clause 8 (i.e., a multiple of 8 bits) VarResumeMAC-Input;
2>	with the KRRCint key in the UE Inactive AS Context and the previously configured integrity protection algorithm; and
2>	with all input bits for COUNT, BEARER and DIRECTION set to binary ones;
[bookmark: _Hlk95515094][bookmark: _Hlk95766388]1>	derive the KgNB key based on the current KgNB key or the NH, using the nextHopChainingCount value received in the previous RRCRelease message and stored in the UE Inactive AS Context, as specified in TS 33.501 [11];
1>	derive the KRRCenc key, the KRRCint key, the KUPint key and the KUPenc key;
1>	configure lower layers to apply integrity protection for all radio bearers except SRB0 and MRBs using the configured algorithm and the KRRCint key and KUPint key derived in this clause immediately, i.e., integrity protection shall be applied to all subsequent messages received and sent by the UE;
NOTE 1:	Only DRBs with previously configured UP integrity protection shall resume integrity protection.
1>	configure lower layers to apply ciphering for all radio bearers except SRB0 and MRBs and to apply the configured ciphering algorithm, the KRRCenc key and the KUPenc key derived in this clause, i.e. the ciphering configuration shall be applied to all subsequent messages received and sent by the UE;
1>	re-establish PDCP entities for SRB1;
1>	resume SRB1;
1>	if the resume procedure is initiated for SDT:
2>	for each radio bearer that is configured for SDT and for SRB1:
3>	restore the RLC-BearerConfig associated with the RLC bearers of masterCellGroup and pdcp-Config from the UE Inactive AS context;
          2> for each DRB that is configured for SDT:
3>	re-establish PDCP entity for the radio bearer without triggering PDCP status report;
2>	resume all the radio bearers that are configured for SDT;
1>	submit the selected message RRCResumeRequest or RRCResumeRequest1 for transmission to lower layers.
NOTE 2:	Only DRBs with previously configured UP ciphering shall resume ciphering.
If lower layers indicate an integrity check failure while T319 or T319a is running, perform actions specified in 5.3.13.5.
The UE shall continue cell re-selection related measurements as well as cell re-selection evaluation. If the conditions for cell re-selection are fulfilled, the UE shall perform cell re-selection as specified in 5.3.13.6.
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