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1. Introduction
[bookmark: Proposal_Pattern_Length]This document discusses the RIL [I506] which aims to clarification of the RRC messages allowed during SDT (inter-related to [A002]). 
1. Discussion
We understand that it would be helpful to also capture which RRC messages can be exchanged during SDT to avoid confusions and to limit the number of scenarios to be implemented and tested. Rapporteur suggested that we could capture instead which ones are not allowed e.g. RRCReconfiguration/ RRCReconfigurationComplete. Therefore, we suggest discussing this in more details:
Option a) Specification captures which RRC messages are allowed during an SDT session. The following RRC messages can be exchanged during SDT: RRCResumeRequest, RRCRelease, RRCReject, RRCResume, ULInformationTransfer, DLInformationTransfer, UEAssistanceInformation and RRCSetup. Moreover, it could also be clarified that RRCReject and RRCSetup can only be sent in response to the 1st UL SDT.
Option b) Specification captures which RRC messages are not allowed during an SDT session. This approach would require RAN2 to discuss all possible RRC messages in current or future release. So far, RAN2 has agreed not to support the usage the reconfiguration, reestablishment and on demand SI as shown in related agreements copied below.
“RRCReconfiguration and RRCReconfigurationComplete are not supported during an SDT session”
“Do not support on demand SI during SDT procedure”
“RRC re-establishment procedure is not supported for SDT”
However, RAN2 has not discussed all possible RRC messages supported today:
· SecurityModeCommand, SecurityModeComplete, SecurityModeFailure
· UECapabilityEnquiry, UECapabilityInformation
· CounterCheck, CounterCheckResponse 
· MobilityFromNRCommand, 
· DLInformationTransferMRDC-r16, ULInformationTransferMRDC, ULInformationTransferIRAT-r16
· LocationMeasurementIndication, LoggedMeasurementConfiguration-r16
· FailureInformation, MCGFailureInformation-r16, SCGFailureInformation, SCGFailureInformationEUTRA
· DLDedicatedMessageSegment-r16, ULDedicatedMessageSegment-r16
· UEInformationRequest-r16, UEInformationResponse-r16
· SidelinkUEInformationNR-r16
· IABOtherInformation-r16
Creating a list of all these message that are not allowed during SDT will be much longer list and will require more updates in future releases.  
[bookmark: _Toc100946077][bookmark: _Toc101614900][bookmark: _Toc101735999][bookmark: _Toc101776383][bookmark: _Toc101776753][bookmark: _Toc101777084][bookmark: _Toc101786136][bookmark: _Toc101789035][bookmark: _Toc101789072]Creating a list of RRC message that are not allowed during SDT is much longer and will require updates in future releases when new messages are defined.
On summary, our preference is to clarify which are the RRC messages supported during SDT to avoid having to discuss other existing or future RRC messages unnecesarily. 

Proposal 1. [bookmark: _Toc101272603][bookmark: _Toc101652161][bookmark: _Toc101739275][bookmark: _Toc101789038][bookmark: _Toc101789075]To clarify explicitly which RRC messages are allowed to be used during SDT (i.e. RRCResumeRequest, RRCRelease, RRCReject, RRCResume, ULInformationTransfer, DLInformationTransfer, UEAssistanceInformation and RRCSetup). Agreed on related TP available in section 4.1 of Annex.

1. Conclusion
The observations captured are the following:
Observation 1.	Creating a list of RRC message that are not allowed during SDT is much longer and will require updates in future releases when new messages are defined.
The proposals captured are the following:
Proposal 1.	To clarify explicitly which RRC messages are allowed to be used during SDT (i.e. RRCResumeRequest, RRCRelease, RRCReject, RRCResume, ULInformationTransfer, DLInformationTransfer, UEAssistanceInformation and RRCSetup). Agreed on related TP available in section 4.1 of Annex.

1. [bookmark: _Ref100923467]Annex: Text Proposals (TPs)
Latest draft TS are used from https://www.3gpp.org/ftp/tsg_ran/WG2_RL2/Specifications/202203_draft_specs_after_RAN_95/
· TP to 38.331 v17.0.0 (2022-03) i.e. version -h00-v6

[bookmark: _Ref101186629][I506] RRC messages allowed during SDT
1st. Modified Section
[bookmark: _Toc60776737][bookmark: _Toc90650609]5.3.1.1	RRC connection control
RRC connection establishment involves the establishment of SRB1. The network completes RRC connection establishment prior to completing the establishment of the NG connection, i.e. prior to receiving the UE context information from the 5GC. Consequently, AS security is not activated during the initial phase of the RRC connection. During this initial phase of the RRC connection, the network may configure the UE to perform measurement reporting, but the UE only sends the corresponding measurement reports after successful AS security activation. However, the UE only accepts a re-configuration with sync message when AS security has been activated.
Upon receiving the UE context from the 5GC, the RAN activates AS security (both ciphering and integrity protection) using the initial AS security activation procedure. The RRC messages to activate AS security (command and successful response) are integrity protected, while ciphering is started only after completion of the procedure. That is, the response to the message used to activate AS security is not ciphered, while the subsequent messages (e.g. used to establish SRB2, DRBs and multicast MRBs) are both integrity protected and ciphered. After having initiated the initial AS security activation procedure, the network may initiate the establishment of SRB2 and DRBs and/or multicast MRBs, i.e. the network may do this prior to receiving the confirmation of the initial AS security activation from the UE. In any case, the network will apply both ciphering and integrity protection for the RRC reconfiguration messages used to establish SRB2, DRBs and multicast MRBs. The network should release the RRC connection if the initial AS security activation and/ or the radio bearer establishment fails. A configuration with SRB2 without DRB or multicast MRB, or with DRB or multicast MRB without SRB2 is not supported (i.e., SRB2 and at least one DRB or multicast MRB must be configured in the same RRC Reconfiguration message, and it is not allowed to release all the DRBs without releasing the RRC Connection). For IAB-MT, a configuration with SRB2 without any DRB/MRB is supported.
The release of the RRC connection normally is initiated by the network. The procedure may be used to re-direct the UE to an NR frequency or an E-UTRA carrier frequency.
The suspension of the RRC connection is initiated by the network. When the RRC connection is suspended, the UE stores the UE Inactive AS context and any configuration received from the network, and transits to RRC_INACTIVE state. The RRC message to suspend the RRC connection is integrity protected and ciphered.
The resumption of a suspended RRC connection is initiated by upper layers when the UE needs to transit from RRC_INACTIVE state to RRC_CONNECTED state or by RRC layer to perform a RNA update or by RAN paging from NG-RAN or for SDT. When the RRC connection is resumed, network configures the UE according to the RRC connection resume procedure based on the stored UE Inactive AS context and any RRC configuration received from the network. The RRC connection resume procedure re-activates AS security and re-establishes SRB(s) and DRB(s) and/or multicast MRB(s), if configured.
Upon initiating the resume procedure for SDT, security is re-activated for SRB1 and for the radio bearers configured with SDT. Further, SRB1 and the radio bearers configured for SDT are re-established and resumed whilst the UE remains in RRC_INACTIVE state. Transmission and reception of data and/or signalling messages over radio bearers configured for SDT can happen whilst the UE is in RRC_INACTIVE state and T319a is running.
In response to a request to resume the RRC connection, the network may resume the suspended RRC connection and send UE to RRC_CONNECTED, or reject the request to resume and send UE to RRC_INACTIVE (with a wait timer), or directly re-suspend the RRC connection and send UE to RRC_INACTIVE, or directly release the RRC connection and send UE to RRC_IDLE, or instruct the UE to initiate NAS level recovery (in this case the network sends an RRC setup message).
[bookmark: _Hlk101736625]In response to a resume procedure initiated for SDT, the network may resume the suspended RRC connection and send UE to RRC_CONNECTED, or reject the request to resume and send UE to RRC_INACTIVE (with a wait timer), or directly re-suspend the RRC connection and send UE to RRC_INACTIVE, or directly release the RRC connection and send UE to RRC_IDLE, or instruct the UE to initiate NAS level recovery (in this case the network sends an RRC setup message). Therefore, the following RRC messages can be exchanged during SDT: RRCResumeRequest, RRCRelease, RRCReject, RRCResume, ULInformationTransfer, DLInformationTransfer, UEAssistanceInformation and RRCSetup.
NOTE:	In case the UE receives the configurations for NR sidelink communication via the E-UTRA, the configurations for NR sidelink communication in SIB12 and sl-ConfigDedicatedNR within RRCReconfiguration used in subclause 5.3 are provided by the configurations in SystemInformationBlockType28 and sl-ConfigDedicatedForNR within RRCConnectionReconfiguration as specified in TS 36.331[10], respectively.

End of modified section

