Page 4
Draft prETS 300 ???: Month YYYY


3GPP TSG-RAN WG2 Meeting #118-e
R2-2205634
Online, May 9 – May 20, 2022

Agenda Item:
6.7.2.7
Source:
Apple

Title:          Discussion on whether UE dedicated PC5 configuration can be configured in RRCReestablishment message (RIL A308, A906)
Document for:
Decision
1. Introduction
This is a discussion document for RIL A308, A906, which are copied below:

[RIL]: A308 [Delegate]: Apple (Peng) [WI]: SLrelay [Class]: 2 [Status]: ToDo [TDoc]: None [Proposed Conclusion]: 

[Description]: We have NO agreements on fast re-configuration of SL parameters in RRCRestablishment. Please note that only NCC is provided in legacy Uu RRCReestablishment message. Even if this is necessary, we need to understand whether “L2-remoteUE-config” is needed only for the case when remote UE send RRCReestablishRequest via a relay UE.

[Proposed Change]: 1) only include PCI and C-RNTI in RRCRestablishment message, as agreed.

2) Modify this sentence accordingly.
[RIL]: A906 [Delegate]: Apple (Zhibin) [WI]: SLrelay [Class]: 2 [Status]: ToDo [TDoc]: None [Proposed Conclusion]: 

[Description]: Fast reconfiguration for relay operation in Msg 4

[Proposed Change]: We have NO agreements on fast re-configuration of SL parameters in RRCRestablishment. Please note that only NCC is provided in legacy Uu RRCReestablishment message. Even if this is necessary, we need to understand whether “L2-remoteUE-config” is needed only for the case when remote UE send RRCReestablishRequest via a relay UE. We suggest to stick to RAN2 agreements to only include PCI and C-RNTI in this message

[Comments]: [vivo (Boubacar)]: We also understand that RRCRestablishment message is used to re-activate security with NCC configuration only. Any other configurations will be included only if the security re-activation after reception of RRCRestablishment message is successfully completed. Therefore, we propose to remove the whole RRCReestablishment-v1700-IEs within the RRCRestablishment message and the related configuration can be inclued in the first RRCReconfigration message after sucessful RRC restablishment.

2. Discussions
2.1 Issue description
In running RRC CR [1], RRCReestablishment message can include sl-ConfigDedicatedNR-r17 and sl-L2RemoteUEConfig-r17, which include UE dedicated PC5 SDAP/PDCP/RLC/MAC/PHY configuration and even SDAP configuration.
-- ASN1START

-- TAG-RRCREESTABLISHMENT-START

RRCReestablishment ::=              SEQUENCE {

    rrc-TransactionIdentifier           RRC-TransactionIdentifier,

    criticalExtensions                  CHOICE {

        rrcReestablishment                  RRCReestablishment-IEs,

        criticalExtensionsFuture            SEQUENCE {}

    }

}

RRCReestablishment-IEs ::=          SEQUENCE {

    nextHopChainingCount                NextHopChainingCount,

    lateNonCriticalExtension            OCTET STRING                        OPTIONAL,

    nonCriticalExtension                RRCReestablishment-v1700-IEs         OPTIONAL

}

RRCReestablishment-v1700-IEs ::=    SEQUENCE {

    sl-ConfigDedicatedNR-r17            SetupRelease {SL-ConfigDedicatedNR-r16}    OPTIONAL, -- Cond L2RemoteUE

    sl-L2RemoteUEConfig-r17             SetupRelease {SL-L2RemoteUEConfig-r17}     OPTIONAL, -- Cond L2RemoteUE

    nonCriticalExtension                SEQUENCE {}                                OPTIONAL

}
-- TAG-RRCREESTABLISHMENT-STOP

-- ASN1STOP

SL-ConfigDedicatedNR-r16 ::=         SEQUENCE {

    sl-PHY-MAC-RLC-Config-r16            SL-PHY-MAC-RLC-Config-r16                                              OPTIONAL,    -- Need M

    sl-RadioBearerToReleaseList-r16      SEQUENCE (SIZE (1..maxNrofSLRB-r16)) OF SLRB-Uu-ConfigIndex-r16        OPTIONAL,    -- Need N

    sl-RadioBearerToAddModList-r16       SEQUENCE (SIZE (1..maxNrofSLRB-r16)) OF SL-RadioBearerConfig-r16       OPTIONAL,    -- Need N

    sl-MeasConfigInfoToReleaseList-r16   SEQUENCE (SIZE (1..maxNrofSL-Dest-r16)) OF SL-DestinationIndex-r16     OPTIONAL,    -- Need N

    sl-MeasConfigInfoToAddModList-r16    SEQUENCE (SIZE (1..maxNrofSL-Dest-r16)) OF SL-MeasConfigInfo-r16       OPTIONAL,    -- Need N

    t400-r16                             ENUMERATED {ms100, ms200, ms300, ms400, ms600, ms1000, ms1500, ms2000} OPTIONAL,    -- Need M

    ...,

    [[

    sl-PHY-MAC-RLC-Config-v1700          SL-PHY-MAC-RLC-Config-v1700                                            OPTIONAL,    -- Need M

    sl-DiscConfig-r17                    SetupRelease { SL-DiscConfig-r17}                                      OPTIONAL,    -- Need M

    sl-RLC-ChannelToReleaseList-r17      SEQUENCE (SIZE (1..maxSL-LCID-r16)) OF SL-RLC-ChannelID-r17            OPTIONAL, -- Cond L2U2N

    sl-RLC-ChannelToAddModList-r17       SEQUENCE (SIZE (1..maxSL-LCID-r16)) OF SL-RLC-ChannelConfig-r17        OPTIONAL  -- Cond L2U2N

    ]]

}

SL-L2RemoteUEConfig-r17 ::=       SEQUENCE {

    sl-SRAP-Config-Remote-r17         SL-SRAP-Config-r17                                         OPTIONAL,  --Need M

    sl-ServingCellInfo-r17            SL-ServingCellInfo-r17                                     OPTIONAL, -- Cond RRCEstab

    ...

}

And in Section 5.3.7.5, the procedure text is specified that remote UE will perform these two dedicated PC5 configurations upon reception of RRCReestablishment message.

2.2 Issue analysis
We think including UE dedicated PC5 configuration is not aligned with the intention of RRC Reestablishment procedure. As highlighted below, Section 5.3.7.1 clearly specified RRC Reestablishment procedure only re-establish and resume the SRB1. Thus, only NCC is included in legacy RRCReestablishment message.      
	Copy from Section 5.3.7.1 of TS 38.331 [1]

The network applies the procedure e.g as follows:

-
When AS security has been activated and the network retrieves or verifies the UE context:

-
to re-activate AS security without changing algorithms;

-
to re-establish and resume the SRB1;
-
When UE is re-establishing an RRC connection, and the network is not able to retrieve or verify the UE context:

-
to discard the stored AS Context and release all RBs and BH RLC channels and Uu Relay RLC channels;

-
to fallback to establish a new RRC connection.


Observation 1: Section 5.3.7.1 of TS 38.331 clearly specified RRC Re-establishment procedure only re-establish and resume the SRB1. Thus, only NCC is included in legacy RRCReestablishment message.    
Actually, whether RRCReestablishment message can include UE dedicated configuration has been extensively discussed in NR Rel-15. And finally in RAN2#101b, the following two solutions were identified for down-selection in [2]:

Solution 1 (R2-1804804): similar to SMC+reconfiguration; the network can send reestablishment kind message + reconfiguration;

Solution 2 (R2-1805012): similar to resume; the network can send resume kind message and recovery SRB/DRB simultaneously;

And RAN2#101b [3] finally agreed to adopt solution 1 
Working assumption:

1
MSG4 for re-establishment is not encrypted

2
Adopt solution 1 from the paper for re-establishing the bearers (based on SMC+reconfiguration)

Correspondingly, NR RRCReestablishment message is specified to deliver via SRB1, which is allowed to multiplex with RRCReconfiguration message.   

Observation 2: Whether RRCReestablishment message can include UE dedicated configuration has been extensively discussed in NR Rel-15. And finally in RAN2#101b, it was agreed to adopt the solution SMC+reconfiguration. Correspondingly, NR RRCReestablishment message is specified to deliver via SRB1, which is allowed to multiplex with RRCReconfiguration message.   

Then, based on Observation 1 and Observation 2, we think it doesn't make sense that RRCReestablishment message can include UE dedicated PC5 configuration. Thus, we propose:  
Proposal 1: Following intention of RRC re-establishment procedure, only SRB1 is re-established and resumed. Thus, the UE dedicated PC5 configuration and SDAP configuration in RRCReestablishment message should be removed. 
2.3
Solution 
To resolve this issue, we provide a TP in appendix. We propose RAN2 to adopt it.
Proposal 2: RAN2 is suggested to adopt the TP in appendix. 
3. Conclusions

In this paper, we discussion whether UE dedicated PC5 configuration can be configured in RRCReestablishment message, which is related to RIL A308 and A906. And we have provided TP in appendix to resolve this issue.
Proposal 1: Following intention of RRC re-establishment procedure, only SRB1 is re-established and resumed. Thus, the UE dedicated PC5 configuration and SDAP configuration in RRCReestablishment message should be removed. 

Proposal 2: RAN2 is suggested to adopt the TP in appendix. 
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Appendix 1
–
RRCReestablishment
The RRCReestablishment message is used to re-establish SRB1.

Signalling radio bearer: SRB1

RLC-SAP: AM

Logical channel: DCCH

Direction: Network to UE

RRCReestablishment message
-- ASN1START

-- TAG-RRCREESTABLISHMENT-START

RRCReestablishment ::=              SEQUENCE {

    rrc-TransactionIdentifier           RRC-TransactionIdentifier,

    criticalExtensions                  CHOICE {

        rrcReestablishment                  RRCReestablishment-IEs,

        criticalExtensionsFuture            SEQUENCE {}

    }

}

RRCReestablishment-IEs ::=          SEQUENCE {

    nextHopChainingCount                NextHopChainingCount,

    lateNonCriticalExtension            OCTET STRING                        OPTIONAL,

    nonCriticalExtension                RRCReestablishment-v1700-IEs         OPTIONAL

}

RRCReestablishment-v1700-IEs ::=    SEQUENCE {



    sl-ServingCellInfo-r17            SL-ServingCellInfo-r17.                  OPTIONAL,  Cond L2RemoteUE
    nonCriticalExtension                SEQUENCE {}                                OPTIONAL

}

-- TAG-RRCREESTABLISHMENT-STOP

-- ASN1STOP

Appendix 2

5.3.7.5
Reception of the RRCReestablishment by the UE
The UE shall:

1>
stop timer T301;

1>
if the RRCReestablishment message includes the sl-ServingCellInfo (i.e. the UE is a L2 U2N Remote UE):


2>
use the value of the sl-PhysCellId as the physical cell identity of the PCell;

2>
use the value of the sl-UEIdentityRemote as the C-RNTI in the PCell.
1>
else:

21>
consider the current cell to be the PCell;

1>
update the KgNB key based on the current KgNB key or the NH, using the received nextHopChainingCount value, as specified in TS 33.501 [11];

1>
store the nextHopChainingCount value indicated in the RRCReestablishment message;

1>
derive the KRRCenc and KUPenc keys associated with the previously configured cipheringAlgorithm, as specified in TS 33.501 [11];

1>
derive the KRRCint and KUPint keys associated with the previously configured integrityProtAlgorithm, as specified in TS 33.501 [11].

1>
request lower layers to verify the integrity protection of the RRCReestablishment message, using the previously configured algorithm and the KRRCint key;

1>
if the integrity protection check of the RRCReestablishment message fails:

2>
perform the actions upon going to RRC_IDLE as specified in 5.3.11, with release cause 'RRC connection failure', upon which the procedure ends;

1>
configure lower layers to resume integrity protection for SRB1 using the previously configured algorithm and the KRRCint key immediately, i.e., integrity protection shall be applied to all subsequent messages received and sent by the UE, including the message used to indicate the successful completion of the procedure;

1>
configure lower layers to resume ciphering for SRB1 using the previously configured algorithm and, the KRRCenc key immediately, i.e., ciphering shall be applied to all subsequent messages received and sent by the UE, including the message used to indicate the successful completion of the procedure;

1>
release the measurement gap configuration indicated by the measGapConfig, if configured;

1>
release the measurement gap configuration indicated by the musim-GapConfig, if configured;

1>
set the content of RRCReestablishmentComplete message as follows:

2>
if the UE has logged measurements available for NR and if the RPLMN is included in plmn-IdentityList stored in VarLogMeasReport:

3>
if the sigLoggedMeasType in VarLogMeasReport is included:

4>
include the sigLogMeasConfigAvailable in the RRCReestablishmentComplete message and set it according to the following:

5>
if T330 timer is running:

6>
set sigLogMeasConfigAvailable to true in the RRCReestablishmentComplete message;

5>
else:

6>
set sigLogMeasConfigAvailable to false in the RRCReestablishmentComplete message;
3>
include the logMeasAvailable in the RRCReestablishmentComplete message;

3>
if Bluetooth measurement results are included in the logged measurements the UE has available for NR:

4>
include the logMeasAvailableBT in the RRCReestablishmentComplete message;

3>
if WLAN measurement results are included in the logged measurements the UE has available for NR:

4>
include the logMeasAvailableWLAN in the RRCReestablishmentComplete message;

2>
if the sigLoggedMeasType in VarLogMeasReport is included:
3>
if T330 timer is running:

4>
set sigLogMeasConfigAvailable to true in the RRCReestablishmentComplete message;

3>
else:

4>
if the UE has logged measurements available for NR:

5>
set sigLogMeasConfigAvailable to false in the RRCReestablishmentComplete message;
2>
if the UE has connection establishment failure or connection resume failure information available in VarConnEstFailReport or VarConnEstFailReportList and if the RPLMN is equal to plmn-Identity stored in VarConnEstFailReport or VarConnEstFailReportList:

3>
include connEstFailInfoAvailable in the RRCReestablishmentComplete message;

2>
if the UE has radio link failure or handover failure information available in VarRLF-Report and if the RPLMN is included in plmn-IdentityList stored in VarRLF-Report; or
2>
if the UE has radio link failure or handover failure information available in VarRLF-Report of TS 36.331 [10] and if the UE is capable of cross-RAT RLF reporting and if the RPLMN is included in plmn-IdentityList stored in VarRLF-Report of TS 36.331 [10]:

3>
include rlf-InfoAvailable in the RRCReestablishmentComplete message;

2>
if the UE has successful handover information available in VarSuccessHO-Report and if the RPLMN is included in plmn-IdentityList stored in VarSuccessHO-Report:

3>
include successHO-InfoAvailable in the RRCReestablishmentComplete message;

1>
submit the RRCReestablishmentComplete message to lower layers for transmission;

1>
the procedure ends.
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