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1. Introduction
In RAN2#116bis [1], new Access Category for group paging was discussed and no consensus was achieved due to the complexity. For the UE initiated multicast session joining procedure, the access control enhancement was not discussed. In this contribution, we will discuss some simple solutions for the MBS UAC enhancements for multicast session joining procedure.
2. Discussion
When UE has interest for some Multicast services, it will initiate a multicast session joining procedure and a PDU session establishment/ modification procedure will be triggered. Then the access control checks shall be performed for the access attempts according to the current UAC procedure. The gNB can apply different access control policy for the Unicast service and Multicast service considering the different scheduling methods and different resource consumption for unicast and multicast.
Observation1: The differentiation of unified access control for unicast and multicast is needed.
There are two possible solutions to support the MBS specific UAC. One is to introduce new access category for MBS service in SA. Another is to introduce MBS specific UAC parameters in RAN. Considering the complexity and time limit in R17, we think introducing MBS specific UAC parameters in RAN is an easy way for the MBS specific UAC. UAC barring parameters are included in SIB, the UE will apply these parameters to perform the access control. A new parameter uac-BarringFactorforMBS can be introduced for the MBS specific UAC. That is, when UE initiates a multicast session joining procedure, it will use the uac-BarringFactorforMBS to perform access control if configured. E.g., UE will draw a random number 'rand' uniformly distributed in the range: 0 ≤ rand < 1, if the 'rand' is lower than the value indicated by uac-BarringFactorforMBS, it will consider the access attempt as allowed. Otherwise, it will consider the access attempt as barred. If the uac-BarringFactorforMBS is not configured, the legacy parameter uac-BarringFactor can be used.
Proposal 1: A new parameter uac-BarringFactorforMBS is introduced for MBS specific UAC.
3. Conclusion

In this contribution, we discussed the need of MBS specific UAC and a simple solution in RAN. In particular, we have the following proposals:
Observation1: The differentiation of unified access control for unicast and multicast is needed.
Proposal 1: A new parameter uac-BarringFactorforMBS is introduced for MBS specific UAC.
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5.3.14
Unified Access Control

5.3.14.5
Access barring check
/unchanged parts are omitted/
2>
else:

3>
draw a random number 'rand' uniformly distributed in the range: 0 ≤ rand < 1;

3>
if 'rand' is lower than the value indicated by uac-BarringFactor included in "UAC barring parameter", or when BarringFactorforMBS is included in "UAC barring parameter", for MBS service, if 'rand' is lower than the value indicated by uac-BarringFactorforMBS:

4>
consider the access attempt as allowed;

3>
else:

4>
consider the access attempt as barred;

6.3.2
Radio resource control information elements

–
UAC-BarringInfoSetList
The IE UAC-BarringInfoSetList provides a list of access control parameter sets. An access category can be configured with access parameters according to one of the sets.

UAC-BarringInfoSetList information element

-- ASN1START

-- TAG-UAC-BARRINGINFOSETLIST-START

UAC-BarringInfoSetList ::=          SEQUENCE (SIZE(1..maxBarringInfoSet)) OF UAC-BarringInfoSet

UAC-BarringInfoSetList-v1700 ::= SEQUENCE (SIZE(1..maxBarringInfoSet)) OF UAC-BarringInfoSet-v1700

UAC-BarringInfoSet ::=              SEQUENCE {

    uac-BarringFactor                   ENUMERATED {p00, p05, p10, p15, p20, p25, p30, p40,

                                                    p50, p60, p70, p75, p80, p85, p90, p95},

    uac-BarringTime                     ENUMERATED {s4, s8, s16, s32, s64, s128, s256, s512},

    uac-BarringForAccessIdentity        BIT STRING (SIZE(7))

}

UAC-BarringInfoSet-v1700 ::= SEQUENCE {

    uac-BarringFactorForAI3-r17  ENUMERATED {p00, p05, p10, p15, p20, p25, p30, p40, p50, p60, p70, p75, p80, p85, p90, p95}

                                                                       OPTIONAL  -- Need S
UAC-BarringInfoSet-v1710 ::= SEQUENCE {

    uac-BarringFactorForMBS-r17  ENUMERATED {p00, p05, p10, p15, p20, p25, p30, p40, p50, p60, p70, p75, p80, p85, p90, p95}

                                                                       OPTIONAL  -- Need S

}

-- TAG-UAC-BARRINGINFOSETLIST-STOP

-- ASN1STOP

	UAC-BarringInfoSetList field descriptions

	uac-BarringInfoSetList
List of access control parameter sets. Each access category can be configured with access parameters corresponding to a particular set by uac-barringInfoSetIndex. Association of an access category with an index that has no corresponding entry in the uac-BarringInfoSetList is valid configuration and indicates no barring.

	uac-BarringForAccessIdentity

Indicates whether access attempt is allowed for each Access Identity. The leftmost bit, bit 0 in the bit string corresponds to Access Identity 1, bit 1 in the bit string corresponds to Access Identity 2, bit 2 in the bit string corresponds to Access Identity 11, bit 3 in the bit string corresponds to Access Identity 12, bit 4 in the bit string corresponds to Access Identity 13, bit 5 in the bit string corresponds to Access Identity 14, and bit 6 in the bit string corresponds to Access Identity 15. Value 0 means that access attempt is allowed for the corresponding access identity.

	uac-BarringFactor

Represents the probability that access attempt would be allowed during access barring check.

	uac-BarringFactorForAI3

Barring factor applicable for Access Identity 3. Represents the probability that access attempt would be allowed during access barring check. If absent, the UE considers the access attempt as allowed.

	uac-BarringTime

The average time in seconds before a new access attempt is to be performed after an access attempt was barred at access barring check for the same access category, see 5.3.14.5.

	uac-BarringFactorForMBS
Barring factor applicable for MBS service. Represents the probability that access attempt would be allowed during access barring check. If absent, the UE shall use uac-BarringFactor.
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