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Introduction
In RAN2-116bis-e, the topic of UE location information reporting was discussed, and the following agreements were reached.

On Location Information Reporting:
Assume that eMTC can follow whatever is agreed for NR NTN
	
For NB-IoT, assume that the location info need to be protected, also coarse location info, as has been stated by SA3. FFS if location can be reported by NAS, can ask CT1/SA2. Can also ask SA3 to confirm their view on coarse location information. Keep R3/SA2 informed.

Subsequently, an LS [1] was sent to SA3 asking the following questions.

· Given that IoT may not have the same privacy requirements as in NR, is it the correct understanding of RAN2 that providing a coarse location regardless of granularity without AS security should also be avoided for NB-IoT. 
· As RAN2 has discussed the location reporting where instead of sending the coarse location over AS, the UE could potentially send location over NAS to MME and even though the feasibility of this is yet to be confirmed by RAN3/SA2/CT1, RAN2 asks SA3 to comment if there are any potential security concerns with providing the location over NAS to MME (where NAS security is assumed to be applied), such as user consent or similar. 
In this document, we provide some views on whether the UE should send location over NAS to MME for NB-IoT.
Discussion
Apart from UE privacy issues, UE location reporting suffers from two additional problems. First, UE location suffers from reliability issues as indicated in an LS from SA3-LI [2]. In fact, RAN [4] has agreed to study network verified location for 6 months in Release 18, to better understand regulatory requirements and candidate solutions. 

Observation 1: The reliability of UE reported location is debatable, and may require network verification, to be studied in Release 18.

Second, SA3 [3] has also indicated the need for user consent in some jurisdictions. Our understanding is that SA3 is slated to study user consent issues in Release 18 and is exploring potential Release 18 SIDs that cover NTN and IoT NTN user consent.

Observation 2: User consent issues for IoT NTN including NB-IoT may be studied further in SA3 during Release 18.

Given that the issues of UE location reliability and UE user consent will not be resolved in Release 17 framework, we believe that RAN2 should not pursue this direction any further in Release 17.

Proposal 1: UE location reporting over NAS for NB-IoT is not pursued in Release 17.
Conclusions
In this document, we provide our views on location reporting in NAS for NB-IoT. Our observations and proposal are summarized below.

Observation 1: The reliability of UE reported location is debatable, and may require network verification, to be studied in Release 18.

Observation 2: User consent issues for IoT NTN including NB-IoT may be studied further in SA3 during Release 18.

Proposal 1: UE location reporting over NAS for NB-IoT is not pursued in Release 17.
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